o - NV SO O N )

20

21

22

23

24

25

26

27

28
29
30
31
32
33
34

A.S0014-0v1.0

3GPP2 A.S0014-0 SRD GENERATION
PARTNERSHIP

PrROJECT 2
"acPP2"

Version 1.0

Date: November 16, 2001

Interoperability Specification (I0S) for CDMA 2000
Access Network Interfaces — Part 4 (A1, A2, and
A5 Interfaces)

Revision 0 (3G 10Sv4.2)

(SDO Ballot Version)

© 3GPP2 2001

3GPP2 and its Organizational Partners claim copyright in this document and individual
Organizational Partners may copyright and issue documents or standards publications in
individual Organizational Partner's name based on this document. Requests for reproduction of
this document should be directed to the 3GPP2 Secretariat at secretariat@3gpp2.org. Requests
to reproduce individual Organizational Partner's documents should be directed to that
Organizational Partner. See www.3gpp2.org for more information.






T - Y. T SO O Ry

A.S0014-0v1.0

Table of Contents

1.0 INEEOAUCHION ...ttt ettt ettt et b e bt b ettt et s bbbt eaeeane e enes 1
1.1 OVETVIBW ...ttt ettt ettt ettt ettt bt et et e b e bt bt e bt e bt et et et e s bt e bt bt eae e st et et e nb e s b e e bt ebees b et enbenee 1
1.1.1 PUIPOSE. ...ttt et s e st e st e st e e b e e st e et e st e s b e nates 1
1.1.2 N TeT0) oI USSP UPSOTOPRTOTSROPPRN 1
1.2 RETEIEIICES ...ttt h et ettt et b et ettt eatesb e e sbeenbeenbeeneeeae 1
1.2.1 Telecommunications Industry Association (TIA) / Electronics Industry Association (EIA).. 1
1.2.2 BGPP ANd 3GPP2 ...ttt ettt beeae et e et nnea 2
1.2.3 Standards COmMMItIEE T1.......coouiiiiiiiiieiieieeieeee ettt et eeee e 3
1.2.4 International Telecommunications Union - Telecommunications Sector (ITU-T)................. 3
1.2.5 L0 17 1<) L OO P USSP 3
1.3 TOIMUINOLOZY ...ceuveenieeie ettt ettt ettt st e st et e teen e esaesseesse e seensesnsesseesseenseenseenseensennnenneas 3
1.3.1 K Xw (0] 11 111 T USSP PP 3
1.3.2 DIETINITIONS. ..ttt ettt b ettt et et ettt b e bbb e 6
1.4  Message Body, Coding, and Ordering of EIements ...........cccceoveviieciieiiinieniesieneeee e 7
1.5  Forward Compatibility GUIAEIINES.......ccceervieriieiiiiieierieie ettt e e sneenseeneeens 9
1.6 Message Processing GUIACIINES .......cc.eeruieriiiiieiieiierieit ettt te e s ae st e steenseenseenaeesaenseens 9
1.7 Message Definition GUIAEIINES ........ccoueiiiiiiiiiiiiiee et 10
1.8 TOS Upgrade GUIAEIINES ......covuieiieiiieieitietieie ettt sttt ettt st b et s eeeseee e 11
2.0 PrOtOCOL DETINITION. ¢...eeutieiieiiietieet ettt ettt et et ettt s ate s b e s bt e beesteeaeeseeesaeenbeeneeans 13
2.1 MSC — BS Functional Partitioning ............ceoeereeieiienienieeeie ettt 13
2.2 Protocol Reference MOdEl .........coouiiiiiiiiiiiieieeeeee ettt 13
2.2.1 MSC-BS Interface Channel TYPES.......ccoecieiuieierieiienieeie ettt ssee e se e senesnees 13
222 TransSpOrt PrOtOCOLS ......c.vieiieiieiieie ettt ettt et e s e e e enseenaesseenseennaas 13
223 LAYET 1 ettt ettt ettt e b e at e e bt e e abe e baeenabee e 14
224 Layer 2 - Transport PrOtOCOIS ......c.cccuiiierieriieiieiieieee ettt 14
2.2.4.1  SS7 Signaling TranSPOIt ......c.eevertierieeieeieeieeiesteeteeteeteeaesseesseesseesesnsesseesseesseenseensesnsens 14
2.2.5 Layer 3 - Al Interface: Base Station Application Part............cccccveviveiiniinienieieece e 14
2.3 Generic MeSSAZE FOTMALS .......ccviiiiieiieiiie ettt ettt ete ettt e et eebeeesbeeetaeenseesnseeenseesnseennseean 15
2.3.1 AT MesSaZE HEACT ....c..iiiiiiiiiiiieiieie ettt et 15
2.3.1.1 Transfer of DTAP and BSMAP MeESSAZES.......cccueruieriieniieiinienieniiesieenieenie et sieesieenieeniens 16
2.3.1.1.1  Distribution FUNCHON ......cc.ooiiiiiiiiiiiiiiieiceeeeee et 16
2.3.1.1.2  Transfer Of DTAP MESSAZES .....cevueeruieruieiiiiiniientientteie et st sieesiee et et saeesaeenieeeeens 16
2.3.1.1.3  Transfer of BSMAP MESSAZES ......covueeruieiiriiiniieniieniieieeieeee st st siee st ettt et siee s 17

3.0 MESSAZE PrOCEAUIES........eoiiieieiieiieie ettt ettt ettt ettt e e st e s e et e e seeseensesneesseesseenseeseens 19
3.1 Call Processing MesSsage PrOCEAUIES ........cccueiieriieriieiieieeieiieiceie ettt sseeseenne e 19
3.1.1 Complete Layer 3 INfOrmation...........cccveruieriieiieeierieieeeie ettt eee e 19
3.1.1.1  SuCCESSTUL OPETatioN.....ccueeevieiieiieieeieeiestete ettt ettt eteeeeessaesseebeeseensesaaesseenseenseenns 19
3.1.1.2  Failure OPEIation ........c.ceveriieriieieeieeiiestiesteeteseeseeesseeseensesseesseenseenseensesssesssenseensesnsessnenses 19
3.1.2 Connection Management (CM) Service Request.........cccvevuieciiiiiiienieeeeee e 19
3.1.2.1  SucCeSSTUL OPEIation......ccccuieiiieeiieiiienieeiieeete et estteestteesteeestaeesseessbaeesseesssaessseesnseessseesns 19
3.1.2.2  Failure OPEration ........cc.eeevueeriieeieeiiierieesteesiteesteeeseeeteesseessseessseessseesssesssseesssesnssessseesnes 20
3.1.2.3  ADNOIMAL OPETATION ...evieiiieiiieiieeiiiieeiie et eete ettt etteesteeeseeeeeaeesseesstaeenseesnseeeseesnseeeseeans 20
3.13 ASSIZNMENt REGUEST....c..eiiiiiiieiiiiiiie ettt ettt 20
3.1.3.1  SucCeSSTUL OPEIation......ccccuieiiieeiieiiieeieeiieeeteesteestteestteesteeestreesseessbaeeseesssaessseesnseessseesns 20
3.1.3.2  Failure OPEIation ........c.cecueruieriieireeeeiientiesteetestesetesteeseeneesseesseenseenseessesssessaesseensesnsesssennes 20
3.1.4 ASSIZNMENt COMPLELE .....eeeiieieiiieeiieiieie ettt sttt et e se e seenseenseeesessaensees 20
3.1.4.1  SuCCESSTUL OPETatioN......c.eervieiieiieieeie e seeie ettt ettt eseeeeeessaesseeseensesnsessaesseenseenseenes 20
3.1.4.2  Failure OPEration ........c.cecueruieriieieeieeiestiesteetestesetesseeseensesseesseenseensesnsesssessaesseensesnsessnennes 20
3.1.5 ASSIZNMENE FAIIUIE .....eeviieiecie ettt sttt e esseenseense s 21
3.1.5.1  SuCCESSTUL OPEIatioN......c.eeevieiieiieieeieeiesitete ettt et et eaeeneessaesseeseensesnsessaesseenseenseenns 21
3.1.5.2  Failure OPEration .........c.eeevueeriieiiieeiiienieesieertteesteeesteeeteeesseessseessseessseesssesssseesssesssseesseesnes 21
3.1.6 g (073 (]SO PRUSRRPR 21
3.1.6.1  SuCCESSTUL OPEIatiON......eccciiiiiiieiieiiieeieeiteeete et erteestreesteeetreesseessbaeesseesnseessseesnseessseeses 21



R - N ¥ T S e

A.S0014-0v1.0

3.1.6.2  Failure OPEration .........c.eeecuieriieiieeiiienieestieeriteesteeeseeeteessseessseesseessseessseessseesssesssseesseennns 21
3.1.7 Paging REQUESE.....c..iiuiiiieitieit ettt ettt ettt et 21
3.1.7.1  SucCeSSTUL OPEIatioN......eccvieirieeiieiiieeie et eete ettt esteestteesteeeeaeesseessbaeesseesssaessseesnseessseesns 21
3.1.7.2  Failure OPEIation ........c.cevesuieriieieeeeeeiesiesteeteseeseeesseeseensesseesseeseensesssesssessaenseensesnsessnennes 22
3.1.8 Paging RESPONSE .....ocuvieieiieiieieeie ettt ettt te e ae st e st e st e seesseenseesseesaesseesseenseenseennes 22
3.1.8.1  SUCCESSTUL OPEIatioN.....ccueireieiieiieieeieeie ettt et ettt et e eeeesaesseeseeseensesaaesseenseenseenes 22
3.1.8.2  Failure OPEIation .......cc.ceieruiesiieiieieeieetiesteetestesetesteeseeneesseesseeseenseensessaessaenseensesnsessnennes 22
3.1.8.3  AbNOIMAl OPETAtION ....ooovieiieiieiieiieeieeiesieeieetesteseee st eteeseeessessaesseesseesseessesnsesneesseenseenes 22
3.1.9 COMINECE ...ttt ettt ettt e ae et et e sbeesbe e beeaaeeanesanesaeesaeenteenneens 22
3.1.9.1  SucCeSSTUl OPEIation.......cccuieriieeiiieiiieeieeiteeete ettt ertteestteesteeetreesseesbaeesseessraessseesnseessseeses 23
3.1.9.2  Failure OPEration .........c.eeevueeriieriieeiiienieesieerteesteeesseeeteesseessseessseessseessseessseesseessssessseesnns 23
3.1.10  Alert With INfOrmation ..........c.ooouiiiiiioiiiie e s 23
3.1.10.1 SUCCESSTUL OPETALION. ...ccuuiiiiieeiieeiie et ereeetee e eteeete e et e sbeesbeessbeessseessseessseessseensseas 23
3.1.10.2 Failure OPeration .........ceeecveeiiieiieeitieereeeieeereeeteeeteeeteesteeesbeesseeeseesssaessseesnsaessseeses 23
31,11 BS SeIVICe REQUEST...cccuiieiiieiiieciieeite ettt ettt ettt e s veesteeseaeeseaeessseessseesssaensseesssaenssens 23
3.1.11.1 SUCCESSTUL OPEIALION.......cevieiieiieieeiie e eteseesie ettt e ee st e et e et et e enseesaesseeseenseensesnnesnnes 23
3.1.11.2  Failure OPEratiOn .......cceeeueesiieieeieeiesiesitenieeteeeeeeeesseeteesseensesssesseesseensesnsesssesseesseenseenes 23
3,112 BS Service RESPONSE ...ccveeuiieiiieiiieiieeiieiieie et ste sttt ettt eseesaeesseesseenseensesnaesneesseenseenseanes 24
3.1.12.1 SUCCESSTUL OPEIALION.......eevieiieniieiieiie et eteete e tesee st et e st ebeenaessaesseeseeseensesnsesnnes 24
3.1.12.2  Failure OPEIatiOn .......ceeeueesiiesiieieeiesiesitenieeteeeeeatesseeseesseensessaesseeseesesnsesssesseesseenseenes 24
3113 SEIVICE REICASE ...cuveuviiiiiiieiieitctee ettt sttt 24
3.1.13.1 Base Station INitiated .........ccooieiiiiiiiii e 24
3.1.13.1.1  SUCCESSTUL OPETAtION ...ccviiiieiieiiieiiieeiie ettt erte et esteeteeeteeebeeetaeenbeesnseesnseesnseeenseess 24
3.1.13.1.2  Failure OPeration.......c.ccecueeiiieeiieiiieeieesieeeieesteesaeessreessseessseessseessseesssesssseesssesssses 24
3.1.13.2  MSC INIHALEA ..ottt ettt ettt be et eb et e e e e ene e 24
3.1.13.2.1  SUCCESSTUL OPETAtION ...ccvviiieiieiiieiiieeiieertieeriteeteeteetreeteeebeeetaeenseesnseesnseesnseesnseess 24
3.1.13.2.2  Failure OPeration.........ceecveruieriieiieieeieetiestieteeseseaesseesseesessessesseesseenseessesssessaesseens 24
3.1.14  Service Release COMPLELE.........ccveruieriiriieiieiieri ettt eete et e eeaeseae e e seeaeseaeseeesseenseenes 25
31141 MSC INIALEA .cuveeitiieeeiieteeesee ettt st sttt 25
3.1.14. 1.1 SuccesSTul OPeration........cccueeiueeieeieniesiieieeteeteestteteetesaesaeseeesseeseennesseesseenseensenns 25
3.1.14.1.2  Failure OPeration........cceecuerierueesiieieeieeiiesteeseeseseaessaesseesseesesnsesseesseasseessesssessaesseens 25
31142 BSINIHAEA ..ottt sttt 25
3.1.14.2.1  SUCCESSTUL OPETAtION ...ecvviiieiieiiieiiieciieeriteeeteeireeseteeteeeteeebeeeteeenbeesnseesnseesnseesnseess 25
3.1.14.2.2  Failure OPeration.......c.ccecueeiiieeiieiiieeiiesieeeieesteesaeessseessseessseessseessseesssesssseesssesnsses 25

R T B T O [T g T 18 1 PSPPSR 25
3.1.15.1 SUCCESSTUL OPETALION. ...ccuuiiiiieeiieeiie et ereeetee e eteeete e et e sbeesbeessbeessseessseessseessseensseas 25
3.1.15.2 Failure OPeration .........cceeeeieeiieeiieeiiieeriee ettt erteeieeeseeeeteesteeesbeesseeeseesnseessseesnsaensseeses 26
3,116 Clear CommAaNA .......coouiiiuiiiiiiieiieie ettt ettt ettt ettt ettt nb e b e e e 26
3.1.16.1 SUCCESSTUL OPEIALION.......ceeieniieiieiieiieeie e seete et eeste st e et esteesbeeaseesaesseeseeseensesnsesnnes 26
3.1.16.2  Failure OPEration .......cceeeveeruieiiieieeieiiesieesieesteeteseeesseesteeseesnsessaesseesseensesnsesnsesseesseanseenes 26
T I A O 1< o O 1) 1< TSR 26
3.1.17.1 SUCCESSTUL OPEIALION. ... ..eeieiieiieieeiieeie ettt et tesee st et et et e ensessaesseeseenseensesnsesnnes 26
3.1.17.2  Failure OPEratiOn .......cc.eeueeriieriieieeiesiesieenieeteereseeesseeseesseensessaesseesseensesnsesssesseesseenseenes 26
3.1.18  Additional Service REQUEST.......cccueiiiiieiiieeiieeiieeiie ettt ettt sve e saeesereessaeeene s 27
3.1.18.1 SUCCESSTUL OPETALION. ...ccuuiieiieeiieeiieeiieeeeeiee et et eeteesbeesbeesteessbeessseessseessseessseensseas 27
3.1.18.2 Failure OPeration .........ceeeceeeiieeiieeiiie e eiteeertteetteesteeeteesteeesbeesteessseessseessseesnsaensseeses 27
3.1.19  Additional Service NOtIfICAtION ....c..coviiiiiiiiiiiieiee e 27
3.1.19.1 SUCCESSTUL OPETALION. ...ccuviiiiieeiieeieeiee e etee et e et e eteesbeesteesabeessbeessseessseessseessseenssens 27
3.1.19.2 Failure OPeration .........ceeeeveeiieeiieeiieeseeeieeesteeeteeereeeteesteeesbeesseesnseesnsaeasseesnseessseeses 27
3.2 Supplementary Services Message Procedures ...........coooveiviiirienieniieieeieeeeseee e 27
3.2.1 Flash with INfOrmation..........cocceceeiiiiiiiiniiiine ettt 27
3.2.1.1  SucCCESSTUL OPEIatioN......c.eeevieiieiieieeieeieseeieete et et et et e eneessaesseeseenseessessaesseenseenseenns 27
3.2.1.2  Failure OPEIation ........ccceueriieriieieeieeiientiesteesteseeseeesteeseensesseesseenseensesssesssesseesseensesnsessnenses 28
322 Flash with Information ACK ........cccoiiiiiiiiiiiiic et 28
3.2.2.1  SUCCESSTUL OPEIAtiON.....ccuvieiieiieiieieeie e stteie ettt et e et eeeeeaessaesseeseessesnsessnesseenseenseenes 28
3.2.2.2  Faillure OPEration ........cc.eeecuieriieriieeiiienieesteerteeesteeesseesteesseessseessseessseessseessseesssessssessseennns 28

il



R - N ¥ T S e

A.S0014-0v1.0

323 Feature NOtIFICAtION .....oo.iiiiiiieii ittt e enaees 28
3.2.3.1  SucCeSSTUL OPEIatioN......ccccuieiiieeiieiiieeieeiieeete ettt esteestteesteeeereesseesbaeesseesssaessseesnseessseesns 28
3.2.3.2  Failure OPEration ........cc.eeecuieriieriieeiiienieesieestteesteeesseeeteessseessseessseessseesssesssseesssesssssesseennns 28

32.4 Feature NOtification ACK.......cccouiiiiiniiiiiiieie ettt 29
3.2.4.1  SUCCESSTUL OPETAtiON.....ccuiiriieiieiieieeie e sttete et e ete st e st eteeeeeaessaesseeseenseensessaesseenseenseenes 29
3.2.4.2  Failure OPEIatiOn ........c.ceueriieriieieeeeeiestiesteesteseestesseeseensesseesseeseenseessesssessaenseensesnsesssennes 29

3.2.5 PACA COmMMAN ....cveiiiiiiiiiiintiiteeitetetet ettt sttt ettt sttt ettt nae e 29
3.2.5.1  SuCCESSTUL OPEIatioN.....ccueeevieiieiieieeieeiestete ettt e sttt eneeeeeessaesteeseensesnsessaesseenseenseenns 29
3.2.5.2  Failure OPEration ........c.cecueruieriieiieieeiiestiesteetestestesteeseensesseesseeseesseessesssessaesseensesnsesssennes 29

3.2.6 PACA Command ACK........coiieiiiiit ettt e 29
3.2.6.1  SuCCESSTUL OPEIatiON......eeciiiiiiieiieiiieeie et eete ettt estteestteesteeetaeesseessbaeesseesnseessseesnseessseenns 29
3.2.6.2  Faillure OPEration ........cc.eeeeuieiiieiieeiiienieesteertteesteeesteesteesseessseessseessseesssesssseesssesssseesseennns 29

3.2.7 PACA UPAALE ..ottt ettt ettt ettt e sea e et eesaaeetaeessaeessaeessseensseeseesnsseensnennns 30
3.2.7.1  SucCCeSSTUL OPEIatiON......eeccuiiiiiieiieiiieeieeiteeeie et esteestteesteeetreesseessbaeesseessaessseesnseessseenns 30
3.2.7.2  Faillure OPEIation ........cceeecuieriierieeiiienieesiteestteesteeesseesteessseessseesseessseesssesssseessssessssesseennns 30

3.2.8 PACA UPAAte ACK.....eiuiiiiiiiiiieieeteteet ettt ettt sttt 30
3.2.8.1  SUCCESSTUL OPEIAtiON.....ccuvireieiieiieieeie ettt ettt ettt et eesaesseebeenseensessaesseenseenseenns 30
3.2.8.2  Failure OPEIation ........c.cecueriiesiieiieieeiiestiesteeiestesetesteeseensesseesseeseenseessesssessaesseensesnsessnennes 30

329 Radio Measurements for Position REqUESE .........cceecvverieeiieiiiiieiierietee e 31
3.2.9.1  SUCCESSTUL OPETAtiON.....ccuiiriieiieiieieeie e seete ettt et et eseeeeaesseesseeseenseensessaesseenseenseenns 31
3.2.9.2  Failure OPEration ........c.cecueriieriieieeieeiesiesteetestestesteeseensesseesseeseenseensesssessaesseensesnsessnennes 31

3.2.10  Radio Measurements for Position RESPONSE.......c.ccecuveeeiieiiiiieiieiiieciie e 31
3.2.10.1 SUCCESSTUL OPETALION. ...ccuuviiiieeiieeiie ettt eieeeiee et e et e ereesbeesbeesbeessbeessseessseessseessseensseas 31
3.2.10.2 Failure OPeration .........ceeecveeiieeiieeiieeiee ettt eseeeteeeeeeeteesteeesbeesteeeseesssaesnseesnsaeesseeses 31

3.3 Mobility Management Message Procedures ...........oocooviiiiiiinieiieiiieeeee e 31

3.3.1 Location Updating REqUEST.........cceeriiiiiiiiiieiieiietceieee ettt 31
3.3.1.1  SuCCESSTUL OPEIatioN.....ccueervieiieiieieeieeiesieeie ettt e st et eaeeeeessaesteeseeseensesanesseenseenseenns 32
3.3.1.2  Failure OPEIation ........c.ceueriieriieiieieeiiestiesteetestesetesteeseensesseesseeseenseensessaessaesseensesnsessnennes 32

332 Location Updating ACCEPE .....eeveeierieiieiieieeteetesteesteesiestesteseteseeesseenseesseesaessaesseesseensesnnes 32
3.3.2.1  SUCCESSTUL OPEIAtiON.....ccueereieiieiieieeie ettt et e st te e eeaessaesseeseessesssessaesseenseenseenns 32
3.3.2.2  Failure OPEIation ........c.cecueriieriieieeieeiiesiiesteetestesetesteeseeneesseesseeseensesnsesssesseesseensesnsessnennes 32

333 Location Updating REJECT ....ueeviriiriieiieiieieeiesiietteie ettt eneseaesnaes 32
3.3.3.1  SucCeSSTUL OPEIation......ccccuieiiieeiieiiieeieeiiteste et esteestteesteeestaeesaeesbaeeseesnseessseesnseessseeses 32
3.3.3.2  Failure OPeration ........cc.eeecuieiiierieeiiienieesteesieessteeeteesbeesseessseessseessseesssesssseesssesssseesseennes 32

334 SSD UPAAte REGUEST.....veeeiieiiieeiieeiieeitesteeeteestee et e sbeeebeesebeeesseessseesnseesnseessseessseesnsesnsses 32
3.3.4.1  SucCeSSTUL OPEIatioN......ccccuieiiieeiieiiieiieeiteeeie et estteestteesteeetaeesseesbaeesseesnraessseesnseessseeses 33
3.3.4.2  Failure OPEration ........cc.eeecueeriierieeiiiesieesiieesiteesteeesseesseesseessseessseessseesssesssseessessssssenseennns 33

335 Base Station Challenge .......cooeoiiiiiiieieiieeee ettt s 33
3.3.5.1  SUCCESSTUL OPEIAtiON.....ccuviieieiieiieieeieeiesit ettt ettt e sttt e e enteesaesteeseesseensesneesseenseenseenes 33
3.3.5.2  Failure OPEration ........c.ceueruieriieieeieeiiestiesieeiestesetesteeseenseseaesseeseenseessesssessaesseensesnsessnennes 33

3.3.6 Base Station Challenge RESPONSE ..........cecvieiirienieiieieeie ettt 33
3.3.6.1  SUCCESSTUL OPETAtiON.....ccueiriieiieiieieeie ettt ettt et e teeeaessaesseeseeseensesanesseenseenseenes 33
3.3.60.2  Failure OPEIation ........c.ceueruieriieieeieeiestiesteeieseesetesteeseenseseeesseeseenseensessnessaesseensesnsessnesnes 33

3.3.7 SSD UPAate RESPOMSE ...eecuveeeeriieiieeiiieriieeiieesteesiteesteeseteesteessbeessseessseesnseesnseeenseesnssesnseesnnns 34
3.3.7.1  SucCCeSSTUL OPEIatiON......eeciieiiieeiieiiieeieeiieeete et eteestteesieeetreesseesbaeesseesnraessseesnseessseeses 34
3.3.7.2  Failure OPEration .........c.eeevuieriieriieeiiienieesieesteesteeesseeeteeesseessseessseessseesssesssseesseesssssesseennns 34

3.3.8 AUthentication REQUEST .......ccuiiiiieiie ittt e re e beesae e ebeesaeessseensneenes 34
3.3.8.1  SuCCESSTUL OPEIatiON......eecvieiiieeiieiiieeie et eete et ertte et eestteetaeesseesbaeesseesnraesnseesnseessseesns 34
3.3.8.2  Failure OPEeration .........c.eeevuiervieriieeiiienieesiieereeesteeeteesteesseessseessseessseessseessseesssesssseesseennes 34

3.3.9 AUuthentication RESPONSE........eeivieriieiieiieeieriierie ettt ete ettt et e e ae et e saeesseenseenseesaessaensees 34
3.3.9.1  SUCCESSTUL OPETAtiON.....ccuiiriieiieiieieeieeieseeie ettt et eteeteenaeeseesseeseessesnsessnesseenseenseenes 34
3.3.9.2  Failure OPEIation ........c.cecueriieriieieeieeiiestiesieeiestesetesteeseeeesseesseenseessesssesssessaesseensesnsessnenses 35

3.3.10  Parameter Update REQUEST........ccueeieriieiieieeie ettt ae s nse e 35
3.3.10.1 SUCCESSTUL OPEIALION. ... .ceeieniieiieiieeie et steete et tesee et et ese et e enseesaesseeseeseensesnsesnnes 35
3.3.10.2  Failure OPEratiOn .......cc.ecuieriiesiieieeiesiesieesieeteereseeesseeseenseensessaesseeseensesnsesssesseesseanseenes 35

3.3.11  Parameter Update CONTIIM .....eecvieiiiiiiieiieecie ettt sire e e sive e e seneesaeessaeeene s 35

il



R - N ¥ T S e

A.S0014-0v1.0

3.3.11.1 SUCCESSTUL OPETALION. ....cuuviieieeiieeiieeiieeeeeiee et e et e eteesbeesteesbeessbeessseessseessseessseensseas 35
3.3.11.2 Failure OPeration .........ceeeeieeiieeiieeiieerieeieeereeeteeeteeeteesteeesbeesseeeseesnseessseesnseessseeses 35
3.3.12  Privacy Mode COmMMANA .........cocuieriiiiiiieiieeiieeiteeteeieeeieeeieeeeaeenseeesreenseeesaeenseeensseenseeas 35
3.3.12.1 SUCCESSTUL OPEIALION.......eevieiieiieieeiieeieeite sttt et eesee et e st eeeenteesaessaesseeseeseensesnsesnnes 36
3.3.12.2  Failure OPEIatiOn .......ceeeuiesiieiieieeiesiesieenieeteeeeseeesseeseesseensessaesseenseensesnsesssesseesseenseenes 36
3.3.13  Privacy Mode COMPLELE........ccvieeieieeiieiieieeie ettt ettt ettt et seeenteseaessaesseesseenseennesnes 36
3.3.13.1 SUCCESSTUL OPEIALION.......ceeieniieiieiieiieeie e seete et eeste st e et esteesbeeaseesaesseeseeseensesnsesnnes 36
3.3.13.2  Failure OPEratiOn .......ccueeueeriiesiieieeiesiesitenieeeeeeeeeeesseeteesteensesssesseesseensesnsesssesseesseanseenes 36
33,14 Status REQUESE..c..uiiiiiiiiieteee ettt ettt et et ettt bae b s 36
3.3.14.1 SUCCESSTUL OPETALION. ...ccuuiieiieeiieeiieeiie e eiee et e et e ete e et e e steesbeessbeessseessbeessseessseensseas 37
3.3.14.2 Failure OPeration .........ceeecveeiiieiieeitieereeeieeereeeteeeteeeteesteeesbeesseeeseesssaessseesnsaessseeses 37
3315  Status RESPOMSE ...oocuvieiiieiiieiiiecie ettt ettt te e e e ae et e e saeessaeessbeensseessaeensaeensseenseens 37
3.3.15.1 SUCCESSTUL OPETALION. ...ccuuiiiiieeiieeiie et ereeetee e eteeete e et e sbeesbeessbeessseessseessseessseensseas 37
3.3.15.2 Failure OPeration .........ceeecveeiiieiieeitieereeeieeereeeteeeteeeteesteeesbeesseeeseesssaessseesnsaessseeses 37
3.4 Handoff Message PrOCEAUIES. ......c..coruiiiiiiiiiiiietietee ettt s 37
34.1 Handoff REQUITE. .......ociiiieiieiieeee ettt sttt et e s e e enseennesnees 37
3.4.1.1  SucCCESSTUL OPETatioN......c.eeevieiieiieieeie e seeie ettt et et ete et e esaesseeseesseensesaaesseenseenseenes 37
3.4.1.2  Failure OPEration ........c.ceueriieriieieeieeiiestiesteeaesteseeesteeseesesseesseeseensesssesssesseesseensesnsessnennes 38
342 L Y016 ) il 2T | ] APPSR 38
3.4.2.1  SUCCESSTUL OPETAtiON.....ccuiiriieiieiieieeieeie sttt ettt et et et eeeeessaeste e seensesnsesaaesseenseenseenns 38
3.4.2.2  Failure OPEration ........c.cecueruiesiieieeieeieniiesteeiestestesteeseensesseesseeseesseensesssessaesseensesnsessnennes 38
343 Handoff Request ACKNOWIEAZE .....cc.eoieiiiiiiiiieieeeee e 38
3.4.3.1  SucCeSSTUL OPEIatioN......ccccuiiiiieeiieiiieeieeiieeete ettt esteesteeesteeetaeesseesbaeeseessaessseesnseessseeses 39
3.4.3.2  Faillure OPEration ........cc.eeeeuieriieiiieeiiienieestieertteesteeesseesteessseessseesseessseessseessseesssessssessseennes 39
344 Handoff Command.............cooiiiiiiiiiiiieeeee et et 39
3.4.4.1  SucCeSSTUL OPEIatiON......ecciiiiiieeiieiiieeie et eete et esteestteesteeetaeesseessbaeesseesnreessseesnseessseenes 39
3.4.42  Failure OPEration ........c.ceveriiesiieieeieeiiesttesteestestesetesteeseensesseesseeseenseessesssessaesseensesnsessnennes 40
345 Handoff CommMENCE ........cooviiiiriiiiiiiieieree ettt ettt 40
3.4.5.1  SuCCESSTUL OPEIatioN......c.eeevieiieiieieeie e stete ettt ettt eteeeee e e sse e seeseensesaaesseenseenseenes 40
3.4.5.2  Failure OPEration ........c.cecueruiesiieieeeeeiesteesteetestesetesteeseenseseaesseeseenseessesssessaesseensesnsesssesnes 41
3.4.6 Handoff COMPIELE........occvieieiieiiecieee ettt ettt e e e s eseenseas 41
3.4.6.1  SUCCESSTUL OPETAtiON.....ccuiiriieiieiieieeie e stete ettt ettt e eneeeseesteeseeseensesaaesseenseenseenes 41
3.4.6.2  Faillure OPEration ........cc.eeecuieriieiiieeiiiesieesteesiteesteeesseeeteeesseessseesseessseessseessseesssesssseesseesnns 41
347 Handoff Required REJECT ....c.eeiiiiiiiiiieiieeeeee e 41
3.4.7.1  SucCCeSSTUL OPEIatiON......eeciieiiieeiieiiieeie et eeteesteesteestteesteeesteeesseesbaeesseesnsaessseesnseessseenes 41
3.4.7.2  Faillure OPEIation ........cc.eeecueeriieeiieeiiienieesieesteesteeesseeeseesseessseessseessseesssesssseesssessssessseennes 41
348 Handoff FAIIUIe .......coouiiiiiieiiee e 42
3.4.8.1  SuCCESSTUL OPEIatiON......ecccuiiiiieeiieiiieeieeiteeete et estteestteesteeetaeesaeessbaeesseesreessseesnseessseenns 42
3.4.8.2  Failure OPEIation ........c.cecueriieriieieeieeiiestiesteetestesetesteeseetesseesseeseenseessesssessaesseensesnsessnennes 42
349 Handoff Performed ........c..oouooiiiiiiiiiiiice ettt 42
3.4.9.1  SUCCESSTUL OPEIAtiON.....ccueireiiiieiieieeie ettt ettt e sttt e enteesaeste e seeseensesaaesseenseenseenns 42
3.4.9.2  Failure OPEration ........c.cecueriieriieieeieeiestiesieetesteseeesteeseeeesseesseeseenseensesssessaenseensesnsessnenses 42
35 Facility Management Message ProCedures...........cvevveviieieiienierie et 42
3.5.1 BLOCK .ttt bttt he et ea e et en b et e te bt eaeene e e eneenaea 42
3.5. 1.1 SucCeSSTUL OPEIation......ccccuieiiieeiieiiieeieeiteeete et estteestteesteeeseaeesaeesbaeeseesraessseesnseessseeses 43
3.5.1.2  Failure OPeration ........cc.eeecuieriieiieeiiiesieesieerieeesteeeseeeteessseessseessseessseessseessseesssessssessseesnes 43
352 BloCk ACKNOWIEAZE .......eeiieeiieiiee et 43
3.5.2.1  SucCeSSTUL OPEIatioN......ccccuieriieeiieiiieeieeitteeie et estteestteesteeetreesseesbaeeseesnsaessseesnseessseeses 43
3.5.2.2  Failure OPeration ........cc.eeecuieriieiiieeiiienieesieertteesteeeseeeteeesseessseessseessseesssesssseessesssssessseennes 43
353 UNDIOCK ..ttt sttt et et a sttt et nae 43
3.5.3.1  SUCCESSTUL OPEIatiON.....ccueiriieiieiieieeie e seeie ettt e st et eseeeeaeesaesseeseenseensessaesseenseenseenes 44
3.5.3.2  Failure OPEIation ........c.cecueriiesiieieeteeiiestiesieeteseesetesteeseensesseesseenseenseassesssessaesseensesnsessnenses 44
354 UnNDBIOCK ACKNOWICAZE ......uveieieiieiieiieit ettt sttt et et e e e enseeenesnnesneas 44
3.5.4.1  SUCCESSTUL OPEIatiON.....ccueievieiieiieieeieeiestteie ettt ettt eseeeeaeesaesseeseessesnsesseesseenseenseenes 44
3.5.:4.2  Failure OPEration ........c.cecueriiesiieieeieeiiestiesteetesteseesteeseensesseesseeseessesnsessaessaesseensesnsessnenses 44
355 AT RESEE CIICUIL .ottt ettt ettt ettt sttt e bt ettt sae e e bt et et e e e esteseeennees 44

v



R - N ¥ T S e

48
49
50
51
52
53
54
55
56

A.S0014-0v1.0

3.5.5.1 Al Reset Circuit (at the BS).....iecuiiiiieeiieiteie ettt e e e 44
3.5.5.1.1  SuccesSTUl OPeration......cccueeiiieriieiiienieeiieereeesteesieeeteeesteeeteeesaeeseesseesseesseessseess 44
3.5.5.1.2  Failure OPeration........cceeecueeieiienieeniienieenieesieesteesseessseesseessseesseessseesssesssseessseensses 45

3.5.5.2 Al Reset Circuit Acknowledge (from MSC) .......ccovierierieiieieeieceeee e 45
3.5.52.1  SUCCESSTUL OPEIAtiON......cccuieiieiieieeiieeiieit ettt et eaesae e enseebesnaesseesseenseensenns 45
3.5.5.2.2  Failure OPCration.......cceccuerieruieriieiieieeiestiesteeteeteseaessaesseesseesesnsesseesseasseessesssesssenseens 45

3.5.5.3 Al Reset Circuit (at the MSC) ..cc.iiiiiiiiiieiieieeit ettt 45
3.5.53.1  SuCCeSSTUl OPETation.......ccueeiuieieieieeiieeiieit et ete ettt eeteetesaesae e esseeaesnaesseesseenseenseans 45
3.5.5.3.2  Failure OPeration.......cceccuerieriieriieiieieeiesiesteeteetesetessaesseeseesesnsesseesseaseenseessesssenseens 45

3.5.54 Al Reset Circuit Acknowledge (from BS)........coovieiiiiiiieiiiece e 46
3.5.54.1  SucceSSTUl OPeration......cccueeivieriieiiieiieeitieereeeseeesteeteeesteeeteeesaeeseesseeesseesseessseess 46
3.5.54.2  Failure OPeration........ccceeecueeiiieniieeriieenieeiieesteesteesseessseessseessseesseessseessseessseesssesnsses 46

35.6 AT RESEL ..ttt ettt ettt a e bttt ettt eateseeeaaees 46
3.5.6.1  SuCCESSTUL OPEIatiON......ecciiiiiieeiieiiieeie et eete ettt eteestteesteeetreesaeesbaeesseessraessseesnsaessseenes 46
3.5.6.2  Faillure OPEration .........c.eeecuieiiieriieeiiienieestieerieeesteeesteeeseesseessseessseessseessseesssessseesssseesseennns 46

3.5.7 ATl Reset ACKNOWIEAZE.......ccveiiieiieiieiiee ettt sttt et e st e s e e nseenneennes 47
3.5.7.1  SUCCESSTUL OPETAtiON.....ccuiieiieiieiieieeie ettt ettt ettt eteeeaessaesseeseesseensesaeesseenseenseenns 47
3.5.7.2  Failure OPEIatiOn ........c.ceueruiesiieiieieeiiesiesteeteseesetesseeseensesseesseeseenseassessnessaesseessesnsessnennes 47

3.5.8 Transcoder Control REQUEST.........ceccuiiierieriierieie ettt e e seeeseenaeennes 47
3.5.8.1  SUCCESSTUL OPEIatioN.....ccueirvieiieiieieeieeie sttt ettt ettt eeeeeessaesse e seesesnsessnesseenseenseenns 47
3.5.8.2  Failure OPEIation ........c.cecueriiesiieiieieeiestiesteetestesetesteeseesesseesseeseenseensessaessaenseensesnsessnennes 47

359 Transcoder Control ACKNOWIEAEE ........covuieriiiiiiiiiiiieieeee e 48
3.5.9.1  SucCeSSTUl OPEIation.......cccuieiiieeiiieiiieeieeiieeeteesteesteestteesteeestreesaeesbaeesseesseessseesnseessseeses 48
3.5.9.2  Failure OPEration .........c.eeeeuieriieriieeiiienieesireeriteesteeesseeeteesseessseessseessseesssesssseesssessssessssesnes 48

3.6 Application Data Delivery Service (ADDS) Message Procedures ...........cccevveveenenieneencencnnne. 48

3.6.1 ADDS PAGE ...ttt ettt st sh e bttt et ettt e b e naees 48
3.6.1.1  SUCCESSTUL OPEIAtiON.....ccueiriieiieiieieeie ettt ettt e sttt e e ete st esseebeeseensesaaesseenseenseenes 48
3.6.1.2  Failure OPEIation ........c.cecueriieriieiieieeiiestiesteeiestesetesteeseensesseesseeseesseensesssesseesseensesnsessnennes 48

3.6.2 ADDS TTANSTET ...ttt ettt a et sttt ee 49
3.6.2.1  SUCCESSTUL OPEIAtiON.....ccuviriieiieiieieeie ettt ettt e sttt ete e e esaesse e seeseensesnaesseenseenseenes 49
3.6.2.2  Failure OPEIation ........c.ceueruiesiieieeieeiiestiesteetesteseeesseeseensesseesseenseensesnsesssessaesseensesnsessnennes 49

3.6.3 ADDS TTanSEer ACK.......couiiiiiiiriieietetetesese ettt ettt 49
3.6.3.1  SuCCESSTUL OPEIatiON......eeciiiiiieeiieiiieeie et eete ettt eete et eeseteeseeeesteesbaeeseesnreessseesnseessseeses 49
3.6.3.2  Failure OPEeration .........c.eeecuieriieeiieeiiienieesieertteesteeeseesteessseessseessseessseessseessseesssessssessseennes 49

3.64 ADDS PAZE ACK ..ottt ettt ettt a e es 50
3.6.4.1  SUCCESSTUL OPEIatiON.....ueeciiiiiieeiieiiieeie et eete ettt erteestteesteeestaeesseestaeesseesnreesnseesnseessseesns 50
3.6.4.2  Failure OPEration .........ceeecuieriieiiieeiiienieesieesiteesteeesseeereessseesseessseessseesssesssseesssesnsseesseennes 50

3.6.5 ADDS DEIIVET .....eiieiieiieieee ettt ettt sttt sb ettt et a ettt et et naees 50
3.6.5.1  SUCCESSTUL OPEIAtiON.....ccuiiriiiiieiieieeieeie sttt ettt e sttt et et eesaesseeseenseensessaesseenseenseenes 50
3.6.5.2  Failure OPEIation ........c.cecueruieriieieeteeiiestiesteeteseeseeesteeseeeeseeesseeseenseessesssessaenseensesnsesnnesnes 50

3.6.6 ADDS DEIIVET ACK ..ttt ettt sttt 50
3.6.6.1  SUCCESSTUL OPETAtiON.....ccuiiriiiiieiieieeie ettt ettt ettt et e et aeste e beenseensesaaesseenseenseenes 51
3.6.60.2  Failure OPEIatiOn ........c.cecueriieriieiieieeiiestiesieetestesetesteeseensesseesseesseenseensesssessaesseensesnsessnesnes 51

3.7  Error Handling Message ProCeUIES. .......c..ceouiiiiiiiiienieeeie et 51

3.7.1 REJECLION ...ttt b ettt sae e sae e bt et et eaee et e seeesaees 51
3711 SucCeSSTUL OPEIatioN......ecccuieriieeiieiiieeieeiieeete et esteestreesteeeereesseestaeeseesnsaessseesnseesseeses 51
3.7.1.2  Faillure OPETation ........cc.eeeeueervieniieeiiienieesteesteesteeeseeeseessseessseessseessseesssesssseesssesnssessseesnns 51

4.0 MESSAZE FOIMALS ..c..eiiiiiiiiiiii ettt ettt ettt ettt sbeesbe et enee s 53
4.1 Call ProCeSSINgG MESSAZES ... .eeeveetietieieriieiieitienteertt et eite et este et e entesatesbeesbeenbeesteentesaeesaeenseenseenteans 53

4.1.1 Complete Layer 3 INfOrmation...........ccverueeriieiieeienieieieeie et enee e 53

4.1.2 CM SEIVICE REGUESL.....vieiiieiieeiieiieieete ettt sttt ettt e sttt ebeentesnaesaeesaeenseenseenseessenseens 54

4.1.3 Paging REQUESE.....cuvieiieeieeiieciiete ettt ettt et ettt e st et e saesseeesaesseeseenseenseennenneas 63

4.1.4 Paging RESPONSE .....ocuveiieiieiieieete ettt ettt et e st e st e seesseesseesseesaesseeaseenseenseennes 67

4.1.5 COMINECE ...ttt ettt ettt e a et et e sbe e s be e bt emneeanesanesaeenaeenbeenneens 74

4.1.6 PTOGIESS ..ttt sttt sttt st e ettt e st e s bt e s beesabeenabee e 74

4.1.7 ASSIZNMENt REGUEST....c..eiiiiiiieiiitieie et ettt 76



R - N ¥ T S e

24

43

45
46
47
48
49
50
51
52
53
54
55
56

A.S0014-0v1.0

4.1.8 ASSIZNMENt COMPIELE ..ottt ettt e et e sbeenaeas 82
4.1.9 ASSIZNMENE FATIUIE ...ttt 84
41,10 Service REICASE ...c..eeuiieiiiiiieiiieitieee ettt ettt sttt ettt et 85
4.1.11  Service Release COmMPIELe........c.cocuerieriieiiieiieieeiereeie ettt eete e s eee e eseenseesaessaenseens 87
41,12 Clear REQUESE ...ueieeieiieiieii ettt ettt ettt et et e st e st e et e e bt entesssessaesseeseensesnsesnnesneesseanseenseans 88
4.1.13  Clear COMMANA ..c..coueiiiiiiiniiienieeieet ettt ettt sttt et et ettt sb e ebe bt et eae e 89
4.1.14  Clear COMPIELE ...c.veeieeiiieiiesiieieete ettt ettt e st et ebeeabeeeteseaessaesseeseensesnnesseesseenseenseans 90
4.1.15  Alert With INfOrmation .......c..coceiiiiiiiiriiiiiinee ettt 91
4.1.16  BS SerVICE REQUESE....eouiiiiieiiieiieieeie ettt ettt ettt teete e ssae s e e st enseenseensessnenseens 92
4.1.17  BS SErVICE RESPONSE ....uvvieetieiiieeiieeiieeitesieeeieeeieeeteesteeeaeesstaeesaestaeenseesaseeanseesnseeenseesnses 94
4.1.18  Additional Service REQUESE........cccuiiiiiiriieiiierie et esteeiteeste e e saee e steeeaeesteeeaeeenbeeenseeenns 96
4.1.19  Additional Service NOtIHICAtION .....ocueertiiiiieiiiiieitieieeeee ettt 98
4.2 Supplementary Services Message FOrmats .......cc.oooueiiiiiiriiniiiiieecececee e 100
4.2.1 Flash with Information..........c.ccooiiiiiiiiiiiie et 100
422 Flash with Information ACK .........cccooiiiiiiiiiiiieeeee e 102
423 Feature NOtHICATION ....eoueiuiiiiiiieierieterieet ettt sttt 103
424 Feature Notification ACK.......ccooiiiiiiiiiiiiteteteeere ettt 107
4.2.5 PACA COmMMANG ....cvtiuiiiiiiiniinieeiieteee sttt sttt ettt ettt et be s b et eae e 108
4.2.6 PACA Command ACK.......coouiiiriiiiiiieneetee ettt ettt 109
4.2.7 PACA UPAALE ..ottt sttt sttt 109
4.2.8 PACA UPAAte ACK.....eiiiiiiiiiiiiieetettert ettt sttt 113
4.2.9 Radio Measurements for Position ReqUESt ...........cccuveeiiiiiiieiiiiiiieeiic et 114
4.2.10  Radio Measurements for Position RESPONSE.........c.cevvveeriiiiiiiiciieeiie e 115
4.3  Mobility Management Message FOrmats .........cooeeiiiiiiieiiiniiic e 117
4.3.1 AUthentication REQUEST .......ccuiiiiieiii ittt st eebe e sbeesebeesnbeennneas 117
4.3.2 AUthentication RESPONSE........eeiiiiiiiiiiieeiieiieeeie ettt ettt sre e b e e sbeesaaeessbeessseessseensneas 120
433 SSD UPAate REQUEST......cvieiieiieieeiieeiieiiee ettt ettt setessee e esteenseessessaesseesseennes 122
434 Base Station Challenge .........cceecvieierieiieiieie ettt ettt aesrae s e sseenseeneesnnenes 123
4.3.5 Base Station Challenge RESPONSE .......cc.eecvieiiiieiieriierieeie ettt enee e 124
4.3.6 SSD UpPdate RESPOMNSE .....eeuveerieieiieiieciiesit ettt ettt stee st steeseeseeeneeesaessaesseenseenseensesnnes 124
4.3.7 Location Updating REQUESE..........ccuevierieriieiieii ettt enaeeneesaaensaens 125
438 Location Updating ACCEPE ....c.eeveeeeeieeieriietieeeeieeeesttesttestee e eaesaesseesseesseanseenseessesssessaens 130
4.3.9 Location Updating REJECT .......oouuiruiiriiiiiiiiiieeiiet ettt 131
4.3.10  Parameter Update REQUESE.......c.eeeviiiiiiieiiiiie ettt sveeseae e seveeseae e ssbaennsee s 132
4.3.11  Parameter Update CONTIIM ......c.oeecuiiiiiiieiieieeie ettt sere e sae e saeesaaeesebaennneens 132
4.3.12  Privacy Mode Command ...........ccceeiiierieeiiienieerieesteesteesaeesveesaeesbeessseessseessseesssesnsneenes 132
4.3.13  Privacy Mode COmMPIELE. .....eeiiuiieiieiiieeiieeiteeiee st e et e steeeveesteesaaeessbeessseessseessseessseensneenns 134
43,14 Status REGQUEST...cccuiieiiiieiieeiieiiteeiteeite et e steeeteesteeebeesbeessaeessbaessseesssaessseesssaessseessseensseenns 135
4315 Status RESPOTISE ....eevueiiiiiiiiiiieiiieeiee sttt ettt sttt sttt e st e st e e st e e sabeesabeesabeesabeesaneenes 138
4.3.16  User Zone Update REQUESL......c.cccverieriieriieiieieeiesteie ettt e s e ense s 140
4.3.17  USEr Z0NE UPAALE ....eouvieeiieiieciieeiiecie ettt ettt ettt te et ebeeseeaesseesseesseenseenseensenseeseensens 141
4.3.18  USEE ZONE REJECE..cuvieutieiieieiiieeiie sttt ettt et et e e saestae bt eseessessaessee st enseenseensesseenseensens 142
4.4 Handoff Message FOrMALS .........ccoioieiierieiieieeeeeeee ettt et aesnaeenees 145
4.4.1 Handoff REQUITEA..........eiiiieiieiieeie ettt ve e e e et e aaeessbeeeaeessaaesnen 146
4.4.2 HandOofT REQUEST ....eeeiiiiiieie ettt ettt ettt e e ae et e e taeetaeessbeensaeenssaesnean 160
443 Handoff Request ACKNOWIEAZE .....cccueeiiiiiiiiiiiieee e 174
444 Handoff FAIIUIe .......coouiiiiiiiii ettt 182
445 Handoff Command............c.ooiiiiiiiiiii ettt 184
4.4.6 Handoff Required REJECT ....c.eeiiiiiiiiiieieeeeee e 194
4.4.7 Handoff CommMENCEd ........coeviiiiiiiieiiiere ettt 194
448 Handoff COMPIELE........cocuieiieieeie ettt ettt et esseeseenseenne e 195
449 Handoff Performed ...........oooiiiiiiiiiiiic e e 195
4.5 Facility Management Message FOrmats..........cccvevieriieierienieieeie et 197
4.5.1 BIOCK -ttt bbbttt st e 197
452 BloCk ACKNOWIEAZE .....cuveeeeeeiieeiieciieeeee ettt sttt enaeenaesnaessnens 198
453 UNDLOCK ..ttt ettt et sttt ettt st saeenaeeaeens 199

vi



R - N ¥ T S e

24

A.S0014-0v1.0

454 Unblock ACKNOWIEAZE........eoiuieiiiiiiieee et 200
455 RESEE. ..ttt et ettt h e b e b ettt et eat e sat et enaeeteens 200
4.5.6 ReESEt ACKNOWIEAZE. ....entiiiiiieiiie ettt et eeens 201
4.5.7 RESCE CATCUIL. ...ttt ettt ettt bbbt ettt et b sbe bt 202
458 Reset Circuit ACKNOWIEAZE. .......vevuiiriieiieiieie ettt sseese e snee e 203
459 Transcoder Control REQUEST........c..eeiiiriiiiiieieciesiteit ettt sttt eeeseaesseesseeseens 204
4.5.10  Transcoder Control ACKNOWIEAZE .......ccvevuieriieiieiieieeie et 204
4.6 Application Data Delivery Service (ADDS) Message Formats ..........cccocevvereiecienienienieeieneene, 205
4.6.1 ADDS PAZE ...ttt bbbt ettt 205
4.6.2 ADDS TTANSTET ...ttt ettt b e bttt ettt st sae et eaeenee e 209
4.6.3 ADDS DEIIVET ...ttt ettt ettt sttt b e et e e et e st e be bt bt eneeneente e e e ee 213
4.6.4 ADDS PAZE ACK .ottt ettt et e eae 215
4.6.5 ADDS DEIIVET ACK ...ttt sttt ettt ea et en 217
4.6.6 ADDS TransSfer ACK.....c..eouiiiiiieiieitert ettt ettt sttt et ettt aens 218
4.7 Error Handling MESSAZES ......ccoueeuiiieriieriieiteteeteettestee it ete et st satesae et e bt eeteestesbeesbeenbeensesnnesreas 219
4.7.1 REJECLION ...ttt ettt et ettt et et e e st e e st e s st e et ee s e enseensesnsesneesseenseenseenseans 219
5.0  Information Element DefiNitions ..........ccccvevuieieiieiieniieie ettt 223
5.1 Generic Information Element ENCoding ..........cooveviieiiiiinieiieeeeee e 223
5.1.1 COMVEIILIONS ..uvenvitieieeitetetert ettt ettt ettt st eb et eae et et s bbbt bbb est et e s b e st e s bt ebe e bt ententeneennes 223
5.1.2 Information Element IAentifiers........c.cocverieriieiieiieiesiieieeeee e 223
5.1.3 Al Interface Information Element TYPES.......c.cccverueeeierierieriieniieie e see e eveseeesenns 230
5.1.4 Additional Coding and Interpretation Rules for Information Elements ...........c.cccceevueeeeee. 232
5.1.5 Cross Reference of Information Elements With MesSages.........cccvvvveriieriienieenveenieeennnn 233
5.2 Information EISMENtS. .....cc.couiiiiiiiiieiiete ettt e 247
5.2.1 MesSage DiSCIIMINATION. .....ccuiruiiieiertieieeie ettt ettt et es e st e sbeesbeeeeeaeesaeenee 247
522 Data Link Connection Identifier (DLCI) ......ccceeoiiiiiieeiiieiiieeiie ettt 247
523 Length INdicator (L) ...cc.eecveeierieiiesieeit ettt se e s snae s eseenseens 248
52.4 IMESSAZE TYPC ettt ettt ettt et ettt e b e et e b e bt e s b b e et e e bt e enbe e sbaeenaee s 248
525 Channel NUIMDET .....c..oouiriiriiiiiiitetetet ettt sttt ettt sttt eneen 250
5.2.6 (O 011 T<) I o TSP 251
5.2.7 RF Channel IACNTILY .....c.eecveeiierieiiesieesie ettt ettt eseeseesesnaesneesseenseenseennenns 252
528 STD ettt bbbt ae ettt b e bt bbbt ettt nae 253
5.2.9 I5-95 Channel TAENLILY .....ccceeiiuiieiieiieeeiee ettt st et sreeebeesbeeesbeessraeensee e 254
5.2.10  Encryption INfOrmation.........c.ceiuieeiieiiienie ettt eee et etee et aeeteeetaeeseesneaeenneas 255
5.2.11  V0ICe PrivaCy REQUESE ......cccciiiiiiieiie ettt ettt re e s veesbeesbeesnseesnaeennseas 257
5.2.12  Classmark INnformation TYPE 2......cceeiciiieiiieiiiieeiieiieeeie ettt sre e e sveeseae e sereeaaeesaeeeee s 257
52,13 MODILE TACNEILY .....eeuieieieieieeie ettt ettt ettt et ettt e aesbeebesaeeneeneeneeee 260
5.2.14  SlOt CYCIE INACXK.....tiieiieiiieeiieiiee ettt ettt ste ettt e st e e s saeessbeessaeessaaenaseesssaensaeessaensees 261
RN B s 1o) 41 2 PSSR 262
52,10 CAUSC...iiiiiiiiieiieeieett ettt et et s h ettt s st st saeeae b ens 263
52,17 Cell IACNUTIET ....oniniiiiiiieieiieeieec ettt sttt ettt 266
52,18  Cell Identifier LiST....cc.eruirerieiiiiieieriesieseeteei ettt sttt ettt e 268
5.2.19  Circuit Identity Code (CIC) ....ooouiiieiieiiieiieie ettt ettt ae e eneesseesseenseens 269
5.2.20  Circuit Identity Code EXLENSION......c.cccciieiiieiiieeiieiieeeiee sttt sveeseeeeseaeeaeeeereeneee s 269
5.2.21  Special Service Call INAICAtOT .......cccvieriieiiieeiieeciie ettt sae e e saeeseeeeseaeeneeas 269
5.2.22  Downlink Radio ENVIIONMENT ........coiiiiiiiiiiiiiiiieieicecee e 270
5.2.23  18-2000 Channel Identity 3X ......cccciiiiiieeiiieiiieeieeiieeeie e et e sveesreesveeseaeesbeesnseessseesnseas 271
5.2.24  Serving PDSN TP AdAIeSS ...c.eeuiiiiiieiieiieteit ettt ettt st 274
5.2.25  Handoff POWET LeVel......cccuoiiiiiiiiiiiiiet ettt 275
5226 USER ZONE ID ...uiiiiiiiiiiiiiiieiteteteese ettt ettt sttt 275
5227  IS-2000 Channel IAENTILY ........ccceveieiierieiieie ettt sae et e ae e sseenseens 276
5.2.28  ReESPONSE REGUESL ...ocuviiiiiiiiiiiiie ettt et st sbae e en 278
5.2.29  IS5-95 MS Measured Channel Identity...........ccocveriieeiiriieiienieriee e 278
5.2.30  Calling Party ASCIINUMDET ......cccieiiiiiieieeieeiieieee ettt see e sseeseenseeneeas 279
5.2.31  Layer 3 INfOrmMation ......ceecvieiieeiiiiecie sttt ettt ettt eteete s e seaesseesaeeseenseensessnenseenseens 281
5.2.32  Protocol DiSCIIMINAtOT .....c.eeiuiriiiieitieriieie ettt ettt ettt st sttt ettt et esaeenbens 281

vii



R - N ¥ T S e

52
53
54
55

56

A.S0014-0v1.0

5233 RESEIVEA-OCTEE. ....euiitiiiietieeeete ettt ettt et ee e b e b et e bt s aeesaeesbeenaeeneeenteens 281
5.2.34  Location Updating TYPE ..c..eeoueeuiiiiiieiieniieie ettt sttt et et nbeens 282
5.2.35  Authentication Confirmation Parameter (RANDC)........ccccveeiieiiiieeciieiiieeiee e 282
5.2.30  REJECE CAUSE...uuieuiieuieeiieeiietieieetestestesttesteeteeteesteesaesseeseenseensesnsesnsesseesseenseenseansennsenssenseens 282
5.2.37  AuthenticationChallenge Parameter (RAND/RANDU/RANDBS/RANDSSD)................. 283
5.2.38  Authentication Response Parameter (AUTHR/AUTHU/AUTHBS) ......cccccvevieciveiieieins 284
5.2.39  Authentication Parameter COUNT ..........ccooiiirieriieiieieeieete et 285
5240  Message Waiting INdiCation..........ccuerieriieiiieieniieniieieeie ettt st e e eseeeeeseeesseenseens 285
5241  Progress INAICALOr .......eeiieiieiieie ettt e e sate st e seeseenseensesnnensnens 285
52042 SEZNAL ettt h bt a e ettt e bt eheeae ettt en e et et et et e 286
5243  CM SEIVICE TYPC c.uvveevieeiieeiieeitieeitieeieeeittesteeeteesteeesseesssaeasseessseessseessaesssesssseessseesssesnsses 289
5.2.44  Called Party BCD NUMDET.........cccoiiiiiiieeiiieeiieeiee e eiteesteeieeeseaeeaeeeseaeesaeessseensaeensseennnas 289
5.2.45  Quality of Service Parameters.........ccccevuieeiiieiiiieniieiieeeieesie et ste et sreeeae e sraeeseae e eneeas 292
I R O |1 T - < o ST 292
5247  Transcoder MOE ........couiiuiiiiiiiieiieteeie sttt ettt ettt ettt ettt e et ens 295
5248  Power DOWN INAICALOT .....ovieiieiiiieeie ettt e s et enseensean 296
5.2.49  REQISIAION TYPEC.cuiiriiiiiieiieieetesiecite sttt ettt et et et esbeeetessaessaesseesseenseensesnsesseenseenseens 296
5250 TAE ettt h et bbb sh e bt et ettt a e sh e bt bt eat et e ae e 297
5.2.51  Hard Handoff Parameters..........ceecverieriieniieiieiieieeiesieeeee ettt eeae e s 298
5.2.52  SOFtWATE VEISION ...eeiiiiiiieiieieeiesie ettt ettt et et et e estessaessaesseeseenseensesanesneesseenseensenns 299
5.2.53  SEIVICE OPLION .uvieuiieiiieiieiiiesitetteteetesiteette et eteesteesaesseesseesseensesssesssesseesseenseenseensesssenseeseens 299
5.2.54 ADDS USET PaIt.....ooitiiiiiiiiiieeie ettt ettt st s e e et ees 300
5.2.55  IS-2000 Service Configuration RecOrd ..........coceeriieiiiiiiiniiniiiieniecec e 301
5.2.56  IS-2000 Non-Negotiable Service Configuration Record............c.ccoveeniiiiiiiiiinieniienne 302
5.2.57  IS-2000 MoDbile Capabilities .........cceceeeeieieieieiieieete ettt sttt see e 303
5.2.58  PTOLOCO] TP .uuriiiiieiiieiiieeie et et sttt e ete e steesteesteestaeessbeessseessbaensseesssaensseesssaensseessseenseens 305
5.2.59  MS Information RECOTAS.......ceeoviriiiiieriieiiet ettt seens 305
5.2.60  Extended Handoff Direction Parameters.............ccveeuereierienieniienieeie e seeseeesee e sve e seeens 306
5.2.61 CDMA Serving One Way Delay.......cccccevieriirieiiieiieieeeeeeetee e 306
5.2.62  Radio Environment and RESOUICES .........ccueeruieiieiieienieniieiieieeieere e see e seesseeseenseeneeas 307
5.2.63  Called Party ASCILIINUMDET .......cccveriieiieieeieeiieieeieeie et see st sseeaeeeeseeseeesseenseenseensens 309
5.2.64  IS-2000 Cause ValUC........ccuieiiieiieieeie ettt tesaesee st e sseenseenseensesnaenseens 309
5.2.65  Authentication EVENt...........cooiiiiiiiiiiiiiiii ittt 309
5.2.66  Authentication Data ...........cccociiiiiiiiiiiiie ettt 310
5.2.67  PSIMM COUNE ...ttt ettt sttt ettt et e e s be et e ebe et es e e st ense s enteeaeeaeeseeneensaneeneenes 310
5.2.68  GeographiC LOCAtION  ...c..eeitiiiiiiiiie ittt ettt et ens 310
5.2.69 Downlink Radio Environment LiSt .........ccccoouiiiiiiiiiinieiieieeiecie e 311
5270  CIrCUIL GTOUP teouvreivieeiieiieeeitiesteeeiteesteeeteesteessseesssaessseessseessseessseenseesssseesseesnssesnsessnsesessees 311
5271 PACA TIMESAMP ...eevieiieiiieieeiiesiiesieeste et etesteseeesseeseesseessesssesssesssesseesseenseenseensesssesssessenns 313
5272 PACA OFAET ...ttt sttt sttt st sttt et 313
5.2.73  PACA Reorigination INAICAtOr.........ccueioiiiieriieiieiieieeie ettt 314
5.2.74  Access NetWork IdentiflerS .......cevcveicierierieii ettt 315
5.2.75  Source RNC to Target RNC Transparent CONtAINeT ...........cceerveerueerrereereenieeneeeeeseeneeeneeens 315
5.2.76  Target RNC to Source RNC Transparent CONtainer ...........cceccveevveeecrierireenieesveenveesveennnens 316
5.2.77  Service Option Connection Identifier (SOCT).....c..cccveeeiiiiiiieriiieiiieeieecre e 316
5.2.78  Service OPtioN LSt ...ccuiiiiieiiiiiiieiieeiie ettt ettt e et e stee et e sbeesebeesbeessaeesnbaensaeesssaennes 317
5.2.79  AMPS Hard Handoff Parameters. ..........cooeeiiiiiiiniiniieieieeeee et 317
5.2.80  BaNd ClLaSS ...ooueiiiiiiieiieieeie ettt et ettt b ettt et st saeenae et et ens 318
5.2.81  Information Record ReqUESIEd ........ccccuiieiiiiiiiiiieiieeeiie sttt 318
5.2.82  ANChOr PDSN IP AdAreSS....cueeiiiiieiieiieie ettt ettt e saeeaeesseensessaessaenseens 319
5.2.83  ProtOCOL REVISION ....cciuiiiieiieieeiieciiecieeit ettt ettt ettt et e eeteseaestaessaeseenseensesnnesneesseenseensenns 319
6.0 TIMET DEfINITIONS ... eeitieitietieieiiesiestt et et et e et e et et esteesaesseesseesseensessseeseanseenseenseessessaesseeseenseenseenes 321
6.1 THMEE VALUECS.......eeiieiieie ettt ettt st e st e bt ebe et e e seesaee st enseenseenseesaenseenseenseenseenseenseenns 321
6.2 TIMET DETINITIONS ....ueieieeieiieieeieeieeette et te sttt e st et e et e et este e teesseessessaesseenseensesnsessnesseanseansenns 322
6.2.1 Call Processing TIMETS ........c.cecuerrieriierieeierieseestesteesteesseetesstesseesseesseessesssesssesseesseensesnsennns 322
0. 2. 1.1 T 0eeueeutetentenieete ettt ettt ettt b e bt h e eh ettt h bbbt ea bbbt bbbt et e e nes 322

viii



21

22

23

24

25

26

27

28

29

30
31
32

33

34

35

36
37

38

39

40

41

42

43

44
45
46

A.S0014-0v1.0

6.2.1.2 Tt eueuerterteereeieetettetesteteete e st ete e st essessesbesseeseeseeseessesses b e b e s e ebeeseeseessesbe b ebeeseeseeseestensensennas 322
L U T Y, WP 322
6.2.1.4  T301 cververrerrerreereereietestessesseeseeseessessassassessesseaseassessassessesseseaseassassassassessensesseessessassessensensas 322
L R T Y1 PR 323
6.2.1.6  T306 cverververrerreerearereassessessesseeseaseessessassessessesseaseassassassessessessesseassessassassessesessesssessessessensenss 323
L N A Y, T SRR 323
6.2.1.8 T3] cuerverrerrerreereaieeiatetessesseeseeseeseassessessessesseaseessessassassesse s e eseeseessessessessenseeseeseeseestessensensas 323
L R T PR 323
6.2.1.10 T315 ceruerrerreerieieeieiesiestesteeteeteeseessessessessesseaseessessessassesseseaseessessessassessesseeseeseeseestessensensas 323
6.2.1.11 T PaCaT +veeveerereesseme sttt 323
0.2.1.12  Tpaca2eeseeerereseremssesscieiitisis et 323
6.2.1.13 303 e eee e ettt ettt e e e e e e et e e e e e ———e e e e e s ea i ———rteeeeeaa——areaeaaas 323
6.2.1.14 3113 eeee et ee ettt et e et e et e e et e ——aa e e e e e eer——rtaaeeeeaanrraraaaaeas 324
6.2.1.15 30300 e ettt eenteeee et et ettt et e et e et e e e e e e e e e e — e et e ee e e ———ateeeeaa i ——areeeeeeenaarareaeeeas 324
6.2.1.16 3080 e eeeeeeenrrreee ettt eeect ettt e et ettt e e e e ettt e e e e e e e ta—— e e e e e et ee———taeaeeeeai—traeaeeeeanatrraaaeeas 324
6.2.1.17 T AILNO ++-vvveeeernrrreeeureeeeeseeeeeaeeeeetaeeeeesaeeeeeasseeeenseaseeaseeeeeaaeseeansaeeeeaseeeeaateeeeetaeeeeneeens 324
0.2.1.18 T ceeiceeiicee s 324
0.2.1.19  Tregreqee-eeeeeseersesesremmnsimeisiisseis sttt 324
0.2.1.20  Tregupd -evseeeeersesessssriesissieiies sttt 324
6.2.2 Supplementary Services TIMETS. .......ccveriieriierieeieiieeiereeie e eeeseee e eeeeaessaesseesseeseesesnnes 325
0.2.2.1 T ofpos-+-esesesreresesresesrsmsessscisssss st s sttt 325
6.2.2.2 T ueeereerteereeieeieetetetetesteeseeteeteestestessesbeebeeseeteettesb e st es b e b e b e bt ettettestesb e b e b e eneeseeseestessensentas 325
6.2.2.3 T3 ueeeeeeeeereeee et ettt et ettt ettt ettt ettt e e ae ettt et et e et e teeteett et et et e et e eteeteetsentenreaenas 325
6.2.2.4 T 0ueuuererrenrerreereateietessessesseeseeseestessessassesseeseaseassassessesbebe s e ebeeseessestesbe b e beeseeseeseestessensenras 325
6.2.3 Mobility Management TIMETS. ..........cueeverieriieriieieeieeeesieesieesieeeesaeseesseesseeseenseessesnsessnens 325
60.2.3.1 T30 0uurrreeeeeeeeeiirreeeee e e eeecie et e e ettt e e e e e ettt e e e e e e e e ———aee e e e e e ———aaaeeeeaet———taaeeeeaattraaaaaeaaaas 325
L TR T YRR 325
0.2.3.3  T3060wwrrreeeeeeeeeirreeeeeeeeeeiie e e e e ettt e e e e e ettt e e e e e e e e ———teee e e e e ———aaaeeee e ———taaeeeeaataaaaaaeaaaas 325
0.2.3.4 T 3070 ceueeeeeteee e et e e et e e et a e e e tte e e ee—aeeeetaaeeeataeeeeeaaaaeeaaaaaaan 325
0.2.3.5 T 307 e ueiie et e e e e e e e e e e e ———taaeeeeaaraaaaaaeaaaas 326
6.2.3.6  T3272 oottt ettt ettt h ettt et ettt et e b b e teett e st st esb e beebeeseettestenbenbensennas 326
6.2.4 HaNAOTE TIHMEIS ..ottt ettt e st e b e eseensesnaesneesseenseenseenseans 326
6.2 4.1 T oottt et ettt et te e te ettt et et e teeteeteene et etenas 326
6.2.4.2 T8 eeeeieteeieeie et et et et et et e te ettt et e st e st b e be ettt tt et b e st e s e b e b e b e Rt ettes s esb e b e b e ebeeseeseestessensenrs 326
6.2.4.3 T oottt ettt ettt ettt et e teete ettt et et et e eteeteeteene et eeenas 326
6.2.4.4 T ] eieeeeeieeieee et et et et et et et e et e te e st e st e st e s b e beeseete e st esb e st e s b e b e b e he et e esees b es b e b e b e ebeeseeseestessensenras 326
6.2.5 Facility Management TIMETS ........c..cceeveriierieriieiiesiesieeeeeteetesseesseesseeesesenesseesseenseennessnenes 327
6.2.5. 1 T oottt ettt ettt et ettt et et teete ettt et et et e eteeteersene et eeenas 327
6.2.5.2 T cteieieieete ettt ettt ettt ettt ettt b e b teett et s e st s b e b e b e ehe ekt ete e st esb e b e b e ebeeseeseestensensennas 327
0.2.5.3 T ettt ettt ettt e e te ettt et et et e eteeteete ettt eeenas 327
6.2.5.4 T 0 iiiecieeieeteeie et et ettt ettt ettt et e st et et e be b bttt et b e st e s b e b e b e bttt etees b esb e b e b e ebeeseeteestessensensas 327
L T T T SRR 327
6.2.5.6 T {Gueverrerrerreireeiieireietestestesseeteeteestessestesbesseeseeseessessesses b e b e b e eheeseettesbesbesbe b e ebe st eseestessensennas 327
L TN A Y, PR 327

X



® 9 U A W N -

A.S0014-0v1.0

List of Figures
Figure 2.1-1 MSC-BS Interface Functional P1anes............ccccceviririiininieiiniiiinenncceeeeee e 13
Figure 2.2.5-1 Al Interface Signaling Protocol Reference Model..........c.ccoceveeiiiinininincninicicicncneenee 15
Figure 2.3.1-1 Signaling Protocol Reference Model MSC-BS Interface..........coccvveveveeieienincncnienceienne 16
Figure 2.3.1.1.3-1 Structure of Al Layer 3 MESSAZES ....eccvreverierieriiereietieieereeaeseesaesseesseenseensessesssensennns 17



T - Y. T SO O Ry

A.S0014-0v1.0

List of Tables

Table 1.4-1 Element Flow DIRECTION INAICAtION ....c..ooveruiriiriiiiiiiiiiienenienicei ettt 8
Table 5.1.2-1 Al Information Element Identifiers Sorted by Name...........cccoevevieiiiiieiiienieiec e 2
Table 5.1.2-2 A1l Information Element Identifiers Sorted by Identifier Value...........ccooevevienienieciinieeiens 4
Table 5.1.5-1 Cross Reference of Information Elements With MeSSages ......c.cocuevverieriieniiecieeieeieniesieene 11
Table 5.2.4-1 BSMAP MESSAZES .....eeuveruieriietieiieiieite et ettestte st e et e et stesaeesaeesbeeste e bt en e satessseabeesbeenbeenseeneeenes 26
Table 5.2.4-2 DTAP MESSAZES ....veeeveeeiieeiieeiieeiteeeitteesteeeteeesseeeseesseeassesaseessseeasseesssesassessssessssesssessssessnses 28
Table 5.2.6-1 Channel Type - Speech or Data Indicator Values...........ccccvvevieeiiienieeniieieeeeee e 29
Table 5.2.6-2 Channel Type - Channel Rate and Type Values.........ccceeviievieiiiiienieeiiieieeee e 29
Table 5.2.6-3 Channel Type - Octet 5 Coding (Voice/Signaling Call).........ccocevieniininiiniinieiieieeee, 30
Table 5.2.6-4 Channel Type - Octet 5 Coding (Data Call) ........ccooeeriinieniiiiiieneeeee e 30
Table 5.2.7-1 RF Channel Identity — Timeslot NUMDET ........c.cccverieriieriieiieieeieeieeeeee e 31
Table 5.2.10-1 Encryption Information - Encryption Parameter Coding............ccceeveveverienieniesieeienieeene 34
Table 5.2.10-2 Encryption Information - Encryption Parameter Identifier Coding.........ccccoevverenencncnnne 34
Table 5.2.12-1 Classmark Information Type 2 - RF Power Capability .........cccoevreercienienieieeeieeie e 36
Table 5.2.13-1 Mobile Identity - Type of Identity CodIng .........ccceevieriieriirciirierieeee e 38
Table 5.2.15-1 Priority - Call PriOTILIES .....c.cecvieiiirieiieeiesieeie ettt ee st et eieeteseaesaesseeseessesnaesseesseeseenseenns 40
Table 5.2.15-2 Priority - QUeting ALOWEA .........cocueiiiiiiiiiii it 41
Table 5.2.15-3 Priority - Preemption AIIOWEd.........cccueeriiiiiieiiieiiiecie ettt et svee e e 41
Table 5.2.16-1 Cause Class ValUeS........coviiriiiiiiieieeieeiest ettt ettt st e b e e 41
Table 5.2.160-2 Cause VAIUES ....c.eoiiiiiiiiiieettee ettt ettt sttt ettt ettt esbeesbeeeeeneeenee 42
Table 5.2.17-1 Cell Identifier - Cell Identification Discriminator List ..........ccccceverieniieniininiiieiiencee 44
Table 5.2.17-2 Cell Identifier - Cell Identification Discriminator = ‘0000 0010”.........ccccocevererrenenerenene 44
Table 5.2.17-3 Cell Identifier - Cell Identification Discriminator = ‘0000 0101 .........ccccoceverircienencnennene 44
Table 5.2.17-4 Cell Identifier - Cell Identification Discriminator = ‘0000 01117..........cceecverierierienieienne. 45
Table 5.2.17-5 Cell Identifier - Cell Identification Discriminator = ‘0000 1000’............cccevverercrenenereneene 45
Table 5.2.20-1 Circuit Identity Code Extension - Circuit Mode Field...........ocooevinininiiiiiinininnincncnee 47
Table 5.2.23-1 IS-2000 Channel Identity - Physical Channel Type.........cccoocveevireieiienienieieee e 51
Table 5.2.23-2 IS-2000 Channel Identity - Pilot Gating Rate ...........ccoeoerieiiiiiniiiecceececee e 51
Table 5.2.27-1 IS-2000 Channel Identity - Physical Channel Type........ccceeviieriienieeiiienieecieeeie e 55
Table 5.2.27-2 IS-2000 Channel Identity - Pilot Gating Rate ...........cccooveviiiiiiiniiiieceeeceeee e 55
Table 5.2.30-1 Calling Party ASCII Number - Type of Number Values...........ccceevueeriieeriiencieeeeeiee e 57
Table 5.2.30-2 Calling Party ASCII Number - Numbering Plan Identification Values..........c.cccceeevveeenennns 58
Table 5.2.30-3 Calling Party ASCII Number - Presentation Indicator ............ccccveerieerieeniieeniienie e 58
Table 5.2.30-4 Calling Party ASCII Number - Screening Indicator...........ccccoeverereneeienienenencnenceienne 58
Table 5.2.32-1 Protocol DISCTIMINALOT .......co.eiutiiiriiieriinteniceitet ettt sttt ettt st ene e aenae e 59
Table 5.2.34-1 Location Updating TYPEC ......cccverierieriieieeiiesie e seesteestt et eteesteseaesaessaesseesseeseensesneenseenseenns 60
Table 5.2.36-1 ReJECt CAUSE VAIUC.......cc.ieiieiiiiieiieiieie ettt ettt esbessaesnaesneesseenseenseenes 61
Table 5.2.37-1 Authentication Challenge Parameter - Random Number Type ........ccccecevenininininienicnns 62
Table 5.2.38-1 Authentication Response Parameter - Auth Signature Type.......ccoeevveverieniienieneereeee e 62
Table 5.2.41-1 Progress Indicator - Coding Standard.............c.ccooeeriiiiiniiiiiieiieeeeee e 63
Table 5.2.41-2 Progress Indicator - LOCAtION. ......cc.iiiiiiiiiiiieiierteee et s 64
Table 5.2.41-3 Progress Indicator - Progress DeSCIiption ..........c.cceceerieriiiiinienienieniceieeeee e 64
Table 5.2.42-1 SigNal ValUe: TOMNES.....cccuiiiciiiiiieiiieiitecte ettt et e ste e eeseeeestaeessaeetaeessaeessaeenseesnseesnseesnses 65
Table 5.2.42-2 Signal Value: TIA/EIA/IS-2000 AISTEING ......ccccveeiuvieeieeiiieeieeiieesieeeieeeieeeieeeveeeveeseeeeenes 65
Table 5.2.42-3 Signal - Alert Pitch ValUes ........coooiiiiiiieiet et 65
Table 5.2.42-4 Signal - Signal Value Mapping: TIA/EIA-41, TIA/EIA/IS-2000, and this specification ....... 66
Table 5.2.43-1 CM SEIVICE TYPES .veeuvieiieiieeiiesiiertietieteetestestestee st eseesseeseeseesssesseeseessesnsesnsesnsesseenseenseenns 67
Table 5.2.44-1 Called Party BCD Number - Type of Number Values .........ccccoeeeveierienienieieeieeeeieene 68
Table 5.2.44-2 Called Party BCD Number - Numbering Plan Identification Values .........c..cccccovevienenennene. 69
Table 5.2.44-3 Called Party BCD Number - Number Digit Values.........cccccuevieriieiiiienieieie e 69
Table 5.2.46-1 Cause Layer 3 - Coding Standard .............ccooeeiieiiiiiiiiieeeeceeee e 70
Table 5.2.46-2 Cause Layer 3 - LOCAtION. .....cccviiiuieeiiieiiteeeiieeieeeieeeieeeieeesteeeteeeteeesteesseesnsaeesaesnsaesnseesnnes 71
Table 5.2.46-3 Cause Layer 3 - Cause (CIass) ValUE .......cccveiiieriiiiiiieiiie ettt evae e 71

X1



o T B Y S N

A.S0014-0v1.0

Table 5.2.46-4 Cause Layer 3 VAIUES ......cccveeiiiiiiieeiie ettt eeeeteeeteeeteeebeeesteesaeesntaesnseeenseesnseesnnes 72
Table 5.2.49-1 Location Registration TYPE ......c.cecuieriiriiiiiiieiierieereee ettt s 74
Table 5.2.53-1 Service OPtion VAIUES ......ccceeviieiiieiiieeieeciteeie et ete et seeesbeesereessaeesaseessseensaeenseesnseesnnes 77
Table 5.2.62-1 Radio Environment and RESOUICES...........ccuevieriieiiiiiieiiieieeieeeeeeee et 86
Table 5.2.72-1 PACA Order - PACA Action Required...........ccoecueeiiioieiiinieieieeeeee e 92
Table 5.2.80-1 BANA CIaSS ....cc.eruiriiiiiiiiieriiterieet ettt ettt st ettt st b e st sb et e e e nbe e 96
Table 6.1-1 Timer Values and Ranges Sorted by Name.........cccevieiieriieiiieiieeecieeeee e 99

Xii



A.S0014-0v1.0

. 1.0 Introduction

> 11 Overview

3 This document contains the message procedures, bitmaps, information elements, and timers used
4 to define the interfaces for the A Reference Point.
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1.3 Terminology

1.31 Acronyms
Acronym Meaning
AC Authentication Center
ADDS Application Data Delivery Service
ADPCM Adaptive Differential Pulse Code Modulation
AMPS Advanced Mobile Phone System
ANID Access Network Identifiers
ANSI American National Standards Institute
ARFCN Absolute Radio Frequency Channel Number
AUTHR Authentication Response
AUTHU Unique Challenge Authentication Response
BCD Binary Coded Decimal
B-ISDN
BS Base Station
BSAP Base Station Application Part

Section 1



A.S0014-0v1.0

Section 1

Acronym
BSC
BSMAP
CCPD
CDG
CDMA
CIE

CM
CNIP
CNIR
COUNT
DCCH
DLCI
DS

DSO
DS-41

DSS2
DTAP
DTX
EIA
ESN
ETSI
EVRC
FA
HLR
IEI
IMSI
I0S
ITU
IWF
kb
LAC
LI
LSB
MC-41

MIN

Meaning

Base Station Controller

Base Station Management Application Part
Common Channel Packet Data

CDMA Development Group

Code Division Multiple Access

Content Information Element

Connection Management

Calling Number Identification Presentation
Calling Number Identification Restriction
Call History Count

Dedicated Control Channel

Data Link Connection Identifier

Direct Spread

Digital Signal Level 0

An operational mode in which the BS and MS operate
with the direct spread (DS) radio layers of the UMTS
system defined by 3GPP, and the upper layers defined in
1S-2000 that conform to and interoperate with ANSI-41

based networks.

Direct Transfer Application Part
Discontinuous Transmission
Electronics Industry Association

Electronic Serial Number

Enhanced Variable Rate Codec

Foreign Agent

Home Location Register

Information Element Identifier
International Mobile Subscriber Identity
Interoperability Specification
International Telecommunications Union
Interworking Function

kilo bits

Location Area Code

Length Indicator

Least Significant Bit

An operational mode in which the BS and MS operate
with the multi-carrier (MC) radio layers and the upper
layers defined in 1S-2000 that conform to and interoperate

with ANSI-41 based networks.
Mobile Identification Number
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Acronym
MS

MSB

MSC
N-AMPS
OAM&P

OTD
PACA
PCM
PLD
PLMN
P-P
QCELP
QoS
QPCH
RAND

RANDC
RANDSSD
RANDU
RC

RF

RNC
SCCP
SCH
SDB
SDU

SID

SME
SMS
SMS-MO
SMS-MT
SOCI
SRNC-ID
S-RNTI
SSD

TIA
TMSI
TSB

VP

Meaning

Mobile Station

Most Significant Bit
Mobile Switching Center
Narrow band AMPS

A.S0014-0v1.0

Operations, Administration, Maintenance, and

Provisioning

Orthogonal Transmit Diversity

Priority Access and Channel Assignment
Pulse Code Modulation

Position Location Data

Public Land Mobile Network

PDSN-PDSN

Q Code Excited Linear Prediction
Quality of Service
Quick Paging Channel

Random Variable

Random Confirmation

Random SSD

Random Variable - Unique Challenge
Radio Configuration, Radio Class
Radio Frequency

Radio Network Controller (DS-41)
Signaling Connection Control Part
Supplemental Channel

Short Data Burst
Selection/Distribution Unit

System Identification

Signaling Message Encryption
Short Message Service

SMS Mobile Originated

SMS Mobile Terminated

Service Option Connection Identifier

Source Radio Network Controller Identifier

Source Radio Access Network Temporary Identifier

Shared Secret Data
Telecommunications Industry Association
Temporary Mobile Station Identity

Telecommunications Systems Bulletin

Voice Privacy
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1.3.2 Definitions

Base Station

Cell

Handoff

An entity in the public radio telecommunications system used for radio
telecommunications with mobile stations.

The unit of a base station having the ability to radiate in a given
geographic area. In this standard, a Cell ID refers to a particular cell
and sector.

Handoff is the process by which an air interface circuit between a
mobile station and a base station is transferred from the current base
station equipment and air interface channel to either a different base
station equipment and air interface channel or a different air interface
channel on the current base station. The following types of handoff are
supported:

1. Hard Handoff: A handoff that requires the mobile station to
tune its radio equipment or to reestablish synchronization.
2. Soft Handoff: A handoff that does not require the mobile

station to tune its radio equipment or to reestablish synchronization and
that uses the same frame selection function (and voice transcoding
function, if this is a voice call) in the network for both the old and new
air interface channels.

3. Soft Handoff with Pre-Selection: The configuration achieved
when a BS internally splits a single forward flow of coded user
information from the frame selector to send it to two or more cells
controlled by that BS. In the reverse direction, the BS joins the flows of
coded user information frames from those cells, selects the best quality
frame (preselection), and forwards only that selected frame to the frame
selector.

4. Softer Handoff: A handoff involving two or more traffic
channels on a call such that in the forward direction the BS splits a
single flow of traffic channel frames into two or more forward flows to
be sent to the mobile station with the power control combined bit set to
indicate that the same reverse power control information is to be used.
In the reverse direction the BS combines the traffic channel frames that
are received from two or more cells/sectors and forms a single reverse
flow from this combination.

Interworking Function

Logical Channel

The Interworking Function (IWF), used in the context of this standard,
provides a translation of the user traffic on a circuit data call between
the fixed network and the air interface.

A logical path that can carry signaling, user traffic, or a combination of
the two between two entities such as the network and the mobile
station. A logical channel can be instantiated over one or more physical
channels. Logical channels may also share physical channels.

Mobile Switching Center

Section 1

The MSC switches MS-originated or MS-terminated traffic. An MSC is
usually connected to at least one base station. It may connect to other
public networks PSTN, ISDN, etc., other MSCs in the same network,
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or MSCs in different networks. (It has been referred to as Mobile
Telephone Switching Office, MTSO.) It provides the interface for user
traffic between the wireless network and other public switched
networks, or other MSCs.

Physical Channel

A physical path between the SDU function and the mobile station that
consists of any connecting A3 traffic channel(s) and radio channel(s).
Depending on the radio technology in use, a physical channel may be in
soft handoff between the mobile station and the SDU function.

Sector
A face of a of physical radio equipment implementation
Service Instance

An instance of a higher level communication service between the
mobile station user and various other endpoints.

Service Provider Network

A network operated by either the home service provider or the visited
service provider. The home service provider maintains the customer
business relationship with the user. The visited service provider
provides access services through the establishment of a service
agreement with the home service provider.

Serving Network

The network that provides access services to the user.
Signaling Connection

A connection intended to provide a path for signaling traffic.
Source Base Station

The BS that is in control of the call is designated the source BS and
remains the source BS until it is removed from control of the call.

System Identification

The System Identification (SID) is a number that uniquely identifies a
network within a cellular or PCS system.

Target Base Station
Any BS that supports the call other than the source BS is designated

1.4 Message Body, Coding, and Ordering of Elements

For each Al (BSAP) Interface message there are a number of information elements that are
individually defined in section 5.2. Each information element in a given message is tagged with a
reference in section 5.2, a direction indication (i.e., some elements within a message are bi-
directional and others are not), and a mandatory/optional type (M/O) indicator. Information
elements that are marked as optional carry an additional indication of being either required (R) or
conditional (C). (See below.) Some information elements are reused in multiple messages.

The DIRECTION indication associated with each message element pertains to the use of that
particular message element when used with the particular message (i.e., use of the message
element may be different in other messages). The format of the DIRECTION indication is as
follows:

Section 1 7
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Table 1.4-1 Element Flow DIRECTION Indication

BS -> MSC Element flows from BS to the MSC
MSC > BS Element flows from the MSC to the BS
BS <->MSC Element flows both ways to/from the MSC and BS

The inclusion of information elements in each message is specified as follows:

M

o
R
C

information elements which are mandatory for the message.

information elements which are optional for the message.

Required in the message whenever the message is sent.

Conditionally required. The conditions for inclusion of this element are

defined in the operation(s) where the message is used (see [13]) and in
footnotes associated with the table defining the order of information
elements in the message.

Information elements which are mandatory for a given message shall be present, and appear in the
order shown in the message definitions in this chapter.

Information elements which are optional for a given message are included as needed for specific
conditions. When included, they shall appear in the order shown in the message definition given in

this chapter.

An information element can very well be mandatory for some messages and optional for other

messages.

The bitmap tables in the message subsections of 4.0 are patterned after the format for
the information elements of section 5.2 and use the following conventions:

Section 1

= Element Name{<# instances>:

[<values>]

} Element Name

label {<# instances>:

<octet 1>

<octet m>

= Name of information element.

Different elements within a message are separated by
double lines.

Fields within elements are separated by single lines.

Octets are renumbered at the beginning of every
element.

= Set of allowed values.

The number of instances of an element is 1 by default.
If the Element Name{<# instances ... }Element
Name notation is used, the <# instances> notation
indicates:

n = exactly n occurrences of the element
n+ =n or more occurrences of the element

1.n =1 to ninclusive occurrences of the element
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} label = Number of instances of the bracketed set of fields
where <# instances> notation indicates:

n = exactly n occurrences of the field
n+ =n or more occurrences of the field
1.n =1 to n inclusive occurrences of the field

SSSS SSSS
oo = Variable length field.

SSSS SSSS

Forward Compatibility Guidelines

1.6

This standard will evolve to accommodate new features and capabilities. To ensure that equipment
implemented to one revision level will interoperate with equipment implemented to later revision
levels the following guidelines are defined for the processing of messages and for the development
of messages in future revisions of this standard.

Unexpected signaling information may be received at an entity due to differing levels of signaling
protocol at different entities within a network: an entity using a more enhanced version of the
protocol may send (unless overridden by section 1.8) information to an entity implemented at a
lower level of the protocol which is outside the protocol definition supported at that receiving
entity.

It may happen that an entity receives unrecognized signaling information, i.e., messages, element
types or element values. This can typically be caused by the upgrading of the protocol version
used by other entities in the network. In these cases the following message processing guidelines
are invoked (unless overridden by section 1.8) to ensure predictable network behavior.

If the receiving entity is implemented to version 4.0 of the IOS or greater, then the sending entity
shall send messages that are correctly formatted for the version of the IOS declared to be
implemented by the sending entity, (unless overridden by section 1.8).

If the receiving entity is implemented to a CDG IOS version less than 3.1.0, then if the sending
entity is at an equal or greater version than the receiver, the sending entity shall format messages
according to the version of the protocol implemented at the receiving entity.

For example, a CDG IOS version 3.1.0 entity by using the following guidelines (unless overridden

by section 1.8) may be capable of ignoring additional new elements or fields within elements sent
by an entity implemented to an IOS version higher than 3.1.0.

Message Processing Guidelines

The following message processing guidelines apply unless overridden by explicit processing
directions in other places within this standard.

In the guidelines in this section, “optional” includes both “optional — conditional” and “optional —
required” information elements as indicated in the message tables in section 4.0.

1. If a message is received containing a Message Type value which is not defined for the
revision level implemented then the message shall be discarded and ignored. There
shall be no change in state or in timers due to receipt of an unknown message.

Section 1 9
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10.

If a message is received without an expected mandatory information element for the
revision level implemented then the message shall be discarded and ignored. There
shall be no change in state or in timers due to receipt of the message.

If a message is received that contains an information element which is defined for the
revision level implemented but contains invalid values in some fields, these fields shall
be ignored and the remainder of the information element processed to the extent
possible. The message and all other information elements shall be processed to the
extent possible. Failure handling may be initiated if call processing cannot continue.
See also message processing guidelines 9 and 10 below.

If a message is received that contains an Information Element Identifier which is not
defined for the revision level implemented then that element shall be discarded and
ignored. The message shall be processed to the extent possible. Failure handling may
be initiated if call processing cannot continue.

If a known but unexpected optional information element is received, that information
element shall be ignored. The message and all other information elements shall be
processed.

If a message is received without an expected optional information element the message
shall be processed to the extent possible. Failure handling may be initiated if call
processing cannot continue.

No value of an information element that is indicated as “reserved” for the revision level
implemented shall be sent. If a valid information element contains a value which is
specified as “reserved” or is otherwise not defined in the revision level implemented
then this field shall be ignored and the remainder of the information element processed
to the extent possible. The message and all other information elements shall be
processed to the extent possible.

Octets and bits designated as “Reserved” or which are undefined for the revision
implemented shall be set to zero by a sending entity and ignored by a receiving entity.

If an element is received containing a field that is larger than expected, i.e., is indicated
as having more bits/octets than expected, then the expected bits/octets of that field shall
be processed to the extent possible and the additional bits/octets shall be ignored.

If an element is received containing a field that is smaller than expected, i.e., is
indicated as having fewer bits/octets than expected, then the length field or other
indicator shall be considered correct and the bits/octets actually present in the element
shall be processed to the extent possible. Failure handling may be initiated if call
processing cannot continue.

1.7  Message Definition Guidelines

1.
2.

Section 1

New messages shall have a Message Type that was never previously used.

Information Element Identifiers may be reused in future revisions only when:

*
L4

L2

The old use of the element identifier is not used in the new revision, and

The new use of the element identifier is used only in new messages which were not
defined in previous revisions.

The old use of the element identifier shall be supported within the context of the old
messages in which it was used.

Defined valid values of Information Elements may be changed in future revisions. The new
version shall define the error handling when previously valid values are received.

Octets and bits which are undefined or which are defined as reserved may be used in future
revisions.

10
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5. The Mandatory/Optional designation of Information Elements within a message shall not
change.

6. Mandatory Information elements shall be sent in the order specified in section 4.0.

7. New optional Information Elements in a message shall be defined after all previously
defined optional Information Elements.

8. All new Information Elements shall be defined with a length field.

9. New information may be added to the end of an existing Information Element, provided
that the Information Element is defined with a length field.

10S Upgrade Guidelines

For supporting backward compatibility on the A1 interface:

When two nodes communicate on the Al interface no element shall be sent which is larger or
smaller in length, or have values other than expected as per the protocol version of the node
running on the lower protocol version. If an information element is sent in a manner that violates
the above principle, or if an unexpected or unknown element is sent in the middle of a message, or
if an element that was required to be sent for successful message processing as per the protocol
revision of the node running at the lower version is not sent, then failure handling may be invoked
by the receiving node. If the receiving node determines that failure handling does not need to be
applied, then processing may continue with the receiving entity generating any OA&M logs as
required.

Any new elements may be sent to the node running the lower protocol version if the position of
those elements is beyond the end of the elements expected by the lower protocol revision.
Elements that were defined at the lower protocol revision but marked as not required and that
become used at the higher protocol revision and appear before the end of the elements expected by
the lower protocol revision shall not be sent to the node running the lower protocol revision.

If both the nodes are running the same protocol version then the above rules still apply.

Section 1 11
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2.0 Protocol Definition

21 MSC - BS Functional Partitioning

N v W

The functions provided by the network elements on either side of the MSC-BS Interface define the
functions that the MSC-BS Interface supports. Figure 2.1-1 below depicts a model of the MSC-BS
Interface functional planes. The four functional planes embody all of the functions that the MSC-
BS Interface supports.

21

22
23

MSC BSC
Call Radio Mobility  Trans. Call Radio Mobility ~ Trans.
Proc., Resource Mngmnt. Facilities Proc., Resource Mngmnt. Facilities
Supp. Mngmnt. Mngmnt. Supp. Mngmnt. Mngmnt.
Services Services
Transport Transport
Protocols Protocols
Physical Facilities

Figure 2.1-1 MSC-BS Interface Functional Planes

The transmission facilities management plane is the basis for the MSC-BS Interface
telecommunications services. It manages the transmission means for the communication needs of
the subscribers as well as the required information transfer between the BS and MSC. The radio
resource management plane manages stable links between the MSs and the MSC and supports the
movement of subscribers during calls (i.e., handoff control). The mobility management plane
manages subscriber databases and subscriber location data. The call processing plane manages call
control and telecommunications services for the subscribers.

2.2  Protocol Reference Model

2.2.1 MSC-BS Interface Channel Types
The MSC-BS interface consists of user traffic channels and signaling channels. In general, user
traffic channels are independent of signaling channels. Different paths and different underlying
transport technologies can be employed for each.

2.2.2 Transport Protocols

The MSC-BS interface referred to within this specification is designed to support a wide range of
implementations.

Section 2 13
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2.2.3

Layer 1

2.24

The physical interface is based on the layer 1 interfaces defined in [12].

Layer 2 - Transport Protocols

2241

This standard specifies multiple protocols for the transport of signaling and user information. See
[12].

SS7 Signaling Transport

2.2.5

When SS7 is used to provide signaling transport, the underlying transport mechanism defined to
carry signaling information between the BS and the MSC is the Message Transfer Part (MTP), and
the Signaling Connection Control Part (SCCP) of Signaling System No. 7 (SS7).

The MTP and SCCP are used to transport the application layer signaling protocol which is defined
as the BS Application Part (BSAP).

Layer 3 - A1 Interface: Base Station Application Part

The Base Station Application Part (BSAP) is the application layer signaling protocol that provides
messaging to accomplish the functions of the Al Interface component of the MSC - BS Interface.
BSAP is split into two sub-application parts; the BS Management Application Part (BSMAP), and
the Direct Transfer Application Part (DTAP). Please refer to Figure 5.2.3-1 “Al Interface
Signaling Protocol Reference Model” for an illustration of this structure.

The BS Management Application Part (BSMAP) supports all Radio Resource Management and
Facility Management procedures between the MSC and the BS, or to a cell(s) within the BS.
BSMAP messages are not passed to the MS, but are used only to perform functions at the MSC or
the BS. A BSMAP message (Complete Layer 3 Information) is also used together with a DTAP
message to establish a connection for a MS between the BS and the MSC, in response to the first
layer 3 air interface message sent by the MS to the BS for each MS system request. The
description of the layer 3 protocol for the BSMAP information exchange is contained within this
specification.

The Direct Transfer Application Part (DTAP) messages are used to transfer call processing and
mobility management messages between the MSC and BS. DTAP messages carry information that
is primarily used by the MS. The BS shall map the DTAP messages going to and coming from the
MSC from/into the appropriate air interface signaling protocol.

See [14] for a list of BSMAP and DTAP messages.
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BS Side

BSAP

DTAP | |BSMAP

—_—

Transport
Protocols

A Interface
MSC Side

BSAP

DTAP | |BSMAP

—_—

Transport
Protocols

prmm_——— ESS— 4

Physical Layer

Figure 2.2.5-1 A1 Interface Signaling Protocol Reference Model

Abbreviations used in Figure 2.2.5-1:

BS
BSAP
BSMAP
DTAP
MSC

Base Station

Base Station Application Part

Base Station Management Application Part
Direct Transfer Application Part

Mobile Switching Center

2.3 Generic Message Formats

2.3.1 A1 Message Header

Each message transferred between the BS and MSC is classified either as a DTAP or a BSMAP
message. The BS performs protocol conversion between the DTAP/BSMAP messages and the
specific air interface signaling system in use.

In order to distinguish between the DTAP messages and BSMAP messages, a header is prefixed
on each Al interface message transferred between the BS and MSC. See Figure 2.4.1-1.
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A Interface
BS Side MSC Side
BSAP BSAP
DTAP | | BSMAP DTAP || BSMAP
Transport Transport
Protocols Protocols
Physical Layer

Figure 2.3.1-1 Signaling Protocol Reference Model MSC-BS Interface

BS Base Station
BSAP Base Station Application Part
BSMAP Base Station Management Application Part
DTAP Direct Transfer Application Part
MSC Mobile Switching Center
2311 Transfer of DTAP and BSMAP Messages
See [12] for information on the transfer of DTAP and BSMAP messages on the Al interface.
2.3.1.11 Distribution Function
The distribution of messages between the BSMAP and DTAP functions and the distribution or
multiplexing of DTAP messages to or from the various radio link layer 2 access points are
performed in an intermediate layer of protocol between the transport layer and Layer 3 referred to
as the distribution sub-layer.
The protocol for this sub-layer simply consists of the management of a one or two octet
Distribution Data Unit as a header, followed by the actual layer 3 BSMAP or DTAP message.
This is shown in Figure 2.4.1.1.3-1, “Structure Of Al Layer 3 Messages.” The user data field
contains a Distribution Data Unit, a Length Indicator, and the actual layer 3 message. The
Distribution Data Unit consists of one or two octets depending on whether the message is DTAP
or BSMAP. The first octet, Message Discrimination, differentiates the message between these two
types.
2.3.1.1.2 Transfer of DTAP Messages

For DTAP messages, the Distribution Data Unit consists of two parameters: the Message
Discrimination parameter and the Data Link Connection Identifier (DLCI) parameter. Please refer
to section 5.2.1, “Message Discrimination” and section 5.2.2, “Data Link Connection Identifier
(DLCI)” for details on the coding of these parameters.

In the Message Discrimination parameter the discrimination bit D is set to the value ‘1’ to indicate
DTAP.

Section 2 16



20

21

A.S0014-0v1.0
The DLCI parameter is used for MSC to BS and BS to MSC messages to indicate the type and
treatment of the message being transmitted.

The length indicator (see section 5.2.3) is coded in one octet, and is the binary representation of
the number of octets of the subsequent layer 3 message parameter.

Messages that are actually DTAP messages are distinguished from those that are BSMAP in the
description of Message Type (section 5.2.4).

2.3.1.1.3 Transfer of BSMAP Messages

The transfer of BSMAP messages over a specific transport connection allows the BSMAP
functions in both the MSC and the BS to identify to which particular Mobile Station association
the exchanged message (e.g., assign, handoff request, etc.) applies.

The structure of the user data field is given in Figure 2.4.1.1.3-1, “Structure Of Al Layer 3
Messages.” The user data field contains a Distribution Data Unit, a Length Indicator, and the

actual layer 3 message.

The Distribution Data Unit only consists of the Message Discrimination parameter, and is coded
on one octet. The discrimination bit D is set to the value ‘0’ to indicate BSMAP.

The Length Indicator (see section 5.2.3) is coded in one octet, and is the binary representation of
the number of octets of the subsequent layer 3 message parameter.

The coding of the BSMAP layer 3 messages is specified in this chapter starting in section 4.0.

DTAP Message Header BSMAP Message Header
BSAP
Message Discrimination | octet 1 Message Discrimination | octet 1 Message
Header
DLCI (Always set to 0) | octet 2
. Layer 3
Length Indicator | octet 3 Length Indicator octet 2 Message
Length
APPLICATION A APPLICATION Layer 3
/7 6 octekf,1 o /7 /7octets 3tok |Message
MESSAGE MESSAGE

Figure 2.3.1.1.3-1 Structure of A1 Layer 3 Messages
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Message Procedures

3.1 Call Processing Message Procedures

3.1.1 Complete Layer 3 Information
The Complete Layer 3 Information message is a BSMAP message that contains the CM Service
Request message, the Paging Response message, or the Location Updating Request message.

3.1.11 Successful Operation
Please refer to section 3.1.2.1, “Successful Operation,” when this message is used in conjunction
with the CM Service Request message. Please refer to section 3.1.8.1 when this message is used in
conjunction with the Paging Response message. Please refer to section 3.3.1.1 when this message
is used in conjunction with the Location Updating Request message.

3.1.1.2 Failure Operation
Please refer to section 3.1.2.2, “Failure Operation,” when this message is used in conjunction with
the CM Service Request message. Please refer to section 3.1.8.2 when this message is used in
conjunction with the Paging Response message. Please refer to section 3.3.1.2 when this message
is used in conjunction with the Location Updating Request message.

3.1.2 Connection Management (CM) Service Request
When the mobile’s originating access attempt is received by the BS, the BS constructs the CM
Service Request DTAP message, places it in the Complete Layer 3 Information message, and
sends the message to the MSC.

3.1.21 Successful Operation

In a mobile origination scenario, the BS starts timer T3p3. The BS transfers a CM Service Request
message to the MSC. The Complete Layer 3 Information message and the MSC response are also
used for connection establishment

In the Access Probe Handoff scenario, the source BS (the BS on which the first access probe was
sent), upon receiving an origination request for the same mobile and the same call forwarded via
an A7 connection from another BS, may choose to send a second CM Service Request to the
MSC. In other scenarios (e.g. Silent Reorigination), the BS may receive multiple Originations
from the same mobile, and may chose to send a second CM Service Request message to the MSC.
The MSC shall be able to handle a CM Service Request for a mobile that is already engaged in an
origination attempt by sending a Clear Command message to the BS containing a cause value of
“Do not notify MS.” The BS shall be able to handle Clear Command messages from the MSC for
these duplicated CM Service Request messages.

The base station may select an available channel based on the mobile’s capabilities, and assign the
MS to that channel at any time following the receipt of the mobile’s originating access.

For information on the Authentication and Privacy procedures refer to [13].
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3.1.2.2 Failure Operation
If the BS fails to receive an Assignment Request message, PACA Command message (e.g., if the
call is eligible for PACA service), or Clear Command message in response to the CM Service
Request message prior to expiration of timer T3¢3, then it may send a Reorder or Release message
to the MS, and shall initiate call clearing by sending a Clear Request message to the MSC with the
cause value set to “Timer expired” if an underlying transport connection exists.

3.1.2.3 Abnormal Operation
If the MSC wishes to clear the call in response to the CM Service Request, it may refuse the
connection request via the primitive appropriate to the underlying transport layer.

3.1.3 Assignment Request
This BSMAP message is sent from the MSC to the BS to request assignment of radio resources.

3.1.31 Successful Operation
After sending this message to the BS, the MSC starts timer T1¢ and waits for the Assignment
Complete message from the BS.
The BS stops timer T303 upon receipt of the Assignment Request message, selects a traffic
channel, sends the Channel Assignment Message to the MS, and waits for the confirmation from
the MS that the MS reached the assigned traffic channel.

3.1.3.2 Failure Operation
If the MSC fails to receive an Assignment Complete message, or an Assignment Failure message
before the expiration of timer T, then it shall initiate call clearing.

3.1.4 Assignment Complete
This BSMAP message indicates that the requested assignment has been completed correctly. The
sending of the Assignment Complete message also indicates to the MSC that it will henceforth be
responsible for providing in-band treatment of the call if required.

3.14.1 Successful Operation
When the MS has successfully reached the assigned traffic channel, the BS sends this message to
the MSC. At this point, the BS considers the call in conversation state.
When the MSC receives this message, it stops timer T1¢. At this point the MSC considers the call
in conversation state.
Note that for mobile terminated calls, the BS (MSC) considers the call stable and in the
conversation state after sending (receiving) the Connect message.

3.1.4.2 Failure Operation

None.
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3.1.5 Assignment Failure
This BSMAP message is sent from the BS to the MSC to indicate that the requested assignment
procedure could not be successfully completed.

3.1.51 Successful Operation
Upon recognizing that the assignment can not be completed, the BS sends the Assignment Failure
message, starts timer T and waits for the MSC to respond with an Assignment Request message,
Service Release Message, or a Clear Command message. An Assignment Request Message is used
if the MSC chooses to perform assignment retry.

3.1.5.2 Failure Operation
If timer Ty expires, the BS shall send a Clear Request or Service Release message to the MSC.

3.1.6 Progress
This DTAP message may be sent by the MSC during any Call Control session to specify local
tone generation or removal.

3.1.6.1 Successful Operation
When the BS receives the Progress message from the MSC it takes the appropriate action to
request the MS to generate the tone as indicated.
The MSC should delay sending any call clearing message after a Progress message to allow the
local tone generation at the MS. In addition, the BS may need to be aware of the time needed by
the MS to generate the local tone.

3.1.6.2 Failure Operation
None.

3.1.7 Paging Request
This BSMAP message is sent from the MSC to the BS to initiate a mobile terminated call setup
scenario. This message may also be sent for location purposes.

31.71 Successful Operation

The MSC determines that an incoming call (either land or mobile originated) terminates to an MS
within its serving region and initiates the paging procedure. It starts timer T3113, sends the Paging
Request message to the BS, and waits for the Complete Layer 3 information containing Paging
Response message.

When the BS receives the Paging Request message from the MSC, it determines from which
cell(s) to broadcast the page request. The page messages are distributed to the appropriate cell(s),
which broadcast the page message over their paging channels. Where necessary, the page message
is inserted into the computed paging channel slot.
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3.1.7.2

Failure Operation

3.1.8

If a Complete Layer 3 Information message containing a Paging Response message has not been
received by the MSC before timer T3113 expires, the MSC may repeat the Paging Request message
and restart timer T3113.

Paging Response

3.1.8.1

This DTAP message is sent from the BS to the MSC, after receipt of a Page Response Message
from the MS, in response to a Paging Request message. The Paging Response and the subsequent
MSC response are used for connection establishment.

Successful Operation

3.1.8.2

When the MS recognizes a page message containing its identity, it will send a response message to
the BS. The BS will construct the Paging Response message using the information received from
the MS, append it to the Complete Layer 3 Information message (please refer to section 3.1.1,
“Complete Layer 3 Information”), and send this combined message to the MSC. The BS will start

timer T303 and await reception of the Assignment Request message. The MSC stops timer T3113
upon receiving the Paging Response message.

In the Access Probe Handoff scenario, the source BS (the BS on which the first access probe was
sent), upon receiving a page response for the same mobile and the same call forwarded via an A7
connection from another BS, may choose to send a second Paging Response to the MSC. The
MSC shall be able to handle a Paging Response for a mobile that is already engaged in a
termination attempt by sending a Clear Command message to the BS containing a cause value of
“Do not notify MS.” The BS shall be able to handle Clear Command messages from the MSC for
these duplicated CM Service Request messages."

The base station may select an available channel based on the mobile's capabilities, and assign the
MS to that channel at any time following the receipt of a Page Response Message from the MS.

Failure Operation

3.1.8.3

No action is taken at the BS on failure to receive a Paging Response from the MS.

If the BS fails to receive an Assignment Request message or Clear Command message in response
to the Paging Response message prior to expiration of timer T3¢3, then it may send a Release
message to the MS, and clear all associated resources.

Abnormal Operation

3.1.9

If a Paging Response is received by the MSC for a call that is no longer active, the MSC may clear
the call.

Connect

This DTAP message informs the MSC that the called MS has answered (gone off-hook).
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3.1.91 Successful Operation

When the BS receives the indication that the called MS has answered, it sends the Connect
message to the MSC.

Upon receiving the Connect message, the MSC connects both parties, and stops timer T3;.

3.1.9.2 Failure Operation

If the MSC fails to receive the Connect message prior to expiration of timer T3¢; then it performs
exception handling (e.g., announcement, forwarding). The specific actions are the MSC
manufacturer’s concern.

3.1.10 Alert With Information

This DTAP message is sent from the MSC to the BS. Upon receipt of this message, the BS shall
send an Alert With Information Message on the air interface.

3.1.10.1 Successful Operation

The MSC sends this message to the BS to request that the BS send an Alert With Information
Message on the air interface. This message may be sent by the MSC for other mobile control
purposes. For example, this message may be used by the MSC to cause the MS to do audible
alerting when it had been previously doing silent alerting during a mobile termination call setup.

3.1.10.2 Failure Operation

None.

3.1.11 BS Service Request

This BSMAP message is sent from the BS to the MSC to begin a BS initiated call setup. It is also
used to initiate an ADDS Page procedure to deliver a short data burst to a mobile. For short data
bursts, the message is used to transport the data to the MSC for delivery to a mobile.

3.1.11.1 Successful Operation

In order to initiate a call setup, the BS sends a BS Service Request message to the MSC containing
the identity of the mobile station that needs to be paged. When the BS/PCF receives data from the
PDSN destined for a mobile with a dormant packet data service instance, and the BS wishes to
deliver the data as a short data burst via the ADDS Page procedure, the BS sends a BS Service
Request message including the application data to be sent to the MS. The BS starts timer T317 and
awaits the reception of the BS Service Response message.

3.1.11.2 Failure Operation

If a BS Service Response message is not received at the BS before the expiration of timer T3y,
then the BS may resend the BS Service Request message. For short data burst delivery to a
mobile, if the BS times out waiting for a BS Service Response message from the MSC, the data
shall be discarded.
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3.1.12 BS Service Response

This BSMAP message is sent from the MSC to the BS in response to a BS Service Request.

3.1.12.1 Successful Operation

The MSC shall send a BS Service Response message to the BS originating the BS Service Request
message. That BS, on receiving a BS Service Response message stops timer T317.

3.1.12.2 Failure Operation

None.

3.1.13 Service Release

3.1.13.1 Base Station Initiated

This DTAP message is sent from the BS to the MSC to release a single service that is not the only
service connected.

3.1.13.1.1 Successful Operation

Upon receiving one of the SRQM, RRRM, or RRRMM from the MS, the BS shall send a Service
Release message to the MSC. The BS sets timer T30g and waits for a Service Release Complete
message from the MSC.

3.1.13.1.2 Failure Operation

If a Service Release Complete message is not received from the MSC while timer T3g is active,
the BS may resend a Service Release message to the MSC and restart timer T3gg. If the Service

Release Complete message is not received from the MSC before timer T30g expires a second time
or if the BS chooses not to resend the Service Release message, the BS shall cease further
supervision of this service option connection, release all dedicated resources corresponding to this
service, and shall release the service.

3.1.13.2 MSC Initiated

This DTAP message is sent from the MSC to the BS to release a single service that is not the only
one connected from the concurrent service.

3.1.13.2.1 Successful Operation

Upon receiving a clear indication corresponding to a single service from the network, the MSC
shall send a Service Release message to the BS. The MSC sets timer T3pg and waits for a Service
Release Complete message from the BS.

3.1.13.2.2 Failure Operation

If a Service Release Complete message is not received from the BS while timer T30g is active, the
MSC may resend a Service Release message to the BS and restart timer T3gg. If the Service
Release Complete message is not received from the BS before timer T30g expires a second time or
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if the MSC chooses not to resend the Service Release message, the MSC shall cease further
supervision of this service option connection, release all dedicated resources corresponding to this
service, and shall release the service.

3.1.14 Service Release Complete

3.1.141 MSC Initiated

This DTAP message is sent from MSC to BS as a response to the Service Release message.

3.1.14.1.1 Successful Operation

Upon receiving the Service Release message from the BS, the MSC sends a Service Release
Complete message to the BS.

When the BS receives a Service Release Complete message, it stops timer T3pg if it is active, and
performs the appropriate procedure to release the dedicated resources associated with the service.

3.1.14.1.2 Failure Operation

None.

3.1.14.2 BS Initiated

This DTAP message is sent from BS to MSC as a response to the Service Release message.

3.1.14.2.1 Successful Operation

Upon receiving the Service Release message from the MSC, the BS sends a Service Release
Complete message to the MSC.

When the MSC receives a Service Release Complete message, it stops timer T3pg if it is active,
and performs the appropriate procedure to release the dedicated resources associated with the
service.

3.1.14.2.2 Failure Operation

None.

3.1.15 Clear Request

Upon failure of a radio channel, or when the MS sends a Release Order to clear the call, the BS
shall send a Clear Request message to the MSC.

3.1.15.1 Successful Operation

The BS, after sending the Clear Request message, sets timer T3¢p and waits for a Clear Command
message from the MSC. Upon receiving the Clear Request message from the BS, the MSC sends a
Clear Command message to the BS and waits for a Clear Complete message.
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3.1.15.2

Failure Operation

If a Clear Command message is not received from the MSC while timer T3¢ is active, the BS may
resend a Clear Request message to the MSC and restart timer T3gg. If the Clear Command

message is not received from the MSC before timer T3gg9 expires a second time or if the BS
chooses to not resend the Clear Request message, the BS shall cease further supervision of this
call connection, release all dedicated resources, and shall release the connection.

3.1.16 Clear Command
Upon receipt of the Clear Request message, the MSC sends a Clear Command message to the BS
to instruct the BS to release the associated dedicated resources.
Upon receiving a clear indication from the network, the MSC shall send the Clear Command
message to the BS to clear the call.

3.1.16.1 Successful Operation
After sending the Clear Command to the BS, the MSC starts timer T35 and waits for the Clear
Complete message from the BS. This operation is considered to be successful if the Clear
Complete message is received by MSC. The MSC will stop timer T315 upon receipt of the Clear
Complete message.
When the BS receives a Clear Command message, it stops timer T3¢ if it is active, performs the
appropriate procedure to release the MS and clears associated dedicated resources.
If the Clear Command message contains a cause value of “Do not notify MS,” the BS shall release
terrestrial and radio resources and send no further messages to the MS.

3.1.16.2 Failure Operation
If the MSC fails to receive the Clear Complete message before the expiration of timer T3s, the
MSC may resend the Clear Command message and restart timer T315. If the MSC does not receive
the Clear Complete message the second time, the MSC shall release the underlying transport
connection to clear the MSC-BS signaling connection.

3.1.17 Clear Complete
Upon receipt of the Clear Command the BS sends a Clear Complete message to the MSC.

3.1.17.1 Successful Operation
Upon receipt of the Clear Complete message from BS, the MSC stops timer T315 and releases the
transport connection being used for the call.

3.1.17.2 Failure Operation

None.
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3.1.18 Additional Service Request

This DTAP message is sent from the BS to the MSC to request the establishment of an additional
service option connection when the mobile is already active with another service.

3.1.18.1 Successful Operation

After sending this message to the MSC, the BS starts timer T3p3 and waits for the Assignment
Request message.

3.1.18.2 Failure Operation

If the BS fails to receive an Assignment request, Service Release, or Clear Command message
prior to the expiration of timer T3¢3, the BS may resend the Additional Service Request message
and reset the timer. If the timer expires a second time, the BS may send a Retry Order or Call
Assignment message to the MS and initiate service option connection release by sending a Service
Release message to the MSC with cause value set to “Timer expired”.

3.1.19 Additional Service Notification

This BSMAP message is sent from the MSC to the BS to initiate additional service option
connection establishment when the mobile already has an active service.

3.1.19.1 Successful Operation

The MSC determines that an incoming call (either land or mobile originated) terminates to an MS
that is already active within its serving region and initiates additional service option connection. It

starts timer T34, sends the Additional Service Notification message to the BS, and waits for the
Additional Service Request message.

3.1.19.2 Failure Operation

If an Additional Service Request message has not been received by the MSC before timer T4 expires, the
MSC may repeat the Additional Service Notification message and restart timer T34.

3.2 Supplementary Services Message Procedures

3.2.1 Flash with Information

The Flash with Information message may be sent from the MSC to the BS to convey
supplementary services information which is to be sent to the MS. This message may also be sent
from BS to the MSC to convey supplementary service information received from the MS.

3.2.11 Successful Operation

To send supplementary service information to the MS on a traffic channel, the MSC shall include
the information in a Flash with Information message. For example, to perform the Message
Waiting Indication feature, the MSC shall send a Flash with Information message including a
Message Waiting Indication element. If a Tag element is included in the Flash with Information
message, the BS will request the MS to acknowledge the corresponding air interface message.
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3.21.2

Upon receipt of this acknowledgment, the BS shall send a Flash with Information Ack message to
the MSC.

If a Flash with Information Ack message is expected by the MSC, then it shall start timer Tg.
During call setup, the MSC shall queue any Flash with Information message until the Assignment
Complete message is received for mobile originations or until a Connect Message is received for

mobile terminations (i.e., conversation sub-state). In the event that the call is cleared prior to
reaching the conversation sub-state, a Feature Notification message may be sent by the MSC.

Failure Operation

3.2.2

In the MSC to BS direction, if timer T¢) expires before the receipt of Flash with Information Ack,
the MSC may resend the Flash with Information message.

Flash with Information Ack

3.2.2.1

The BS uses this message to send the acknowledgment of the Flash with Information message to
the MSC.

Successful Operation

3.2.2.2

This DTAP message is sent from the BS to the MSC. If the MSC had included a Tag element in
the Flash with Information message, then upon receiving a Layer 2 Ack for the Flash with
Information message from the MS, the BS sends this message to the MSC. The MSC stops timer

Teo.

Failure Operation

3.2.3

None.

Feature Notification

3.2.3.1

This message is sent by the MSC to initiate sending of the feature indication information to the
MS.

Successful Operation

3.23.2

If the MSC determines that it needs to deliver some feature indication information to the MS, it
sends this BSM AP message to the BS and starts timer Tg3. Then the MSC waits for the BS to send
the Feature Notification Ack message back. When the BS receives the Feature Notification
message, it will send an Order or Feature Notification message (depending upon the applicable air
interface protocol) to the MS on a Paging channel. If the MSC needs an acknowledgment to the
Feature Notification message, it indicates that by including a Tag element in the Feature
Notification message. The MSC then expects that a Feature Notification Ack message, including
this Tag element, will be sent back when the BS receives a Layer 2 Ack from the MS.

Failure Operation

The MSC may send the Feature Notification message again after timer Tg3 expires.
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3.2.4 Feature Notification Ack
The BS uses this message to send the acknowledgment of the Feature Notification to the MSC.

3.24.1 Successful Operation
This BSMAP message is sent from the BS to the MSC. Upon receiving a Layer 2 Ack from the
MS for the Feature Notification message, the BS sends this message to the MSC.

3.24.2 Failure Operation
None.

3.2.5 PACA Command
This BSMAP message is sent by the MSC to inform the BS that PACA service is to be applied to
the call.

3.2.51 Successful Operation
Upon receipt of the CM Service Request message from the BS, if the MSC determines that it
needs to queue the call for PACA service, it will send this message to the BS containing priority
level and time stamp information for the call.
After sending the PACA Command message to the BS, the MSC starts timer Tpacal and waits for
the PACA Command Ack message from the BS. When the BS receives the PACA Command
message, it will queue the call for PACA service and may send the air interface PACA Message to
notify the MS that the call was queued and to provide the queue position. See [13] for more
explanation on this feature.

3.25.2 Failure Operation
If timer Tpaca1 expires before the MSC receives the PACA Command Ack message the MSC may
resend the PACA Command to the BS.

3.2.6 PACA Command Ack
This BSMAP message is sent by the BS to the MSC to acknowledge that the PACA request has
been queued successfully.

3.26.1 Successful Operation
Upon receipt of the PACA Command message from the MSC, if radio resources are not available
for the call the BS will queue the request and send the PACA Command Ack message to notify
the MSC that the call has been queued.

3.2.6.2 Failure Operation

None.
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3.2.7 PACA

Update

This BSMAP message is sent, from either the BS or the MSC, to indicate that the BS or MSC
intends to modify the queued call.

3.27.1 Successful Operation
The PACA Update message is sent by the MSC or the BS to indicate to the receiving entity (the
BS or the MSC) that it shall take an appropriate action as specified by the PACA Order
information element in this message. After sending the PACA Update message, the sending entity
starts timer Tpaca2 and waits to receive a PACA Update Ack message from the other entity. See
[13] for example scenarios.
The PACA Update message is used in the following cases:
¢ When idle handoff occurs the MSC sends this message to instruct the old BS to remove
the request from its PACA queue.
¢ In the case of consecutive PACA calls the MSC sends this message to instruct the BS to
remove the previous request (the call associated with the first called number) from its
PACA queue.
¢ The MSC may send this message to request the BS to update its PACA queue. If the
MSC doesn’t receive any response from the BS within a certain period of time the MSC
may clear all resources associated with the call.
¢ The MSC may send this message to indicate to the BS that the call has been canceled.
The BS shall remove the request from its PACA queue and clear any resources allocated
for the call. In this case, the BS shall notify the MS that the call has been canceled.
¢ The BS may send this message to the MSC either autonomously, if it wants to cancel the
call, or upon the receipt of the PACA Cancel Message from the MS.
3.2.7.2 Failure Operation
If timer Tpaca2 expires before the sender (MSC or BS) receives the PACA Update Ack message,
then it may re-send the PACA Update message again.
3.2.8 PACA Update Ack
This BSMAP message is sent by the BS or MSC to the MSC or BS to acknowledge that an
appropriate action has been taken by the BS or MSC and that its PACA information has been
updated.
3.2.8.1 Successful Operation
The MSC (BS) sends the PACA Update Ack message to inform the MSC (BS) of the result of the
action taken in response to the PACA Update.
3.2.8.2 Failure Operation

None.
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Radio Measurements for Position Request

3.2.9.1

This BSMAP message is sent by the MSC to the BS to request a set of radio measurements to be
used for calculation of the mobile station’s position

Successful Operation

3.2.9.2

When the MPC determines that position determination by means of software calculation is to take
place for a given mobile station that is on a traffic channel, the MSC sends a Radio Measurements
for Position Request message to the BS. This message indicates the mobile station to be measured,

and the number of times to take measurements. The MSC starts timer Tsoftpos.

When the BS receives this message, it gathers the requested measurements and returns them in a
Radio Measurements for Position Response message. If the BS is capable of determining the
geographic location the BS may send the geographic location instead of the requested
measurements to the MSC.

Failure Operation

If timer Tsofipos €xpires prior to the receipt of the Radio Measurements for Position Response
message, the MSC may resend this message.

3.2.10 Radio Measurements for Position Response

3.2.101

This BSMAP message is sent by the BS in response to a Radio Measurements for Position
Request message. It contains requested radio interface measurements with respect to the mobile
station whose position is to be determined or it contains the requested geographic location of the
mobile.

Successful Operation

When a BS receives a Radio Measurements for Position Request message, it gathers the requested
measurements and formats and sends them in a Radio Measurements for Position Response
message to the MSC. If the BS is capable of determining the geographic location the BS may send
the geographic location instead of the requested measurements to the MSC. When the MSC

receives this message, it stops timer Tsoftpos-

3.2.10.2 Failure Operation

3.3

3.3.1

None.

Mobility Management Message Procedures

Location Updating Request

This DTAP message is sent by the BS to the MSC to request an update to the MS’s location area
(registration) when the mobile moves to a new location from its previous location.
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3.3.1.1 Successful Operation
When the mobile’s registration message is received by the BS, it constructs the Location Updating
Request message, places it in the Complete Layer 3 Information message, starts timer T331¢, and
sends the message to the MSC.
The MSC responds with a Location Updating Accept message.

3.3.1.2 Failure Operation
If timer T371¢ expires before the receipt of a Location Updating Accept message or a Location
Updating Reject message the BS may re-send the Location Updating Request message. The total
number of retransmissions is operator determined.

3.3.2 Location Updating Accept
This DTAP message is sent from the MSC to the BS to indicate that the Location Updating
Request has been successfully processed.

3.3.21 Successful Operation
The MSC will send a Location Updating Accept message to the BS when a location registration
procedure has been successfully completed at the MSC. Upon receipt of this message, the BS
stops timer T3721¢ and may send the appropriate response (a Registration Accepted order) over the
control channel in use.

3.3.2.2 Failure Operation
None.

3.3.3 Location Updating Reject
This DTAP message is sent from the MSC to the BS to indicate that the Location Updating
Request message was rejected.

3.3.31 Successful Operation
The MSC may send a Location Updating Reject message to the BS when a registration procedure
yields a rejection. The Location Updating Reject message contains a mandatory cause element
containing the reason for rejection. Upon receipt of this message, the BS clears timer T321¢ and
may send the appropriate response to the MS (a Registration Reject Order) over the control
channel in use.

3.3.3.2 Failure Operation
None.

3.3.4 SSD Update Request

The SSD Update Request message is sent from the MSC to the BS to indicate that the MS should
update its Shared Secret Data. This is a DTAP when message used to perform SSD update on a
traffic channel.
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3.34.1 Successful Operation
The MSC sends an SSD Update Request message to the BS and starts timer T3279. When the BS
receives this message it forwards an SSD Update Message to the MS.
When the MS receives the SSD Update Message, it uses the RANDSSD as input to the algorithm
to generate the new SSD. The MS will then select a 32 bit random number (RANDBS) and shall
send it to the BS in a Base Station Challenge Order message.

3.34.2 Failure Operation
If timer T327¢ expires prior to receipt of a BS Challenge message, the MSC may choose to
retransmit this message.

3.3.5 Base Station Challenge
The Base Station Challenge message is sent from the BS to the MSC to verify the new SSD that
was calculated at the MS. This is a DTAP message when used to perform the SSD update on a
traffic channel.

3.3.51 Successful Operation
The MS selects a 32 bit random number (RANDBS) and sends it to the BS in a Base Station
Challenge Order. When a BS receives a Base Station Challenge Order, it forwards this MS
generated RANDBS in the Base Station Challenge message to the MSC. The MSC stops timer
T3270.
When the HLR/AC receives the Base Station Challenge message it uses the MS generated
RANDBS and the new SSD as input to the algorithm to generate the response.

3.3.5.2 Failure Operation
None.

3.3.6 Base Station Challenge Response
This message is sent from the MSC to the BS in response to the Base Station Challenge message.
This is a DTAP message when used to perform the SSD update on a traffic channel.

3.3.6.1 Successful Operation
The MSC sends a Base Station Challenge Response message to the BS and starts timer T371.
When the BS receives the Base Station Challenge Response message from the MSC it sends the
Base Station Challenge Confirmation Order message to the MS. The MS checks the validity of the
response and sends an SSD Update Confirmation/Rejection Order to the BS.

3.3.6.2 Failure Operation

If timer T3271 expires prior to receipt of a SSD Update Response message, the MSC may declare
failure of the SSD Update procedure.
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3.3.7

SSD Update Response

3.3.7.1

This message is sent from the BS to the MSC to indicate whether the MS has successfully updated
its SSD. It is sent by the BS only upon receipt of the SSD Update Confirmation/Rejection Order
from the MS. This is a DTAP message when used to perform SSD updates on a traffic channel.

Successful Operation

3.3.7.2

When the MS receives the Base Station Challenge Confirmation Order message from the BS, it
checks the validity of the response and returns an SSD Update Confirmation/Rejection Order to
the BS to indicate whether the procedure was successfully performed. The BS uses the SSD
Update Confirmation/Rejection Order to create the SSD Update Response message which it sends

to the MSC. The MSC stops timer T3277.

The MS will not update the SSD if the AUTHBS value is not considered valid. Further error
handling at the HLR/AC is an HLR/AC matter and will not be detailed in this specification.

Failure Operation

3.3.8

None.

Authentication Request

3.3.8.1

The Authentication Request message is sent from the MSC to the BS to initiate an authentication
check on a specified MS. This is a DTAP message when used to perform authentication on a
traffic channel and a BSMAP message otherwise.

Successful Operation

3.3.8.2

The MSC sends an Authentication Request message to the BS and starts timer T3269. When the BS
receives this message it forwards an Authentication Challenge message to the MS.

When the MS receives the Authentication Challenge message it uses the RANDU as input to the
algorithm to generate the response parameter (AUTHU).

Failure Operation

3.3.9

If timer T3260 expires, the MSC may resend the Authentication Request message to the BS, may
initiate call clearing, or may invoke other failure processing as determined by the network
operator.

Authentication Response

3.3.9.1

This message is sent from the BS to the MSC in response to the Authentication Request message.
This is a DTAP message when used to perform authentication on a traffic and a BSMAP message
otherwise.

Successful Operation

When a BS receives an Authentication Challenge Response message from the MS it sends the
Authentication Response message to the MSC. The MSC stops timer T32¢0.
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3.3.9.2 Failure Operation

None.

3.3.10 Parameter Update Request

This DTAP message is sent from the MSC to the BS to increment the call history count in the
mobile station.

3.3.10.1 Successful Operation

The MSC sends Parameter Update Request to the BS and starts timer T3220. When the BS receives
this message, it shall send the Parameter Update Order message to the MS.

3.3.10.2 Failure Operation

If timer T322¢ expires without receiving a response from the BS, the MSC shall not increment the
call history count and may re-send this message.

3.3.11 Parameter Update Confirm

This DTAP message is sent from the BS to the MSC in response to a Parameter Update Request
message. This message is sent when the BS receives a positive indication from the MS that it
incremented its call history count.

3.3.11.1 Successful Operation

When the BS receives the Parameter Update Confirmation Order from the MS, it shall send the
Parameter Update Confirm to the MSC. The MSC shall increment the call history count and stop

timer T3220.

3.3.11.2 Failure Operation

If the BS fails to receive a response from the MS indicating that the call history count has been
successfully incremented in the MS, the BS shall do nothing.

3.3.12 Privacy Mode Command

This optional BSMAP message may be sent by the MSC to the BS after receipt of the Assignment
Complete message while the call is in conversation state. Its typical use is to specify the use of
encryption/privacy parameters for the call. It may be sent to enable or disable the use of
encryption/privacy during conversation.

The pre-loading of the BS with parameters allows initiation of SME during assignment to traffic
channels when appropriate, and allows the BS to immediately initiate privacy upon request by the
mobile user or immediately following assignment to a traffic channel.

The MSC may place the information in the Assignment Request message, if available. Please refer

to section 4.1.7, “Assignment Request” for details on inclusion of the Encryption Information
element in this message.

Section 3 35



[ NV RN N

21
22

23

24

25

26

27

28

29

30

31

32
33
34

A.S0014-0v1.0

If signaling encryption is not available at the time the Assignment Request message is sent, the
MSC shall wait until after the Assignment Complete message to send the Privacy Mode Command
message.

The Privacy Mode procedure may be invoked by the MSC during conversation state to enable or
disable the use of encryption/privacy. This may be initiated by the MSC, or sent in response to a
request for privacy by the mobile user. Use in the latter case is only necessary where the privacy
parameters are not pre-loaded by the MSC.

3.3.12.1 Successful Operation

The MSC starts timer T3280 upon sending this message. When the BS receives the Privacy Mode
Command message it responds to the MSC with the Privacy Mode Complete message.

3.3.12.2 Failure Operation

In the case where the MSC initiated the Privacy Mode procedure, if the MSC does not receive the
Privacy Mode Complete message before T3280 expires, then the MSC will initiate call clearing.

3.3.13 Privacy Mode Complete

This optional BSMAP message is sent from the BS to the MSC autonomously, or in response to
the Privacy Mode Command message. It is used in the following cases:

¢ During conversation, to acknowledge the Privacy Mode Command and indicate current
encryption parameter settings.

¢ During conversation, to indicate a change in the privacy status, where the privacy mode
was changed to on or off at the request of the mobile user.

¢ During conversation, to indicate that the mobile user has requested privacy but the BS is
unable to provide it.

3.3.13.1 Successful Operation

When the MSC receives this message from the BS in response to the Privacy Mode Command
message or autonomously, it stops timer T37g0.

When the MSC receives this message autonomously indicating that the MS has requested Privacy,

it may respond with the Privacy Mode Command message containing the necessary Privacy
parameters, or indicate that Privacy is not available.

3.3.13.2 Failure Operation

None.

3.3.14 Status Request

The Status Request message is sent from the MSC to the BS to request certain information from
the MS like call mode, terminal information, roaming information, security status, etc. This is a
DTAP message when sent on a traffic channel and a BSMAP message otherwise.
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Successful Operation

3.3.14.2

The MSC sends the Status Request to the BS and may start the optional timer T327,. When the BS
receives this message it shall transparently transfer this information to the MS in the Status
Request Order or the Status Request Message.

Failure Operation

3.3.15

None.

Status Response

3.3.15.1

This message is sent from the BS to the MSC when the BS receives a Status Message or a Status
Response Message from the MS. This is a DTAP message when used to perform the status inquiry
on the traffic channel and a BSMAP message otherwise.

Successful Operation

When the BS receives the Status Message or a Status Response Message from the MS, it shall
send the Status Response message to the MSC. The MSC shall stop the optional timer T327; if
running.

3.3.15.2 Failure Operation
None.

3.4 Handoff Message Procedures

3.4.1 Handoff Required
This message allows the source BS to initiate a handoff. This message provides the MSC with a
list of target candidate cells or optional measurement information for the MSC to use in order to
determine a target with an available radio channel.
Upon receiving a Handoff Required message, the MSC may construct a candidate target list,
modify the existing one, or use the existing list as received. Alternatively, the MSC may
unilaterally determine a candidate target cell list. Once the MSC has established a candidate target
cell list, the handoff processing continues with resource establishment. See [13] for more details.
The provisions of this paragraph do not apply when the source BS is operating in DS-41 mode.

3.4.11 Successful Operation

When a source BS has sufficient information to initiate a handoff, it shall determine if one or more
target cells are outside the current BS domain. If one or more candidate targets are outside its
domain, then the source BS shall generate a Handoff Required message requesting the MSC to
find a target with available resources.

Absence of the IS-95 Channel Identity or /S-2000 Channel Identity element indicates that the type
of handoff being requested is a CDMA to AMPS hard handoff. This condition does not apply
when the target BS is operating in DS-41 mode where the type of handoff is contained within the
transparent container element passed to the target BS.
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3.4.1.2

If timer T7 has not been started for this handoff attempt prior to this time, it shall now be started.
This implies that the Handoff Required message shall be repeated by the BS with a periodicity no
smaller than T7 between messages.

Failure Operation

3.4.2

If a Handoff Command message is not received prior to expiration of timer T7, then the source BS
may resend the Handoff Required message.

The MSC shall always respond to the Handoff Required message. The BS may resend the Handoff
Required message only after timer T7 expires or a Handoff Required Reject message is received.

Handoff Request

3.4.2.1

This BSMAP message allows the MSC to make specific requests of potential targets to provide
radio resources for a handoff of an existing mobile connection.

Successful Operation

3.4.22

This message is sent by the MSC to candidate target cell(s). Using the candidate target cell list
generated per section 3.4.1 (Handoff Required), the MSC determines a target cell that has
available resources which match the mobile’s permitted channel type. More than one candidate
target cell under the domain of the same BS may be specified for simultaneous inclusion in the
handoff. To accomplish a handoff for any supported signaling type, a Handoff Request message is
constructed and sent to the necessary BS(s). Information may be included in the request that
instructs the BS on specific information on the type of radio channel required, and other
miscellaneous parameters. This information can be extracted from the Handoff Required message

elements. The MSC starts timer Ty;.

See section 3.4.1.1 for the use of IS-95 Channel Identity elements to indicate hard handoff for
TIA/EIA-95-B systems and the use of /S-2000 Channel Identity elements to indicate handoff for
TIA/EIA/IS-2000 systems.

Upon receipt of this message, the candidate target BS shall choose suitable idle radio resources. If
available, the BS will respond to the MSC with a Handoff Request Acknowledge message
containing the appropriate channel and other pertinent information to allow the MS to be
instructed to tune to the new channel.

Failure Operation

3.4.3

Receipt of a Handoff Failure message at the MSC or expiration of T11 signals the failure of the
target BS to allocate resources for a handoff request. On receipt of a Handoff Failure message or
upon expiration of T11, the MSC shall terminate the handoff procedure and release all references
and resources associated with the target. The MSC may continue with additional target cell
candidates or send a Handoff Required Reject message to the source BS with the appropriate
cause value. Please refer to section 3.4.7 (Handoff Required Reject) and section 3.4.8, (Handoff
Failure) for more information.

Handoff Request Acknowledge

This BSMAP message allows the target BS to respond to the MSC concerning the Handoff
Request message. When a Handoff Request message is received, the target BS selects appropriate
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cell(s) amongst the target cell(s) identified in the Handoff Request message to be setup for the
requested handoff. This message is generated when the target BS determines that appropriate
resources are allocated to service the needs of the incoming handoff. The first cell in the cell
identifier list element of the message will be treated as the designated cell by the MSC.

3.4.3.1 Successful Operation
This acknowledgment to the Handoff Request message indicates that at least one cell under this
BS’s domain can qualify as the target for the handoff. The target BS indicates that the appropriate
radio and land resources have been allocated and set up for the requested handoff. The MSC uses
information provided in this message to create a Handoff Command message to be sent to the
source BS to execute the handoff. The MSC stops timer Ty .
Concurrent with the sending of the Handoff Request Acknowledge message, the target BS shall
start timer Ty.

3.4.3.2 Failure Operation
See section 3.4.8 (Handoff Failure) for actions to be taken upon the expiration of timer Tyg.

3.4.4 Handoff Command
This BSMAP message allows the MSC to signal to the source BS that a target channel(s) has/have
been allocated for handoff.

3.4.41 Successful Operation

Essentially, the Handoff Command message is used to convey information about the target BS to
the source BS (and on to the mobile station) regarding layer 1 access information at the target.

If the source BS elects not to honor the Handoff Command message, a Handoff Failure message
with a cause value of ‘Alternate signaling type reject’ shall be sent to the MSC so that the reserved
target resources are released.

The following three paragraphs do not apply when the source BS is operating in DS-41 mode.

The source BS will transmit the handoff instructions to the mobile to execute a handoff and will
start timer Tg if an acknowledgment is requested.

The source BS will typically receive confirmation that the mobile has received the command and
is acting accordingly. Timer Tg is stopped when this confirmation is received if timer T8 is
running. The source BS may optionally send the handoff direction message 'to the MS using quick
repeats and may not request an acknowledgement from the mobile. In this case, the source BS

shall not start timer Tg.

If the source BS indicates in a handoff direction message that the MS is allowed to return to the
source BS if it cannot acquire the target BS, the source BS will start timer Twaitho.

" This may be an Analog Handoff Direction message, Handoff Direction message, a General Handoff
Direction message, an Extended Handoff Direction message, or a Universal Direction message as
appropriate.
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3442

Information contained in the elements of this message are identical to the information contained in
the corresponding elements of the Handoff Request Acknowledge (See section 3.4.3).

Failure Operation

3.4.5

If the mobile station fails to acknowledge the handoff instruction (i.e., timer Tg expires) and the
mobile remains on the old channel, then a Handoff Failure message is sent to the MSC with the
cause field set to ‘Reversion To Old Channel’. The procedure at the target BS is terminated by the
MSC using a call clearing sequence. See [13] for additional call clearing requirements

The three paragraphs immediately following do not apply when the source BS is operating in DS-
41 mode.

If timer Tg expires and the source BS cannot detect the presence of the radio link to the mobile,
then the source BS will send a Clear Request message (See section 4.1.12, ‘Clear Request’) to the
MSC regarding the source channel with the cause field set to ‘Radio Interface failure’. The
channel and terrestrial resource will be released after a Clear Command is received from the MSC.

If timer Twaitho €xpires, the source BS will consider this a normal event and will send a Handoff
Commenced message to the MSC. See section 3.4.5 (Handoff Commenced) below.

If the source BS has allowed an MS to return if it cannot acquire the target BS and the MS returns
before timer Tyajtho eXxpires, the source BS shall resume servicing the MS and send a Handoff
Failure to the MSC with cause value “Reversion to old channel.”

The following applies when the source BS is operating in DS-41 mode.

If the source BS determines that the MS is no longer present in the area of its control and cannot
return to that area, the source BS shall send a Clear Request message to the MSC with the cause
field set to ‘Radio Interface failure’. The channel and terrestrial resource will be released after a

Clear Command is received from the MSC.

If the source BS detects that an MS returns to its control while in a call, the source BS shall send a
Handoff Failure message to the MSC with cause value “Reversion to old channel.”

Handoff Commenced

3.4.5.1

The Handoff Commenced message is used for TIA/EIA-553, TIA/EIA-95, and for TIA/EIA/IS-
2000 hard handoffs. It is sent by the source BS to the MSC to indicate that the handoff command
has been sent to the mobile station, and that the mobile station is not expected to return to the
source BS.

The MSC may send a Clear Command to the source BS upon receipt of the Handoff Commenced
Message.

Successful Operation

When the source BS does not expect the MS to return, it starts timer T30 once the Handoff
Commenced message is sent to the MSC. If the handoff direction message is sent using quick
repeats, the source BS might not request an acknowledgment from the mobile. In this case, the
source BS will send the Handoff Commenced message after all the quick repeats have been
transmitted to the mobile station unless the MS has been allowed to return if it cannot acquire the

target BS. In the case that the MS has been allowed to return, timer Tyaitho Will have been started
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and the source BS must wait until timer Tyajtho €xpires before sending the Handoff Commenced
message to the MSC. Upon reception of the Handoff Commenced message, the MSC then starts

Timer T306.

Failure Operation

3.4.6

If timer T3g¢ expires, then the BS follows the call clearing procedures defined in section.3.1.15
(i.e., send a Clear Request message to the MSC).

Handoff Complete

3.4.6.1

The Handoff Complete message allows the target BS to signal to the MSC that a mobile station
has successfully accessed the target cell.

Successful Operation

3.4.6.2

In the successful scenario, the MSC receives the Handoff Complete message from the target BS.
The MSC shall send a Clear Command (see section 3.1.16) to the source. If the Handoff Complete
is the result of a hard handoff then any terrestrial circuit to the source BS shall also be cleared via
an MSC initiated clearing sequence.

When the target BS is operating in DS-41 mode, then when the new SRNC-ID + S-RNTI are

successfully exchanged with the MS by the radio protocols, the target BS shall send the Handoff
Complete message to MSC

Failure Operation

3.4.7

None.

Handoff Required Reject

3.4.7.1

This message is sent from the MSC to the source BS to deny the request contained in a Handoff
Required message.

Successful Operation

3.4.7.2

If the source BS requested a response by including the Response Request element in the Handoff
Required message, and the handoff cannot be accomplished, a Handoff Required Reject message
may be sent to the source BS indicating that the handoff cannot be accomplished at this time.

If a Handoff Required Reject message is received, then the source BS shall stop timer Ty and a
new handoff procedure may be initiated if the condition of the call connection warrants immediate
action (e.g., emergency handoff). Such a procedure is implemented at the discretion of the
manufacturer and system operator.

Failure Operation

None.
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3.4.8

Handoff Failure

3.4.8.1

The Handoff Failure message is sent from either the target BS or the source BS to the MSC to
indicate that there has been a failure in either the resource allocation process or the execution of an
inter-BS handoff and that the handoff has been aborted.

Successful Operation

3.4.8.2

After receiving a Handoff Failure message the MSC sends a Clear Command to the target BS,
which shall then deallocate radio and terrestrial resources.

In the event that timer Ty expires and no mobile station is detected by the target BS, a Handoff
Failure message shall be sent to the MSC with the appropriate cause field set.

If the source BS has indicated in a handoff direction message” that the MS is allowed to return if it
cannot acquire the target BS, the possibility exists that the MS will return to the source BS. If this

happens prior to the expiration of timer Twajtho, the source BS will send a Handoff Failure
message to the MSC indicating the return of the MS.

Failure Operation

3.4.9

None.

Handoff Performed

3.4.9.1

The BS uses the Handoff Performed message to inform the MSC of handoff operations.

Successful Operation

3.4.9.2

An intra-BS handoff is a handoff performed under the domain of one BS. As such, the MSC is not
involved in the execution of the handoff. Once an intra-BS handoff is successfully completed, the
BS may inform the MSC via a Handoff Performed message.

When the sector identified as the “designated cell ” is removed from the call, the BS currently

serving as the source BS for the call chooses a new “designated cell” from the set of sectors
serving the call and shall provide the appropriate cell identifier to the MSC.

Failure Operation

3.5

3.5.1

None.

Facility Management Message Procedures

Block

The Block message is sent from the BS to the MSC to indicate that one or more terrestrial circuits
shall be blocked at the MSC and therefore cannot be used for traffic.

* This may be an Analog Handoff Direction message, Handoff Direction message, a General Handoff
Direction message, an Extended Handoff Direction message, or a Universal Direction message as
appropriate.
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Successful Operation

3.56.1.2

The BS sends a Block Message to the MSC and starts timer T. The value of T shall be set to a
value to allow sufficient time for the MSC to block all circuits indicated in this message. The
message identifies at least one circuit (Circuit Identity Code) to be blocked and the reason (Cause)
of the blocking. The only way a terrestrial circuit may become unblocked after it has been blocked
is through a reset circuit procedure (from the BS), a global reset from either the MSC or BS, or an
unblock procedure (from the BS). More than one circuit may be blocked using a single Block
message. The MSC sends a Block Acknowledge message in response to the Block message after
taking appropriate action. A call that is already in progress on the specified circuit is not affected
by the Block message. The block becomes effective after the completion of the call in progress.
The MSC does not delay sending the Block Acknowledge message if a call is in progress. If a
circuit is already marked as blocked in the MSC, it remains blocked and the MSC sends the Block
Acknowledge message.

Failure Operation

3.5.2

If the BS does not receive a Block Acknowledge message before the expiration of timer Ty, then
the BS shall send the Block message a second and final time and shall mark the indicated circuit(s)
as blocked.

If an Assignment Request message is received for a circuit which is marked at the BS as blocked
then the BS shall send an Assignment Failure message with a cause value of “Terrestrial resource
is not available” followed by a Block message with a cause value of “No radio resource
available.”

Block Acknowledge

3.5.2.1

The MSC sends this message to the BS to acknowledge receipt of the Block message and to
indicate that appropriate action has been taken.

Successful Operation

3.5.2.2

After the MSC blocks all of the circuits specified in the Block message, the MSC sends a Block
Acknowledge message to the BS. The Block Acknowledge message indicates to the BS that the
necessary action has been taken. The circuits involved are assumed to be blocked by the MSC
until a Reset message or an Unblock message relevant to the circuits is received from the BS. The
Block Acknowledge message returns the Circuit Identity Code of the corresponding Block
message.

If multiple circuits were indicated in the Block message, the response applies to all of those
circuits.

Failure Operation

3.5.3

None.

Unblock

This BSMAP message is used by the BS to notify the MSC that the specified circuits are available
for use.
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3.5.3.1

Successful Operation

3.56.3.2

If the BS wishes to unblock blocked circuits, an Unblock message is sent to the MSC. The BS
sends the Unblock message, and starts timer Tj. The value of T shall be set to a value to allow
sufficient time for the MSC to unblock all circuits indicated in this message. Upon receipt of the
Unblock message from the BS, the MSC marks the circuits as available at the BS and sends an
Unblock Acknowledge message to the BS. Upon receipt of the Unblock Acknowledge message,
the BS marks all circuits included in the Unblock message as “unblocked”. The Unblock
Acknowledge message returns the Circuit Identity Code of the corresponding Unblock message. If
a circuit is already marked as unblocked in the MSC, it remains unblocked and the MSC sends the
Unblock Acknowledge message.

If multiple circuits were indicated in the Unblock message, the response applies to all of those
circuits.

Failure Operation

If the BS does not receive the Unblock Acknowledge message before the expiration of timer Ty,

then the BS shall send the Unblock message a second and final time. If timer T expires on the
second attempt, the BS shall mark the indicated circuit(s) as unblocked.

3.5.4 Unblock Acknowledge
The MSC responds to the BS request to unblock circuits by sending an Unblock Acknowledge
message. The MSC marks such circuits as available at the BS before it sends the Unblock
Acknowledge message to the BS.

3.5.4.1 Successful Operation
Please refer to Section 3.5.3.1.

3.54.2 Failure Operation
None.

3.5.5 A1 Reset Circuit

3.5.5.1 A1 Reset Circuit (at the BS)
If the BS detects that one or more circuits have to be idled due to abnormal SCCP-connection
release, it sends a Reset Circuit message to the MSC indicating the Circuit Identity Code(s) which
the MSC is to idle and the reason (Cause) of the circuit reset.

3.5.5.1.1 Successful Operation

The BS sends a Reset Circuit message and starts timer T1,. The value of Ty shall be set to a value
to allow sufficient time for the MSC to reset all circuits indicated in this message. When the MSC
receives the Reset Circuit message, it clears the possible calls, marks the indicated circuits as idle,
and returns a Reset Circuit Acknowledge message to the BS.
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3.5.5.1.2 Failure Operation

3.56.5.2

If the BS does not receive or recognize the Reset Circuit Acknowledge message before the

expiration of timer T1,, the Reset Circuit message is repeated. The Reset Circuit message shall be
sent no more than three times.

If the Reset Circuit Acknowledge message is never received or recognized by the BS, then the

situation (i.e., possibly incompatible device states between the BS and MSC) shall be resolved
internally in the BS or by OAM&P procedures.

A1 Reset Circuit Acknowledge (from MSC)

The Reset Circuit Acknowledge message is sent from the MSC to the BS to acknowledge that the
MSC has reset (idled) the circuits indicated in the corresponding Reset Circuit message.

3.5.5.2.1 Successful Operation

When the MSC receives a Reset Circuit message, it idles the circuits and sends a Reset Circuit
Acknowledge message to the BS.

Upon receipt of the Reset Circuit Acknowledge message, the BS stops timer T3.

3.5.5.2.2 Failure Operation

3.5.5.3

None.

A1 Reset Circuit (at the MSC)

If the MSC detects that one or more circuits have to be put to idle due to abnormal SCCP
connection release or OAM&P intervention, it sends a Reset Circuit message to the BS indicating
the circuits which the BS is to idle and the cause of the circuit reset.

3.5.5.3.1 Successful Operation

To idle circuits, the MSC sends a Reset Circuit message to the BS and starts timer T15. The value
of T12 shall be set to a value to allow sufficient time for the BS to reset all circuits indicated in
this message. When the BS receives a Reset Circuit message, it shall respond with a Reset Circuit
Acknowledge message in the case that all of the circuit(s) can be put to idle. If all of the circuits
are blocked at the BS at reception of the Reset Circuit message, one or more Block messages will
be returned to the MSC instead of the Reset Circuit Acknowledge message. If some of the circuits
are blocked at the BS at reception of the Reset Circuit message, one or more Block messages will
be returned to the MSC indicating those blocked circuits. The MSC responds with a Block
Acknowledge message to any Block message it receives if it successfully blocks all of the circuits
specified in the Block message.

3.5.5.3.2 Failure Operation

If the MSC does not receive the Reset Circuit Acknowledge message or a Block message before
the expiration of timer T, the Reset Circuit message is sent a second and final time.
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3.5.54

A1 Reset Circuit Acknowledge (from BS)

The Reset Circuit Acknowledge message is sent from the BS to the MSC to acknowledge that the
BS has reset (idled) the circuits indicated in the corresponding Reset Circuit message.

3.5.54.1 Successful Operation

Upon receipt of the Reset Circuit Acknowledge or Block message from the BS, the MSC stops
timer T15.

3.5.54.2 Failure Operation

3.5.6

None.

A1 Reset

3.5.6.1

In the event of a failure or initialization at the BS or MSC that has resulted in the loss of
transaction reference information, a Reset message is sent on the A1 interface to the counterpart of
the equipment that is resetting to indicate the reason for the reset.

Successful Operation

3.5.6.2

If the BS send the Reset message to the MSC the BS starts timer T4, upon receipt of the Reset
message from the BS, the MSC releases affected calls and erases all affected references, and puts
all circuits associated with the BS into the idle state and shall mark all circuits as unblocked.
During reinitialization, the BS may use the blocking procedure to mark circuits as blocked. After a

guard period of T» seconds a Reset Acknowledge message is returned to the BS indicating that all
references have been cleared.

If timer Tj¢ is running at the MSC when the Reset message is received from the BS, the MSC
shall stop timer Ty, start timer Tp, complete initialization, and then return a Reset Acknowledge
message to the BS after timer T, expires.

If the MSC sends the Reset to the each affected BS, the MSC starts timer T1¢ upon receipt of a
Reset message from the MSC, the BS shall release all affected calls and erase all affected
references. The BS may use the blocking procedure to mark circuits as blocked as described in

section 2.2.2.1 and shall idle all others. After a guard period of T3 seconds a Reset Acknowledge
message is returned to the MSC, indicating that all MSs that were involved in a call are no longer
transmitting and that all references at the BS have been cleared.

If timer T4 is running at the BS when the Reset message is received from the MSC, the BS shall
stop timer T4y, start timer T13, complete initialization, and then return a Reset Acknowledge to the
MSC after timer T3 expires.

Failure Operation

If the BS sends a Reset message to the MSC and receives no Reset Acknowledge message within
period T4, then it shall repeat the entire reset procedure.

If the MSC sends a Reset message to the BS and receives no Reset Acknowledge message within
period Tje then it shall repeat the reset procedure with respect to that BS.
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If a Reset message is received that contains a protocol version less than the protocol version of the
receiver but unknown to the receiver, then the receiver may raise an OA&M flag and choose not to
respond to the sender.

3.5.7 A1 Reset Acknowledge
The Reset Acknowledge message is sent in response to a Reset message.

3.5.71 Successful Operation
When the MSC has received a Reset message from a BS, the MSC, after a guard period of T2
seconds, sends a Reset Acknowledge message to the BS to indicate that the Reset message is
received and that all references have been cleared. When the BS receives the Reset Acknowledge
message, it stops timer Ty if it is running and begins normal operation.
When the BS has received a Reset message from the MSC, the BS sends a Reset Acknowledge
message after a guard period of T3 seconds to the MSC to indicate that the Reset message was
received and that all references have been cleared. When the MSC receives the Reset
Acknowledge message, it stops timer T1g if it is running and begins normal operation.

3.5.7.2 Failure Operation
None.

3.5.8 Transcoder Control Request
The BSMAP Transcoder Control Request message is sent from the MSC to the BS to request a
change in the current state of the inband signaling mechanism.

3.5.8.1 Successful Operation
The MSC sends the Transcoder Control Request to the BS and starts timer T3¢9.
When the BS receives this message with an “attempt TFO” directive, the inband signaling
mechanism at the SDU is enabled (or reset if already enabled and not in the TFO Operation state)
and the BS responds with a Transcoder Control Acknowledge if tandem free operation is
successful.
When the BS receives this message with a “tandem mode” directive, it disables the inband
signaling mechanism and reverts to tandem vocoding mode. The Transcoder Control
Acknowledge message is returned upon successful transition to tandem vocoding mode.

3.5.8.2 Failure Operation

If the request failed or the Transcoder Control Acknowledge message was not received before

timer T3¢9 expired, then the MSC invokes appropriate follow-up processing. MSC may peg the
error counters associated with the TFO feature and the call.
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3.5.9

Transcoder Control Acknowledge

3.5.9.1

This BSMAP message is sent from the BS to the MSC to indicate the success or failure of
enabling or disabling tandem free operation.

Successful Operation

3.56.9.2

When the MSC receives this message, it stops timer T3g9 and examines the message to determine
whether its request was successful.

Failure Operation

3.6

3.6.1

When timer T3g9 expired in the MSC, see 3.5.8.2.

Application Data Delivery Service (ADDS) Message Procedures

ADDS Page

3.6.1.1

This BSMAP message is sent from the MSC to the BS to transport an application data message.
For the purposes of the Short Message Service, the ADDS Page message is used to transport the
short message from the MSC to the BS to be delivered on the paging channel(s).

Successful Operation

3.6.1.2

When the MSC determines that it needs to deliver an SMS message to a specific idle mobile
station, and a Layer 2 acknowledgment notification, is required from the MS the MSC sends the
ADDS Page message containing a Tag information element to the BS, starts timer T3113, and
waits for the ADDS Page Ack message.

When the MSC determines that it needs to deliver an SMS message to a specific idle mobile
station, and the MSC does not require a Layer 2 acknowledgment notification, the MSC sends the
ADDS Page message, without a Tag information element, to the BS.

The Tag information element, when present, indicates to the BS that a Layer 2 acknowledgment is
required from the MS. It can be used by the MSC to uniquely identify the ADDS Page message. If
the Tag information element is present in the ADDS Page message, then the BS shall save it and
return the same value in the Tag information element of the ADDS Page Ack message.

When the MSC determines that it needs to deliver an SMS Broadcast message, and the MSC
desires a response from the BS, the MSC starts timer T3113, sends the ADDS Page message
containing a Tag element to the BS, and waits for the ADDS Page Ack message. The Tag
information element, when present indicates to the BS that an ADDS Page Ack response message
is requested. However, the BS is not required to solicit Layer 2 Acknowledgements from the
mobile stations. If the Tag element is present, than the BS shall save it and return the saved value
in the Tag information element of the ADDS Page Ack message.

Failure Operation

If the Tag information element was included in the ADDS Page message, and the ADDS Page
Ack message has not been received at the MSC before timer T3113 expires, the MSC may resend
the ADDS Page message and restart timer T3113.
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ADDS Transfer

3.6.2.1

This BSMAP message is sent from the MS to the MSC to deliver an application data message. In
the case of the Short Message Service, the ADDS Transfer message is used to transfer Short
Messages from the BS to the MSC. The BS sends an ADDS Transfer message containing the
mobile’s authentication parameters and the ADDS user part element with the data burst type field
set to Short Data Burst. For Short Data Burst applications, BS shall not include the SDB data in
the ADDS user part element. The data shall be buffered at the BS. The ADDS Transfer Ack
message is used to transport the results of this authentication back to the BS.

Successful Operation

3.6.2.2

When the BS receives an application data message from the MS on the access channel, it sends it
to the MSC in an ADDS Transfer message.

When the MSC receives authentication parameters for a mobile originating a Short Data Burst or

requesting CCPD Mode, it responds with an ADDS Transfer Ack message containing the results
of the authentication.

Failure Operation

3.6.3

None.

ADDS Transfer Ack

3.6.3.1

This message is sent in response to an ADDS Transfer message to transfer the authentication
results from the MSC to the BS for a mobile originating a Short Data Burst or CCPD Mode
Request. This BSMAP message is sent in response to an ADDS Transfer Message from the MSC
to the BS to indicate the result of the authentication for a mobile originating a Short Data Burst or
requesting CCPD Mode from the network.

Successful Operation

3.6.3.2

If the mobile is successfully authenticated for a mobile originated Short Data Burst, the buffered
SDB data shall be sent to the PDSN. If the cause value indicates authentication failure, the
buffered data shall be discarded.

If a mobile requesting common channel packet data service is successfully authenticated, a CCPD
call setup shall proceed. If the cause value indicates authentication failure for a mobile requesting
CCPD Mode, the BS shall not respond to the mobile with a Short Data Burst Acknowledgement,
and the CCPD call setup fails.

Failure Operation

If the BS times out waiting for the ADDS Transfer Ack message for a mobile originated Short
Data Burst, the buffered data at the BS for the packet data service instance shall be discarded.

If the BS times out waiting for the ADDS Transfer Ack message for a mobile requesting CCPD
Mode, the CCPD call fails, however, the BS may retry the authentication request for the CCPD
mobile.
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3.6.4

ADDS Page Ack

3.6.4.1

This BSMAP message is sent from the BS to the MSC when the BS receives a Layer 2
acknowledgment from an MS for an ADDS Page message directed to a specific MS that contains
a Tag element, or when the BS successfully processes an ADDS Page message containing both
Mobile Identity set to "Broadcast Address" and a Tag element, or when the BS wishes to indicate
an error situation resulting from an ADDS Page message that contains a Tag element.

Successful Operation

3.6.4.2

For messages to a specific MS, if the MSC included the Tag element in the ADDS Page message,
the BS sends this message when it receives a Layer 2 acknowledgment from the MS.

For SMS Broadcast messages, if the MSC included the Tag element in the ADDS Page message,

the BS sends this message to indicate that it has processed the ADDS Page message. The BS is not
required to solicit Layer 2 Acknowledgements from the mobile stations.

Failure Operation

3.6.5

None.

ADDS Deliver

3.6.5.1

This DTAP message is sent from the MSC to the BS or from the BS to the MSC for transferring
an application data message exchanged over the traffic channel. In the case of OTASP, this
message is sent from the MSC to the BS or from the BS to the MSC to encapsulate and transfer
OTASP data on a traffic channel.

Successful Operation

3.6.5.2

When the MSC or BS needs to deliver an application data message while a traffic channel exists,
the sender will include that application data message in an ADDS Deliver message and send it
across the Al interface.

In the MSC to BS direction, the Tag information element, when present, indicates to the BS that a
Layer 2 acknowledgment is required from the MS. It can be used by the MSC to uniquely identify
the ADDS Deliver message. If the Tag information element is present in the ADDS Deliver
message, then the BS shall save it and return the same value in the Tag information element of the
ADDS Deliver Ack message.

Failure Operation

3.6.6

If a Layer 2 Ack is not received from the mobile station, the BS shall initiate call clearing.

ADDS Deliver Ack

This DTAP message is sent from the BS to the MSC when the BS receives a Layer 2
acknowledgment from the MS for an ADDS Deliver message that contains a Tag information
element. In the case of OTASP, this message is sent from the BS to the MSC to report that an
acknowledgment or a rejection from the MS has been received at the BS for an OTASP
application data delivery.
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3.6.6.1 Successful Operation

The BS sends this message when it receives a Layer 2 acknowledgment from the MS and the
corresponding ADDS Deliver message received from the MSC contained a Tag information
element.

3.6.6.2 Failure Operation

None.

3.7  Error Handling Message Procedures

3.7.1 Rejection

The Rejection message is used by the BS to indicate to the MSC that the mobile station has
indicated rejection of a command/message. This is coded as a BSMAP message when triggered by
a Mobile Station Reject Order on the access channel and a DTAP message otherwise.

3.7.11 Successful Operation

When the BS receives a rejection indication (e.g., a Mobile Station Reject Order) it shall send the
Rejection message to the MSC only in the cases listed below. No response is expected from the
MSC.

The Rejection message shall only be used in conjunction with a Mobile Station Reject Order
received as a response to an ADDS Page or ADDS Deliver operation (i.e., Data Burst).

3.7.1.2 Failure Operation

None.
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4.0 Message Formats
4.1 Call Processing Messages

4.1.1 Complete Layer 3 Information

This BSMAP message is sent from the BS to the MSC upon receipt of the first message from the
mobile station. This message contains a CM Service Request message, a Paging Response
message, or a Location Updating Request message.

Information Element Section Element Type
Reference Direction

Message Type 524 BS ->MSC M

Cell Identifier 5.2.17 BS -> MSC M

Layer 3 Information 5.2.31 BS -> MSC M

a. This element identifies the cell where the service request was received from
the MS. Discriminator type’0000 0010 (Cell ID) may be used in the complete
Layer 3 Information message.

The bitmap below is included for information only. It is already included in the bitmaps for the
CM Service Request, Paging Response and Location Updating Request messages.

7 6 5 4 3 2 1 0 Octet
=>  Message Type = [57H] 1
=  Cell Identifier: Al Element Identifier = [05H] 1
Length = [03H] 2
Cell Identification Discriminator = [02H] 3
(MSB) \ Cell = [001H-FFFH] 4
| (LsB) Sector = [0H-FH] (OH = Omni) 5
=  Layer 3 Information: Al Element Identifier = [17H] 1
Length = <variable> 2
(# of bytes included in the following message)
Contents of Layer 3 Message: 3
CM Service Request, Paging Response or Location Updating Request
n
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4.1.2 CM Service Request

This DTAP message is sent from the BS to the MSC to request a service for the connection
management sub-layer entities, e.g., circuit switched connection establishment and activation of
supplementary services.

Information Element Section Element Type
Reference Direction

Protocol Discriminator 5.2.32 BS -> MSC M™
Reserved — Octet 5.2.33 BS > MSC M
Message Type 5.2.4 BS -> MSC M
CM Service Type 5.2.43 BS -> MSC M"
Classmark Information Type 2 5.2.12 BS > MSC M ™
Mobile Identity (IMSI) 5.2.13 BS -> MSC M™
Called Party BCD Number 5.2.44 BS ->MSC oP C
Mobile Identity (ESN) 5.2.13 BS -> MSC o" R
Slot Cycle Index 5.2.14 BS > MSC o' C
Authentication Response Parameter (AUTHR) 5.2.38 BS ->MSC 0 C
Authentication Confirmation Parameter (RANDC) 5.2.35 BS ->MSC O° C
Authentication Parameter COUNT 5.2.39 BS ->MSC O C
Authentication Challenge Parameter (RAND) 5.2.37 BS ->MSC of C
Service Option 5.2.53 BS ->MSC os" R
Voice Privacy Request 5.2.11 BS -> MSC (0] C
Radio Environment and Resources 5.2.62 BS ->MSC o" R
Called Party ASCII Number 5.2.63 BS ->MSC o' C
Circuit Identity Code 5.2.19 BS -> MSC (o} C
Authentication Event 5.2.65 BS -> MSC o~ C
Authentication Data 5.2.66 BS ->MSC o' C
PACA Reorigination Indicator 5.2.73 BS ->MSC 0" C
User Zone ID 5.2.26 BS ->MSC O C
1S-2000 Mobile Capabilities 5.2.57 BS -> MSC o' C
CDMA Serving One Way Delay 5.2.61 BS ->MSC (0l C
Special Service Call Indicator 5.2.21 BS -> MSC O’ C
Service Option Connection Identifier (SOCI) 5.2.77 BS -> MSC o' C

a. If an MS is capable of multiple band classes, this shall be indicated in the
band class entry field as shown in section 5.2.12.

b. This element is included when Digit Mode=0, i.e. BCD digits are received by
the BS from the mobile.

If the Special Service Call Indicator element is not present in this message,
either the Called Party ASCII Number element or the Called Party BCD
Number element shall be present (except for packet data calls, service option
0021H), but not both simultaneously. If both this element and the Called Party
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BCD Number element are missing, or both are present, the MSC may initiate
call failure handling (except for packet data calls, service option 0021H).

If the Special Service Call Indicator element is present in this message, the
message is valid if either the Called Party ASCII Number element or the
Called Party BCD Number element is present, or if both elements are absent
from the message. If both elements are present, the MSC may initiate call
failure handling.

This optional element applies only to mobiles operating in slotted mode
(discontinuous reception). It contains an index value used in paging channel
slot computation. The Slot Cycle Index shall be stored by the MSC, and
returned to the BS for call termination to the MS to ensure that the Paging
Message is broadcast in the paging channel slots monitored by the MS.

This optional element contains the authentication response signature
(AUTHR) received from an authentication capable mobile station when
broadcast authentication is active.

This optional element contains the RANDC received from the MS.

RANDC shall be included whenever it is received from the MS and
authentication is enabled.

Included where broadcast authentication is performed, and contains the
random number (RAND) value used when the BS is responsible for RAND
assignment and can correlate this parameter with the RAND used by the MS
in its authentication computation.

If no service option is received from the mobile, the Service Option element is
set to 0001H (8K speech).

If the MS has been or is being placed on a radio traffic channel prior to the
Assignment Request message, the BS shall set the Alloc field to “Resources
are allocated” and the Avail field shall be set to “Resources are available”.

This element contains information on the called party number coded as an
ASCII string. This element is included when Digit Mode of value = 1, i.e.
ASCII digit is received by the BS from the mobile. If the Special Service Call
Indicator element is not present in this message, either the Called Party ASCII
Number element or the Called Party BCD Number element shall be present
(except for packet data calls, service option 0021H), but not both
simultaneously. If both this element and the Called Party BCD Number
element are missing, or both are present, the MSC may initiate call failure
handling (except for packet data calls, service option 0021H).

If the Special Service Call Indicator element is present in this message, the
message is valid if either the Called Party ASCII Number element or the
Called Party BCD Number element is present, or if both elements are absent
from the message. If both elements are present, the MSC may initiate call
failure handling

Included when the BS wishes to request a preferred terrestrial circuit.

Present when an authentication enabled BS does not receive the authentication
parameters (AUTHR, RANDC and COUNT) from the MS, or when a
RAND/RANDC mismatch has occurred

This optional information element is required when the service option is
Async Data or Group 3 Fax. It may be optionally included for other calls. If
this element is absent and the Service Option element indicates an Async Data
or Group 3 Fax call, then the MSC may initiate call failure handling.
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If any of these elements are not correctly present, call failure handling may be
initiated by the MSC.

This element is included if the air interface Origination message indicated
PACA reorigination.

This element is only included when the mobile station operates at revision
level 6 or greater as defined by [1] to [6].

This IE is included if applicable to the geo-location technology and if this
technology is supported at the base station.

When the BS is operating in DS-41 mode, only the following fields in the
Classmark Type 2 Information element shall be considered valid by the MSC:
Mobile P REV, NAR AN CAP, Mobile Term, PSI (PACA Supported
Indicator), SCM Length, Count of Band Class Entries, Band Class Entry
Length, Band Class n, Band Class n Air Interfaces Supported, Band Class n
MS Protocol Level.

These elements shall not be included by the BS when the BS and MS are
operating in DS-41 mode.

This element is included if the air interface Origination message indicates that
the user wishes to initiate an emergency call and/or requested Mobile
Originated Position Determination. Along with this information element, user
dialed digits, if present, are included.

This element is required if concurrent services are supported.
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The following message layout contains the Complete Layer 3 Info message encapsulating the CM

Service Request Message.

7 | 6 | s 4 3 2 1 0 Octet
= BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
= Message Type = [57H] 1
= Cell Identifier: Al Element Identifier = [05H] 1
Length = [03H] 2
Cell Identification Discriminator = [02H] 3
(MSB) ‘ Cell = [001H-FFFH] 4
(LSB) Sector = [0H-FH] (OH = Omni) 5
= Layer 3 Information: A1l Element Identifier = [17H] 1
Length = <variable> 2
(# of bytes included in the following message)
Reserved = [0000] = Protocol Discriminator = [0011] 1
(Call Processing & Supplementary Services)
= Reserved - Octet = [00H] 1
= Message Type = [24H] 1
= CM Service Type: Service Type = [0001] 1
A1 Element Identifier = [1001] (Mobile Originating Call)
-- Continued on next page --
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-- Continued from previous page --

= Classmark Information Type 2: Length = <variable> 1
Mobile P REV Reserved | See List RF Power Capability = [000] 2
=[000 - 111] = [0] of (Class 1, vehicle & portable)
Entries
=[0,1]
Reserved = [00H] 3
IS-95 Slotted Reserved = [00] DTX Mobile | TIA/EIA- 4
NAR AN CAP | _ [1] =[0,1] =[0,1] Term 553
=[0,1] =[0,1] | =[0,1]
Reserved = [00H] 5
Reserved = [000000] Mobile PSI 6
Term =[0,1]
=[0,1]
SCM Length = [01H] 7
Station Class Mark = [00H — FFH] 8
Count of Band Class Entries = [01H-20H] 9
Band Class Entry Length = [03H] 10
Mobile Band Class Capability Entry {1+:
Reserved = [000] Band Class n=[00000-11111] k
Band Class n Air Interfaces Supported = [00H-FFH] k+1
Band Class n MS Protocol Level = [00H-FFH] k+2
} Mobile Band Class Capability Entry
-- Continued on next page --
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-- Continued from previous page --
= Mobile Identity (IMSI): Length = [06H-08H] (10-15 digits) 1
Identity Digit 1 = [0OH-9H] (BCD) Odd/even Type of Identity 2
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 3
cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
= Called Party BCD Number: Al Element Identifier = [SEH] 1
Length = [00H-11H] 2
=[1] Type of Number Number Plan Identification
=[000-111] =[0000-1111]
Number Digit/End Mark 2 = [0000-1111] Number Digit/End Mark 1 =[0000-1111] 4
Number Digit/End Mark 4 = [0000-1111] Number Digit/End Mark 3 =[0000-1111]
Number Digit/End Mark m+1 = [0000-1111] Number Digit/End Mark m = [0000-1111] n
=  Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2
Identity Digit 1 = [0000] Odd/even Type of Identity
Indicator = [101] (ESN)
= [0]
(MSB) 4
ESN = <any value> 5
6
(LSB) 7
=  Slot Cycle Index: Al Element Identifier = [35H] 1
Reserved = [00000] Slot Cycle Index = [000-111] 2
=  Authentication Response Parameter (AUTHR): Al Element Identifier = [42H] 1
Length = [04H] 2
Reserved = [0000] Auth Signature Type = [0001] (AUTHR) 3
[0] o | 1 | o 0 [ 1w | vsB | 4
Auth Signature = <any value> 5
| (LsB) 6
-- Continued on next page --
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-- Continued from previous page --

= Authentication Confirmation Parameter (RANDC): Al Element Identifier = [28H]

RANDC = [00H-FFH] 2
= Authentication Parameter COUNT: Al Element Identifier = [40H] 1
Reserved = [00] Count = [000000-111111] 2
=  Authentication Challenge Parameter (RAND): Al Element Identifier = [41H] 1
Length = [05H] 2
Reserved = [0000] Random Number Type = [0001] (RAND) 3
(MSB) | 4
RAND = <any value> 5
6
| (LsB) 7
=  Service Option: Al Element Identifier = [03H] 1
(MSB) Service Option = <any value> 2
| (LsB) 3
=  Voice Privacy Request: Al Element Identifier = [A1H] 1
=  Radio Environment and Resources: A1l Element Identifier = [1DH] 1
Reserved | Include Forward = [00] Reverse = [00] Alloc= | Avail = 2
=10] Priority [0,1] [0,1]
=[0,1]
=  Called Party ASCII Number: Al Element Identifier = [SBH] 1
Length = <variable> 2
ext=[1] Type of Number = [000-111] Numbering Plan Identification = [0000-1111]
(asin T1,607 sec 4.5.9) (asin T1,607 sec 4.5.9)
ASCII character 1 4
ASCII character 2
ASCII character n n
=  Circuit Identity Code: Al Element Identifier = [01H] 1
(MSB) ‘ PCM Multiplexer = <any value> 2
(LSB) Timeslot = [00000-11111] 3
=  Authentication Event: Al Element Identifier = [4AH] 1
Length = [01H]
Event =[01H,02H]
(Parameters not received, RANDC/RAND mismatch)
-- Continued on next page --
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-- Continued from previous page --
=  Authentication Data: Al Element Identifier = [SOH] 1
Length = [03H] 2
(MSB) | 3
Auth-Data = <any value> 4
| (sB) 5
=  PACA Reorigination Indicator: Al Element Identifier = [60H] 1
Length = [01H] 2
Reserved = [0000 000] PRI = 3
[0,1]
=  User Zone ID: Al Element Identifier = [02H] 1
Length = [02H] 2
(MSB) | UZID = <any value> 3
| (wLsB) 4
=  IS-2000 Mobile Capabilities: Al Element Identifier = [11H] 1
Length = <variable> 2
Reserved ERAM DCCH FCH OTD Enhanced| QPCH 3
=[00] Supported = | Supported | Supported Supported | RC CFG | Supported
[0,1] =[0,1] =[0,1] =[0,1] | Supported| ={0,1]
=[0,1]
FCH Information: Bit-Exact Length — Octet Count 4
=[00H to FFH]
Reserved | Geo Location Type = [000, 001, Geo FCH Information: 5
=[0] 010,011] Location Bit-Exact Length — Fill Bits
Included =[000to 111]
=[0,1]
(MSB) | 6
FCH Information Content v
= <any value>
Seventh | Sixth Fill | Fifth Fill Fourth Third Second | First Fill k
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if
ifneeded | needed needed | ifneeded | ifneeded | ifneeded | needed
=10 (if =10 (if =10 (if =10 (if =10 (if =10 (if =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
-- Continued on next page --
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-- Continued from previous page --

DCCH Information: Bit-Exact Length — Octet Count k+1
= [00H to FFH]
Reserved DCCH Information: k+2
=[0000 0] Bit-Exact Length — Fill Bits
=[000to 111]
(MSB) | k+3
DCCH Information Content v
= <any value>
Seventh Sixth Fifth Fill | Fourth Third Second First Fill m
Fill Bit— | Fill Bit— | Bit—if | Fill Bit— | Fill Bit— | Fill Bit— Bit —if
if needed | ifneeded | needed | ifneeded | if needed | if needed needed
=[0 (if =[0Gf | =[0Gf | =[0Gf | =[0(f =[0 (if =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fillbit)] | fillbit)] | fillbit)] | fill bit)] | fill bit)] | fill bit)] fill bit)]
=  CDMA Serving One Way Delay: Al Element Identifier = [0CH] 1
Length = [06H, 09H] 2
Cell Identification Discriminator = [02H,07H]
IF (Discriminator = 02H), Cell Identification {1:
(MSB) ‘ Cell = [001H-FFFH] j
| wsB) | Sector = [0H-FH] (0H = Omni) +1
} OR IF (Discriminator = 07H), Cell Identification {1:
(MSB) | j
MSCID = <any value> jtl
| @sB) +2
(MSB) ‘ Cell = [001H-FFFH] j+3
| @sB) | Sector = [0H-FH] (OH = Omni) +4
} Cell Identification
(MSB) ‘ CDMA Serving One Way Delay = [0000H-FFFFH] k
| (LsB) k+1
Reserved = [0000 00] Resolution = [00, 01, k+2
10]
(MSB) ‘ CDMA Serving One Way Delay Time Stamp = [00 00H — FF FFH] k+3
| (wsB) k+4
= Special Service Call Indicator: Al Element Identifier = [SAH] 1
Length = [01H] 2
Reserved = [0000 00] MOPD = GECI = 3
[0,1] [0,1]
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2

Reserved = [0000 0] Service Option
Connection Identifier =

[001 - 110]
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4.1.3 Paging Request

This BSMAP message is sent from MSC to BS and contains sufficient information to allow the
paging to be transmitted by the correct cells, in the correct format at the correct time.

Information Element Section Element Type
Reference Direction

Message Type 5.2.4 MSC -> BS M

Mobile Identity (IMSI/ESN) 5.2.13 MSC -> BS M

Tag 5.2.50 MSC -> BS o C
Cell Identifier List 5.2.18 MSC -> BS oP C
Slot Cycle Index 5.2.14 MSC -> BS ot C
Service Option 5.2.53 MSC -> BS (o} R
1S5-2000 Mobile Capabilities 5.2.57 MSC -> BS o°f C
Protocol Revision 5.2.84 MSC -> BS o C

a. This element shall be set to ESN when the BS and MS are operating in DS-41
mode and IMSI otherwise.

b. Only required for multi-cell BS. More than one cell identifier element may be
included to allow the paging request of several cells within a BS on receipt of
a single paging request message from the MSC. When absent, paging request
at all cells controlled by the BS is assumed.

c. This optional element is included where slotted paging is performed on the
paging channels. It is used by the BS to compute the correct paging channel
slot on each paging channel. If this element is absent, then it is assumed that
the MS is operating in non-slotted mode.

d. The MSC may decide to page the mobile with the preferred service option
selected from the subscribed service option record.

e. This element is only included when the MSC has previously been given this
information by a BS.

f. These elements shall not be included by the MSC when the BS and MS are

Section 4

operating in DS-41 mode.
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The following table shows the bitmap layout for the Paging Request message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
Message Type = [52H] 1
=>  Mobile Identity IMSI/ESN): Al Element Identifier = [0DH] 1
Length = [05H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity 3
Indicator — [101 (ESN),110 (IMSI)]
=[1,0]
IF(Type of Identity =101), Identity {1:
(MSB) | 4
ESN = <any value> 5
6
(LSB) 7
} OR IF (Type of Identity = 110), Identity {I1:
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
coe coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
} Type of Identity
=  Tag: Al Element Identifier = [33H] 1
(MSB) 2
Tag Value = <any value> 3
4
(LSB) 5
=  Cell Identifier List: Al Element Identifier = [LAH]
Length = <variable> 2
Cell Identification Discriminator = [02H,05H]
IF (Discriminator = 02H), Cell Identification {1+:
(MSB) | Cell = [001H-FFFH] ]
| @wsB) | Sector = [0H-FH] (OH = Omni) i+
} OR IF (Discriminator = 05H), Cell Identification {1+:
(MSB) | LAC = [0001H-FFFFH] ]
| (LsB) 1
} Cell Identification
-- Continued on next page --
Section 4 64




A.S0014-0v1.0

-- Continued from previous page --

=  Slot Cycle Index: Al Element Identifier = [35H]

N | =

Reserved = [00000] ‘ Slot Cycle Index =[000-111]

—_—

=  Service Option: Al Element Identifier = [03H]

(MSB) Service Option 2

=[8000H (13K speech), (LSB)
0011H (13K high rate voice service),
0003H (EVRC),
801FH (13K Markov),
0009H (13K Loopback),
0004H (Async Data Rate Set 1),
000CH (Async Data Rate Set 2),
0005H (G3 Fax Rate Set 1),
000DH (G3 Fax Rate Set 2),
0006H (SMS Rate Set 1),
000EH (SMS Rate Set 2),
0021H (3G High Speed Packet Data),
0012H (OTAPA Rate Set 1),
0013H (OTAPA Rate Set 2),
0025H (ISDN Interworking Service),
0022H (Test Data),
0036H (IS-2000 Markov),
0037H (IS-2000 Loopback)]

= 15-2000 Mobile Capabilities: Al Element Identifier = [11H] 1

Length = <variable> 2

Reserved ERAM DCCH FCH OTD Enhanced| QPCH
=[00] Supported = Supported | Supported | Supported| RC CFG | Supported

[0.1] =[0.1] =[0.1] =[0,1] | Supported| =[0,1]

=[0,1]

-- Continued on next page --
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-- Continued from previous page --
FCH Information: Bit-Exact Length — Octet Count 4
=[00H to FFH]
Reserved Geo Location Type = <any Geo FCH Information: 5
=[0] value> (Ignored) Location Bit-Exact Length — Fill Bits
Included =[000to 111]
= <any
value>
(Ignored)
(MSB) | 6
FCH Information Content
= <any value>
Seventh | Sixth Fill | Fifth Fill Fourth Third Second First Fill k
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if
if needed needed needed if needed | ifneeded | if needed needed
=10 (f =10 (if =10 (if =10 (if =10 (if =10 (if =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
DCCH Information: Bit-Exact Length — Octet Count k+1
=[00H to FFH]
Reserved DCCH Information: k+2
=1[0000 0] Bit-Exact Length — Fill Bits
=[000to 111]
(MSB) | k3
DCCH Information Content v
= <any value>
Seventh | Sixth Fill | Fifth Fill Fourth Third Second First Fill m
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if
ifneeded | needed needed | ifneeded | ifneeded | ifneeded | needed
=10 (if =10 (if =10 (if =10 (if =10 (if =10 (if =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
= A1 Element Identifier = [3BH] 1
Length = <01H> 2
PREV_IN USE = [0H-08H]
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This DTAP message is sent from the BS to the MSC when the BS receives a page response

message from an MS.

Information Element Section Element Type
Reference Direction

Protocol Discriminator 5.2.32 BS -> MSC M

Reserved — Octet 5.2.33 BS > MSC M

Message Type 5.2.4 BS ->MSC M
Classmark Information Type 2 5.2.12 BS ->MSC M1
Mobile Identity (IMSI) 5.2.13 BS -> MSC M

Tag 5.2.50 BS -> MSC o C
Mobile Identity (ESN) 5.2.13 BS -> MSC o R
Slot Cycle Index 5.2.14 BS ->MSC obm C
Authentication Response Parameter (AUTHR) 5.2.38 BS -> MSC (0 C
Authentication Confirmation Parameter (RANDC) 5.2.35 BS ->MSC o C
Authentication Parameter COUNT 5.2.39 BS ->MSC O C
Authentication Challenge Parameter (RAND) 5.2.37 BS -> MSC o° C
Service Option 5.2.53 BS -> MSC o" R
Voice Privacy Request 5.2.11 BS ->MSC O C
Circuit Identity Code 5.2.19 BS -> MSC 0o# C
Authentication Event 5.2.65 BS -> MSC o" C
Radio Environment and Resources 5.2.62 BS -> MSC o' R
User Zone ID 5.2.26 BS -> MSC o C
1S-2000 Mobile Capabilities 5.2.57 BS -> MSC ok C
CDMA Serving One Way Delay 5.2.61 BS->MSC o™ C
Service Option Connection Identifier (SOCI) 5.2.77 BS ->MSC o™e C

Section 4

If an MS is capable of supporting multiple band classes, this shall be indicated
in the Band Class Entry field as shown in section 5.2.12.

This optional element applies only to mobiles operating in slotted mode
(discontinuous reception). It contains an index value used in paging channel
slot computation. The Slot Cycle Index shall be stored by the MSC, and
returned to the BS for call termination to the MS to ensure that the paging
message is broadcast in the TIA/EIA/IS-2000 paging channel slots monitored

This optional element contains the authentication response signature
(AUTHR) received from an authentication capable mobile station when

Contains the RANDC received from the MS. RANDC shall be included
whenever it is received from the MS and authentication is enabled.

a.
b.

by the MS.
c.

broadcast authentication is active.
d.
e.

Included where broadcast authentication is performed, and contains the
random number (RAND) value used when the BS is responsible for RAND
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Section 4

assignment and can correlate this parameter with the RAND used by the MS
in its authentication computation.

If no service option is received from the mobile, the Service Option element is
set to 0001H (8K speech).

Included when the BS wishes to request a preferred terrestrial circuit.

Present when an authentication enabled BS does not receive the authentication
parameters (AUTHR, RANDC and COUNT) from the MS, or when a
RAND/RANDC mismatch has occurred.

If the MS has been or is being placed on a radio traffic channel prior to the
Assignment Request message, the BS shall set the Alloc field to “Resources
are allocated” and the Avail field shall be set to “Resources are available”.

If any of these elements are not correctly present, call failure handling may be
initiated by the MSC.

This element is only included when the mobile station operates at revision
level 6 or greater as defined by [1] to [6].

When the BS is operating in DS-41 mode, only the following fields in the
Classmark Type 2 Information element shall be considered valid by the MSC:
Mobile P REV, NAR AN CAP, Mobile Term, PSI (PACA Supported
Indicator), SCM Length, Count of Band Class Entries, Band Class Entry
Length, Band Class n, Band Class n Air Interfaces Supported, Band Class n
MS Protocol Level.

These elements shall not be included by the BS when the BS and MS are
operating in DS-41 mode

This IE is included if applicable to the geo-location technology and if this
technology is supported at the base station.

This element is required if concurrent services are supported.
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The following message layout contains the Complete Layer 3 Info message encapsulating the

Paging Response Message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [57H] 1
=  Cell Identifier: Al Element Identifier = [05H] 1
Length = [03H] 2
Cell Identification Discriminator = [02H] 3
(MSB) Cell = [001H-FFFH] 4
‘ (LSB) Sector = [0H-FH] (OH = Omni) 5
=  Layer 3 Information: Al Element Identifier = [17H] 1
Length = <variable> 2
(# of bytes included in the following message)
Reserved = [0000] =  Protocol Discriminator = [0011] 1
(Call Processing & Supplementary Services)
= Reserved - Octet = [00H] 1
= Message Type = [27H] 1
= Classmark Information Type 2: Length = <variable> 1
Mobile P_REV Reserved | See List RF Power Capability = [000] 2
=[000—111] =1[0] of (Class 1, vehicle & portable)
Entries =
[0,1]
Reserved = [00H]
NAR IS-95 Slotted Reserved = [00] DTX Mobile | TIA/EIA- 4
AN_ =[] | =[0.1] =[0,1] | Term >33
CAP =10,1] =10,1]
=[0,1]
Reserved = [00H]
Reserved = [0000 00] Mobile PSI 6
Term = [0,1]
=[0,1]
SCM Length = [01H] 7
Station Class Mark = [00H — FFH]
Count of Band Class Entries = [01H-20H] 9
Band Class Entry Length = [03H] 10
-- Continued on next page --
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-- Continued from previous page --

Mobile Band Class Capability Entry {1+:

Reserved = [000] Band Class n=[00000-11111] k
Band Class n Air Interfaces Supported = [00H-FFH] k+1
Band Class n MS Protocol Level = [00H-FFH] k+2
} Mobile Band Class Capability Entry
= Mobile Identity (IMSI): Length = [06H-08H] (10-15 digits) 1
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity 2
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 3
. coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) ntl
= Tag: Al Element Identifier = [33H] 1
(MSB) 2
Tag Value = <any value> 3
4
(LSB) 5
= Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2
Identity Digit 1 = [0000] Odd/even Type of Identity 3
Indicator = [101] (ESN)
= [0]
(MSB) | 4
ESN = <any value> 5
6
| (wsB) 7
=  Slot Cycle Index: Al Element Identifier = [35H] 1
Reserved = [00000] Slot Cycle Index = [000-111] 2

-- Continued on next page --
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-- Continued from previous page --

=  Authentication Response Parameter (AUTHR): Al Element Identifier = [42H] 1
Length = [04H] 2
Reserved = [0000] Auth Signature Type =[0001] (AUTHR) 3
=1 | =100 | =101 | =1 [ =10) | =101 | usB) | 4
Auth Signature = <any value> 5
| (LsB) 6
= Authentication Confirmation Parameter (RANDC): 1

Al Element Identifier = [28H]
RANDC = [00H-FFH] 2
=  Authentication Parameter COUNT: Al Element Identifier = [40H] 1
Reserved = [00] Count =[00 0000 - 11 1111] 2
=  Authentication Challenge Parameter (RAND): Al Element Identifier = [41H] 1
Length = [05H] 2
Reserved = [0000] Random Number Type = [0001] (RAND) 3
(MSB) | 4
RAND Value = <any value> 5
6
| (LsB) 7
=  Service Option: Al Element Identifier = [03H] 1
(MSB) ‘ Service Option = <any value> 2
| (LsB) 3
=  Voice Privacy Request: Al Element Identifier = [A1H] 1
=  Circuit Identity Code: Al Element Identifier = [01H] 1
(MSB) PCM Multiplexer = <any value> 2
| (wLsB) Timeslot = [00000-11111] 3
=  Authentication Event: Al Element Identifier = [4AH] 1
Length = [01H] 2
Event = [01H,02H] 3

(Parameters not received, RANDC/RAND mismatch)
-- Continued on next page --
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-- Continued from previous page --
=  Radio Environment and Resources: Al Element Identifier = [IDH] 1
Reserved = Include Forward Reverse = [00] Alloc = Avail = 2
[0] Priority = =[00] [0,1] [0,1]
[0,1]
=  User Zone ID: Al Element Identifier = [02H] 1
Length = [02H] 2
(MSB) | UZID = <any value> 3
| (wsB) 4
=  15-2000 Mobile Capabilities: Al Element Identifier = [11H] 1
Length = <variable> 2
Reserved ERAM DCCH FCH OTD Enhanced| QPCH 3
=[00] Supported = Supported | Supported| Supported| RC CFG | Supported
[0.1] =[0.1] =[0.1] =[0,1] | Supported| =[0,1]
=[0,1]
FCH Information: Bit-Exact Length — Octet Count 4
=[00H to FFH]
Reserved Geo Location Type = [000] Geo FCH Information: 5
=[0] (Ignored) Location Bit-Exact Length — Fill Bits
Included =[000to 111]
=[0]
(Ignored)
(MSB) | 6
FCH Information Content ..
= <any value>
Seventh | Sixth Fill | Fifth Fill Fourth Third Second | First Fill k
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if
ifneeded | needed needed | ifneeded | ifneeded | ifneeded | needed
=10 (if =10 (if =10 (if =10 (if =10 (if =10 (if =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
-- Continued on next page --
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-- Continued from previous page --
DCCH Information: Bit-Exact Length — Octet Count k+1
=[00H to FFH]
Reserved DCCH Information: k+2
=1[0000 0] Bit-Exact Length — Fill Bits
=1000to 111]
(MSB) | k+3
DCCH Information Content v
= <any value>
Seventh Sixth Fifth Fill | Fourth Third Second First Fill m
Fill Bit— | Fill Bit— | Bit—if | Fill Bit— | Fill Bit— | Fill Bit— Bit —if
ifneeded | ifneeded | needed | ifneeded | if needed | if needed needed
=10 (if =[0Gf | =[0Gf | =[0Gf | =[0C(f =[0 (if =[0 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] | fillbit)] | fill bit)] | fill bit)] | fill bit)] | fill bit)] fill bit)]
=  CDMA Serving One Way Delay: Al Element Identifier = [0CH] 1
Length = [06H, 09H] 2
Cell Identification Discriminator = [02H,07H]
IF (Discriminator = 02H), Cell Identification {1:
(MSB) ‘ Cell = [001H-FFFH] j
| s | Sector = [0H-FH] (0H = Omni) +1
} OR IF (Discriminator = 07H), Cell Identification {1:
(MSB) | j
MSCID = <any value> jtl
| wsB) i+2
(MSB) ‘ Cell = [001H-FFFH] j+3
| @sB) | Sector = [0H-FH] (OH = Omni) j+4
} Cell Identification
(MSB) ‘ CDMA Serving One Way Delay = [0000H-FFFFH] k
| (LsB) k+1
Reserved = [0000 00] Resolution = [00, 01, k+2
10]
(MSB) ‘ CDMA Serving One Way Delay Time Stamp = [00 00H — FF FFH] k+3
| (wsB) k+4
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2
Reserved = [0000 0] Service Option
Connection Identifier =
[001 - 110]
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4.1.5 Connect

This DTAP message is sent by the called BS to the MSC for mobile termination to indicate that
the call has been accepted by the called user.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 BS -> MSC M
Reserved - Octet 5.2.33 BS ->MSC M
Message Type 5.2.4 BS -> MSC M
Service Option Connection Identifier (SOCI) 5.2.77 BS -> MSC o C

a. This element is required if concurrent services are supported.

The following table shows the bitmap layout for the Connect message.

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [03H] 3
Reserved = [0000] =  Protocol Discriminator = [0011] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [07H] 1
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2
Reserved = [0000 0] Service Option
Connection Identifier =
[001 - 110]

4.1.6 Progress

This DTAP message is sent from the MSC to the BS to indicate the progress of a call in the event
of interworking or in connection with the provision of in-band information/patterns.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 MSC -> BS M
Reserved - octet 5233 MSC -> BS M
Message Type 5.2.4 MSC -> BS M
Signal 5.2.42 MSC -> BS o° C
MS Information Records 5.2.59 MSC -> BS o** C
Service Option Connection Identifier (SOCI) 5.2.77 MSC -> BS O° C

a. This optional element carries the MS Information Records. This element shall
carry only signal information.

b. Either the Signal element or the MS Information Records element may be
present in this message, but both shall not be present simultaneously.
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The Signal element is retained in this message in this version of the standards
for the purpose of backward compatibility.

c. This element is required if concurrent services are supported.

The following table shows the bitmap layout for the Progress message.

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = <variable> 3
Reserved = [0000] =  Protocol Discriminator = [0011] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [03H] 1
=  Signal: Al Element Identifier = [34H] 1
Signal value = [63H (abbrev intercept), 2
65H (abbrev reorder),
02H (intercept),
03H (reorder)]
Reserved = [000000] Alert Pitch = 3
[00,01,10]
(med, high, low)
=  MS Information Records: Al Element Identifier = [15H] 1
Length = [01H-FFH] 2
Information Record: {1+:
Information Record Type = [00H-FFH] j
Information Record Length = <variable> j+l
(MSB) ‘ Information Record Content j+2
(LSB) k
} Information Record
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2
Reserved = [0000 0] Service Option
Connection Identifier =
[001 - 110]
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4.1.7 Assignment Request

This BSMAP message is sent from the MSC to the BS in order to request the BS to assign radio
resource, the attributes of which are defined within the message. The message may include the
terrestrial circuit to be used if one is needed for the call/activity. The message includes the

necessary information for providing PACA service if the call is eligible for such service.

Information Element Section Element Type
Reference Direction

Message Type 52.4 MSC -> BS M

Channel Type 5.2.5 MSC ->BS M?

Circuit Identity Code 5.2.19 MSC -> BS oP C
Encryption Information 5.2.10 MSC -> BS o° C
Service Option 5.2.53 MSC -> BS (o R
Signal 5.2.42 MSC -> BS o C
Calling Party ASCII Number 5.2.30 MSC -> BS o-¢ C
MS Information Records 5.2.59 MSC -> BS o" C
Priority 5.2.15 MSC -> BS (o} C
PACA Timestamp 5.2.71 MSC -> BS o' C
Quality of Service Parameters 5.2.45 MSC -> BS (e} C
Service Option Connection Identifier (SOCI) 5.2.77 MSC -> BS o' C

a.

Section 4

Channel Type is being included for historical reasons and is hard coded as
shown. The BS should examine the Service Option element instead.

This element is not included when a terrestrial resource is not required. When
the Service Option element indicates one of the following {Markov, loopback,
packet data, OTAPA, short message, Test Data, IS-2000 Markov, IS-2000
Loopback}, this element is not included in the message.

This optional element is present when encryption is requested and the MSC
has the keys available at the time this message is sent.

The MSC shall send to the BS the same service option received on the CM
Service Request, Paging Response, or Additional Service Request message.

Carries instructions for generation of audible tones or alerting patterns. For
mobile terminated calls, it can be used to specify a distinctive alerting pattern.
This element is not used for mobile originated calls. This element may be set
to “Alerting Off” if included when used for setting up an SMS delivery on the
traffic channel.

This optional element is not used for mobile originating calls.

The Signal and Calling Party ASCII Number elements will be retained in this
message for the purpose of backward compatibility.

This optional element carries the MS Information Records. It shall not
redundantly carry information present in other elements such as Signal,
Calling Party ASCII Number.

The Signal information record may be set to “Alerting Off” if included when
used for setting up an SMS delivery on the traffic channel. The Signal and
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Calling Party ASCII Number information records are not included for mobile
originated calls.

This element is present only when the call is eligible for PACA service.

This element is only used for packet data calls. In this version of this standard,
this element carries the user’s subscribed QoS for non-assured mode
operation.

If the ‘Include Priority’ bit of the Radio Environment and Resources element
was set to ‘1’ in the CM Service Request message to indicate that no lower
priority channels are available (e.g., when a PACA channel reservation
scheme is used) the MSC shall include the actual call priority.

This element is required if concurrent services are supported.

The following table shows the bitmap layout for the Assignment Request message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [01H] 1
Channel Type: Al Element Identifier = [0BH] 1
Length = [03H] 2
Speech or Data Indicator =[01H] (speech) 3
Channel Rate and Type = [08H] (Full Rate) 4
Speech Encoding Algorithm/data rate + Transparency Indicator = [05H] 5
(13 kb/s vocoder - speech)
=  Circuit Identity Code: Al Element Identifier = [01H] 1
(MSB) ‘ PCM Multiplexer = <any value> 2
| @sB) | Timeslot = [00000-11111]
-- Continued on next page --
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-- Continued from previous page --

=  Encryption Information: A1l Element Identifier = [0AH] 1
Length = [08H,0AH,12H] 2
Encryption Info {1..2:
IF (Encryption Parameter Identifier = 00001, 00101, or 00110) {1:
ext=[1] Encryption Parameter Identifier = Status Available ]
[ 00001 (SME), =10,1] =[0]
00101 (Datakey (ORYX)),
00110 (Initial RAND)]
Encryption Parameter Length = [08H] jtl
(MSB) j+2
jt3
jt4
Encryption Parameter value (SME) jt+5
j+6
jt7
j+8
(LSB) j+9
} OR IF (Encryption Parameter Identifier = 00100) {1:
ext=[1] Encryption Parameter Identifier = [00100] Status Available ]
(Private Longcode) =[0,1] =[0,1]
Encryption Parameter Length = [06H] jtl
Reserved = [00 0000] ‘ (MSB) j+2
j+3
Encryption Parameter value (Private Long Code) jt4
jts
j+6
(LSB) j+7
} Encryption Parameter Identifier
} Encryption Info
-- Continued on next page --
Section 4 78




A.S0014-0v1.0

-- Continued from previous page --

=

Service Option: Al Element Identifier = [03H]

(MSB) |

Service Option

=[8000H (13K speech),

0011H (13K high rate voice service),
0001H (8K Speech),

0003H (EVRC),

801FH (13K Markov),

0009H (13K Loopback),

0004H (Async Data Rate Set 1),
0005H (G3 Fax Rate Set 1),

000CH (Async Data Rate Set 2),
000DH (G3 Fax Rate Set 2),

0006H (SMS Rate Set 1),

000EH (SMS Rate Set 2),

0021H (3G High Speed Packet Data),
0012H (OTAPA Rate Set 1),

0013H (OTAPA Rate Set 2),

0025H (ISDN Interworking Service),
0022H (Test Data),

0036H (IS-2000 Markov),

0037H (IS-2000 Loopback)]

(LSB)

-- Continued on next page --
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-- Continued from previous page --

= Signal: A1l Element Identifier = [34H]

Signal value = [40H (normal),
41H (inter-group),
42H (special/priority),
44H (ping ring),
4FH (alerting off),
81H (long),
82H (short-short),
83H (short-short-long),
84H (short-short-2),
85H (short-long-short),
86H (short-short-short-short),
87H (PBX long),
88H (PBX short-short),
89H (PBX short-short-long),
8AH (PBX short-long-short),
8BH (PBX short-short-short-short)]

Reserved = [00 0000] Alert Pitch =
[00,01,10]

(med, high, low)

= Calling Party ASCII Number: Al Element Identifier = [4BH]

Length = [01H-FFH]

ext =[0] Type of Number Numbering Plan Identification
=[asin T1.607 Sec 4.5.9 =[asin T1.607 Sec 4.5.9]
except 5 and 7]
ext=[1] Presentation Reserved = [000] Screening Indicator
Indicator = [as in T1.607 Sec
=[as in T1.607 Sec 4.5.9]
4.5.9]

Printable ASCII Character 1 =[00H-FFH]

Printable ASCII Character 2

Printable ASCII Character m

-- Continued on next page --
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-- Continued from previous page --

= MS Information Records: Al Element Identifier = [15H] 1
Length = [01H-FFH] 2
Information Record: {1+:
Information Record Type = [00H-FFH] j
Information Record Length = <variable> j+l
(MSB) ‘ Information Record Content = <any value> j2
(LSB) k
} Information Record

=  Priority: Al Element Identifier = [06H] 1

Length = [01H] 2

Reserved = [00] Call Priority = [0000 — 1111] Queuing | Preemption 3

Allowed Allowed
=[0,1] =[0,1]

PACA Timestamp: Al Element Identifier = [4EH] 1

Length = [04H] 2

(MSB) | 3
PACA Queuing Time = <any value> 4

5

(LSB) 6

=  Quality of Service Parameters: Al Element Identifier = [07H] 1

Length = [01H] 2

Reserved = [0000] Non-Assured Mode Packet Priority = 3

[0000 — 1101]
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2
Reserved = [0000 0] Service Option
Connection Identifier =
[001 - 110]
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1 4.1.8 Assignment Complete

2 This BSMAP message is sent from the BS to the MSC and indicates that the requested assignment

w

28

29
30

31

32

has been completed.

Information Element

Section Element Type
Reference Direction

Message Type

524 BS -> MSC M

Channel Number

525 BS -> MSC M¢

Encryption Information

5.2.10 BS -> MSC o C

Service Option

5.2.53 BS -> MSC o° R

Service Option Connection Identifier (SOCI) 5.2.77 BS -> MSC (o C

a.

Section 4

Present when either VP or SME parameters were provided by the MSC in the
Privacy Mode Command or Assignment Request messages. It contains the
Algorithm Info which indicates current settings of Voice Privacy (VP) and
Signaling Message Encryption (SME) and no keys are included in this case.

If the service option value included in the Assignment Request message was
8000H, 0011H, or 0003H (13K speech, 13K high rate speech, or EVRC), then
the only allowable values that may be sent on this message are those same
three service options.

If the service option value included in the Assignment Request message
indicated a fax call, then the only allowable values that may be sent on this
message are fax service options.

If the service option value included in the Assignment Request message
indicated a data call, then the only allowable values that may be sent on this
message are data service options.

If the service option value included in the Assignment Request message
indicated an SMS call, then the only allowable values that may be sent on this
message are SMS service options.

If the service option value included in the Assignment Request message
indicated either Markov or loopback procedures, then the only allowable
values that may be sent on this message are values that indicate Markov or
loopback procedures.

If the service option value included in the Assignment Request message
indicated an OTAPA call, then the only allowable values that may be sent on
this message are OTAPA service options.

If any of the above rules are violated, the MSC may initiate failure handling.

If this element is not correctly present, call failure handling may be initiated
by the MSC.

This element is required if concurrent services are supported.
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The following table shows the bitmap layout for the Assignment Complete message.

6

5 4 3 2

1

0

Octet

=

BSMAP Header:

Message Discrimination = [00H]

Length Indicator (LI) = <variable>

=>  Message Type = [02H]

Channel Number: Al Element Identifier = [23H]

—_— =N

(MSB)

Channel Number = [00 00H-FF FFH]

| (LsB)

Encryption Information:

A1l Element Identifier = [0AH]

Length = [02H,04H]

N | — | W[

Encryption Info {1..2:

ext=[1]

Encryption Parameter Identifier =

[ 00001 (SME),
0 0100 (Private Longcode),
00101 (Datakey (ORYX)),
0 0110 (Initial RAND) ]

Status
=[0,1]

Available
=[0,1]

Encryption Parameter Length = [00H]

jt+l

} Encryption Info

Service Option: Al Element Identifier = [03H]

(MSB)

Service Option

= [8000H (13K speech),

0011H (13K high rate voice service),
0003H (EVRC),

801FH (13K Markov),

0009H (13K Loopback),

0004H (Async Data Rate Set 1),
0005H (G3 Fax Rate Set 1),

000CH (Async Data Rate Set 2),
000DH (G3 Fax Rate Set 2),

0006H (SMS Rate Set 1),

000EH (SMS Rate Set 2),

0021H (3G High Speed Packet Data),
0012H (OTAPA Rate Set 1),

0013H (OTAPA Rate Set 2),

0025H (ISDN Interworking Service),
0022H (Test Data),

0036H (IS-2000 Markov),

0037H (IS-2000 Loopback) ]

(LSB)

-- Continued on next page --
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-- Continued from previous page --

=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH]

Length = [01H]

Reserved = [0000 0]

Service Option

Connection Identifier =

[001 - 110]

41.9 Assignment Failure

This BSMAP message is sent from the BS to the MSC and indicates that the requested assignment
could not be completed.

Information Element Section Element Type
Reference Direction
Message Type 52.4 BS -> MSC M
Cause 5.2.16 BS -> MSC M?

Section 4

Allowable values: radio interface message failure, radio interface failure,
OAM&P intervention, equipment failure, no radio resource available,

requested terrestrial resource unavailable, BS not equipped, requested

transcoding/rate adaptation unavailable, terrestrial circuit already allocated,

protocol error between BS and MSC, Mobile Station not equipped (or

incapable), PACA call queued, lower priority radio resources not available,

packet call going dormant, PDSN Resource Unavailable.
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The following table shows the bitmap layout for the Assignment Failure message.
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7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [04H] 2
=>  Message Type = [03H] 1
=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext = [0] Cause Value = 3

[00H (radio interface message failure),
01H (radio interface failure),
07H (OAM&P intervention),
10H (packet call going dormant),
20H (equipment failure),
21H (no radio resource available),
22H (requested terrestrial resource unavailable),
25H (BS not equipped),
26H (Mobile Station not equipped (or incapable),
29H (PACA call queued),
30H (requested transcoding/rate adaptation unavailable),
31H (lower priority radio resources not available),
S0H (terrestrial circuit already allocated),
60H (protocol error between BS and MSC),
79H (PDSN Resource Unavailable)]

4.1.10 Service Release

This DTAP message is sent, from either the BS or the MSC, to indicate that the equipment
sending the message intends to release a service that is not the only service connected to MS, and
that the receiving equipment should release the corresponding service option connection after
sending Service Release Complete.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 BS <> MSC M
Reserved - octet 5.2.33 BS <> MSC M
Message Type 5.2.4 BS <->MSC M
Service Option Connection Identifier (SOCI) 5.2.77 BS <> MSC o° C
Cause 5.2.16 BS <> MSC o? R
Cause Layer 3 5.2.46 BS <> MSC o° C
a. Allowable values: radio interface message failure, OAM&P intervention,
equipment failure, protocol error between BS and MSC, radio interface
failure, call processing, packet call going dormant, timer expired, PPP session
closed by the MS. When the MS or MSC initiates a single service option
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connection release, the cause value in this message shall be set to “call
processing”, and the real reason for sending the Service Release message is
specified in the Cause Layer 3 information element.

Since the purpose of this message is to release the call, call release should
proceed even if the Cause element is missing from this message.

This optional information element contains the reason for sending the Service
Release message when the MS or MSC has initiated a single service option
connection release.

This element is required if concurrent services are supported.

The following message layout contains Service Release Message.

7 6 5 4 3 2 1 0 Octet
=>  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = <variable> 3
Reserved = [0000] =  Protocol Discriminator = [0011] 1
(Call Processing & Supplementary
Services)
=  Reserved - Octet = [00H] 1
=>  Message Type = [2EH] 1
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2
Reserved = [0000 0] Service Option
Connection Identifier
=[001 - 110]
=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext = Cause Value =
(0]

[00H (radio interface message failure),
01H (radio interface failure),
07H (OAM&P intervention),
09H (call processing),
10H (packet call going dormant),
ODH (timer expired),
20H (equipment failure),
60H (protocol error between BS and MSC),
77H (PPP session closed by the MS) ]

-- Continued on next page --

Section 4
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-- Continued from previous page —

=  Cause Layer 3: Al Element Identifier = [08H] 1
Length = [02H] 2
ext = Coding Standard Reserved Location = [0100]
[1] =100] (Q.931) =10] (Public network serving the remote user)
ext= Cause Value = [10H (normal clearing), 4
[1] 11H (user busy),

13H (user alerting — no answer),

1FH (normal unspecified)]

4.1.11 Service Release Complete

This DTAP message is sent by the BS or the MSC, to indicate that the equipment sending the
message has released a service that is not the only service connected to MS, and that the receiving
equipment shall release the corresponding service option connection.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 BS <->MSC M
Reserved - octet 5.2.33 BS <->MSC M
Message Type 524 BS <->MSC M
Service Option Connection Identifier (SOCI) 5.2.77 BS <> MSC o? C

a. This element is required if concurrent services are supported.

The following message layout contains Service Release Complete Message.

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = <variable> 3
Reserved = [0000] =  Protocol Discriminator = [0011] 1
(Call Processing & Supplementary
Services)
=  Reserved - Octet = [00H] 1
=>  Message Type = [2FH] 1
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2
Reserved = [0000 0] Service Option Connection 3
Identifier = [001 - 110]
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4.1.12 Clear Request

The BS sends this BSMAP message to the MSC to indicate that the BS wishes to release all
service option connections to the mobile station and the associated dedicated resource. This
message is sent via the BSMAP SCCP connection associated with the dedicated resource.

Information Element

Section Element Type
Reference Direction

Message Type

524 BS -> MSC M

Cause

5.2.16 BS -> MSC M*

Cause Layer 3

5.2.46 BS -> MSC o° C

Allowable values: radio interface message failure, OAM&P intervention,
equipment failure, protocol error between BS and MSC, radio interface
failure, call processing, packet call going dormant, timer expired, PPP session
closed by the MS. When the MS sends a Release Order to the BS to clear the
call, the cause value in this message shall be set to “call processing,”, and the
real reason for sending the Clear Request message is specified in the Cause
Layer 3 information element.

Since the purpose of this message is to release the call, call release should
proceed even if the Cause element is missing from this message.

This optional information element contains the reason for sending the Clear
Request message from the BS to the MSC when the MS has sent a Release
Order to the BS to clear the call.

The following table shows the bitmap layout for the Clear Request message.

7 6

5 4 3 2 1 0 Octet

=  BSMAP Header: Message Discrimination = [00H] 1

Length Indicator (LI) = [04H,08H] 2

=>  Message Type = [22H] 1

=  Cause: Al Element Identifier = [04H] 1

Length = [01H] 2

ext =[0]

Cause Value =
[00H (radio interface message failure),
01H (radio interface failure),
07H (OAM&P intervention),
09H (call processing),
10H (packet call going dormant),
ODH (timer expired),
20H (equipment failure),
60H (protocol error between BS and MSC),
77H (PPP session closed by the MS) ]

-- Continued on next page --
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-- Continued from previous page —

=>  Cause Layer 3: Al Element Identifier = [08H] 1
Length = [02H] 2
ext=[1] Coding Standard Reserved Location = [0100]
=100] (Q.931) =10] (Public network serving the remote user)
ext = [1] Cause Value = 4

[10H (normal clearing),

1FH (normal unspecified)]

4.1.13 Clear Command

This BSMAP message is sent from MSC to BS to instruct the BS to release all service option
connections to the mobile station and the associated dedicated resource. This message is sent via
the BSMAP SCCP connection associated with the dedicated resource.

Information Element Section Element Type
Reference Direction
Message Type 52.4 MSC -> BS M
Cause 5.2.16 MSC -> BS M?
Cause Layer 3 5.2.46 MSC -> BS oP C

a. This mandatory element indicates the reason for sending the Clear Command
message to the BS. Allowable values: call processing, OAM&P intervention,
equipment failure, handoff successful, protocol error between BS and MSC,
reversion to old channel, do not notify MS, Authentication Failure.

If the Clear Command message is being sent in response to a Clear Request
message that contained a cause value of “call processing,” then this element
shall be set to “call processing.”

b. This element is only used when the MSC initiates call clearing. The Cause
Layer 3 element shall be present only when the Cause element contains a
value of "Call processing." Allowable Cause Layer 3 values are: Normal
clearing, User busy, User alerting no answer, and Normal unspecified.

The following table shows the bitmap layout for the Clear Command message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [04H,08H] 2
-- Continued on next page --

Section 4 89




A.S0014-0v1.0

-- Continued from previous page —

=>  Message Type = [20H]

=  Cause: Al Element Identifier = [04H]

Length = [01H]

ext = [0]

Cause Value =
[07H (OAM&P intervention),
09H (call processing),
0AH (reversion to old channel),
0BH (handoff successful),
1AH (Authentication Failure),
20H (equipment failure),

60H (protocol error between BS and MSC),

78H (Do not notify MS)

= Cause Layer 3: Al Element Identifier = [08H]

Length = [02H]

ext=[1]

Coding Standard Reserved
=[00] (Q.931) =[0]

Location = [0100]

(Public network serving the remote user)

ext=[1]

Cause Value =
[10H (normal clearing),
11H (user busy),

13H (user alerting - no answer),

1FH (normal unspecified)]

4.1.14 Clear Complete

The BS sends this BSMAP message to the MSC to inform the MSC that all service option
connections to the mobile station and the associated dedicated resource have been successfully

cleared.
Information Element Section Element Type
Reference Direction
Message Type 5.2.4 BS -> MSC M
Power Down Indicator 5.2.48 BS ->MSC o*

Section 4

a. Used to indicate that the mobile powered down at the end of the call.
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7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [01H,02H] 2

(depending on the presence of the Power Down Indicator)

=>  Message Type = [21H]

(1] (0] (1] (0] Power Down Indicator:

=
A1l Element Identifier = [0010]

4.1.15 Alert With Information

This DTAP message is sent from the MSC to the BS. It directs the BS to send
Information Message on the air interface to the MS.

an Alert with

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 MSC -> BS M
Reserved Octet 5.2.33 MSC -> BS M
Message Type 5.2.4 MSC -> BS M
MS Information Records 5.2.59 MSC -> BS IS C
Service Option Connection Identifier (SOCI) 5.2.77 MSC -> BS Ob C
a. This optional element carries the MS Information Records.
b. This element is required if concurrent services are supported.
The following table shows the bitmap layout for the Alert with Information message.
7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = <variable> 3
Reserved = [0000] =  Protocol Discriminator = [0011] 1
=  Reserved - Octet = [00H] 2
=>  Message Type = [26H] 1
-- Continued on next page --

Section 4
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-- Continued from previous page --
= MS Information Records: Al Element Identifier = [15H] 1
Length = <variable> 2
Information Record: {1+:
Information Record Type = [01H-FFH] j
Information Record Length = <variable> jtl
(MSB) ‘ Information Record Content j+2
(LSB) k
} Information Record
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2
Reserved = [0000 0] Service Option
Connection Identifier =
[001 - 110]

> 4.1.16 BS Service Request

3 This BSMAP message is sent from the BS to the MSC to request a BS initiated mobile terminated
4 call setup.
Information Element Section Element Type
Reference Direction
Message Type 524 BS ->MSC M
Mobile Identity (IMSI) 52.13 BS -> MSC M
Mobile Identity (ESN) 5.2.13 BS -> MSC o? C
Service Option 5.2.53 BS -> MSC o | R
Tag 5.2.50 BS -> MSC o° C
ADDS User Part 5.2.54 BS ->MSC ol | ¢
5 a. This element is present when the ESN is available at the BS.
6 b. This element indicates the service option requested by the BS.
7 c. If this element is present in the message, the value shall be saved at the
8 MSC to be included in a BS Service Response message if one is sent in
9 response to this message.
10 d. Contains the data received from the PDSN in SDB format as specified in
i [33].
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7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [09H] 1
= Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0OH-9H] (BCD) Odd/even Type of Identity 3
Indicator = [110] (IMSI)
=[1,0]

Identity Digit 3 = [OH-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4

cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n

=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
= Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2

Identity Digit 1 =[0000] Odd/even Type of Identity
Indicator = [101] (ESN)
=[0]
(MSB) | 4
ESN = <any value> 5
6
| (LsB) 7
=  Service Option: Al Element Identifier = [03H] 1
(MSB) Service Option = 2
[ 00 21H (3G High Speed Packet Data) ]
(LSB) 3
= Tag: Al Element Identifier = [33H] 1
(MSB) | 2
Tag Value = <any value> 3
4
| (LsB) 5
-- Continued on next page --
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-- Continued from previous page --
=  ADDS User Part: A1l Element Identifier = [3DH] 1
Length = <variable> 2
Data Burst Type =
[ 06H (Short Data Burst) ]
(MSB) Application Data Message = <any value> 4
(LSB) n

4.1.17 BS Service Response

This BSMAP message is sent from the MSC to the originating BS to convey the outcome of
processing the BS Service Request message.

Information Element Section Element Type
Reference Direction
Message Type 52.4 MSC -> BS M
Mobile Identity (IMSI) 5.2.13 MSC -> BS M
Mobile Identity (ESN) 5.2.13 MSC -> BS o C
Tag 5.2.50 MSC -> BS 0° C
Cause 5.2.16 MSC -> BS o | C

Section 4

a. This element is present when the ESN value is available at the MSC.

b. This element shall only be included if the MSC does not grant the BS
service request. The allowable cause values are “Service option not
available” and “MS busy”.

c. If a Tag element is included in a BS Service Request message sent from
the BS to the MSC, then the MSC must send a BS Service Response
message to the BS. The Tag value sent by the BS must be used in the Tag
element in this message.
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7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [0AH] 1
Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0OH-9H] (BCD) Odd/even Type of Identity 3
Indicator = [110] (IMSI)
=[1,0]

Identity Digit 3 = [OH-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4

cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n

=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2
Identity Digit 1 =[0000] Odd/even Type of Identity 3

Indicator = [101] (ESN)
=[0]
(MSB) | 4
ESN = <any value> 5
6
| (LsB) 7
= Tag: Al Element Identifier = [33H] 1
(MSB) | 2
Tag Value = <any value> 3
4
| (LsB) 5
=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext = [0] Cause Value = [ O8H (MS busy), 3
11H (Service option not available) ]
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4.1.18 Additional Service Request

This DTAP message is sent from the BS to the MSC to request additional service option

connection establishment to the existing call.

Information Element Section Element Type
Reference Direction

Protocol Discriminator 5.2.32 BS -> MSC M?
Reserved - Octet 5.2.33 BS ->MSC M
Message Type 524 BS ->MSC M
Service Option Connection Identifier 5.2.77 BS ->MSC o# C
(SOCI)
Called Party BCD Number 5.2.44 BS -> MSC o° C
Service Option 5.2.53 BS > MSC o R
Voice Privacy Request 5.2.11 BS ->MSC O C
Called Party ASCII Number 5.2.63 BS -> MSC (o C
Circuit Identity Code 5.2.19 BS -> MSC O° C
Special Service Call Indicator 5.2.21 BS ->MSC of C

Section 4

If any of these elements are not correctly present, call failure handling may be

This element is included when Digit Mode=0, i.e. BCD digits are received by

If the Special Service Call Indicator element is not present in this message,
either the Called Party ASCII Number element or the Called Party BCD
Number element shall be present (except for packet data calls, service option
0021H), but not both simultaneously. If both this element and the Called Party
ASCII Number element are missing, or both are present, the MSC may initiate
call failure handling (except for packet data calls, service option 0021H).

If the Special Service Call Indicator element is present in this message, the
message is valid if either the Called Party ASCII Number element or the
Called Party BCD Number element is present, or if both elements are absent
from the message. If both elements are present, the MSC may initiate call

If no service option is received from the mobile, the Service Option element is

a.
initiated by the MSC.
b.
the BS from the mobile.
failure handling.
c.
set to 0001H (8K speech).
d.

This element contains information on the called party number coded as an
ASCII string. This element is included when Digit Mode of value = 1, i.e.
ASCII digit is received by the BS from the mobile.

If the Special Service Call Indicator element is not present in this message,
either the Called Party ASCII Number element or the Called Party BCD
Number element shall be present, but not both simultaneously. If both this
element and the Called Party BCD Number element are missing, or both are
present, the MSC may initiate call failure handling (except for packet data
calls, service option 0021H).

If the Special Service Call Indicator element is present in this message, the
message is valid if either the Called Party ASCII Number element or the
Called Party BCD Number element is present, or if both elements are absent
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from the message. If both elements are present, the MSC may initiate call
failure handling.

e. Included when the BS wishes to request a preferred terrestrial circuit.

f. This element is included if the air interface Enhanced Origination message
indicates that the user wishes to initiate an emergency call and/or requested
Mobile Originated Position Determination. Along with this information
element, user dialed digits, if present, are included.

g. This element is required if concurrent services are supported.

The following message layout contains Additional Service Request Message.

7 6 5 4 3 2 1 0 Octet
=>  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = <variable> 3
Reserved = [0000] =  Protocol Discriminator = [0011] 1
(Call Processing & Supplementary
Services)
=  Reserved - Octet = [00H] 1
=  Message Type = [62H] 1
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2
Reserved = [0000 0] Service Option 3
Connection Identifier =
[001 - 110]
Called Party BCD Number: Al Element Identifier = [SEH] 1
Length = [00H-11H] 2
=[1] Type of Number Number Plan Identification
=[000-111] =[0000-1111]
Number Digit/End Mark 2 =[0000-1111] Number Digit/End Mark 1 =[0000-1111] 4
Number Digit/End Mark 4 = [0000-1111] Number Digit/End Mark 3 =[0000-1111]
Number Digit/End Mark m+1 = [0000- Number Digit/End Mark m = [0000-1111] n
1111]
-- Continued on next page --

Section 4
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-- Continued from previous page --

=  Service Option: Al Element Identifier = [03H] 1
2
Service Option
(MSB) Service Option 2
= [8000H (13K speech), (LSB)
0003H (EVRC),
0011H (13K high rate voice service),
0001H (8K speech),
0021H (3G High Speed Packet Data)]
=  Voice Privacy Request: Al Element Identifier = [A1H] 1
=  Called Party ASCII Number: Al Element Identifier = [SBH] 1
Length = <variable> 2
ext = Type of Number = [000-111] Numbering Plan Identification = [0000-1111] 3
[1] (as in T1,607 sec 4.5.9) (as in T1,607 sec 4.5.9)
ASCII character 1 4
ASCII character 2
ASCII character n n
=  Circuit Identity Code: Al Element Identifier = [01H] 1
(MSB) PCM Multiplexer = <any value> 2
(LSB) Timeslot = [00000-11111] 3
= Special Service Call Indicator: Al Element Identifier = [SAH] 1
Length = [01H] 2
Reserved = [0000 00] MOPD = GECI =
[0,1] [0,1]

4.1.19 Additional Service Notification

This BSMAP message is sent from MSC to BS to request additional service option connection
establishment to the existing call.

Information Element Section Element Type
Reference Direction
Message Type 5.2.4 MSC -> BS M
Mobile Identity (IMSI) 5.2.13 MSC -> BS O C
Service Option 5.2.53 MSC ->BS o? R

a. The MSC may propose the preferred service option selected from the
subscribed service option record as an additional service option connection.
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The following table shows the bitmap layout for the Additional Service Notification message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [69H] 1
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity 3
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
=  Service Option: Al Element Identifier = [03H] 1
(MSB) Service Option 2
= [8000H (13K speech), (LSB)
0003H (EVRC),
0011H (13K high rate voice service),
0001H (8K speech),
0021H (3G High Speed Packet Data)]
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4.2 Supplementary Services Message Formats

4.2.1 Flash with Information

This DTAP message is sent from the BS to the MSC to indicate that a “hook-flash” has been
received from the MS. This message may be sent from the MSC to the BS for features associated

with TIA/EIA/IS-95-B.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 BS <> MSC M
Reserved - Octet 5.2.33 BS <> MSC M
Message Type 5.2.4 BS <> MSC M
Called Party BCD Number 5.2.44 BS ->MSC o C
Signal 5.2.42 MSC -> BS o° C
Message Waiting Indication 5.2.40 MSC -> BS o*° C
Calling Party ASCII Number 5.2.30 MSC -> BS oP C
Tag 5.2.50 MSC -> BS O C
MS Information Records 5.2.59 MSC <-> BS o* C
Special Service Call Indicator 5221 BS ->MSC o° C
Service Option Connection Identifier (SOCI) 5.2.77 BS <> MSC of C

a.

Section 4

Contains the digits received by the BS from the mobile station. These digits
may or may not be valid dialed digits.

The Signal, Message Waiting Indication and Calling Party ASCII Number
elements will only be retained in this message in this version of this standard
for the purpose of backward compatibility. They will not be supported in
future IOS versions. The Signal, Message Waiting Indication and Calling
Party ASCII Number elements shall only be sent to an IOS v2.x BS.

Contains a count of the number of messages waiting at the Message Center.
All values, including zero, are valid.

This optional element carries the MS Information Records. It shall not
redundantly carry information present in other elements such as Signal,
Message Waiting Indication, and Calling Party ASCII Number.

This element is included if the air interface Flash With Information message
indicates that the user wishes to initiate an emergency call and/or requested
Mobile Originated Position Determination. Along with this information
element, user dialed digits, if present, are included.

This element is required if concurrent services are supported.
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The following table shows the bitmap layout for the Flash with Information message.

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = <variable> 3
Reserved = [0000] =  Protocol Discriminator = [0011] 1
=  Reserved - Octet = [00H] 1
=>  Message Type =[10H] 1
=  Called Party BCD Number: Al Element Identifier = [SEH] 1
Length = [00H-11H] 2
=[1] Type of Number Number Plan Identification 3
=[000-111] =[0000-1111]
Number Digit/End Mark 2 = [0000-1111] Number Digit/End Mark 1 =[0000-1111] 4
Number Digit/End Mark 4 = [0000-1111] Number Digit/End Mark 3 =[0000-1111]
Number Digit/End Mark m+1 = [0000-1111] Number Digit/End Mark m = [0000-1111] n
=  Signal: Al Element Identifier = [34H] 1
Signal value = [00H-FFH] (see 5.2.42) 2
Reserved = [000000] Alert Pitch = 3
[00,01,10]
(med, high, low)
=  Message Waiting Indication: Al Element Identifier = [38H] 1
Number of Messages = [00H-FFH] 2
= Calling Party ASCII Number: Al Element Identifier = [4BH] 1
Length = [01H-FFH] 2
ext =[0] Type of Number Numbering Plan Identification
=[as in T1.607 Sec 4.5.9 =[as in T1.607 Sec 4.5.9]
except 5 and 7]
ext=[1] Presentation Reserved = [000] Screening Indicator 4
Indicator = [as in T1.607 Sec
=[as in T1.607 Sec 4.5.9]
4.5.9]
Printable ASCII Character 1 =[00H-FFH]
Printable ASCII Character 2 6
Printable ASCII Character m n
-- Continued on next page --
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-- Continued from previous page --
= Tag: Al Element Identifier = [33H] 1
(MSB) 2
Tag Value = <any value> 3
4
(LSB) 5
=>  MS Information Records: Al Element Identifier = [15H] 1
Length = [01H-FFH] 2
Information Record: {1+:
Information Record Type = [00H-FFH] j
Information Record Length = <variable> j+l
(MSB) ‘ Information Record Content = <any value> jt2
| wsB) k
} Information Record
= Special Service Call Indicator: Al Element Identifier = [SAH] 1
Length = [01H] 2
Reserved = [0000 00] MOPD GECI = 3
=10,1] [0,1]
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2
Reserved = [0000 0] Service Option 3
Connection Identifier =
[001 - 110]
4.2.2 Flash with Information Ack

This DTAP message is sent from the BS to the MSC to indicate that a layer 2 acknowledgment to
a Flash with Information message has been received from the MS.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 BS ->MSC M
Reserved - Octet 5233 BS -> MSC M
Message Type 5.2.4 BS ->MSC M
Tag 5.2.50 BS -> MSC o C
Service Option Connection Identifier (SOCI) 5.2.77 BS -> MSC oP C

Section 4

a. If a Tag element is included in a Flash with Information message sent from
the MSC to the BS, then the BS must send a Flash with Information Ack
message to the MSC when it receives a Layer 2 acknowledgment from the MS
to the Flash with Information air interface message. The Tag value sent by the
MSC must be used in the Tag element in this message.
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b. This element is required if concurrent services are supported.

The following table shows the bitmap layout for the Flash with Information Ack message.

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [08H] 3
Reserved = [0000] =  Protocol Discriminator = [0011] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [S0H] 1
=  Tag: Al Element Identifier = [33H] 1
(MSB) 2
Tag Value = <any value> 3
4
| (wsB) 5
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2
Reserved = [0000 0] Service Option 3
Connection Identifier =
[001 - 110]

4.2.3 Feature Notification

This BSMAP message is sent from the MSC to the BS and currently is used for message waiting

indication.
Information Element Section Element Type
Reference Direction

Message Type 5.2.4 MSC -> BS M

Mobile Identity (IMSI) 5.2.13 MSC -> BS M

Tag 5.2.50 MSC -> BS o C
Cell Identifier List 5.2.18 MSC -> BS oP C
Slot Cycle Index 5.2.14 MSC -> BS (0)e C
Signal 5.2.42 MSC -> BS 0% C
Message Waiting Indication 5.2.40 MSC -> BS 04 C
Calling Party ASCII Number 5.2.30 MSC -> BS (o C
MS Information Records 5.2.59 MSC -> BS of C
1S-2000 Mobile Capabilities 5.2.57 MSC -> BS o# C
Protocol Revision 5.2.84 MSC -> BS o C

a. This element will contain an IMSI.

b. Uniquely identifies cells within a BS, therefore it is a variable length element
dependent on the number of cells that need to be identified. This element is
only useful for multi-cell BSs.
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c. This optional element is included where slotted paging is performed on the
paging channels. It is used by the BS to compute the correct paging channel
slot on each paging channel in the T/4/EIA/IS-2000 system. If this element is
absent, then it is assumed that the MS is operating in non-slotted mode.

d. The Signal, Message Waiting Indication and Calling Party ASCII Number
elements will only be retained in this message in this version of this standard
for the purpose of backward compatibility. They will not be supported in
future 10S versions. The Signal, Message Waiting Indication and Calling
Party ASCII Number elements shall only be sent to an IOS v2.x BS.

e. Used by the MSC to send message waiting information. It specifies the
number of messages waiting for the mobile. All values, including zero, are
valid.

f. This optional element carries MS Information Records. It shall not
redundantly carry information present in other elements such as Signal,
Message Waiting Indication, and Calling Party ASCII Number.

g. This element shall not be included by the MSC when the BS and MS are
operating in DS-41 mode.

The following table shows the bitmap layout for the Feature Notification message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=  Message Type = [60H] 1
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity 3
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee cee

Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n

=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
=  Tag: Al Element Identifier = [33H] 1

(MSB) | 2
Tag Value = <any value> 3

4
(LSB) 5

-- Continued on next page --
Section 4 104




A.S0014-0v1.0

-- Continued from previous page --

=  Cell Identifier List: A1l Element Identifier = [1AH]

Length = <variable> 2
Cell Identification Discriminator = [02H,05H]
IF (Discriminator = 02H), Cell Identification {1+:
(MSB) | Cell = [001H-FFFH] ]
| wsB) | Sector = [0H-FH] (OH = Omni) i+
} OR IF (Discriminator = 05H), Cell Identification {1+:
(MSB) | LAC = [00 01H-FF FFH] ]
| (LsB) 1
} Cell Identification
= Slot Cycle Index: Al Element Identifier = [35H] 1
Reserved = [00000] ‘ Slot Cycle Index = [000-111] 2
= Signal: Al Element Identifier = [34H] 1
Signal value = [00H-FFH] (see 5.2.42) 2
Reserved = [000000] Alert Pitch = 3
[00,01,10]
(med, high, low)
=  Message Waiting Indication: A1l Element Identifier = [38H] 1
Number of Messages = [00H-FFH] 2
= Calling Party ASCII Number: Al Element Identifier = [4BH] 1
Length = [01H-FFH] 2
ext =[0] Type of Number Numbering Plan Identification 3
=1[°000’,",001",°010",011°,”100°] | =[0000,°0001",70011",°0100°,”1000°,1001°]
ext=[1] Presentation Reserved = [000] Screening Indicator 4
Indicator = [€00°,01°,°10°,117]
=1[00’,01","10"]
Printable ASCII Character 1 =[00H-FFH] 5
Printable ASCII Character 2 6
Printable ASCII Character m n

-- Continued on next page --

Section 4
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-- Continued from previous page --

= MS Information Records:

Al Element Identifier = [15H] 1
Length = [01H-FFH] 2
Information Record: {1+:
Information Record Type = [00H-FFH] j
Information Record Length = <variable> jtl
(MSB) ‘ Information Record Content = <any value> jt2
(LSB) k
} Information Record
=  IS5-2000 Mobile Capabilities: Al Element Identifier = [11H] 1
Length = <variable> 2
Reserved ERAM DCCH FCH OTD Enhanced QPCH
=[00] Supported = Supported | Supported| Supported] RC CFG | Supported
[0,1] =[0,1] =[0,1] =[0,1] | Supported| ={0,1]
=[0,1]
FCH Information: Bit-Exact Length — Octet Count 4
= [00H to FFH]
Reserved Geo Location Type = <any Geo FCH Information:
=[0] value> (Ignored) Location Bit-Exact Length — Fill Bits
Included =[000to 111]
= <any
value>
(Ignored)
(MSB) | 6
FCH Information Content
= <any value>
Seventh | Sixth Fill | Fifth Fill Fourth Third Second | First Fill k
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit—

Fill Bit— | Bit—if

if needed needed needed if needed | ifneeded | if needed needed

=[0Gf | =[0Gf | =[0(f

=[0 (f =[0 (f =[0 (f =[0 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
-- Continued on next page --

Section 4

106




A.S0014-0v1.0

-- Continued from previous page --

DCCH Information: Bit-Exact Length — Octet Count k+1
=[00H to FFH]
Reserved DCCH Information: k+2
=[0000 0] Bit-Exact Length — Fill Bits
=[000to 111]
(MSB) | k+3
DCCH Information Content v
= <any value>
Seventh | Sixth Fill | Fifth Fill Fourth Third Second First Fill m
Fill Bit — Bit —if Bit—if | Fill Bit— | Fill Bit— | Fill Bit — Bit —if
if needed needed needed if needed | ifneeded | if needed needed
=[0 (f =[0 (f =[0 (f =[0 (f =[0 (f =[0 (f =[0 (f
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
= : Al Element Identifier = [3BH] 1
Length = <01H> 2

PREV_IN_USE = [0H-08H]

4.2.4 Feature Notification Ack

This BSMAP message is sent from the BS to the MSC in response to Feature Notification

message.
Information Element Section Element Type
Reference Direction

Message Type 5.2.4 BS -> MSC M

Mobile Identity (IMSI) 5.2.13 BS > MSC M?

Tag 5.2.50 BS -> MSC 0] C

a. This element will contain an IMSI.

Section 4
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The following table shows the bitmap layout for the Feature Notification Ack message.

7 6 5 4 3 2 1 0 Octet

=  BSMAP Header: Message Discrimination = [00H] 1

Length Indicator (LI) = <variable> 2

=>  Message Type = [61H] 1

=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1

Length = [06H-08H] (10-15 digits) 2

Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity 3

Indicator = [110] (IMSI)
=[1,0]

Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee coe

Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n

=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1

= Tag: Al Element Identifier = [33H] 1

(MSB) 2

Tag Value = <any value> 3

4

(LSB) 5

4.2.5 PACA Command

This BSMAP message is sent from the MSC to the BS. This message is used to indicate that the
BS is to apply PACA service to the call. The MSC sends this message to convey the PACA

information (e.g., priority and PACA time stamp) to the BS.

Information Element Section Element Type
Reference Direction
Message Type 524 MSC -> BS M
Priority 5.2.15 MSC -> BS o R
PACA Timestamp 5.2.71 MSC -> BS (0] R

Section 4
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7 6 5 4 3 2 1 0 Octet

=  BSMAP Header: Message Discrimination = [00H] 1

Length Indicator (LI) = [0AH] 2

=>  Message Type = [6CH] 1

=  Priority: Al Element Identifier = [06H] 1

Length = [01H] 2

Reserved = [00] Call Priority = [0000 — 1111] Queuing | Preemption 3
Allowed | Allowed
=10,1] =[0,1]

=  PACA Timestamp: Al Element Identifier = [4EH] 1

Length = [04H] 2

(MSB) 3

PACA Queuing Time = <any value> 4

5

(LSB) 6

4.2.6 PACA Command Ack

This BSMAP message is sent from the BS to the MSC to acknowledge that the PACA Command

message was received and appropriate action was taken by the BS.

Information Element Section Element Type
Reference Direction

Message Type 52.4 BS -> MSC M

Cause 5.2.16 BS ->MSC o | C
The following table shows the bitmap layout for the PACA Command Ack message.
7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [01H] 2
=  Message Type = [6DH] 1
=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext = [0] | Cause Value = [2DH (PACA queue overflow)]

4.2.7 PACA Update

This BSMAP message is sent, from either the BS or the MSC, to indicate that the BS (MSC)
intends to modify the queued call. The MSC sends this message to cancel the call, to remove the
previous request (the request associated with the first called number when the MS makes
consecutive PACA calls) or to instruct the old BS (cell) to remove the request from its PACA

queue when an idle handoff has occurred. The BS sends this message to the MSC
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call. The BS can either send this message autonomously or send it when it receives a PACA
cancellation request from the MS.

Information Element Section Element Type
Reference Direction

Message Type 5.2.4 BS <> MSC M

Mobile Identity (IMSI) 5.2.13 BS <> MSC 0] R
Mobile Identity (ESN) 5.2.13 BS -> MSC O? C
PACA Order 52.72 BS <> MSC 0] R
Priority 5.2.15 BS <- MSC o° C
Authentication Response Parameter (AUTHR) 5.2.38 BS > MSC o° C
Authentication Confirmation Parameter (RANDC) 5.2.35 BS ->MSC o° C
Authentication Parameter COUNT 5.2.39 BS -> MSC O° C
Authentication Challenge Parameter (RAND) 5.2.37 BS ->MSC o* C
Authentication Event 5.2.65 BS ->MSC o° C

a. This element is included in the message if it is received from the MS and is
not included in the first instance of the Mobile Identity element.

b. This element is included in the message if the MSC wishes to modify the
priority of a queued call.

This element is included in the message if it is received from the MS.

d. Included where broadcast authentication is performed, and contains the
random number (RAND) value used when the BS is responsible for RAND
assignment and can correlate this parameter with the RAND used by the MS
in its authentication computation.

e. Present when an authentication enabled BS does not receive the authentication

Section 4

parameters (AUTHR, RANDC and COUNT) from the MS, or when a
RAND/RANDC mismatch has occurred
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7 6 5 4 3 2 1 0 Octet

=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [6EH] 1
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity 3

Indicator = [110] (IMSI)

=[1,0]
Identity Digit 3 = [OH-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1

= Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2
Identity Digit 1 =[0000] Odd/even Type of Identity 3

Indicator = [101] (ESN)

=[0]

(MSB) | 4
ESN = <any value> 5
6
| (LsB) 7
=>  PACA Order: Al Element Identifier = [SFH] 1
Length = [01H] 2
Reserved = [0000 0] PACA Action Required 3

=[000—101]
=  Priority: Al Element Identifier = [06H] 1
Length = [01H] 2
Reserved = [00] Call Priority = [0000 — 1111] Queuing | Preemption 3

Allowed | Allowed
=[0,1] | =I[0.1]
-- Continued on next page --
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-- Continued from previous page --

=  Authentication Response Parameter (AUTHR): Al Element Identifier = [42H] 1
Length = [04H] 2
Reserved = [0000] Auth Signature Type =[0001] (AUTHR) 3
=1 | =100 | =101 | =1 [ =10) | =101 | usB) | 4
Auth Signature = <any value> 5
| (LsB) 6
= Authentication Confirmation Parameter (RANDC): 1
Al Element Identifier = [28H]
RANDC = [00H-FFH] 2
=  Authentication Parameter COUNT: Al Element Identifier = [40H] 1
Reserved = [00] Count =[00 0000-11 1111] 2
=  Authentication Challenge Parameter (RAND): Al Element Identifier = [41H] 1
Length = [05H] 2
Reserved = [0000] Random Number Type = [0001] (RAND) 3
(MSB) | 4
RAND = <any value> 5
6
| (LsB) 7
=  Authentication Event: Al Element Identifier = [4AH] 1
Length = [01H] 2
Event = [01H,02H] 3
(Parameters not received, RANDC/RAND mismatch)
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This BSMAP message is sent from the BS(MSC) to the MSC (BS) to acknowledge that the PACA
Update message was received and appropriate action was taken by the BS (MSC).

Information Element Section Element Type
Reference Direction
Message Type 5.2.4 BS <> MSC M
Mobile Identity (IMSI) 5.2.13 BS <> MSC o R
Priority 5.2.15 BS <- MSC o? C
Cause 5.2.16 BS <> MSC o° C
a. Indicates the new priority to be applied to the queued call if the priority is to

be changed.

b. Allowable cause values are: “PACA Cancel Request Rejected”, “No Response
from the MS”, “PACA Queue Overflow”.

The following table shows the bitmap layout for the PACA Update Ack message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [6FH] 1
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity
Indicator = [110] (IMSI)
=[1,0]

Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n

=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
=  Priority: A1 Element Identifier = [06H] 1
Length = [01H] 2

Reserved = [00] Call Priority = [0000 — 1111] Queuing | Preemption
Allowed | Allowed
=[0,1] =[0,1]
=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext =[0] Cause Value = [0CH (No response from MS), 3
2DH (PACA queue overflow),
2EH (PACA cancel request rejected)]
Section 4 113




A.S0014-0v1.0

4.2.9 Radio Measurements for Position Request

This BSMAP message is sent from the MSC to the BS to request that specific radio interface
measurements be gathered or the geographic location determined with respect to a given mobile
station that is on a traffic channel.

Section Element Type
Information Element Reference Direction
Message Type 5.2.4 MSC->BS M
PSMM Count 5.2.67 MSC->BS o? C
a. This is the number of PSMMs the PDE is requesting the BS to send. If the BS is
capable of determining the geographic location the BS may send the geographic
location instead of the requested measurements to the MSC.
7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [04H] 2
=>  Message Type = [23H] 1
=  PSMM Count Al Element Identifier = [2DH] 1
Length=[01H] 2
Reserved = [0H] PSMM Count =[0000-1010] 3
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This BSMAP message is sent from the BS to the MSC to provide the geographic location or the
specific radio interface measurements that have been gathered with respect to a given mobile
station that is on a traffic channel. These measurements will be input to position determination

calculations.
Section Element Type

Information Element Reference Direction

Message Type 5.2.4 BS -> MSC M
CDMA Serving One Way Delay 5.2.61 BS ->MSC | O* C
Downlink Radio Environment List 5.2.69 BS >MSC |0 C
Cause 5.2.16 BS ->MSC | O° C
Geographic Location 5.2.68 BS >MSC | 0% C

a.

d.

c.

The CDMA Serving One Way Delay is included at most once. This
information element is only included if there are no PSMMs received.

The Downlink Radio Environment list is repeated for each PSMM received.
All pilots from the active and candidate list are included. All occurrences of
the Downlink Radio Environment List are populated in a time order

When present, this element indicates some level of failure to provide one or
more of the requested radio interface measurements. Allowable cause value is
"MS rejected order". This element is not included when the Geographic

Location IE is present.

This information element is only present when there is LPDE at the BS

Only one of these elements shall be present.

The following table shows the bitmap layout for the Radio Measurements for Position Response

message.
7 6 5 3 2 1 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2

=>  Message Type = [25H]

1

-- Continued on next page --
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-- Continued from previous page --

=  CDMA Serving One Way Delay: Al Element Identifier = [0CH] 1
Length = [09H] 2
Cell Identification Discriminator = [ 07H] 3
(MSB) | 4
MSCID = <any value> 5
| (LsB) 6
(MSB) | Cell = [001H-FFFH] 7
(LSB) | Sector = [0H-FH] (OH = Omni) 8
(MSB) ‘ CDMA Serving One Way Delay = [0000H-FFFFH] 9
| (wsB) 10
Reserved = [0000 00] Resolution = [00, 11
01, 10]
(MSB) ‘ CDMA Serving One Way Delay Time Stamp = [00 00H — FF FFH] 12
| (@wsB) 13
=  Downlink Radio Environment List: A1l Element Identifier = [2BH] 1
Length = <variable> 2
Downlink Radio Environment List {1+:
Length = <variable> i
Number of Cells = <variable> i+1
Cell Identification Discriminator = [02H,07H] i+2
Downlink Radio Environment {1+:
IF (Discriminator = 02H), Cell Identification {1
(MSB) ‘ Cell = [001H-FFFH] j
(LSB) | Sector = [OH-FH] (0H = Omni) i+1
} OR IF (Discriminator = 07H), Cell Identification {1:
(MSB) | ]
MSCID = <any value> jt+l
| (wLsB) +2
(MSB) ‘ Cell = [001H-FFFH] j+3
(LSB) Sector = [OH-FH] (OH = Omni) jt+4
} Cell Identification
Reserved = [00] Downlink Signal Strength Raw =[00 0000 - 11 1111] k
(MSB) ‘ CDMA Target One Way Delay = [00 00H - FF FFH] (x100ns) k+1
| wsp [ w2
} Downlink Radio Environment
} Downlink Radio Environment List
-- Continued on next page --
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-- Continued from previous page --

=  Cause: Al Element Identifier = [04H]

Length = [01H]

W =

ext=[0] ‘ Cause Value = [34H (MS rejected order)]

—_—

=: Geographic Location: Al Element Identifier = [2CH]

® 9 o w

Length = <variable> 2

(MSB) |

Calling Geodetic Location (CGL) = <any value>

(LSB) k

4.3 Mobility Management Message Formats

4.3.1 Authentication Request

This message is sent from the MSC to the BS and it is used to make an authentication check on the
mobile station. This is a DTAP message when used to perform authentication on a voice/traffic
channel and a BSMAP message otherwise. The RANDU information element of this message is

used by the MS to generate the AUTHU.

Information Element Section Element Type
Reference Direction

Protocol Discriminator 5.2.32 MSC -> BS M
Reserved - Octet 5.2.33 MSC -> BS M?
Message Type 524 MSC -> BS M
Authentication Challenge Parameter (RANDU) 5.2.37 MSC -> BS M

Mobile Identity (IMSI) 52.13 MSC -> BS o* C
Tag 5.2.50 MSC -> BS o C
Cell Identifier List 5.2.18 MSC ->BS o°° C
Slot Cycle Index 5.2.14 MSC -> BS o°he C
1S-2000 Mobile Capabilities 5.2.57 MSC -> BS (Oh C
Protocol Revision 5.2.84 MSC -> BS (0] C

a. Not used when the Authentication Request message is sent as a BSMAP

message.

b. This element contains the identity of the MS to which the Authentication
Challenge order is to be sent. It shall be included when the Authentication
Challenge is to be sent on the paging channel(s). This element will contain an

IMSI.

c. Not used when the Authentication Request message is sent as a DTAP

message.

d. If this element is present in this message, the value shall be saved at the BS to
be included in an Authentication Response message if one is sent in response

to this message.
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e. This element uniquely identifies cells within a BS from which the
Authentication Challenge is to be sent on paging channels. It is a variable
length element dependent on the number of cells that need to be identified.
This element is only included when the Authentication Challenge is to be sent
on paging channel(s) and is only required when a subset of the BS’s cells shall
be identified.

f.  This optional element is included where slotted paging is performed on
TIA/EIA/IS-2000 paging channels. It is used by the BS to compute the correct
paging channel slot on each paging channel. In TI4/EIA/IS-2000 systems, if
this element is absent, then it is assumed that the MS is operating in non-
slotted mode.

g. This element shall not be included by the MSC when the BS and MS are
operating in DS-41 mode.

When the Authentication Request message is sent as a BSMAP message, the following format
applies.

6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=  Message Type = [45H] 1
Authentication Challenge Parameter (RANDU): Al Element Identifier = [41H] 1
Length = [04H] 2
Reserved = [0000] Random Number Type = [0010] (RANDU) 3
(MSB) | 4
RANDU Value = <any value> 5
(LSB) 6
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
=  Tag: Al Element Identifier = [33H] 1
(MSB) | 2
Tag Value = <any value> 3
4
(LSB) 5
-- Continued on next page --
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-- Continued from previous page --
=  Cell Identifier List: Al Element Identifier = [1AH] 1
Length = <variable> 2
Cell Identification Discriminator = [02H,05H]
IF (Discriminator = 02H), Cell Identification {1+:
(MSB) | Cell = [001H-FFFH] ]
| wsB) | Sector = [0H-FH] (OH = Omni) i+
} OR IF (Discriminator = 05H), Cell Identification {1+:
(MSB) | LAC = [0001H-FFFFH] ]
| (LsB) 1
} Cell Identification
=  Slot Cycle Index: A1l Element Identifier = [35H] 1
Reserved = [0000] Slot Cycle Index = [000-111] 2
=  I5-2000 Mobile Capabilities: A1l Element Identifier = [11H] 1
Length = <variable> 2
Reserved ERAM DCCH FCH OTD Enhanced| QPCH
=1000 ] Supported = Supported | Supported| Supported| RC CFG | Supported
[0.1] =[0,1] =[0,1] =[0,1] | Supported| =[0,1]
(Ignored) | (Ignored) =[0.1]
FCH Information: Bit-Exact Length — Octet Count 4
=[00H]
Reserved | Geo Location Type = [000, 001, Geo FCH Information: 5
=[0] 010, 011] Location Bit-Exact Length — Fill Bits
Included =[000]
=[0,1]
DCCH Information: Bit-Exact Length — Octet Count 6
=[00H]
Reserved DCCH Information: 7
=[0000 0] Bit-Exact Length — Fill Bits
=[000]
= A1l Element Identifier = [3BH] 1
Length = <01H> 2
PREV_IN USE = [0H-08H] 3

Section 4 119



A.S0014-0v1.0

When the Authentication Request message is sent as a DTAP message, the following format

applies.
7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [08H] 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=  Message Type = [45H] 1
=  Authentication Challenge Parameter (RANDU): Length = [04H] 1
Reserved = [0000] Random Number Type = [0010] (RANDU) 2
(MSB) 3
RANDU Value = <any value> 4
(LSB) 5

4.3.2 Authentication Response

This message is in response to the Authentication Request message and it is sent from the BS to
the MSC. This is a DTAP message when used to perform authentication on a voice/traffic channel
and a BSMAP message otherwise. The AUTHU is generated by the MS using an algorithm and

N o v &

the RANDU which was sent through the Authentication Request message.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 BS -> MSC M?
Reserved - Octet 5.2.33 BS ->MSC M?
Message Type 5.2.4 BS -> MSC M
Authentication Response Parameter (AUTHU) 5.2.38 BS -> MSC M
Mobile Identity (IMSI) 5.2.13 BS -> MSC 0" C
Tag 5.2.50 BS -> MSC o° C
Mobile Identity (ESN) 5.2.13 BS -> MSC o° C
a. Not used when the Authentication Response message is sent as a BSMAP
message.
b. This element contains the identity of the MS that sent the Authentication
Challenge Response. It shall be included when the Authentication Challenge
Response was received on an access channel. This element will contain an
IMSI.
c. Not used when the Authentication Response message is sent as a DTAP
message.
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When the Authentication Response message is sent as a BSMAP message, the following format

applies.
7 6 5 4 3 2 | 1 | o Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [46H] 1
=  Authentication Response Parameter (AUTHU): Al Element Identifier = [42H] 1
Length = [04H] 2
Reserved = [0000] Auth Signature Type = [0010] (AUTHU) 3
[0] [0] [0] [0] [0] [0] (MSB) ‘ 4
Auth Signature = <any value> 5
| (LsB) 6
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity 3
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
=  Tag: Al Element Identifier = [33H] 1
(MSB) | 2
Tag Value = <any value> 3
4
(LSB) 5
=  Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2
Identity Digit 1 =[0000] Odd/even Type of Identity
Indicator = [101] (ESN)
=[0]
(MSB) 4
ESN = <any value> 5
6
(LSB) 7
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When the Authentication Response message is sent as a DTAP message, the following format

applies.
7 6 5 4 3 2 | 1 | o Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [08H] 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=  Message Type = [46H] 1
=  Authentication Response Parameter (AUTHU): Length = [04H] 1
Reserved = [0000] Auth Signature Type = [0010] (AUTHU) 2
[0] o | [0 | (o] o | 1 | ousB) | 3
Auth Signature = <any value> 4
| (LsB) 5

4.3.3 SSD Update Request

N o v &

This message is sent from the MSC to the BS and is used to initiate the Shared Secret Data update
procedure at the MS. This is a DTAP message when used to perform the SSD Update on a
voice/traffic channel. The Authentication Challenge Parameter (RANDSSD) information element
of this message is used to generate the new SSD at the MS.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 MSC -> BS M
Reserved - Octet 5.2.33 MSC -> BS M
Message Type 5.2.4 MSC -> BS M
Authentication Challenge Parameter (RANDSSD) 5.2.37 MSC -> BS M
Protocol Revision 5.2.84 MSC -> BS (¢ C

The following table shows the bitmap layout for the SSD Update Request message.

7 6 5 4 3 2 1 0 Octet
=>  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [0CH] 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [47H] 1
-- Continued on next page --

Section 4 122




2

< o v oA W

A.S0014-0v1.0

-- Continued from previous page --
=  Authentication Challenge Parameter (RANDSSD): Length = [08H] 1
Reserved = [0000] Random Number Type = [0100]
(RANDSSD)
(MSB) | 3
4
5
RANDSSD Value = <any value> 6
7
8
| (wLsB) 9
= Al Element Identifier = [3BH] 1
Length = <01H> 2
PREV_IN USE = [0H-08H]

4.3.4 Base Station Challenge

This message is in response to the SSD Update Request message and is sent from the BS to the
MSC. This is a DTAP message when used to perform the SSD Update on a voice/traffic channel.
The authentication parameter RANDBS information element of this message contains the
RANDBS and will be used by the HLR/AC as input to the authentication algorithm to verify the

new Shared Secret Data.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 BS > MSC M
Reserved - Octet 5.2.33 BS ->MSC M
Message Type 524 BS ->MSC M
Authentication Challenge Parameter (RANDBS) 5.2.37 BS ->MSC M
The following table shows the bitmap layout for the Base Station Challenge message.
7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [09H] 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=  Message Type = [48H] 1
=  Authentication Challenge Parameter (RANDBS): Length = [05H] 1
Reserved = [0000] Random Number Type = [1000] (RANDBS) 2
(MSB) 3
RANDBS Value = <any value>
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| wsB) |

4.3.5 Base Station Challenge Response

This message is in response to the Base Station Challenge message and is sent from the MSC to
the BS. This is a DTAP message when used to perform the SSD Update on a voice/traffic channel.
The AUTHBS is generated using an authentication algorithm, the new SSD, and RANDBS, which

was sent in the Base Station Challenge message.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 MSC -> BS M
Reserved - Octet 5.2.33 MSC -> BS M
Message Type 5.2.4 MSC -> BS M
Authentication Response Parameter (AUTHBS) 5.2.38 MSC -> BS M
Protocol Revision 5.2.84 MSC -> BS O C

The following table shows the bitmap layout for the Base Station Challenge Response message.

7 6 5 4 3 2 1 0 Octet
=>  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [08H] 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [49H] 1
=  Authentication Response Parameter (AUTHBS): Length = [04H] 1
Reserved = [0000] Auth Signature Type =[0100] (AUTHBS) 2
[0] [0] [0] [0] o | 0 | usm) | 3
Auth Signature = <any value> 4
| (LsB) 5
= : Al Element Identifier = [3BH] 1
Length = <01H> 2
PREV_IN USE = [0H-08H] 3

4.3.6 SSD Update Response

This message is used to terminate the SSD Update procedure and is sent in response to the Base
Station Challenge Response message. This message is sent from the BS to the MSC. This is a

DTAP message when used to perform the SSD Update on a voice/traffic channel.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 BS ->MSC M
Reserved - Octet 5.2.33 BS -> MSC M
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Message Type 52.4 BS -> MSC M

Cause Layer 3 5.2.46 BS > MSC o? C

a. This element indicates the failure of the SSD update operation at the MS.
Absence of this element indicates success of the SSD update operation at the
MS. Allowable cause values are: Procedure failed, SSD update rejected. If the
BS receives an SSD Update Reject Order from the mobile, the BS shall set the
Cause Layer 3 value to “SSD update rejected”.

The following table shows the bitmap layout for the SSD Update Response message.

7 6 5 4 3 2 1 0 Octet

=  DTAP Header: Message Discrimination = [01H] 1

Data Link Connection Identifier (DLCI) = [00H] 2

Length Indicator (LI) = [03H,07H] 3

Reserved = [0000] =  Protocol Discriminator = [0101] 1

=  Reserved - Octet = [00H] 1

=>  Message Type = [4AH] 1

=  Cause Layer 3: Al Element Identifier = [08H] 1

Length = [02H] 2
ext=[1] Coding Standard Reserved Location = [0100]

=1[00] (Q.931) =[0] (Public network serving the remote user)

ext=[1] Cause Value = [0FH (procedure failed), 4

3BH (SSD Update Rejected)]

4.3.7 Location Updating Request

This DTAP message is sent by the BS to the MSC to request an update to the MS’s location area
(registration) when the mobile moves to a new location from its previous location.

Information Element Section Element Type
Reference Direction

Protocol Discriminator 5.2.32 BS > MSC M'
Reserved - Octet 5.2.33 BS > MSC M

Message Type 52.4 BS > MSC M

Mobile Identity (IMSI) 52.13 BS ->MSC M
Classmark Information Type 2 5.2.12 BS > MSC o R
Registration Type 5.2.49 BS > MSC o' R
Mobile Identity (ESN) 5.2.13 BS -> MSC O° C
Slot Cycle Index 5.2.14 BS -> MSC o C
Authentication Response Parameter (AUTHR) 5.2.38 BS -> MSC o° C
Authentication Confirmation Parameter (RANDC) 5.2.35 BS ->MSC of C
Authentication Parameter COUNT 5.2.39 BS -> MSC (0] C
Authentication Challenge Parameter (RAND) 5.2.37 BS -> MSC (0 C
Authentication Event 5.2.65 BS -> MSC o" C
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User Zone ID 5.2.26 BS ->MSC o C
IS-2000 Mobile Capabilities 5.2.57 BS -> MSC o' C

a. This element will contain an IMSI.

b. Ifan MS is capable of supporting multiple band classes, this shall be indicated
in the Band Class Entry field as shown in section 5.2.12.

c. Present in TIA/EIA/IS-2000 systems when the serial number is received from
the MS.

d. The slot cycle index is included when provided by the MS.

e. This optional element contains the authentication response signature
(AUTHR) received from an authentication capable mobile station when
broadcast authentication is active.

f.  This optional element contains the RANDC received from the MS. RANDC
shall be included whenever it is received from the MS and authentication is
enabled.

g. Included where broadcast authentication is performed, and contains the
random number (RAND) value used when the BS is responsible for RAND
assignment and can correlate this parameter with the RAND used by the MS
in its authentication computation.

h. Present when an authentication enabled BS does not receive the authentication
parameters (AUTHR, RANDC and COUNT) from the MS, or when a
RAND/RANDC mismatch has occurred.

i.  If any of these elements are not correctly present, call failure handling may be
initiated by the MSC.

j-  This element is only included when the mobile station operates at revision
level 6 or greater as defined by [1] to [6].

k. When the BS is operating in DS-41 mode, only the following fields in the

Section 4

Classmark Type 2 Information element shall be considered valid by the MSC:
Mobile P REV, NAR AN CAP, Mobile Term, PSI (PACA Supported
Indicator), SCM Length, Count of Band Class Entries, Band Class Entry
Length, Band Class n, Band Class n Air Interfaces Supported, Band Class n
MS Protocol Level.

These elements shall not be included by the BS when the BS and MS are
operating in DS-41 mode.
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The following message layout contains the Complete Layer 3 Info message encapsulating the
Location Updating Request Message.

7 6 5 4 3 2 1 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [57H] 1
=  Cell Identifier: Al Element Identifier = [05H] 1
Length = [03H] 2
Cell Identification Discriminator = [02H] 3
(MSB) | Cell - [001H-FFFH] A
‘ (LSB) Sector = [0H-FH] (OH = Omni) 5
=  Layer 3 Information: Al Element Identifier = [17H] 1
Length = <variable> 2
(# of bytes included in the following message)
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [08H] 1
=  Mobile Identity (IMSI): Length = [06H-08H] (10-15 digits) 1
Identity Digit 1 = [0OH-9H] (BCD) Odd/even Type of Identity 2
Indicator = [110] (IMSI)
=[1,0]

Identity Digit 3 = [OH-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 3

cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n

=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1

-- Continued on next page --
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-- Continued from previous page --

[00OH (timer-based),

01H (power-up),

02H (zone-based),

03H (power-down),
04H (parameter change),
06H (distance-based)]

= Classmark Information Type 2: Al Element Identifier = [12H] 1
Length = <variable> 2
Mobile P REV Reserved | See List RF Power Capability = [000]
=[000 - 111] =[0] of (Class 1, vehicle & portable)
Entries =
[0, 1]
Reserved = [00H] 4
NAR IS-95 Slotted Reserved = [00] DTX Mobile | TTIA/EIA-
AN_ =[1] =10,1] =1[0] Term 553
CAP =10,1] =10,1]
=10,1]
Reserved = [00H]
Reserved = [0000 00] Mobile PSI
Term = [0,1]
=[0,1]
SCM Length =[01H]
Station Class Mark = [00H — FFH] 9
Count of Band Class Entries = [01H-20H] 10
Band Class Entry Length = [03H] 11
Mobile Band Class Capability Entry {1+:
Reserved = [000] Band Class n=[00000-11111] k
Band Class n Air Interfaces Supported = [00H-FFH] k+1
Band Class n MS Protocol Level = [00H-FFH] k+2
} Mobile Band Class Capability Entry
= Registration Type: Al Element Identifier = [1FH] 1
Location Registration Type = 2

-- Continued on next page --
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-- Continued from previous page --
= Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2
Identity Digit 1 =[0000] Odd/even Type of Identity
Indicator — [101] (ESN)
=[0]
(MSB) | 4
ESN = <any value> 5
6
(LSB) 7
=  Slot Cycle Index: Al Element Identifier = [35H] 1
Reserved = [00000] Slot Cycle Index = [000-111] 2
=  Authentication Response Parameter (AUTHR): Al Element Identifier = [42H] 1
Length = [04H] 2
Reserved = [0000] Auth Signature Type = [0001] (AUTHR) 3
[0] [0] (0] [0] [0] [0] (MSB) ‘ 4
Auth Signature = <any value> 5
| (LsB) 6
=  Authentication Confirmation Parameter (RANDC): 1
A1l Element Identifier = [28H]
RANDC = [00H-FFH] 2
=  Authentication Parameter COUNT: A1l Element Identifier = [40H] 1
Reserved = [00] Count = [000000-111111] 2
=  Authentication Challenge Parameter (RAND): Al Element Identifier = [41H] 1
Length = [05H] 2
Reserved = [0000] Random Number Type = [0001] (RAND) 3
(MSB) 4
RAND = <any value> 5
6
(LSB) 7
=  Authentication Event: Al Element Identifier = [4AH] 1
Length = [01H] 2
Event = [01H (Parameters not received),
02H (RANDC/RAND mismatch)]
-- Continued on next page --
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-- Continued from previous page --
=  User Zone ID: Al Element Identifier = [02H] 1
Length = [02H] 2
(MSB) ‘ UZID = <any value> 3
(LSB) 4
=  1S-2000 Mobile Capabilities: A1 Element Identifier = [11H] 1
Length = <variable> 2
Reserved ERAM DCCH FCH OTD Enhanced| QPCH 3
=[00] Supported = Supported | Supported| Supported| RC CFG | Supported
[0,1] =[0,1] =[0,1] =[0,1] | Supported| ={0,1]

(Ignored) | (Ignored) =[0.1]

FCH Information: Bit-Exact Length — Octet Count 4
=[00H]
Reserved | Geo Location Type = [000, 001, Geo FCH Information: 5
=[0] 010,011] Location Bit-Exact Length — Fill Bits
Included =[000]
=[0,1]
DCCH Information: Bit-Exact Length — Octet Count 6
=[00H]
Reserved DCCH Information: 7
=[0000 0] Bit-Exact Length — Fill Bits
=[000]

4.3.8 Location Updating Accept

This DTAP message is sent from MSC to BS to acknowledge that the MSC received and accepted

the location registration request from the BS.

Information Element Section Element Type
Reference Direction

Protocol Discriminator 5.2.32 MSC -> BS M

Reserved - Octet 5.2.33 MSC -> BS M

Message Type 5.2.4 MSC -> BS M

Cause 5.2.16 MSC -> BS o? C

a. This element is included in this message when a mobile hosting a dormant
packet data session powers down. Allowable value: “power down from

dormant state”.

Section 4
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The following table shows the bitmap layout for the Location Updating Accept message.

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [03H or 09H] 3
Reserved = [0000] =  Protocol Discriminator =[0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [02H] 1
=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
Ext=[0] Cause value = [19H] (Power down from dormant state)
4.3.9 Location Updating Reject

This DTAP message is sent by the MSC to the BS to indicate that updating has failed. This
message is optional.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 MSC -> BS M
Reserved - Octet 5.2.33 MSC -> BS M
Message Type 5.2.4 MSC -> BS M
Reject Cause 5.2.36 MSC -> BS M?

a. Valid reject cause reasons are: Roaming not allowed, Network failure,
Congestion, Illegal MS.

The following table shows the bitmap layout for the Location Updating Reject message.

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [04H] 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [04H] 1
=  Reject Cause = 1
[03H (illegal MS),
OBH (roaming not allowed),
51H (network failure),
56H (congestion)]
Section 4
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4.3.10 Parameter Update Request

This DTAP message is sent from the MSC to the BS to increment the call history count in the MS.

Information Element Section Direction Type
Reference

Protocol Discriminator 5.2.32 MSC-> BS M

Reserved - Octet 5.2.33 MSC-> BS M

Message Type 524 MSC-> BS M

The following table shows the bitmap layout for the Parameter Update Request message.

7 6 5 4 3 2 1 0 Octet
=>  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [03H] 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [2CH] 1

4.3.11 Parameter Update Confirm

This DTAP message is sent from the BS to the MSC in response to a Parameter Update Request
message. This message is sent when the BS receives a positive indication from the MS that it
incremented its call history count.

Information Element Section Direction Type
Reference
Protocol Discriminator 5.2.32 BS->MSC M
Reserved - Octet 5233 BS-> MSC M
Message Type 524 BS->MSC M
The following table shows the bitmap layout for the Base Parameter Update Confirm message.
7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [03H] 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [2BH] 1

4.3.12 Privacy Mode Command

This BSMAP message is sent from the MSC to the BS to enable or disable signaling message
encryption or Voice Privacy mode.
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Information Element Section Element Type
Reference Direction
Message Type 5.2.4 MSC -> BS M
Encryption Information 5.2.10 MSC -> BS M
The following table shows the bitmap layout for the Privacy Mode Command message.
7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [53H] 1
=  Encryption Information: A1l Element Identifier = [0AH] 1
Length = [08H,0AH,12H] 2
Encryption Info {1..2:
IF (Encryption Parameter Identifier = 00001, 00101, or 00110), Encryption Info {I1:
ext=[1] Encryption Parameter Identifier = Status Available j
[ 00001 (SME), =10,1] =1[0]
00101 (Datakey (ORYX)),
00110 (Initial RAND)]
Encryption Parameter Length = [08H] jtl
(MSB) j+2
jt3
jt4
Encryption Parameter value jt+5
jté
jt7
j+8
(LSB) j*+9
} OR IF (Encryption Parameter Identifier = 00100), Encryption Info {1:
ext=[1] Encryption Parameter Identifier = [00100] Status Available ]
(Private Longcode) =1[0,1] =[0]
Encryption Parameter Length = [06H] jtl
Unused = [000000] (MSB) j+2
j+3
Encryption Parameter value jt4
jt5
j+6
| (@wsB) +7

} Encryption Parameter Identifier
} Encryption Info
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4.3.13 Privacy Mode Complete

This BSMAP message is sent from the BS to the MSC to acknowledge the Privacy Mode
Command, to indicate a change in the Voice Privacy mode setting, or to indicate that the MS has

requested Voice Privacy.

Information Element Section Element Type
Reference Direction
Message Type 5.2.4 BS -> MSC M
Encryption Information 5.2.10 BS -> MSC o C
Voice Privacy Request 5.2.11 BS ->MSC oP C

a. Used to indicate Voice Privacy mode changes when this message is sent

autonomously by the BS.

b. Used to indicate that Voice Privacy was requested by the MS, but could not be

provided by the BS.

Note: Encryption Information and voice privacy elements are mutually exclusive.
The Encryption Information element is used to indicate a change in
Encryption Information at the BS. The Voice Privacy Request element is used

by the BS to request the encryption keys.

The following table shows the bitmap layout for the Privacy Mode Complete message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [55H] 1
=  Encryption Information: A1l Element Identifier = [0AH] 1
Length = [02H,04H] 2
Encryption Info {1..2:
ext=[1] Encryption Parameter Identifier = [00001,00100] Status Available ]
(SME, Private Longcode) =1[0,1] =1[0,1]
Encryption Parameter Length = [00H] jt+l
} Encryption Info
=  Voice Privacy Request: Al Element Identifier = [A1H] 1
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4.3.14 Status Request

(S VR )

This message is sent from the MSC to the BS to request the mobile station to report certain MS
programmable and static parameters such as call mode, roaming and security setting, terminal
information etc. This is a DTAP message when used to perform the Status Request on a traffic
channel and a BSMAP message otherwise.

This message shall not be used for DS-41 operation.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 MSC -> BS M?
Reserved — Octet 5.2.33 MSC -> BS M?
Message Type 5.2.4 MSC -> BS M
Information Record Requested 5.2.81 MSC -> BS M
Mobile Identity (IMSI) 5.2.13 MSC -> BS oP C
Mobile Identity (ESN) 5.2.13 MSC -> BS o° C
Slot Cycle Index 5.2.14 MSC -> BS 0" C
Cell Identifier List 5.2.17 MSC -> BS o° C
1S-2000 Mobile Capabilities 5.2.57 MSC -> BS o° C
Classmark Information Type 2 5.2.12 MSC -> BS 0" C

a. Not used when the Status Request message is sent as a BSMAP message.

b. These elements are used only in BSMAP messages.

c. This optional element is included where slotted paging is performed on
C.S0005-A paging channels. It is used by the BS to compute the correct
paging channel slot on each paging channel. In CDMA systems, if this
element is absent, then it is assumed that the MS is operating in non-slotted

mode.

d. This element provides the mobile protocol revision, signaling types and band
classes that the mobile is permitted to use. More than one is permitted. If an
MS is capable of multiple band classes, this shall be indicated in the band

class entry field as shown in section 5.2.12.
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When the Status Request message is sent as a BSMAP message, the following format applies.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=  Message Type = [6AH] 1
=  Information Record Requested: Al Element Identifier = [2EH] 1
Length = [01H] 2
Information Record Types = [0DH (ESN)] 3
= Classmark Information Type 2: Al Element Identifier = [12H] 1
Length = <variable> 2
Mobile P_REV Reserved | See List RF Power Capability = [000] 3
=[000 - 111] =1[0] of (Class 1, vehicle & portable)
Entries =
[0, 1]
Reserved = [00H] 4
NAR IS-95 Slotted Reserved = [00] DTX Mobile | TIA/EIA-
AN_ | =111 | =101 =[o,] | Tem 333
CAP =10,1] =10,1]
=[0,1]
Reserved = [00H]
Reserved = [0000 00] Mobile PSI
Term = [0,1]
=[0,1]
SCM Length = [01H]
Station Class Mark = [00H — FFH] 9
Count of Band Class Entries = [01H-20H] 10
Band Class Entry Length = [03H] 11
Mobile Band Class Capability Entry {1+:
Reserved = [000] Band Class n=[00000-11111] k
Band Class n Air Interfaces Supported = [00H-FFH] k+1
Band Class n MS Protocol Level = [00H-FFH] k+2
} Mobile Band Class Capability Entry
-- Continued on next page --
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-- Continued from previous page --
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0OH-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+l
= Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2
Identity Digit 1 = [0000] Odd/even Type of Identity
Indicator ~[101] (ESN)
= [0]
(MSB) 4
ESN = <any value> 5
6
(LSB) 7
=  Slot Cycle Index: Al Element Identifier = [35H] 1
Reserved = [0 0000] Slot Cycle Index = [000-111] 2
=  Cell Identifier List: A1l Element Identifier = [1AH] 1
Length = <variable> 2
Cell Identification Discriminator = [02H,05H] 3
IF (Discriminator = 02H), Cell Identification {1+:
(MSB) ‘ Cell = [001H-FFFH] j
| @wsB) | Sector = [0H-FH] (OH = Omni) i+
} OR IF (Discriminator = 05H), Cell Identification {1+:
(MSB) | LAC = [0001H-FFFFH] ]
| (LsB) 1
} Cell Identification

-- Continued on next page --
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-- Continued from previous page --

=  15-2000 Mobile Capabilities: Al Element Identifier = [11H] 1
Length = <variable> 2
Reserved ERAM DCCH FCH OTD Enhanced| QPCH
=[00] Supported = [ Supported | Supported Supported | RC CFG | Supported
[0,1] =10,1] =10,1] =10,1] Supported| =1[0,1]

(Ignored) | (Ignored) =10.1]

FCH Information: Bit-Exact Length — Octet Count 4
=[00H]
Reserved | Geo Location Type =[000, 001, Geo FCH Information: 5
=[0] 010,011] Location Bit-Exact Length — Fill Bits
Included =[000]
=[0,1]
DCCH Information: Bit-Exact Length — Octet Count 6
=[00H]
Reserved DCCH Information: 7
=[0000 0] Bit-Exact Length — Fill Bits
=1000 ]
When the Status Request message is sent as a DTAP message, the following format applies.
7 6 5 4 3 2 1 0 Octet

=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = <variable> 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [6AH] 1
=  Information Record Requested: Length=[01H] 1
Information Record Types = [ODH (ESN)] 2

4.3.15 Status Response

This message is sent from the BS to the MSC when the MS reports certain parameters to the
network. This message is the response to the Status Request message.
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This message shall not be used for DS-41 operation.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 MSC -> BS M?
Reserved - Octet 5.2.33 MSC -> BS M*
Message Type 5.2.4 BS -> MSC M
MS Information Records 5.2.59 BS -> MSC M
Mobile Identity (IMSI) 5.2.13 BS ->MSC o C
Mobile Identity (ESN) 5.2.13 BS ->MSC 0] C

a. Not used when the Status Request message is sent as a BSMAP message.

When the Status Response message is sent as a BSMAP message, the following format applies.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [6BH] 1
=  MS Information Records: Al Element Identifier = [15H] 1
Length = [01H-FFH] 2
Information Record: {1+:
Information Record Type = [00H-FFH] j
Information Record Length = <variable> j+l
(MSB) ‘ Information Record Content = <any value> jt2
(LSB) k
} Information Record
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee oo
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+l
-- Continued on next page --
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-- Continued from previous page --
= Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2
Identity Digit 1 =[0000] Odd/even Type of Identity
Indicator — [101] (ESN)
=[0]
(MSB) | 4
ESN = <any value> 5
6
(LSB) 7

When the Status Response message is sent as a DTAP message, the following format applies.

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = <variable> 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [6BH] 1
=>  MS Information Records: Length = [01H-FFH] 1
Information Record: {1+:
Information Record Type = [00H-FFH] j
Information Record Length = <variable> jtl
(MSB) ‘ Information Record Content = <any value> jt2
(LSB) k

} Information Record

4.3.16 User Zone Update Request

This DTAP message is sent from the BS to the MSC to indicate that the MS has sent a User Zone
Update Request message to change its User Zone.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 BS -> MSC M
Reserved - octet 5.2.33 BS > MSC M
Message Type 5.2.4 BS -> MSC M
User Zone ID 5.2.26 BS -> MSC 0a R

a. Indicates the User Zone proposed by the MS.
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The following table shows the bitmap layout for the User Zone Update Request message:

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [06H] 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [0DH] 1
=  User Zone ID:  Length =[02H] 1
(MSB) UZID = <any value> 2
B (LSB)
4.3.17 User Zone Update
This DTAP message is sent from the MSC to the BS when the MSC wishes to update the User
Zone being used by the MS.
Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 MSC > BS M
Reserved - octet 5233 MSC-> BS M
Message Type 524 MSC > BS M
User Zone ID 5.2.26 MSC -> BS 0a R
a. Indicates the User Zone proposed by the MSC.
The following table shows the bitmap layout for the User Zone Update message:
7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [06H] 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [0CH] 1
=  User Zone ID:  Length =[02H] 1
(MSB) UZID = <any value> 2
e (LSB)
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4.3.18 User Zone Reject

This message is sent from the MSC to the BS to indicate that the MSC has rejected the User Zone
indicated by the MS. The MSC may choose to include an alternate User Zone in this message.
This is a BSMAP message when sent on a Paging Channel and a DTAP message otherwise.

Information Element Section Element Type
Reference Direction

Protocol Discriminator 5.2.32 MSC -> BS Ma
Reserved — Octet 5233 MSC -> BS Ma
Message Type 5.2.4 MSC -> BS M

User Zone ID 5.2.26 MSC -> BS of C
Mobile Identity (IMSI) 5.2.13 MSC -> BS ob.c C
Cell Identifier List 5.2.18 MSC -> BS oc.d C
Slot Cycle Index 5.2.14 MSC -> BS 0C%:€,8 C
1S-2000 Mobile Capabilities 5.2.57 MSC -> BS 0%, C
Protocol Revision 5.2.84 MSC > BS oh C

Section 4

Not used when the User Zone Reject message is sent as a BSMAP message.

This element contains the identity of the MS to which the User Zone Reject is
to be sent. It shall be included when the User Zone Reject is to be sent on the
paging channel(s). This element will contain an IMSI.

Not used when the Authentication Request is sent as a DTAP message.
Only required for multi-cell BSs. Uniquely identifies cells within a BS.

This optional element is included where slotted paging is performed on paging
channels. It is used by the BS to compute the correct paging channel slot on
each paging channel. If this element is absent, then it is assumed that the MS
is operating in non-slotted mode.

The MSC shall include this element if it is proposing an alternate User Zone
to be used by the MS.

These elements shall not be included by the MSC when the BS and MS are
operating in DS-41 mode.

This element is only included when the User Zone Reject message is sent as a
BSMAP message.
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When the User Zone Reject message is sent as a BSMAP message, the following format applies.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [0BH] 1
=  User Zone ID: Al Element Identifier = [02H] 1
Length = [02H] 2
(MSB) UZID = <any value> 3
"""""""""""""""""""""""""""""""""""""""""""""""""""""" (LSB) 4
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+l
=  Cell Identifier List: A1l Element Identifier = [1AH] 1
Length = <variable> 2
Cell Identification Discriminator = [02H,05H] 3
IF (Discriminator = 02H), Cell Identification {1+:
(MSB) Cell = [001H-FFFH] j
__________________________________________ (LSB) Sector = [0H-FH] (OH = Omni) i+l
} OR IF (Discriminator = 05H), Cell Identification {1+:
(MSB) LAC = [0001H-FFFFH] ]
"""""""""""""""""""""""""""""""""""""""""""""""""""""" LsB) 1 |
} Cell Identification
=  Slot Cycle Index: Al Element Identifier = [35H] 1
Reserved = [00000] Slot Cycle Index = [000-111] 2

-- Continued on next page --
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-- Continued from previous page --

= 1S-2000 Mobile Capabilities: Al Element Identifier = [11H] 1
Length = <variable> 2
Reserved ERAM DCCH FCH OTD Enhanced QPCH 3
=[00] Supported =  Supported  Supported Supported  RC CFG  Supported
[0,1] =[0,1] =[0,1] =[0,1] Supported = [0,1]
=[0,1]
FCH Information: Bit-Exact Length — Octet Count 4
=[00H to FFH]
Reserved  Geo Location Type = [000, 001, Geo FCH Information: 5
=[0] 010, 011] Location Bit-Exact Length — Fill Bits
Included =[000to 111]
=[0,1]
(MSB) 6
FCH Information Content
= <any value>
Seventh  Sixth Fill  Fifth Fill Fourth Third Second First Fill k
Fill Bit—  Bit—if Bit—if Fill Bit— FillBit— FillBit—  Bit—if
if needed needed needed ifneeded ifneeded if needed needed
=[0 (f =[0 (f =[0 (f =[0 (f =[0 (f =[0 (f =[0 (f
usedasa wusedasa wusedasa usedasa usedasa usedasa usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
DCCH Information: Bit-Exact Length — Octet Count k+1
=[00H to FFH]
LS B) 6
DCCH Information Content
___________________________________________ =<anyvalue> .
Seventh  Sixth Fill  Fifth Fill Fourth Third Second First Fill M
Fill Bit—  Bit—if Bit—if FillBit— Fill Bit— Fill Bit— Bit —if
ifneeded  needed needed ifneeded ifneeded ifneeded needed
=10 (if =10 (if =10 (if =10 (if =10 (if =10 (if =10 (if
usedasa usedasa usedasa wusedasa wusedasa wusedasa usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
=  Protocol Revision: Al Element Identifier = [3BH] 1
Length = [01H] 2
PREV_IN USE =[01H-08H]
Section 4
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When the User Zone Reject message is sent as a DTAP message, the following format applies.

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = [07H] 3
Reserved = [0000] =  Protocol Discriminator = [0101] 1
=  Reserved - Octet = [00H] 1
=>  Message Type = [0BH] 1
=  User Zone ID: Al Element Identifier = [02H] 1
Length = [02H] 2
(MSB) UZID = <any value> 3
""""""""""""""""""""""""""""""""""""""""""""""""""""""""" LsB) | 4

4.4 Handoff Message Formats

Within this section where a Cell Identifier List element is contained in a handoff message, care
shall be taken in selection of the type of Cell Identifier Discriminator used. Only one discriminator
type can be used in a single occurrence of the Cell Identifier List element, and all cells appearing
in the list shall follow that format. For details see Sections 5.2.18, “Cell Identifier List” and 5.2.17,
“Cell Identifier.”
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4.41 Handoff Required

This BSMAP message is sent from the BS to the MSC to indicate that for a given MS which
already has a dedicated radio resource assigned, a handoff is required for the reason given by the

cause element.

Information Element Section Element Type
Reference Direction

Message Type 5.2.4 BS -> MSC M

Cause 5.2.16 BS ->MSC Mm?

Cell Identifier List (Target) 5.2.18 BS ->MSC M°

Classmark Information Type 2 5.2.12 BS ->MSC |O&hd R
Response Request 5.2.28 BS->MSC |[O R
Encryption Information 5.2.10 BS->MSC |[0O¢ R
1S-95 Channel Identity 5.2.9 BS ->MSC [ Q%' C
Mobile Identity (ESN) 5.2.13 BS->MSC |[Of R
Downlink Radio Environment 5.2.22 BS->MSC |[O%* C
Service Option 5.2.53 BS ->MSC |O" C
CDMA Serving One Way Delay 5.2.61 BS->MSC |O* C
15-95 MS Measured Channel Identity 5.2.29 BS ->MSC |O** C
IS-2000 Channel Identity 5.2.27 BS ->MSC | O™™r C
Quality of Service Parameters 5.2.45 BS->MSC |[O' C
1S-2000 Mobile Capabilities 5.2.57 BS->MSC |0 C
1S-2000 Service Configuration Record 5.2.55 BS ->MSC |O* C
Serving PDSN IP Address 5.2.24 BS ->MSC |O" C
Protocol Type 5.2.58 BS>MSC |O" C
Source RNC to Target RNC Transparent Container 5.2.75 BS >MSC |O° C
Slot Cycle Index 5.2.14 BS ->MSC | O° C
Access Network Identifiers 5.2.74 BS->MSC o' C
Service Option List 5.2.78 BS >MSC | O C
IS-2000 Channel Identity 3X 5.2.23 BS ->MSC | O"""P C
Anchor PDSN IP Address 5.2.83 BS->MSC o* C

a. Allowable cause values are: Interference; Better cell (i.e., Power budget).
Timer expiration; Time Critical Relocation/Handoff; OAM&P intervention;

Network optimization.

b. This element contains the preferred list of target cells in order of predicted

best performance.

c. This element indicates the signaling modes and band classes the mobile is
capable of operating in. If an MS is capable of multiple band classes, this shall
be indicated in the band class entry field as shown in section 5.2.12.

d. Conveys current Voice/Data Privacy and Signaling Message Encryption
modes, as well as the Voice/Data Privacy and Signaling Message Encryption

Keys, if applicable.
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41
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45
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47
48
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Specifies current TIA/EIA/IS-95-B channel for CDMA to CDMA handoff
requests only. This element shall contain only a single instance of octets 4 to 7
when sent by an entity compliant with this version of the standard. For
backward compatibility with older IOS versions, an entity compliant with this
version of the standard shall be prepared to receive multiple instances of
octets 4 to 7, but may ignore all additional instances, since the ARFCN value
is already contained in the first instance. This element is not present if the /S-
2000 Channel Identity element is present.

This element is required for 7I4/EIA/IS-95-B and TIA/EIA/IS-2000 handoff
and must contain the mobile’s ESN, so that the target BS can calculate the
Public Long Code Mask.

This element provides information for each cell in the Cell Identifier List
element.

The fields in octets 4 and 5 shall be coded as shown in the bitmap below. The
MSC shall ignore all fields except IS-95, Slotted, and Mobile Term.

These elements are not required for a CDMA to AMPS handoff.

This element specifies the target IS-95 Channel for CDMA to CDMA Hard
Handoff based on the MS measurement. It is required if the value is provided
by the MS.

This element specifies the 1S-2000 physical channel(s) for CDMA to CDMA
hard handoff requests only. This element is not present if the /5-95 Channel
Identity element or the IS-2000 Channel Identity 3X element is present.

This element is only used for packet data calls. In this version of this standard,
this element is used to carry the current non-assured mode priority of the
packet data session.

This element is only used for packet data calls in case of an Inter-PCF hard
handoff. It carries the IP Address of the PDSN currently connected to the
PCF.

This element is only used for packet data calls in case of an Inter-PCF hard
handoff. It identifies the Link Layer protocol used at the Mobile Station and at
the PDSN.

This element is only used when the target BS is operating in DS-41 mode.

This element is used for 3X systems. It is not present if either the IS-2000
Channel Identity of I§-95 Channel Identity elements are present.

When all target BSs indicated in this message (Cell Identifier List (Target))
are operating in DS-41 mode, only the following fields in the Classmark Type
2 Information element shall be considered valid: Mobile P REV,
NAR_AN _CAP, Mobile Term, PSI (PACA Supported Indicator), SCM
Length, Count of Band Class Entries, Band Class Entry Length, Band Class n,
Band Class n Air Interfaces Supported, Band Class n MS Protocol Level

When at least one target BS indicated in this message (Cell Identifier List
(Target)) is operating in MC-41 mode, footnote 'h' applies. It is the
responsibility of a source BS operating in DS-41 mode to properly populate
all necessary fields in this element.

These elements shall not be included when the source BS and MS are
operating in DS-41 mode.

These elements shall be included by the DS-41 source BS when the target BS
will be operating in MC-41 mode.
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t. This element is only used for packet data calls. The Access Network

Identifiers are those of the source PCF.

u. This element is being kept in this revision of this standard for backward
compatibility with IOS versions less than 3GPP2 A.S0001-A. This element is

not present if the Service Option List element is present.

v. This element specifies the information of the current service option
connections. This element is not present if the Service Option element is

present.

w. Hard handoff of the Supplemental Channel is not supported in this version of
the standard. Allowed values for the Physical Channel Type in the IS-2000
Channel Identity IE are: Fundamental Channel or Dedicated Control Channel.

x. This is the IP address of the serving PDSNon which PDSN-PDSN (P-P)
interface is present. This element is present only if fast handoff is supported.

The following table shows the bitmap layout for the Handoff Required message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type =[11H] 1
=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext = [0] Cause Value = 3
[ 07H (OAM&P intervention),
ODH (Timer expiration),
OEH (Better cell),
OFH (Interference),
17H (Time critical relocation/handoff),
18H (Network optimization)]
=  Cell Identifier List (Target): Al Element Identifier = [1AH] 1
Length = <variable> 2
Cell Identification Discriminator = [02H,07H]
IF (Discriminator = 02H), Cell Identification {1+:
(MSB) | Cell = [001H-FFFH] j
| @wsB) | Sector = [0H-FH] (OH = Omni) i+
} OR IF (Discriminator = 07H), Cell Identification {1+:
(MSB) | i
MSCID = <any value> jtl
| (LsB) 2
(MSB) | Cell = [001H-FFFH] +3
(LSB) | Sector = [0H-FH] (OH = Omni) +4
} Cell Identification

-- Continued on next page --
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-- Continued from previous page --

=>  Classmark Information Type 2: Al Element Identifier = [12H]

Length = <variable> 2
Mobile P_REV Reserved | See List RF Power Capability = [000]
=[000 - 111] =1[0] of (Class 1, vehicle & portable)
Entries =
[0, 1]
Reserved = [00H] 4
NAR IS-95 Slotted Reserved = [00] DTX Mobile | TIA/EIA-
AN_ | =11 | =[0.1] —[o,1] | Term 333
CAP =10,1] =10,1]
=[0,1]
Reserved = [00H] 6
Reserved = [0000 00] Mobile PSI 7
Term = [0,1]
=[0,1]
SCM Length = [01H] 8
Station Class Mark = [00H — FFH] 8
Count of Band Class Entries = [01H-20H] 9
Band Class Entry Length = [03H] 11
Mobile Band Class Capability Entry {1+:
Reserved = [000] Band Class n =[00000-11111] k
Band Class n Air Interfaces Supported = [00H-FFH] k+1
Band Class n MS Protocol Level = [00H-FFH] k+2

} Mobile Band Class Capability Entry

=

Response Request: Al Element Identifier = [1BH]

Section 4

-- Continued on next page --
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-- Continued from previous page --

=  Encryption Information: Al Element Identifier = [0AH] 1
Length = <variable> 2
Encryption Info {0..4:
IF (Encryption Parameter ldentifier = 00001, 00101, or 00110) {1:
ext=[1] Encryption Parameter Identifier = Status Available j
[00001 (SME), =10,1] =10,1]
00101 (Datakey (ORYX)),
00110 (Initial RAND)]
Encryption Parameter Length = <variable> j+l
(MSB) | +2
Encryption Parameter value = <any value>
| (LsB) k
} OR IF (Encryption Parameter Identifier = 00100) {1:
ext=[1] Encryption Parameter Identifier = [00100] Status Available m
(Private Longcode) =[0,1] =[0,1]
Encryption Parameter Length = [06H] m+1
Unused = [000000] (MSB) m+2
m+3
Encryption Parameter value = <any value> m+4
m+5
m+6
| (LsB) m+7
} Encryption Parameter Identifier
} Encryption Info
-- Continued on next page --
Section 4 150




A.S0014-0v1.0

-- Continued from previous page --
= IS-95 Channel Identity: A1l Element Identifier = [22H] 1
Length = <variable> (see footnote e above) 2
Hard Number of Channels to Add = Frame Offset = [0H-FH] 3
Handoff = [001]
(1]
(see footnote e above) {1+:
Walsh Code Channel Index = <any value> (Ignored) k
Pilot PN Code (low part) = <any value> (Ignored) k+1
Pilot PN Power Freq. Reserved = [00] ARFCN (high part) k+2
que Combined| included = [000-111]
(high 1 —jo; | =1
part)
= <any
value>
(Ignored)
ARFCN (low part) = [00H-FFH] k+3
J( see footnote e above)
=  Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2
Identity Digit 1 =[0000] Odd/even Type of Identity
Indicator = [101] (ESN)
=[0]
(MSB) | 4
ESN = <any value> 5
6
| wsB) 7
-- Continued on next page --
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-- Continued from previous page --

=  Downlink Radio Environment: Al Element Identifier = [29H] 1
Length = <variable> 2
Number of Cells = <variable> 3
Cell Identification Discriminator = [02H,07H] 4
Downlink Radio Environment {1+:
IF (Discriminator = 02H), Cell Identification {1
(MSB) | Cell = [001H-FFFH] j
(LSB) | Sector = [OH-FH] (0H = Omni) i+
} OR IF (Discriminator = 07H), Cell Identification {1:
(MSB) | j
MSCID = <any value> jtl
| wsB) 2
(MSB) ‘ Cell = [001H-FFFH] j+3
(LSB) | Sector = [0H-FH] (OH = Omni) +4
} Cell Identification
Reserved = [00] Downlink Signal Strength Raw = [000000-111111] k
(MSB) ‘ CDMA Target One Way Delay = [0000H-FFFFH] (x100ns) k+1
| (LsB) k+2

} Downlink Radio Environment

-- Continued on next page --
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-- Continued from previous page --

=

Service Option: Al Element Identifier = [03H]

(MSB)

Service Option

=[8000H (13K speech),

0011H (13K high rate voice service),
0003H (EVRC),

801FH (13K Markov),

0009H (13K Loopback),

0004H (Async Data Rate Set 1),
0005H (G3 Fax Rate Set 1),

000CH (Async Data Rate Set 2),
000DH (G3 Fax Rate Set 2),

0006H (SMS Rate Set 1),

000EH (SMS Rate Set 2)

0021H (3G High Speed Packet Data),
0012H (OTAPA Rate Set 1),

0013H (OTAPA Rate Set 2),

0025H (ISDN Interworking Service),
0022H (Test Data),

0036H (IS-2000 Markov),

0037H (IS-2000 Loopback) ]

(LSB)

-- Continued on next page --
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-- Continued from previous page --

=>  CDMA Serving One Way Delay: Al Element Identifier = [0CH]

Length = [06H, 09H] 2
Cell Identification Discriminator = [02H,07H]
IF (Discriminator = 02H), Cell Identification {1:
(MSB) | Cell = [001H-FFFH] ]
| wsB) | Sector = [0H-FH] (OH = Omni) i+
} OR IF (Discriminator = 07H), Cell Identification {1:
(MSB) | ]
MSCID = <any value> j+l
| (LsB) 2
(MSB) | Cell = [001H-FFFH] +3
(LSB) | Sector = [OH-FH] (0H = Omni) +4
} Cell Identification
(MSB) ‘ CDMA Serving One Way Delay = [0000H-FFFFH] k
| (LsB) K+
Reserved = [0000 00] Resolution = [00, 01, k+2
10]
(MSB) ‘ CDMA Serving One Way Delay Time Stamp = [00 00H — FF FFH] k+3
| (LsB) k+4
=  I5-95 MS Measured Channel Identity: = Al Element Identifier = [64H] 1
Length = [02H] 2
Band Class = [00000 — 11111] ARFCN (high part)
=[000-111]
ARFCN (low part) = [00H — FFH] 4
-- Continued on next page --
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-- Continued from previous page --
=  15-2000 Channel Identity: A1l Element Identifier = [09H] 1
Length = <variable> 2
OTD= Physical Channel Count = Frame Offset = [0H-FH]
[0] [001, 010]
(Ignored)
The following 6 octets are repeated once for each physical channel {1..2:
Physical Channel Type = n
[ 01H (Fundamental Channel — FCH — 15-2000),
02H (Dedicated Control Channel — DCCH — IS-2000)]
Reserved Pilot Gating Rate QOF Mask Walsh Code Channel Index (high n+1
=[0] =[00, 01, 10] = <any value> part) = <any value> (Ignored)
(ignored)
Walsh Code Channel Index (low part) = <any value> (Ignored) n+2
Pilot PN Code (low part) = <any value> (Ignored) n+3
Pilot PN Reserved = [00] Power Freq. ARFCN (high part) n+4
C(?de Combined | included = [000-111]
(high = [0] )
part)
= <any
value>
(Ignored)
ARFCN (low part) = [00H-FFH] nt+5
} Channel Information
=  Quality of Service Parameters: Al Element Identifier = [07H] 1
Length = [01H] 2
Reserved = [0000] Non-Assured Mode Packet Priority = 3
[0000 —1101]
-- Continued on next page --
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-- Continued from previous page --
=  I5-2000 Mobile Capabilities: A1l Element Identifier = [11H] 1
Length = <variable> 2
Reserved ERAM DCCH FCH OTD Enhanced QPCH 3
=[00] Supported Supported Supported| Supported] RC CFG | Supported
=[0,1] =[0,1] =[0,1] =[0,1] | Supported | =[0,1]
=[0,1]
FCH Information: Bit-Exact Length — Octet Count 4
= [00H to FFH]
Reserved Geo Location Type = <any Geo FCH Information: 5
=[0] value> (Ignored) Location Bit-Exact Length — Fill Bits
Included =[000to 111]
= <any
value>
(Ignored)
(MSB) 6
FCH Information Content v
= <any value>
Seventh Sixth Fifth Fill Fourth Third Fill Second First Fill k
Fill Bit— | Fill Bit— | Bit—if | Fill Bit— Bit —if Fill Bit— | Bit—if
ifneeded | ifneeded | needed if needed needed ifneeded | needed
=10 (f =10 (if =10 (if =10 (if =10 (if =10 (if =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
DCCH Information: Bit-Exact Length — Octet Count k+1
=[00H to FFH]
Reserved DCCH Information: k+2
=1[0000 0] Bit-Exact Length — Fill Bits
=[000to 111]
(MSB) | k+3
DCCH Information Content v
= <any value>
Seventh Sixth Fifth Fill Fourth Third Fill Second First Fill m
Fill Bit— | Fill Bit— | Bit—if | Fill Bit— Bit —if Fill Bit— | Bit—if
if needed | if needed | needed if needed needed if needed needed
=[0 (f =[0 (f =[0 (f =[0 (f =[0 (f =[0 (f =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
-- Continued on next page --
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-- Continued from previous page --

=  15-2000 Service Configuration Record: A1l Element Identifier = [0EH] 1
Bit-Exact Length — Octet Count = <variable> 2
Reserved Bit-Exact Length — Fill Bits 3
=[00000 ] =[000-111]
(MSB) | 4
1S5-2000 Service Configuration Record Content = <any value> v
Seventh | Sixth Fill | Fifth Fill Fourth Third Second First Fill k
Fill Bit— | Bit—if Bit—if | FillBit— | Fill Bit— | Fill Bit— | Bit—if
ifneeded | needed needed | ifneeded | ifneeded | ifneeded | needed
= [0 (if =[0 (if = [0 (if = [0 (if = [0 (if = [0 (if = [0 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
=  Serving PDSN IP Address: Al Element Identifier = [14H] 1
Length = [04H] 2
(MSB) | 3
Serving PDSN IP Address = <any value> 4
5
| (LsB) 6
=  Protocol Type: Al Element Identifier = [18H] 1
Length = [02H] 2
(MSB) Protocol Type = [88 OBH, 88 81H] 3
(PPP, Unstructured Byte Stream)
| (LsB) 4
=  Source RNC to Target RNC Transparent Container:
Al Element Identifier = [39H]
Length = [01H — FFH] 2
(MSB) |
Container = <any value> ..
(LSB) k
=  Slot Cycle Index: A1l Element Identifier = [35H] 1
Reserved = [00000] Slot Cycle Index = [000-111] 2
=>Access Network Identifiers: A1 Element Identifier = [20H]
Length = [05H]
Rese[r(')\ied (MSB) SID = <any value> 3
| LsB) 4
(MSB) ‘ NID = <any value> 5
| (LsB) 6
PZID = <any value> 7
-- Continued on next page --
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-- Continued from previous page --

=  Service Option List: A1l Element Identifier = [2AH]

Length = <variable>

Number of Service Options = [01H-02H]

Service Option Connection {1..2:

Reserved = [0000 0] Service Option
Connection Identifier =
[001 - 110]

(MSB) ‘ Service Option

i+1

= [8000H (13K speech), (LSB)
0011H (13K high rate voice service),
0003H (EVRC),
801FH (13K Markov),
0009H (13K Loopback),
0004H (Async Data Rate Set 1),
0005H (G3 Fax Rate Set 1),
000CH (Async Data Rate Set 2),
000DH (G3 Fax Rate Set 2),
0006H (SMS Rate Set 1),
000EH (SMS Rate Set 2)
0021H (3G High Speed Packet Data),
0012H (OTAPA Rate Set 1),
0013H (OTAPA Rate Set 2),
0022H (Test Data),
0036H (IS-2000 Markov),
0037H (IS-2000 Loopback) |

it2

} Service Option Connection

=  IS-2000 Channel Identity 3X: A1l Element Identifier = [27H]

Length = <variable>

OTD= Physical Channel Count = Frame Offset = [OH-FH]
[0] [001, 010]
(Ignored)

-- Continued on next page --
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-- Continued from previous page --

The following 10 octets are repeated once for each physical channel {1..2:

Physical Channel Type = n
[ 01H (Fundamental Channel — FCH — 1S5-2000),
02H (Dedicated Control Channel — DCCH — IS-2000)]
Reserved Pilot Gating Rate QOF Mask Walsh Code Channel Index (high nt+l
=[0] =100, 01, 10] = <any value> part) = <any value> (Ignored)
(ignored)
Walsh Code Channel Index (low part) = <any value> (Ignored) n+2
Pilot PN Code (low part) = <any value> (Ignored) n+3
Pilot PN Reserved = [00] Power Freq. ARFCN (high part) n+4
Code Combined | included =[000-111]
(high =[0] =[1]
part)
= <any
value>
(Ignored)
ARFCN (low part) = [00H-FFH] n+5
Reserved = [000] Lower QOF Mask Lower Walsh Code Channel n+6
= <any value> Index (high part) = <any
(ignored) value>(Ignored)
Lower Walsh Code Channel Index (low part) = <any value> (Ignored) n+7
Reserved = [000] Upper QOF Mask Upper Walsh Code Channel n+8
= <any value> Index (high part) = <any
(ignored) value>(Ignored)
Upper Walsh Code Channel Index (low part) = <any value> (Ignored) nt9
} Channel Information
=  Anchor PDSN IP Address: Al Element Identifier = [30H] 1
Length = [04H] 2
MSB | 3
Anchor PDSN IP Address = <any value> 4
5
LSB 6
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4.4.2 Handoff Request

The BSMAP Handoff Request message is sent from the MSC to the BS to indicate that a mobile is

to be handed off to that BS.

Information Element Section Element Type
Reference Direction

Message Type 5.2.4 MSC -> BS M
Channel Type 5.2.5 MSC ->BS M?
Encryption Information 5.2.10 MSC -> BS M°
Classmark Information Type 2 5.2.12 MSC -> BS M*P
Cell Identifier List (Target) 5.2.18 MSC -> BS M
Circuit Identity Code Extension 5.2.20 MSC -> BS O° C
1S-95 Channel Identity 529 MSC -> BS o™ C
Mobile Identity (IMSI) 5.2.13 MSC -> BS o# R
Mobile Identity (ESN) 5.2.13 MSC -> BS o# R
Downlink Radio Environment 5.2.22 MSC -> BS obr R
Service Option 5.2.53 MSC -> BS o C
CDMA Serving One Way Delay 5.2.61 MSC -> BS o R
1S8-95 MS Measured Channel Identity 5.2.29 MSC -> BS o C
1S8-2000 Channel Identity 5.2.27 MSC -> BS o C
Quality of Service Parameters 5.2.45 MSC -> BS o* C
1S-2000 Mobile Capabilities 5.2.57 MSC -> BS o' C
1S8-2000 Service Configuration Record 5.2.55 MSC -> BS o’ C
Serving PDSN IP Address 5.2.24 MSC -> BS o" C
Protocol Type 5.2.58 MSC ->BS o" C
Source RNC to Target RNC Transparent Container 5.2.75 MSC -> BS o C
Slot Cycle Index 5.2.14 BS -> MSC o’ C
Access Network Identifiers 5.2.74 MSC->BS 0° C
Service Option List 5.2.78 MSC ->BS (o) C
IS-2000 Channel Identity 3X 5.2.23 MSC ->BS o C
Anchor PDSN IP Address 5.2.83 MSC->BS o* C

a. Channel Type is being included for historical reasons and is hard coded as
shown. The BS should examine the Service Option element instead.

b. Conveys current Voice/Data Privacy Signaling Message Encryption mode, as
well as the Voice/Data Privacy and/or Signaling Message Encryption Keys, if

applicable.

Whatever encryption information is received from the source BS on the
Handoff Required message is sent to the target BS on the Handoff Request

message.

c. This element provides the signaling types and band classes that the mobile is
permitted to use. More than one is permitted. If an MS is capable of multiple
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band classes, this shall be indicated in the band class entry field as shown in
section 5.2.12.

If more than one cell is specified, then they shall be in order of selection
preference. Only discriminator types ‘0000 0010° and ‘0000 0111° are used.

This element contains the full-rate circuit identifier allocated by the MSC.

In the case of hard handoff for an async data/fax call, this element indicates
the Circuit Identity Code of the circuit to be connected to the target BS to
support the AS connection to the IWF.

In the case of hard handoff for a voice call, this element indicates the Circuit
Identity Code of the circuit to be connected to the Target BS to support the A2
connection.

In the case of hard handoff for a packet data call, SMS delivery on a traffic
channel (SMS service option in use), or OTAPA delivery on a traffic channel,
this element shall not be included.

Specifies current TIA/EIA/IS-95-B channel for CDMA to CDMA handoff
requests only. This element shall contain only a single instance of octets 4 to 7
when sent by an entity compliant with this version of the standard. For
backward compatibility with older IOS versions, an entity compliant with this
version of the standard shall be prepared to receive multiple instances of
octets 4 to 7, but may ignore all additional instances, since the ARFCN value
is already contained in the first instance. This element is not present if the /S-
2000 Channel Identity element is present.

This element is required for CDMA to CDMA handoffs. The first instance
shall contain the IMSI, and the second shall contain the mobile's ESN, so that
the target BS can calculate the Public Long Code Mask.

This element provides information for each cell in the Cell Identifier List
(target) element.

If the 1S-95 MS Measured Channel Identity element was included in the
Handoff Required message, this element is required in this message.

This element specifies the 1S-2000 physical channel(s) for CDMA to CDMA
hard handoff requests only. This element is not present if the IS-95 Channel
Identity element or the IS-2000 Channel Identity 3X element is present.

This element is only used for packet data calls. In this version of this standard,
this element is used to carry the current non-assured mode priority of the
packet data session.

Not applicable.

This element is only used for packet data calls in case of an Inter-PCF hard
handoff. It carries the IP Address of the PDSN currently connected to the
PCF.

This element is only used for packet data calls in case of an Inter-PCF hard
handoff. It identifies the Link Layer protocol used at the Mobile Node and at
the PDSN.

This element is only used for packet data calls. The Access Network
Identifiers are those of the source PCF.

When all target BSs indicated in this message (Cell Identifier List (Target))
are operating in DS-41 mode, only the following fields in the Classmark Type
2 Information element shall be considered wvalid: Mobile P REV,
NAR_AN _CAP, Mobile Term, PSI (PACA Supported Indicator), SCM
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Length, Count of Band Class Entries, Band Class Entry Length, Band Class n,
Band Class n Air Interfaces Supported, Band Class n MS Protocol Level.

When at least one target BS indicated in this message (Cell Identifier List
(Target)) is operating in MC-41 mode, all fields of this element shall be
considered as valid. It is the responsibility of a source BS operating in DS-41
mode to properly complete all necessary fields in this element.

These elements shall not be included when the source BS and MS are
operating in DS-41 mode.

These elements shall be included by the DS-41 source BS when the target BS
will be operating in MC-41 mode.

This element is only used when the target BS is operating in DS-41 mode.
This element is included for CDMA to CDMA handoffs.

This element is being kept in this revision of this standard for backward
compatibility with IOS version less than V4.1. This element is not present if
the Service Option List element is present.

This element specifies the information of the current service option
connections. This element is not present if the Service Option element is
present.

This element specifies the 1S-2000 physical channel(s) for CDMA to CDMA
hard handoff requests in a 3X system only. This element is not present if the
IS-95 Channel Identity element or the /S-2000 Channel Identity element is
present.

This is the IP address of serving PDSN for the interface on which P-P is
present. This element is present only if fast handoff is supported.
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The following table shows the bitmap layout for the Handoff Request message.

7 | 6 | s 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [10H] 1
=  Channel Type: Al Element Identifier = [0BH] 1
Length = [03H] 2
Speech or Data Indicator =[01H] (speech) 3
Channel Rate and Type = [08H] (Full Rate) 4
Speech Encoding Algorithm/data rate + Transparency Indicator = 5
[05H (13 kb/s vocoder - speech),
]
=  Encryption Information: Al Element Identifier = [0AH] 1
Length = <variable> 2
Encryption Info {0..4:
IF (Encryption Parameter Identifier = 00001, 00101, or 00110) {1:
ext=[1] Encryption Parameter Identifier = Status Available ]
[00001] (SME), =10,1] =1[0]
00101 (Datakey (ORYX)),
00110 (Initial RAND)]
Encryption Parameter Length = <variable> jtl
(MSB) | +2
Encryption Parameter value = <any value> ..
| @wsB) k
} OR IF (Encryption Parameter Identifier = 00100) {I1:
ext=[1] Encryption Parameter Identifier = [00100] Status Available m
(Private Longcode) =1[0,1] =[0]
Encryption Parameter Length = [06H] m+1
Unused = [000000] (MSB) m+2
m+3
Encryption Parameter value = <any value> m+4
m+5
m+6
| (@wsB) m+7

} Encryption Parameter Identifier
} Encryption Info

-- Continued on next page -- ‘
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-- Continued from previous page --

= Classmark Information Type 2: Al Element Identifier = [12H] 1
Length = <variable> 2
Mobile P REV Reserved | See List RF Power Capability = [000]
=[000 - 111] =[0] of (Class 1, vehicle & portable)
Entries =
[0, 1]
Reserved = [00H] 4
NAR IS-95 Slotted Reserved = [00] DTX Mobile | TIA/EIA-
AN_ | =11 | =00 —[o,1] | Term 353
CAP =11 | =[0.1]
=[0,1]
Reserved = [00H] 6
Reserved = [0000 00] Mobile PSI
Term = [0,1]
=[0,1]
SCM Length =[01H]
Station Class Mark = [00H — FFH] 9
Count of Band Class Entries = [01H-20H] 10
Band Class Entry Length = [03H] 11
Mobile Band Class Capability Entry {1+:
Reserved = [000] Band Class n=[00000-11111] k
Band Class n Air Interfaces Supported = [00H-FFH] k+1
Band Class n MS Protocol Level = [00H-FFH] k+2
} Mobile Band Class Capability Entry
-- Continued on next page --
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-- Continued from previous page --
= Cell Identifier List (Target): Al Element Identifier = [1AH] 1
Length = <variable> 2
Cell Identification Discriminator = [ 02H, 07H]
IF (Discriminator = 02H), Cell Identification {1+:
(MSB) | Cell = [001H-FFFH] ]
| @wsB) | Sector = [0H-FH] (OH = Omni) i+
} OR IF (Discriminator = 07H), Cell Identification {1+:
(MSB) | ]
MSCID = <any value> jtl
| (wLsB) 2
(MSB) | Cell = [001H-FFFH] +3
(LSB) Sector = [0H-FH] (OH = Omni) j+4
} Cell Identification
=  Circuit Identity Code Extension: Al Element Identifier = [24H] 1
Length = [03H] 2
(MSB) PCM Multiplexer = <any value> 3
| @sB) | Timeslot = [00000-11111] 4
Reserved = [0H] ‘ Circuit Mode = [0H] (Full-rate) 5
=  15-95 Channel Identity: Al Element Identifier = [22H] 1
Length = <variable> (see footnote e above) 2
Hard Number of Channels to Add = Frame Offset = [OH-FH]
Handoff = [001]
(1]
(see footnote e above) {1+:
Walsh Code Channel Index = <any value> (Ignored) n
Pilot PN Code (low part) = <any value> (Ignored) n+1
Pilot PN Power Freq. Reserved = [00] ARFCN (high part) n+2
C(?de Combined| included = [000-111]
(high = [0] =11
part)
= <any
value>
(Ignored)
ARFCN (low part) = [00H-FFH] n+3
J( see footnote e above)
-- Continued on next page --
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-- Continued from previous page --

=  Mobile Identity (IMSI): Al Element Identifier = [0DH]

Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0OH-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+l
=  Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2
Identity Digit 1 = [0000] Odd/even Type of Identity
Indicator = [101] (ESN)
= [0]
(MSB) 4
ESN = <any value> 5
6
(LSB) 7
=  Downlink Radio Environment: Al Element Identifier = [29H] 1
Length = <variable> 2
Number of Cells = <variable> 3
Cell Identification Discriminator = [ 02H, 07H] 4
Downlink Radio Environment {1+:
IF (Discriminator = 02H), Cell Identification {1:
(MSB) | Cell = [001H-FFFH] ]
(LSB) | Sector = [0H-FH] (OH = Omni) +1
} OR IF (Discriminator = 07H), Cell Identification {1:
(MSB) | j
MSCID = <any value> jtl
(LSB) j+2
(MSB) ‘ Cell = [001H-FFFH] j+3
(LSB) | Sector = [0H-FH] (OH = Omni) +4

} Cell Identification

-- Continued on next page --
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-- Continued from previous page --

Reserved = [00]

Downlink Signal Strength Raw = [000000-111111]

(MSB)

CDMA Target One Way Delay = [0000H-FFFFH] (x100ns)

k+1

(LSB)

k+2

} Downlink Radio Environment

=

Service Option: Al Element Identifier = [03H]

(MSB) |

Service Option

=[8000H (13K speech),

0011H (13K high rate voice service),
0003H (EVRC),

0004H (Async Data Rate Set 1),
0005H (G3 Fax Rate Set 1),

000CH (Async Data Rate Set 2),
000DH (G3 Fax Rate Set 2),

0006H (SMS Rate Set 1),

000EH (SMS Rate Set 2)

0021H (3G High Speed Packet Data),
0012H (OTAPA Rate Set 1),

0013H (OTAPA Rate Set 2),

0016H (2G High Speed Packet Data),
0017H (2G High Speed Packet Data),
0018H (2G High Speed Packet Data),
0019H (2G High Speed Packet Data),
0025H (ISDN Interworking Service) |

(LSB)

-- Continued on next page --

Section 4

167




A.S0014-0v1.0

-- Continued from previous page --

=  CDMA Serving One Way Delay: Al Element Identifier = [0CH]

Length = [06H,09H] 2
Cell Identification Discriminator = [02H,07H]
IF (Discriminator = 02H), Cell Identification {1:
(MSB) | Cell = [001H-FFFH] ]
| wsB) | Sector = [0H-FH] (OH = Omni) i+
} OR IF (Discriminator = 07H), Cell Identification {1:
(MSB) | ]
MSCID = <any value> jtl
| (wLsB) 2
(MSB) | Cell = [001H-FFFH] +3
(LSB) | Sector = [OH-FH] (0H = Omni) +4
} Cell Identification
(MSB) ‘ CDMA Serving One Way Delay = [0000H-FFFFH] k
(LSB) k+1
Reserved = [0000 00] Resolution = [00, 01, k+2
10]
=  15-95 MS Measured Channel Identity: = Al Element Identifier = [64H] 1
Length = [02H] 2
Band Class = [00000 — 11111] ARFCN (high part) 3
=[000-111]
ARFCN (low part) = [00H — FFH] 4
=  15-2000 Channel Identity: Al Element Identifier = [09H] 1
Length = <variable> 2
OTD = Physical Channel Count = Frame Offset = [OH-FH] 3
[0] [001, 010]
(Ignored)
-- Continued on next page --
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-- Continued from previous page --

The following 6 octets are repeated once for each physical channel {1..2:

Physical Channel Type = n
[ 01H (Fundamental Channel — FCH — 1S-2000),
02H (Dedicated Control Channel — DCCH — IS-2000)]]

Reserved Pilot Gating Rate QOF Mask Walsh Code Channel Index (high ntl
=[0] =[00, 01, 10] = <any value> part) = <any value>Ignored)
(ignored)
Walsh Code Channel Index (low part) = <any value> (Ignored) n+2
Pilot PN Code (low part) = <any value> (Ignored) n+3
Pilot PN Reserved = [00] Power Freq. ARFCN (high part) n+4
que Combined | included = [000-111]
(high =[0] =[1]
part)
= <any
value>
(Ignored)
ARFCN (low part) = [00H-FFH] nt5
} Channel Information
=  Quality of Service Parameters: Al Element Identifier = [07H] 1
Length = [01H] 2
Reserved = [0000] Non-Assured Mode Packet Priority = 3

[0000 — 1101]

-- Continued on next page --
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-- Continued from previous page --
=  IS-2000 Mobile Capabilities: Al Element Identifier = [11H] 1
Length = <variable> 2
Reserved ERAM DCCH FCH OTD Enhanced| QPCH
=[00] Supported = Supported| Supported| Supported | RC CFG | Supported
[0,1] =[0,1] =[0,1] =[0,1] | Supported| =[0,1]
=[0,1]
FCH Information: Bit-Exact Length — Octet Count 4
=[00H to FFH]
Reserved Geo Location Type = <any Geo FCH Information: 5
=[0] value> (Ignored) Location Bit-Exact Length — Fill Bits
Included =[000to 111]
= <any
value>
(Ignored)
(MSB) | 6
FCH Information Content v
= <any value>
Seventh | Sixth Fill | Fifth Fill | Fourth Fill | Third Fill | Second First Fill k
Fill Bit— | Bit—if Bit —if Bit —if Bit —if | Fill Bit — Bit —if
if needed needed needed needed needed if needed needed
=[0 (f =[0 (f =10 (if =[0 (f =10 (if =10 (if =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
DCCH Information: Bit-Exact Length — Octet Count k+1
=[00H to FFH]
Reserved DCCH Information: k+2
=[0000 0] Bit-Exact Length — Fill Bits
=[000to 111]
(MSB) | k+3
DCCH Information Content
= <any value>
Seventh | Sixth Fill | Fifth Fill Fourth Third Second First Fill m
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit — Bit —if
ifneeded | needed needed | ifneeded | ifneeded | if needed needed
=10 (if =10 (if =10 (if =10 (if =10 (if =10 (if =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
-- Continued on next page --
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-- Continued from previous page --

= IS-2000 Service Configuration Record: Al Element Identifier = [0EH] 1
Bit-Exact Length — Octet Count = <variable> 2
Reserved Bit-Exact Length — Fill Bits
=[00000 ] =[000-111]
(MSB) | 4
1S5-2000 Service Configuration Record Content = <any value> v
Seventh | Sixth Fill | Fifth Fill Fourth Third Second First Fill k
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— Bit —if
ifneeded | needed needed | ifneeded | ifneeded | if needed needed
= [0 (if = [0 (if = [0 (if = [0 (if = [0 (if = [0 (if = [0 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
= Serving PDSN IP Address: A1l Element Identifier = [14H] 1
Length = [04H] 2
(MSB) | 3
Serving PDSN IP Address = <any value> 4
5
| (wLsB) 6
=  Protocol Type: Al Element Identifier = [18H] 1
Length = [02H] 2
(MSB) Protocol Type = [88 OBH, 8881H] 3
(PPP, Unstructured Byte Stream)
| (LsB) 4
=  Source RNC to Target RNC Transparent Container: Al Element Identifier
= [39H]
Length = [01H — FFH] 2
(MSB) |
Container = <any value> ..
| (LSB) k
= Slot Cycle Index: Al Element Identifier = [35H] 1
Reserved = [00000] ‘ Slot Cycle Index = [000-111] 2
= Access Network Identifiers: Al Element Identifier = [20H] 1
Length = [05H] 2
Rese[laaed (MSB) SID = <any value> 3
| (wLsB) 4
(MSB) | NID = <any value> 5
| (LsB) 6
PZID = <any value> 7
-- Continued on next page --
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-- Continued from previous page --

= Service Option List: A1l Element Identifier = [2AH] 1

Length = <variable> 2

Number of Service Options = [01H-02H]

Service Option Connection {1..2:

Reserved = [0000 0] Service Option i
Connection Identifier =
[001 - 110]
(MSB) ‘ Service Option i+l
= [8000H (13K speech), (LSB) i+2
0011H (13K high rate voice service),
0003H (EVRC),
801FH (13K Markov),
0009H (13K Loopback),

0004H (Async Data Rate Set 1),
0005H (G3 Fax Rate Set 1),
000CH (Async Data Rate Set 2),
000DH (G3 Fax Rate Set 2),
0006H (SMS Rate Set 1),
000EH (SMS Rate Set 2)
0021H (3G High Speed Packet Data),
0012H (OTAPA Rate Set 1),
0013H (OTAPA Rate Set 2),
0022H (Test Data),

0036H (IS-2000 Markov),
0037H (IS-2000 Loopback) |

} Service Option Connection

=  IS-2000 Channel Identity 3X: A1l Element Identifier = [27H] 1
Length = <variable> 2
OTD = Physical Channel Count = Frame Offset = [OH-FH] 3
[0] [001, 010]
(Ignored)
-- Continued on next page --

Section 4 172




A.S0014-0v1.0

-- Continued from previous page --

The following 10 octets are repeated once for each physical channel {1..2:

Physical Channel Type = n
[ 01H (Fundamental Channel — FCH — 1S-2000),
02H (Dedicated Control Channel — DCCH — IS-2000)]]
Reserved =| Pilot Gating Rate QOF Mask Walsh Code Channel Index (high n+1
[0] =100, 01, 10] = <any value> part) = <any value> (Ignored)
(Ignored)
Walsh Code Channel Index (low part) = <any value> (Ignored) n+2
Pilot PN Code (low part) = <any value> (Ignored) n+3
Pilot PN Reserved = [00] Power ARFCN (high part) n+4
Code (high Combined = [000-111]
part) =[0]
= <any
value>
(Ignored)
ARFCN (low part) = [00H-FFH] nt5
Reserved = [000] Lower QOF Mask Lower Walsh Code Channel n+6
= <any value> Index (high part) = <any
(Ignored) value> (Ignored)
Lower Walsh Code Channel Index (low part) = <any value> (Ignored) n+7
Reserved = [000] Upper QOF Mask Upper Walsh Code Channel n+8
= <any value> Index (high part) = <any
(Ignored) value> (Ignored)
Upper Walsh Code Channel Index (low part) = <any value> (Ignored) n+9
} Channel Information
=  Anchor PDSN IP Address: Al Element Identifier = [30H] 1
Length = [04H] 2
MSB 3
Anchor PDSN IP Address = <any value> 4
5
LSB 6
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4.4.3 Handoff Request Acknowledge

This BSMAP message is sent from the BS to the MSC to indicate that a target channel has been
allocated for handoff as requested. This is in response to the Handoff Request message. This
message is only used for CDMA-CDMA hard handoff and hard handoff to or from DS-41

systems.
Information Element Section Element Type
Reference Direction
Message Type 52.4 BS -> MSC M
15-95 Channel Identity 5.2.9 BS -> MSC o? C
Cell Identifier List 5.2.18 BS -> MSC oP R
Extended Handoff Direction Parameters 5.2.60 BS -> MSC of C
Hard Handoff Parameters 5.2.51 BS ->MSC o'k C
1S8-2000 Channel Identity 5.2.27 BS ->MSC o°f C
1S8-2000 Service Configuration Record 5.2.55 BS -> MSC o C
1S-2000 Non-Negotiable Service Configuration 5.2.56 BS ->MSC ot C
Record
Target RNC to Source RNC Transparent Container 5.2.76 BS ->MSC o# C
Service Option List 5.2.78 BS -> MSC o" C
Cause 5.2.16 BS -> MSC o' C
IS-2000 Channel Identity 3X 5.2.23 BS -> MSC oV C
a. Included if the air interface channel allocated by the target is 7/4A/EIA/IS-95-B.
It lists each TIA/EIA/IS-95-B channel, one for each cell listed in the Cell
Identifier List, that has been allocated by the target BS. This element is not
present if the IS-2000 Channel Identity element is present.
b. The first cell in this cell identifier list element shall be treated as the
“designated cell” by the MSC. The cell identifier list consists of all cells setup
by the target BS.
c. Included if the air interface channel allocated by the target is TIA/EIA/IS-
2000. 1t lists the TIA/EIA/IS-2000 channel(s) for each cell listed in the Cell
Identifier List that have been allocated by the target BS. The total number
instances of octets n through n+5 is the Physical Channel Count multiplied by
the number of cells in the Cell Identifier List element. This version of the
standard allows for a maximum of six cells for each physical channel. This
element is not present if the 7/S-95 Channel Identity element or the 1S-2000
Channel Identity 3X element is present.
d. This element is included if the target BS wishes to indicate a desired
configuration different from that currently being used at the source BS.
e. This element contains the TIA/EIA/IS-2000 non-negotiable service

Section 4

configuration record to support the transport of information related to 7S-2000
logical to physical mapping (LPM) tables, and if needed, FPC power control
information. It is included if the target BS wishes to provide the source BS
with non-negotiable service configuration parameter values that may be sent
to the mobile station. It is up to the source BS to decide whether or not to
include the received non-negotiable service configuration record in the
Universal Handoff Direction Message / General Handoff Direction Message
sent to the mobile station.
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These elements shall only be included when the target BS will be operating in
MC-41 mode or in TIA/EIA/IS-95-B mode for this call.

This element is only included when the target RNC is operating in DS-41
mode.

This element is used when the partial successful service transfer condition
occurs. In this case, this element has only service option successfully
transferred.

This element is used to indicate the reason for the occurrence of the partial
successful service transfer condition. In this case, this element is associated
with the failed service option connection.

Included if the air interface channel allocated by the target is TIA/EIA/IS-2000
3X. It lists the TIA/EIA/IS-2000 channel(s) for each cell listed in the Cell
Identifier List that have been allocated by the target BS. The total number
instances of octets n through n+9 is the Physical Channel Count multiplied by
the number of cells in the Cell Identifier List element. This version of the
standard allows for a maximum of six cells for each physical channel. This
element is not present if the /S-95 Channel Identity element or the IS-2000
Channel Identity element is present.
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The following table shows the bitmap layout for the Handoff Request Acknowledge message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [12H] 1
=  15-95 Channel Identity: Al Element Identifier = [22H] 1
Length = <variable> 2
Hard Number of Channels to Add = Frame Offset = [0H-FH]
Han[G}(])ffz <any value> (Ignored)
The following 4 octets are repeated once for each entry in the Cell Identifier List {1..6
Walsh Code Channel Index = [00H-3FH] i
Pilot PN Code (low part) = [00H-FFH] i+1
Pilot PN Power Freq. Reserved = [00] ARFCN (high part) it2
que Combined| included = [000-111]
(high | —jo,17 | =1
part)
=[0,1]
ARFCN (low part) = [00H-FFH] i+3
/
=  Cell Identifier List: Al Element Identifier = [LAH] 1
Length = <variable> 2
Cell Identification Discriminator = [02H,07H]
IF (Discriminator = 02H) {1..6:
(MSB) | Cell = [001H-FFFH] ]
| wsB) | Sector = [0H-FH] (OH = Omni) i+
} OR IF (Discriminator = 07H), Cell Identification {1..6:
(MSB) | j
MSCID = <any value> jtl
| (LsB) 2
(MSB) ‘ Cell = [001H-FFFH] j+3
(LSB) | Sector = [0H-FH] (OH = Omni) +4
} Cell Identification
-- Continued on next page --
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-- Continued from previous page --
=  Extended Handoff Direction Parameters: Al Element Identifier = [10H] 1
Length = [09H] 2
Search Window A Size (Srch Win_A) = Search Window N Size (Srch. Win N) =
[0H-FH] [0H-FH]
Search Window R Size (Srch. Win_R) = Add Pilot Threshold (T_Add) high order 4
[OH-FH] =[0H-FH]
T Add (low order) Drop Pilot Threshold (T _Drop) = [000000-111111] 5
=[00-11]
Compare Threshold (T _Comp) Drop Timer Value (T_TDrop) 6
= [0H-FH] =[0H-FH]
Neighbor Max Age (Nghbor Max_ AGE) Reserved = [0000] 7
= [0H-FH]
Reserved = [00] SOFT_SLOPE =[00 0000 - 11 1111] 8
Reserved = [00] ADD _ INTERCEPT =[00 0000 - 11 1111] 9
Reserved = [00] DROP_INTERCEPT =[00 0000 - 11 1111] 10
Target BSP_REV =[00H — FFH] 11
=  Hard Handoff Parameters: A1l Element Identifier = [16H] 1
Reserved = [000] Band Class =[0 0000 -1 1111] 2
Number of Preamble Reset L2 Reset Encryption Private
Frames =[0,1] FPC Mode LCM
=[000-111] =10,1] =100,01] =10,1]
Reserved = [000] Nom_ Pwr_ Ext Nom_Pwr =[0000-1111] 4
=[0,1]
Reserved = [00] FPC Subchannel Information FPC 5
= <any value> SubChan
Info
Included
=[0,1]
Reserved = [0000] Power Control Step Power 6
= <any value> Control
Step
Included
=[0,1]
-- Continued on next page --
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-- Continued from previous page --

=  15-2000 Channel Identity: Al Element Identifier = [09H] 1
Length = <variable> 2
OTD Physical Channel Count = Frame Offset = [0H-FH]
= [001, 010]
[0,1]
The following 6 octets are included once for each physical channel in each cell listed in the Cell
Identifier List {1..12:
Physical Channel Type = n
[ 01H (Fundamental Channel — FCH — IS-2000),
02H (Dedicated Control Channel — DCCH — I5-2000)]
Reserved Pilot Gating Rate QOF Mask Walsh Code Channel Index (high n+1
=10] =100, 01, 10] =100,01,10,11] part) = <any value>
Walsh Code Channel Index (low part) = <any value> n+2
Pilot PN Code (low part) = <any value> n+3
Pilot PN Reserved = [00] Power Freq. ARFCN (high part) n+4
C(?de Combined | included = [000-111]
(hlgh = [0,1] — [1]
part)
=[0,1]
ARFCN (low part) = [00H-FFH] nt+5
} Channel Information
= 1S-2000 Service Configuration Record: Al Element Identifier = [0EH] 1
Bit-Exact Length — Octet Count 2
=[00H to FFH]
Reserved Bit-Exact Length — Fill Bits 3
=10000 0] =[000to 111]
(MSB) | 4
1S-2000 Service Configuration Record Content v
= <any value>
Seventh | Sixth Fill | Fifth Fill Fourth Third Second | First Fill k
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if
ifneeded | needed needed | ifneeded | ifneeded | ifneeded | needed
=10 (if =10 (if =10 (if =10 (if =10 (if =10 (if =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
-- Continued on next page --
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-- Continued from previous page --

=

Al Element Identifier = [OFH]

IS-2000 Non-negotiable Service Configuration Record:

Bit-Exact Length — Octet Count 2
=[00H to FFH]
Reserved Bit-Exact Length — Fill Bits 3
=[0000 0] =1[000to 111]
(MSB) | 4
1S-2000 Non-Negotiable Service Configuration Record Content v
= <any value>

Seventh | Sixth Fill | Fifth Fill Fourth Third Second First Fill k

Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if

ifneeded | needed needed | ifneeded | ifneeded | ifneeded | needed

=10 (if =[0 (if =[0 (if =10 (if =10 Gf =[0 (if =10 (if

usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa

fill bit)] fill bit)] fill bit)] fill bit)] | Afill bit)] fill bit)] fill bit)]
=  Target RNC to Source RNC Transparent Container: Al Element Identifier 1

=[3AH]
Length = [01H — FFH] 2
(MSB) 3
Container = <any value> ..
| @sB) k
=  Service Option List: A1l Element Identifier = [2AH] 1
Length = <variable> 2
Number of Service Options = [01H-02H] 3
-- Continued on next page --
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-- Continued from previous page --

Service Option Connection {1..2:

Reserved = [0000 0]

Service Option
Connection Identifier =
[001 - 110]

(MSB) |

Service Option

i+1

= [8000H (13K speech),
0011H (13K high rate voice service),
0003H (EVRC),
801FH (13K Markov),
0009H (13K Loopback),
0004H (Async Data Rate Set 1),
0005H (G3 Fax Rate Set 1),
000CH (Async Data Rate Set 2),
000DH (G3 Fax Rate Set 2),
0006H (SMS Rate Set 1),
000EH (SMS Rate Set 2)
0021H (3G High Speed Packet Data),
0012H (OTAPA Rate Set 1),
0013H (OTAPA Rate Set 2),
0022H (Test Data),
0036H (IS-2000 Markov),
0037H (IS-2000 Loopback) ]

(LSB)

it2

} Service Option Connection

-- Continued on next page --
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-- Continued from previous page --

=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext = Cause Value =
(0] [01H (radio interface failure),

07H (OAM&P intervention),

0AH (reversion to old channel),

20H (equipment failure),

21H (no radio resource available),

22H (requested terrestrial resource unavailable),
25H (BS not equipped),

26H (MS not equipped),

27H (2G Only Sector),

28H (2G Only Carrier),

2BH (Alternate signaling type reject,

30H (Requested transcoding/rate adaptation unavailable),
50H (terrestrial circuit already allocated)

7FH (handoff procedure timeout)]

=  15-2000 Channel Identity 3X: Al Element Identifier = [27H] 1

Length = <variable> 2

OTD= Physical Channel Count = Frame Offset = [OH-FH] 3
[0,1] [001, 010]

The following 10 octets are included once for each physical channel in each cell listed in the Cell
Identifier List {1..12:

Physical Channel Type = n
[ 01H (Fundamental Channel — FCH — 1S-2000),
02H (Dedicated Control Channel — DCCH — IS-2000)]

Reserved Pilot Gating Rate QOF Mask Walsh Code Channel Index (high ntl
=[0] =[00, 01, 10] =1[00,01,10,11] part) = <any value>
Walsh Code Channel Index (low part) = <any value> n+2
Pilot PN Code (low part) = <any value> n+3
Pilot PN Reserved = [00] Power Freq. ARFCN (high part) n+4
que Combined | included = [000-111]
(hlgh = [0,1] — [1]
part)
=[0,1]

-- Continued on next page --
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-- Continued from previous page --

ARFCN (low part) = [00H-FFH] nt5
Reserved = [000] Lower QOF Mask Lower Walsh Code Channel n+6
=1[00,01,10,11] Index (high part) = <any
value>
Lower Walsh Code Channel Index (low part) = <any value> nt+7
Reserved = [000] Upper QOF Mask Upper Walsh Code Channel n+8
=1[00,01,10,11] Index (high part) = <any
value>
Upper Walsh Code Channel Index (low part) = <any value> n+9

} Channel Information

4.4.4 Handoff Failure

This BSMAP message is sent from the BS to the MSC. It indicates to the MSC that there has been
a failure in the resource allocation process on an inter-BS handoff, and that the handoff has been

aborted.
Information Element Section Element Type
Reference Direction
Message Type 524 BS ->MSC M
Cause 5.2.16 BS -> MSC M?

a. Allowable Values: Alternate signaling type reject; Handoff procedure time-
out; OAM&P intervention; Equipment failure; No radio resource available;
BS not equipped; Requested transcoding/rate adaptation unavailable;
Requested terrestrial resource unavailable; Reversion to old channel; Radio
interface failure; Mobile station not equipped (or incapable); Terrestrial circuit
already allocated.
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The following table shows the bitmap layout for the Handoff Failure message.

7 6 5 4 3 2 1 0

Octet

= BSMAP Header: Message Discrimination = [00H]

Length Indicator (LI) = [04H]

=  Message Type = [16H]

=  Cause: Al Element Identifier = [04H]

Length = [01H]

ext = [0] Cause Value =
[01H (radio interface failure),
07H (OAM&P intervention),
0AH (reversion to old channel),
20H (equipment failure),
21H (no radio resource available),
22H (requested terrestrial resource unavailable),
25H (BS not equipped),
26H (MS not equipped),
2BH (Alternate signaling type reject),
30H (Requested transcoding/rate adaptation unavailable),
50H (terrestrial circuit already allocated)
7FH (handoff procedure timeout)]
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4.4.5 Handoff Command

This BSMAP message is sent from the MSC to the source BS to commence source cell handoff
procedures. This message is in response to the Handoff Required message.

Information Element Section Element Type
Reference Direction

Message Type 5.2.4 MSC -> BS M

RF Channel Identity 5.2.7 MSC ->BS o? C
1S5-95 Channel Identity 5.2.9 MSC -> BS o° C
Cell Identifier List 5.2.18 MSC -> BS (0} C
Handoff Power Level 5.2.25 MSC -> BS 0" C
SID 5.2.8 MSC -> BS 0™ C
Extended Handoff Direction Parameters 5.2.60 MSC -> BS (ol C
Hard Handoff Parameters 5.2.51 MSC -> BS 0 e C
1S-2000 Channel Identity 5.2.27 MSC -> BS of C
1S8-2000 Service Configuration Record 5.2.55 MSC -> BS o C
IS-2000 Non-negotiable Service Configuration 5.2.56 MSC -> BS oM C
Record

Target RNC to Source RNC Transparent Container 5.2.76 MSC -> BS o* C
Service Option List 5.2.78 MSC -> BS (0} C
Cause 5.2.16 MSC -> BS on C
AMPS Hard Handoff Parameters 5.2.79 MSC -> BS o C
1S-2000 Channel Identity 3X 5223 MSC -> BS o C

a.

b.

Section 4

Included if the air interface channel allocated by the target is TI4/E14-553.

Included if the air interface channel allocated by the target is TIA/EIA/IS-95-B.
It lists each TIA/EIA/IS-95-B channel , one for each cell listed in the Cell
Identifier List , that has been allocated by the target BS. This element is not
present if the IS-2000 Channel Identity element is present.

Included if the air interface channel allocated by the target is T/4A/EIA/IS-95-B
or TIA/EIA/IS-2000.

This element is only provided for TIA/EIA-553 handoffs. In the event that an
TIA/EIA/IS-2000 channel cannot be allocated but an TIA/EIA-553 channel is
allocated and identified in the RF Channel Identity element, then this element
provides the SID of the target. The SID is sent to the MS in the Analog
Handoff Direction message from the source BS.

The MSC, for intra-MSC handoffs, should use the Extended Handoff
Direction Parameters element supplied in the Handoff Request Acknowledge
message

Since TIA/EIA-41-D only supports Search Window A, for inter-MSC
handoffs, the source BS shall ignore all fields of the Extended Handoff
Direction Parameters element, except for Search Window A.

Included if the air interface channel allocated by the target is TIA/EIA/IS-
2000. 1t lists the TIA/EIA/IS-2000 channel(s) for each cell listed in the Cell
Identifier List that have been allocated by the target BS. The total number
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instances of octets n through n+5 is the Physical Channel Count multiplied by
the number of cells in the Cell Identifier List element. This version of the
standard allows for a maximum of six cells for each physical channel. This
element is not present if the /S-95 Channel Identity element or IS-2000
Channel Identity 3X element is present.

This element is included if the MSC receives this element from the target BS
in the Handoff Request Acknowledge message.

This element contains the T7I4/EIA/IS-2000 non-negotiable Service
configuration record to support the transport of information related to 7S-2000
logical to physical mapping (LPM) tables, and if needed, FPC power control
information. It is included if the target BS wishes to provide the source BS
with non-negotiable service configuration parameter values that may be sent
to the mobile station. It is up to the source BS to decide whether or not to
include the received non negotiable service configuration record in the
Universal Handoff Direction Message / General Handoff Direction Message
sent to the mobile station.

The cell(s) or channel(s) shall be identical to the cell(s) or channel(s) listed in
the Handoff Request Acknowledge message, provided that this does not
violate backwards compatibility rules.

These elements shall only be included when the target BS will be operating in
MC-41 mode or in TTA/EIA/IS-95-B mode for this call.

This element is only included when the target BS is operating in DS-41 mode.

This element is used when the partial successful service transfer condition
occurs. In this case, this element has only service option successfully
transferred.

This element is used to indicate the reason for the occurrence of the partial
successful service transfer condition. In this case, this element is associated
with the failed service option connection.

Included if the air interface channel allocated by the target is 774/EIA/IS-2000
3X. It lists the TIA/EIA/IS-2000 channel(s) for each cell listed in the Cell
Identifier List that have been allocated by the target BS. The total number
instances of octets n through n+9 is the Physical Channel Count multiplied by
the number of cells in the Cell Identifier List element. This version of the
standard allows for a maximum of six cells for each physical channel. This
element is not present if the IS-95 Channel Identity element or IS-2000
Channel Identity element is present.
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The coding of the Handoff Command for CDMA — CDMA and DS-41 hard handoff is as follows.

7 6 5 4 | 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [13H] 1
=  I5-95 Channel Identity: Al Element Identifier = [22H] 1
Length = <variable> 2
Hard Number of Channels to Add = Frame Offset = [OH-FH] 3
Han[%)ff: [001] (Ignored)
(the following 4 octets are repeated once for each entry in the Cell Identifier List) {1..6
Walsh Code Channel Index = [00H-3FH] j
Pilot PN Code (low part) = [00H-FFH] jtl
Pilot PN Power Freq. Reserved = [00] ARFCN (high part) j+2
nge Combined| included = [000-111]
(high 1 =017 | =q1]
part)
=[0,1]
ARFCN (low part) = [00H-FFH] jt+3
/
=  Cell Identifier List: Al Element Identifier = [LAH] 1
Length = [variable] 2
Cell Identification Discriminator = [02H, 07H]
IF (Discriminator = 02H) , Cell Identification {1..6:
(MSB) ‘ Cell = [001H-FFFH] j
(LSB) | Sector = [0H-FH] (OH = Omni) i+
} OR IF (Discriminator = 07H), Cell Identification {1..6:
(MSB) | j
MSCID = <any value> jtl
| (LsB) +2
(MSB) | Cell = [001H-FFFH] +3
(LSB) | Sector = [0H-FH] (0H = Omni) +4
} Cell Identification

-- Continued on next page -- ‘
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-- Continued from previous page --
=  SID: Al Element Identifier = [32H] 1
Reserved | (MSB) SID (high order) = [000-111] 2
= [0]
SID (low order) = [00H-FFH] ‘ (LSB) 3
=  Extended Handoff Direction Parameters: Al Element Identifier = [10H] 1
Length = [09H] 2
Search Window A Size (Srch Win_A) = Search Window N Size (Srch. Win_N) 3
[0H-FH] (Ignored)
Search Window R Size (Srch. Win_R) Add Pilot Threshold (T _Add) high order 4
(Ignored) (Ignored)
T Add (low order) Drop Pilot Threshold (T_Drop) 5
(Ignored) (Ignored)
Compare Threshold (T_Comp) Drop Timer Value (T_TDrop) 6
(Ignored) (Ignored)
Neighbor Max Age (Nghbor Max AGE) Reserved = [0000] 7
(Ignored)
Reserved = [00] SOFT_SLOPE =100 0000 - 11 1111]
Reserved = [00] ADD_INTERCEPT =[00 0000 - 11 1111]
Reserved = [00] DROP_INTERCEPT =[00 0000 - 11 1111] 10
Target BS P_REV = [00H — FFH] 11
=  Hard Handoff Parameters: Al Element Identifier = [16H] 1
Reserved = [000] Band Class = [00000-11111] 2
Number of Preamble Frames Reset L.2 Reset Encryption Private
=[000-111] =[1] FPC Mode LCM
=[1] =[00,01] =[0,1]
Reserved = [000] Nom_Pwr_Ext Nom_Pwr =[0000-1111] 4
=[0.1]
Reserved = [00] FPC Subchannel Information FPC 5
= <any value> SubChan
Info
Included
=[0,1]
Reserved = [0000] Power Control Step Power 6
= <any value> Control
Step
Included
=[0,1]
-- Continued on next page --
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-- Continued from previous page --

[0,1]

[001. 010]

=  15-2000 Channel Identity: Al Element Identifier = [09H] 1
Length = <variable> 2
OTD = Physical Channel Count = Frame Offset = [0H-FH]

The following 6 octets are included once for each physical channel in each cell listed in the Cell
Identifier List {1..12:

Physical Channel Type =

n
[ 01H (Fundamental Channel — FCH — 1S-2000),
02H (Dedicated Control Channel — DCCH — IS-2000)]
Reserved | Pilot Gating Rate QOF Mask Walsh Code Channel Index (high n+l
=10] =100, 01, 10] =1[00,01,10,11] part) = <any value>
Walsh Code Channel Index (low part) = <any value> n+2
Pilot PN Code (low part) = <any value> n+3
Pilot PN Reserved = [00] Power Freq. ARFCN (high part) n+4
que Combined included = [000-111]
(high =1[0,1] =[1]
part)
=[0,1]
ARFCN (low part) = [00H-FFH] n+5
} Channel Information
= 1S-2000 Service Configuration Record: Al Element Identifier = [0EH] 1
Bit-Exact Length — Octet Count 2
=[00H to FFH]
Reserved Bit-Exact Length — Fill Bits 3
=10000 0] =[000to 111]
(MSB) | 4
1S5-2000 Service Configuration Record Content v
= <any value>
Seventh | Sixth Fill | Fifth Fill Fourth Third Second | First Fill k
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if
ifneeded | needed needed | ifneeded | ifneeded | ifneeded | needed
=10 (if =10 (if =10 (if =10 (if =10 (if =10 (if =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
-- Continued on next page --
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-- Continued from previous page --

= IS-2000 Non-negotiable Service Configuration Record: Al Element Identifier 1
=[0FH]
Bit-Exact Length — Octet Count 2
=[00H to FFH]
Reserved Bit-Exact Length — Fill Bits 3
=10000 0] =1000to 111]
(MSB) | 1
1S8-2000 Non-Negotiable Service Configuration Record Content v
= <any value>

Seventh | Sixth Fill | Fifth Fill Fourth Third Second | First Fill k

Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if

ifneeded | needed needed | ifneeded | ifneeded | ifneeded | needed

=10 (f =10 Gf =10 (f =10 (f =10 (if =10 (if =[0 (if

usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa

fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] | fill bit)]
=>  Target RNC to Source RNC Transparent Container: Al Element Identifier 1

=[3AH]
Length =[01H — FFH] 2
(MSB) |
Container = <any value> .
| (sB) k
=  Service Option List: Al Element Identifier = [2AH] 1
Length = <variable> 2
Number of Service Options = [01H-02H] 3
-- Continued on next page --
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-- Continued from previous page --

Service Option Connection {1..2:

Reserved = [0000 0]

Service Option

Connection Identifier =

[001 - 110]

(MSB)

Service Option

i+1

= [8000H (13K speech),
0011H (13K high rate voice service),
0003H (EVRO),
801FH (13K Markov),
0009H (13K Loopback),
0004H (Async Data Rate Set 1),
0005H (G3 Fax Rate Set 1),
000CH (Async Data Rate Set 2),
000DH (G3 Fax Rate Set 2),
0006H (SMS Rate Set 1),
000EH (SMS Rate Set 2),
0016H (High Speed Packet Data Service),
0017H (High Speed Packet Data Service),
0018H (High Speed Packet Data Service),
0019H (High Speed Packet Data Service),
0021H (3G High Speed Packet Data),
0012H (OTAPA Rate Set 1),
0013H (OTAPA Rate Set 2),
0022H (Test Data),
0036H (/S-2000 Markov),
0037H (IS-2000 Loopback)]

(LSB)

i+2

} Service Option Connection

-- Continued on next page --
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=  Cause: Al Element Identifier = [04H]

Length = [01H]

ext =

(0]

Cause Value =
[01H (radio interface failure),
07H (OAM&P intervention),

0AH (reversion to old channel),

20H (equipment failure),

21H (no radio resource available),

22H (requested terrestrial resource unavailable),
25H (BS not equipped),
26H (MS not equipped),

27H (2G Only Sector),

28H (2G Only Carrier),
2BH (Alternate signaling type reject,

30H (Requested transcoding/rate adaptation unavailable),

50H (terrestrial circuit already allocated),
7FH (handoff procedure timeout)]

15-2000 Channel Identity 3X: A1l Element Identifier = [27H]

Length = <variable>

OTD =
[0,1]

Physical Channel Count =
[001 - 010]

Frame Offset = [0H-FH]

Section 4
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-- Continued from previous page --

The following 10 octets are included once for each physical channel in each cell listed in the Cell
Identifier List {1..12:

Physical Channel Type = n
[ 01H (Fundamental Channel — FCH — IS-2000),
02H (Dedicated Control Channel — DCCH — IS-2000)]
Reserved | Pilot Gating Rate QOF Mask Walsh Code Channel Index (high n+1
=[0] =100, 01, 10] =100,01,10,11] part) = <any value>
Walsh Code Channel Index (low part) = <any value> n+2
Pilot PN Code (low part) = <any value> n+3
Pilot PN Reserved = [00] Power Freq. ARFCN (high part) n+4
Code Combined included = [000-111]
(high =10,1] -]
part)
=[0,1]
ARFCN (low part) = [00H-FFH] nt5
Reserved = [000] Lower QOF Mask Lower Walsh Code Channel n+6
=1[00,01,10,11] Index (high part) = <any
value>
Lower Walsh Code Channel Index (low part) = <any value> nt+7
Reserved = [000] Upper QOF Mask Upper Walsh Code Channel n+8
=1[00,01,10,11] Index (high part) = <any
value>
Upper Walsh Code Channel Index (low part) = <any value> n+9

} Channel Information
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The coding of the Handoff Command for CDMA — AMPS hard handoff is as follows.

7 | 6 | s 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [13H] 1
=  RF Channel Identity: Al Element Identifier = [21H] 1
Color Code = [00H-FFH] 2
Reserved = [0000 00] N- TIA/EIA- 3
AMPS 553
=10,1] =10,1]
Reserved = [000000] Timeslot Number 4
=[00-11]
Reserved = [00000] ‘ ARFCN (high part) =[000-111] 5
ARFCN (low part) = [00H-FFH] 6
=  Handoff Power Level: Al Element Identifier = [26H] 1
Length = [06H] 2
Number of Cells = [01H] 3
Reserved | ID Type =[00,01,10] Handoff Power Level = [00000-11111] 4
= [0] (Discriminator 1,7,8)
(MSB) LAC = [0001H-FFFFH] 5
| @wsB) 6
(MSB) | Cell = [001H-FFFH] 7
‘ (LSB) ‘ Sector = [OH-FH] (OH = Omni) 8
= SID: Al Element Identifier = [32H] 1
Reserved | (MSB) SID (high order) = [000-111] 2
=[0]
SID (low order) = [00H-FFH] ‘ (LSB) 3
=>  AMPS Hard Handoff Parameters: Al Element Identifier = [25H] 1
Length = [01H] 2
Reserved = [0000 00] ‘ Encryption Mode = [00, 01] 3
-- Continued on next page --
Section 4 193




P - NV NN

A.S0014-0v1.0

4.4.6 Handoff Required Reject

This BSMAP message is sent from the MSC to the BS. It indicates to the BS that it was not
possible to execute a handoff as requested.

Information Element Section Element Type
Reference Direction
Message Type 5.2.4 MSC -> BS M
Cause 5.2.16 MSC ->BS Mm?

a. Allowable Cause Values: OAM&P Intervention; Equipment failure; No radio
resource available; Requested terrestrial resource unavailable; Requested
transcoding/rate adaptation unavailable; Handoff blocked; Handoff procedure
timeout, BS not equipped.

The following table shows the bitmap layout for the Handoff Required Reject message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [04H] 2
=>  Message Type =[1AH] 1
=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext = [0] Cause Value = 3

[07H (OAM&P intervention),
20H (equipment failure),
21H (no radio resource available),
22H (requested terrestrial resource unavailable),
25H (BS not equipped),
2AH (handoff blocked),
30H (Requested transcoding/rate adaptation unavailable),
7FH (handoff procedure timeout)]

4.4.7 Handoff Commenced

This BSMAP message is used for T14/EIA/IS-2000 hard handoffs. It is sent by the source BS to
the MSC to indicate that the handoff command has been sent to the mobile station, and that an
acknowledgment has been received from the mobile station. For TIA/EIA/IS-2000, if the handoff
command is sent using quick repeats, the source BS may not request an acknowledgment from the
mobile. In this case, the source BS will send the Handoff Commenced after all the quick repeats
have been transmitted to the mobile station.

Information Element Section Element Type
Reference Direction
Message Type 52.4 BS -> MSC M
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The following table shows the bitmap layout for the Handoff Commenced message.
7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [01H] 2
=>  Message Type =[15H] 1

4.4.8 Handoff Complete

This BSMAP message is sent from the target BS to the MSC to inform the MSC that the mobile
station has arrived on the new channel and has completed all (if any) required connection

procedures.
Information Element Section Element Type
Reference Direction
Message Type 52.4 BS -> MSC M
Service Option 5.2.53 BS -> MSC o C

a. This information element is included only during intergeneration handoff.

The following table shows the bitmap layout for the Handoff Complete message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [01H] 2
=>  Message Type = [14H] 1
=  Service Option: Al Element Identifier = [03H] 1
(MSB) ‘ Service Option 2
=[0021H (3G High Speed Packet Data)] (LSB)

0016H (High Speed Packet Data Service),
0017H (High Speed Packet Data Service),
0018H (High Speed Packet Data Service),
0019H (High Speed Packet Data Service)]

4.4.9 Handoff Performed

This BSMAP message is sent from the BS to the MSC in order to indicate that the BS has
performed an internal handoff. The handoff may have been internal or in conjunction with another
BS. The purpose of this message is to update the call configuration for the MSC. The Cell

Identifier List is included for billing, trace, etc.

Information Element Section Element Type
Reference Direction
Message Type 52.4 BS -> MSC M
Cause 5.2.16 BS ->MSC Mm?
Cell Identifier List 5.2.18 BS -> MSC oP | R
a. Allowable cause values are: Uplink quality, Uplink strength, Downlink
quality, Downlink strength, Distance, Interference, Better cell (i.e., Power
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The following table shows the bitmap layout for the Handoff Performed message.

budget), OAM&P intervention. For TI4/EIA/IS-2000 soft handoff procedures:

Inter-BS soft handoff drop target; Intra-BS soft handoff drop target.

b. The MSC shall consider the first cell in the Cell Identifier List to be the
“designated cell.”

6

5 4 3 2 1

0

Octet

=

BSMAP Header:

Message Discrimination = [00H]

Length Indicator (LI) = <variable>

=>  Message Type =[17H]

=

Cause: Al Element Identifier = [04H]

Length = [01H]

ext =[0]

Cause Value =
[02H (uplink quality),
03H (uplink strength),
04H (downlink quality),
05H (downlink strength),
06H (distance),
07H (OAM&P intervention),
1BH (inter-BS soft handoff drop target),
OEH (better cell),
OFH (interference),
1DH (intra-BS soft handoff drop target)]

Section 4
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-- Continued from previous page --

=  Cell Identifier List: A1l Element Identifier = [1AH] 1
Length = <variable> 2
Cell Identification Discriminator = [02H,07H]

IF (Discriminator = 02H), Cell Identification {1..6:

(MSB) | Cell = [001H-FFFH] ]
| wsB) | Sector = [0H-FH] (OH = Omni) i+
} OR IF (Discriminator = 07H) ), Cell Identification {1..6:
(MSB) | j
MSCID = <any value> jtl
| (wLsB) 2
(MSB) | Cell = [001H-FFFH] +3
| @sB) | Sector = [OH-FH] (OH = Omni) +4
} Cell Identification

4.5 Facility Management Message Formats

4.5.1 Block

This BSMAP message is sent from the BS to the MSC to indicate that one or more terrestrial
circuits shall be blocked at the MSC, and cannot therefore be used for traffic.

Information Element Section Element Type
Reference Direction
Message Type 5.2.4 BS -> MSC M
Circuit Identity Code 5.2.19 BS -> MSC M
Cause 5.2.16 BS ->MSC M*
Circuit Group 5.2.70 BS -> MSC o° C
a. This cause value applies to all circuits identified in this message. Allowable
cause values: OAM&P intervention, Equipment failure, No radio resource
available.
b. If this element is present it shall include the value found within the Circuit
Identity Code element as the first value represented within its range of circuit
identity code values.
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The following table shows the bitmap layout for the Block message.

7 | 6 | s | 4 | 3 | 2 | 1 | o Octet
= BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
= Message Type = [40H] 1
= Circuit Identity Code: Al Element Identifier = [01H] 1
(MSB) PCM Multiplexer = <any value> 2
| @sB) | Timeslot = [00000-11111] 3
= Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext = Cause Value = [07H (OAM&P intervention), 3
[0] 20H (equipment failure),
21H (no radio resource available)]
= Circuit Group : Al Element Identifier = [19H] 1
Length = <variable> 2
Reserved = [000000] All Inclusive =
Circuits [0,1]
=[0,1]
Count =[01H to FFH] 4
(MSB) First CIC: PCM Multiplexer = <any value>
(LSB) Timeslot = [00000-11111] 6
(first (second (third (fourth (fifth (sixth (seventh
unused unused unused unused unused unused unused 7
bit - if bit - if bit - if bit - if bit - if bit - if bit - if
any) any) any) any) any) any) any)
Circuit Bitmap = <any value> 8
(correspto
value in K
First CIC
field)

4.5.2 Block Acknowledge

The MSC sends this BSMAP message to BS to acknowledge the receipt of an earlier block
message, and to indicate that the circuits concerned have been removed from service.

Information Element Section Element Type
Reference Direction
Message Type 5.2.4 MSC -> BS M
Circuit Identity Code 5.2.19 MSC -> BS M?
a. This element is the same as the one received in the Block message.
The following table shows the bitmap layout for the Block Acknowledge message.
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7 6 5 4 3 2 1 0 Octet
= BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
= Message Type = [41H] 1
= Circuit Identity Code: Al Element Identifier = [01H] 1
(MSB) PCM Multiplexer = <any value> 2
(LSB) | Timeslot = [00000-11111] 3
4.5.3 Unblock
This BSMAP message is sent from the BS to the MSC to indicate that one or more terrestrial
resources may be returned to service at the MSC, and can therefore be used for traffic.
Information Element Section Element Type
Reference Direction
Message Type 5.2.4 BS -> MSC M
Circuit Identity Code 5.2.19 BS -> MSC M
Circuit Group 5.2.70 BS -> MSC o™ C
a. If this element is present it shall include the value found within the Circuit
Identity Code element as the first value represented within its range of circuit
identity code values.
b. This element shall not be sent to implementations of the CDG IOS earlier than
I0S v3.1.0.
The following table shows the bitmap layout for the Unblock message.
7 | e | s | 4 | 3 | 2 | 1 | o Octet
= BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
= Message Type = [42H] 1
= Circuit Identity Code: Al Element Identifier = [01H] 1
(MSB) | PCM Multiplexer = <any value> 2
| @sB) | Timeslot = [00000-11111] 3
-- Continued on next page --
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-- Continued from previous page --
= Circuit Group: Al Element Identifier = [19H] 1
Length = <variable> 2
Reserved = [000000] All Inclusive =
Circuits [0,1]
=[0,1]
Count =[01H to FFH] 4
(MSB) First CIC: PCM Multiplexer = <any value>
(LSB) Timeslot = [00000-11111] 6
(first (second (third (fourth (fifth (sixth (seventh
unused unused unused unused unused unused unused 7
bit - if bit - if bit - if bit - if bit - if bit - if bit - if
any) any) any) any) any) any) any)
Circuit Bitmap = <any value> 8
(correspto
value in K
First CIC
field)

4.5.4 Unblock Acknowledge

The MSC sends this BSMAP message to BS to acknowledge the receipt of an earlier Unblock
message, and to indicate that the circuits concerned have been returned to service.

Information Element Section Element Type
Reference Direction
Message Type 5.2.4 MSC -> BS M
Circuit Identity Code 5.2.19 MSC -> BS M
The following table shows the bitmap layout for the Unblock Acknowledge message.
7 6 5 4 3 2 1 0 Octet

= BSMAP Header: Message Discrimination = [00H] 1

Length Indicator (LI) = <variable> 2

= Message Type = [43H] 1

= Circuit Identity Code: Al Element Identifier = [01H] 1

(MSB) PCM Multiplexer = <any value> 2

(LSB) Timeslot = [00000-11111]

4.5.5 Reset

This BSMAP message can be sent either from the BS to the MSC or from the MSC to the BS. It
indicates to the receiving entity that the transmitting entity has failed and has lost memory of the
calls in progress, calls set up, and associated references.
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This message is sent as a connectionless message.

A.S0014-0v1.0

Information Element Section Element Type
Reference Direction
Message Type 5.2.4 BS <->MSC M
Cause 5.2.16 BS <->MSC Mm?
Software Version 5.2.52 BS <> MSC O R
a. Allowable cause values: OAM&P intervention, Equipment failure.
The following table shows the bitmap layout for the Reset message.
7 6 5 4 3 2 1 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [04H] 2
=>  Message Type = [30H] 1
=  Cause: Al Element Identifier = [04H] 1
Length = <variable> 2
ext=[0] Cause Value = 3
[07H (OAM&P intervention)
20H (equipment failure)]

=  Software Version: Al Element Identifier = [31H] 1
Length = <variable> 2
I0S Major Revision Level (X) = [04H] 3
I0S Minor Revision Level (Y) = [02H] 4
I0OS Point Release Level (Z) = [00H] 5
Manufacturer/Carrier Software Information = <printable ASCII character> 6
Manufacturer/Carrier Software Information = <printable ASCII character> n

4.5.6 Reset Acknowledge

This BSMAP message can be sent either from the BS to the MSC, or from the MSC to the BS. It
indicates to the receiving entity that the transmitting entity has cleared all calls and reset all
references, and is ready to resume service. If sent by the MSC, it also indicates that all MSC-BS

terrestrial circuits have been idled.

Information Element Section Element Type
Reference Direction
Message Type 5.2.4 BS <->MSC M
Software Version 5.2.52 BS <->MSC o* R

a. This element shall not be sent to an entity implemented to a prior version of

this specification.

Section 4
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The following table shows the bitmap layout for the Reset Acknowledge message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [01H] 2
=>  Message Type = [31H] 1
=  Software Version: Al Element Identifier = [31H] 1

Length = <variable>

I0S Major Revision Level (X) = [04H]

10S Point Release Level (Z) = [00H]

2
3
IOS Minor Revision Level (Y) = [02H] 4
5
6

Manufacturer/Carrier Software Information = <printable ASCII character>

Manufacturer/Carrier Software Information = <printable ASCII character> n

4.5.7 Reset Circuit

This BSMAP message can be sent either from the BS to the MSC or from the MSC to the BS. It
indicates to the receiving entity that the state of the circuits indicated in the message is unknown.

This message is sent as a connectionless message.

Information Element Section Element Type
Reference Direction
Message Type 524 BS <> MSC M
Circuit Identity Code 5.2.19 BS <> MSC M
Cause 5.2.16 BS <> MSC m?
Circuit Group 5.2.70 BS <> MSC ob* C

a. This cause value applies to all circuits identified in this message. Allowable
cause values: OAM&P intervention, Call Processing, Equipment failure.

b. If this element is present it shall include the value found within the Circuit
Identity Code element as the first value represented within its range of circuit

identity code values.

c. This element shall not be sent to implementations of the CDG IOS earlier than

I0S v3.1.0.

Section 4

202



A.S0014-0v1.0

The following table shows the bitmap layout for the Reset Circuit message.

7 | e | s [ 4 | 3 | 2 | 1 | o Octet
= BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
= Message Type = [34H] 1
= Circuit Identity Code: Al Element Identifier = [01H] 1
(MSB) PCM Multiplexer = <any value> 2
| LsB) | Timeslot = [00000-11111] 3
= Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext = Cause Value = 3
[0] [07H (OAM&P intervention),
09H (Call Processing),
20H (equipment failure)]
= Circuit Group: Al Element Identifier = [19H] 1
Length = <variable> 2
Reserved = [000000] All Inclusive
Circuits =1[0,1]
=[0,1]
Count = [01H to FFH] 4
(MSB) ‘ First CIC: PCM Multiplexer = <any value>
(LSB) Timeslot = [00000-11111] 6
(first (second (third (fourth (fifth (sixth (seventh
unused unused unused unused unused unused unused 7
bit - if bit - if bit - if bit - if bit - if bit - if bit - if
any) any) any) any) any) any) any)
Circuit Bitmap = <any value> 8
(corresp
to value Kk
in First
CIC
field)

4.5.8 Reset Circuit Acknowledge

This BSMAP message can be sent either from the BS to the MSC, or from the MSC to the BS. It
indicates to the receiving entity that the transmitting entity has cleared any possible calls using the
specified circuits (i.e., the circuits are idled).

Information Element Section Element Type
Reference Direction
Message Type 524 BS <> MSC M
Circuit Identity Code 5.2.19 BS <> MSC M

Section 4 203




A.S0014-0v1.0

The following table shows the bitmap layout for the Reset Circuit Acknowledge message.

7 6 5 4 3 2 1 0 Octet
= BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
= Message Type = [35H] 1
= Circuit Identity Code: Al Element Identifier = [01H] 1
(MSB) PCM Multiplexer = <any value> 2
(LSB) | Timeslot = [00000-11111] 3

4.5.9 Transcoder Control Request

This BSMAP message is sent from the MSC to the BS to change the state of the inband signaling
mechanism at the BS. A “disable” directive will also result in the BS reverting to tandem vocoding
mode if already in tandem free mode.

Information Element Section Element Type
Reference Direction
Message Type 524 MSC->BS M
Transcoder Mode 5.2.47 MSC->BS M

The following table shows the bitmap layout for the Transcoder Control Request message.

7 6 5 4 3 2 1 0 Octet
= BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [04H] 2
= Message Type = [38H] 1
= Transcoder Mode: Al Element Identifier = [36H] 1
Length = [01H] 2
Reserved = [0000 000] TFO
Mode
=[0,1]

4.5.10 Transcoder Control Acknowledge

This BSMAP message is sent from the BS to the MSC to acknowledge whether tandem free
operation was successfully enabled or disabled in response to the MSC’s mode setting request.

Information Element Section Element Type
Reference Direction
Message Type 5.2.4 BS->MSC M
Cause 5.2.16 BS->MSC o

Section 4

a. If this element is not present, then tandem free operation was either
successfully established or disabled (depending on the directive from the
MSC). If the element is present, its only allowable value is TFO Control
Request Failed. This value is used when the MSC directive received in the
Transcoder Control Request could not be honored.
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The following table shows the bitmap layout for the Transcoder Control Request message.

7 6 5 4 3 2 1 0 Octet
= BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [04H] 2
= Message Type = [39H] 1
= Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext =[0] | Cause Value = [33H (TFO Control Request Failed)]
4.6 Application Data Delivery Service (ADDS) Message Formats

4.6.1 ADDS Page

This BSMAP message is sent from the MSC to the BS to request delivery of an application data
message on the paging channel.

Information Element Section Element Type
Reference Direction

Message Type 524 MSC -> BS M

Mobile Identity (IMSI/Broadcast Address) 5.2.13 MSC -> BS M?

ADDS User Part 5.2.54 MSC -> BS M"

Tag 5.2.50 MSC -> BS o° C
Cell Identifier List 5.2.18 MSC -> BS 0! C
Slot Cycle Index 5.2.14 MSC -> BS ot C
1S-2000 Mobile Capabilities 5.2.57 MSC -> BS of C

a.

b.

Section 4

This element will contain IMSI or Broadcast Address.

Contains the application data information to be sent to the mobile user,
encoded using the syntax appropriate for the current radio channel and service
type. In the case of the Short Message Service, the ADDS User Part contains
an application type field indicating “Short Message Service.” In the case of
the Position Location Data, the ADDS User Part contains an application type
field indicating “Position Location Data.” In the case of the Short Data Burst,
the ADDS User Part contains an application type field indicating “Short Data
Burst.”

If this element is present in this message, the value shall be saved at the BS to
be included if an ADDS Page Ack message is sent in response to this
message.

The cell identifiers indicate the cells and location areas in which the BS is to
attempt delivery of the message. When the Cell Identifier information element
is absent, the BS shall attempt delivery in all cells controlled by the BS.

This optional element is included where slotted paging is performed on
TIA/EIA/IS-2000 paging channels. It is used by the BS to compute the correct
paging channel slot on each paging channel. In TI4/EIA/IS-2000 systems, if
this element is absent, then it is assumed that the MS is operating in non-
slotted mode. Note: For SMS Broadcast, the presence or absence of this
element does not indicate the slotted/non-slotted operating mode of the MS.
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f.  This element shall not be included when the BS and MS are operating in DS-

41 mode.

The following table shows the bitmap layout for the ADDS Page message.

Section 4

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=  Message Type = [65H] 1
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
IF (Type of Identity in octet 3 = ‘110°), Mobile Identity {1:
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity = 3
Indicator [ 110 AMSI) ]
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
.o coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
} OR IF (Type of Identity in octet 3 = ‘010°), Mobile Identity {1:
Reserved = [0000 0] Type of Identity = 3
[010 Broadcast Identifier]
Priority =[00 — 11] ‘ Message ID = [00 0000 — 11 1111] 4
Zone ID = [00H — FFH] 5
(MSB) Service = [0000H — FFFFH] 6
| (LsB) 7
Language = [00H — FFH] 8
} Mobile Identity
=  ADDS User Part: Al Element Identifier = [3DH] 1
Length = <variable> 2
Reserved = [00] Data Burst Type =
[ 03H (SMS),
04H (OTA),
05H (PLD),
06H (Short Data Burst) ]
(MSB) ‘ Application Data Message = <any value> 4
| (LsB) n
-- Continued on next page --
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-- Continued from previous page --

=  Tag: Al Element Identifier = [33H] 1
(MSB) 2
Tag Value = <any value> 3
4
(LSB) 5
Cell Identifier List: Al Element Identifier = [1AH]
Length = <variable> 2
Cell Identification Discriminator = [02H,05H]
IF (Discriminator = 02H), Cell Identification {1+:
(MSB) ‘ Cell = [001H-FFFH] ]
‘ (LSB) | Sector = [0H-FH] (OH = Omni) jtl
} OR IF (Discriminator = 05H), Cell Identification {1+:
(MSB) | LAC = [0001H-FFFFH] ]
(LSB) j+l
} Cell Identification
Slot Cycle Index: Al Element Identifier = [35H] 1
Reserved = [00000] Slot Cycle Index = [000-111] 2
=  I5-2000 Mobile Capabilities: A1l Element Identifier = [11H] 1
Length = <variable> 2
Reserved ERAM DCCH FCH OTD Enhanced| QPCH
=[00] Supported = | Supported| Supported| Supported | RC CFG | Supported
[0.1] =[0,1] =[0,1] =[0,1] | Supported| ={[0,1]
=[0,1]
FCH Information: Bit-Exact Length — Octet Count 4
=[00H to FFH]
Reserved Geo Location Type = <any Geo FCH Information: 5
=[0] value> (Ignored) Location Bit-Exact Length — Fill Bits
Included =[000to 111]
= <any
value>
(Ignored)

-- Continued on next page --
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-- Continued from previous page --

(MSB) | 6
FCH Information Content
= <any value>
Seventh | Sixth Fill | Fifth Fill Fourth Third Second First Fill k
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if
if needed needed needed if needed | ifneeded | if needed needed
=[0 (f =[0 (f =[0 (f =[0 (f =[0 (f =[0 (f =[0 (f
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
DCCH Information: Bit-Exact Length — Octet Count k+1
=[00H to FFH]
Reserved DCCH Information: k+2
=1[0000 0] Bit-Exact Length — Fill Bits
=[000to 111]
(MSB) | k+3
DCCH Information Content
= <any value>
Seventh | Sixth Fill | Fifth Fill Fourth Third Second First Fill m
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if
if needed needed needed ifneeded | ifneeded | if needed needed
=10 (if =10 (if =10 (if =10 (if =10 (if =10 (if =10 (if
usedasa | usedasa | usedasa | usedasa | usedasa | usedasa | usedasa
fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)] fill bit)]
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4.6.2 ADDS Transfer
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This BSMAP message is sent from the BS to the MSC whenever an application data message is
received from the MS on the access channel. It is also sent from the BS to the MSC to transfer
authentication parameters when a mobile originates a Short Data Burst or requests CCPD Mode

from the network.

Information Element Section Element Type
Reference Direction

Message Type 5.2.4 BS -> MSC M

Mobile Identity (IMSI) 5.2.13 BS -> MSC M

ADDS User Part 5.2.54 BS ->MSC M?

Mobile Identity (ESN) 52.13 BS -> MSC oP C
Authentication Response Parameter AUTHR 5.2.38 BS -> MSC o° C
Authentication Confirmation Parameter RANDC 5.2.35 BS -> MSC o C
Authentication Parameter COUNT 5.2.39 BS -> MSC O° C
Authentication Challenge Parameter RAND 5.2.37 BS -> MSC of C
Authentication Event 5.2.65 BS ->MSC 0 C
Cell Identifier 5.2.17 BS -> MSC o" R
CDMA Serving One Way Delay 5.2.61 BS->MSC o' C
Authentication Data 5.2.66 BS -> MSC o C
Tag 5.2.50 MSC -> BS o~ C

Section 4

Contains the application data information that was received from the MS. In
the case of the Short Message Service, the application data information the
Short Message. In the case of the Position Location Data, the application
data information is the Position Location Data. An application type field in
this element is used to distinguish the application, e.g., “Short Message" or
"Position Location Data.” or “Short Data Burst.” In the case of Short Data
Burst, the application data message field is not included but the burst type
field is included and set to short data burst.

The second occurrence of the Mobile Identity element contains the ESN, if
it is available at the base station.

Included where broadcast authentication is performed, and contains the
Authentication Response Parameter, AUTHR, as computed by the MS.

This optional element contains the RANDC received from the MS. RANDC
shall be included whenever it is received from the MS and authentication is
enabled.

Included where broadcast authentication is performed, and contains the
mobile’s call history count for authentication operations.

Included where broadcast authentication is performed, and contains the
random number (RAND) value used when the BS is responsible for RAND
assignment and can correlate this parameter with RAND used by the MS in
its authentication computation.

Present when an authentication enabled BS does not receive the
authentication parameters (AUTHR, RANDC and COUNT) from the MS,
or when a RAND/RANDC mismatch has occurred.
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h. Identifies the cell where the application data (e.g., SMS-MO) was received
from the MS. Discriminator type ‘0000 0010° (Cell ID) may be used in the
ADDS Transfer message. For more information, refer to section 5.2.17.

i.  This IE is included if the data burst type = “PLD” (05H), if applicable to the
geo-location technology, and if this technology is supported at the base
station.

j-  This optional information element is included if the BS determines that
authentication should be applied.

k. This optional information element is required when the ADDS user part
element data burst type field is set to Short Data Burst and this information
element is used to differentiate between multiple short data bursts from the
same mobile station.

The following table shows the bitmap layout for the ADDS Transfer message.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=  Message Type = [67H] 1
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity 3
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
ceoe coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
=  ADDS User Part: A1l Element Identifier = [3DH] 1
Length = <variable> 2
Reserved = [00] Data Burst Type =

[ 03H (SMS),

04H (OTA),

05H (PLD),

06H (Short Data Burst) |
(MSB) Application Data Message = <any value> 4
| (wsB) n
-- Continued on next page --
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-- Continued from previous page --

=  Mobile Identity (ESN): Al Element Identifier = [0DH] 1
Length = [05H] 2
Identity Digit 1 =[0000] Odd/even Type of Identity
Indicator = [101] (ESN)
=[0]
(MSB) | 4
ESN = <any value> 5
6
(LSB) 7
=  Authentication Response Parameter (AUTHR): Al Element Identifier = 1
[42H]
Length = [04H] 2
Reserved = [0000] Auth Signature Type = [0001] (AUTHR) 3
[0] o | 1 | o 0 [ 1 | vsB | 4
Auth Signature = <any value> 5
| (LsB) 6
=  Authentication Confirmation Parameter (RANDC): Al Element Identifier = 1
[28H]
RANDC = [00H-FFH] 2
= Authentication Parameter COUNT: Al Element Identifier = [40H] 1
Reserved = [00] Count = [000000-111111] 2
=  Authentication Challenge Parameter (RAND): Al Element Identifier = [41H] 1
Length = [05H] 2
Reserved = [0000] Random Number Type = [0001] (RAND) 3
(MSB) | 4
RAND = <any value> 5
6
| (wLsB) 7
=  Authentication Event: Al Element Identifier = [4AH] 1
Length = [01H] 2

Event =[01H,02H]
(Parameters not received, RANDC/RAND mismatch)

-- Continued on next page --

Section 4 211




A.S0014-0v1.0

-- Continued from previous page --

= Cell Identifier: Al Element Identifier = [05H]

Length = [03H] 2
Cell Identification Discriminator = [02H]
IF (Discriminator = 02H) , Cell Identification {I1:
(MSB) | Cell = [001H-FFFH] ]
| wsB) | Sector = [0H-FH] (OH = Omni) i+
} Cell Identification
=  CDMA Serving One Way Delay: Al Element Identifier = [0CH] 1
Length = [06H, 09H] 2
Cell Identification Discriminator = [02H,07H]
IF (Discriminator = 02H), Cell Identification {1:
(MSB) | Cell = [001H-FFFH] ]
| @wsB) | Sector = [0H-FH] (OH = Omni) 1
} OR IF (Discriminator = 07H), Cell Identification {1:
(MSB) | j
MSCID = <any value> j+l
| (wLsB) +2
(MSB) | Cell = [001H-FFFH] +3
(LSB) | Sector = [0H-FH] (OH = Omni) +4
} Cell Identification
(MSB) ‘ CDMA Serving One Way Delay = [0000H-FFFFH] k
| (LsB) k+1
Reserved = [0000 00] Resolution =[00, 01, k+2
10]
(MSB) ‘ CDMA Serving One Way Delay Time Stamp = [00 00H — FF FFH] k+3
| @wsB) k+4
=  Authentication Data: Al Element Identifier = [S9H] 1
Length = [03H] 2
(MSB) 3
Auth-Data = <any value> 4
(LSB) 5
=  Tag: Al Element Identifier = [33H] 1
(MSB) 2
Tag Value = <any value> 3
4
(LSB) 5
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This DTAP message is sent from the MSC to the BS to request delivery of an application data
message to an MS on a traffic channel. This message can also be sent from the BS to the MSC to

deliver an application data message received on the traffic channel.

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 MSC <-> BS M
Reserved Octet 5.2.33 MSC <->BS M
Message Type 5.2.4 MSC <-> BS M
ADDS User Part 5.2.54 MSC <->BS M?
Tag 5.2.50 MSC -> BS o° C
CDMA Serving One Way Delay 5.2.61 BS->MSC o° C

a.

Contains the application data information that was received from the MS. In
the case of the Short Message Service, the application data information is the
Short Message. In the case of the Position Location Data, the application data
information is the Position Location Data. In the case of the Short Data Burst,
the application data information is the Short Data Burst. An application type
field in this element is used to distinguish the application, e.g., “Short
Message" or "Position Location Data.”

This element is optional in this message. If used in this message, it shall be
returned to the MSC in the ADDS Deliver Ack.

This IE is included if the data burst type = “PLD” (05H), if applicable to the
geo-location technology, and if this technology is supported at the base
station.

The following table shows the bitmap layout for the ADDS Deliver message.

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = <variable> 3
Reserved = [0000] =  Protocol Discriminator = [0011] 1
=  Reserved - Octet = [00H] 1
=  Message Type = [53H] 1
-- Continued on next page --
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-- Continued from previous page --

=  ADDS User Part: Length = <variable> 1
Reserved = [00] Data Burst Type = 2
[ 03H (SMS),
04H (OTA),
05H (PLD),
06H (Short Data Burst) ]
(MSB) Application Data Message = <any value> 3
| (LsB) n
= Tag: Al Element Identifier = [33H] 1
(MSB) | 2
Tag Value = <any value> 3
4
(LSB) 5
=>  CDMA Serving One Way Delay: Al Element Identifier = [(CH] 1
Length = [06H, 09H] 2
Cell Identification Discriminator = [02H,07H]
IF (Discriminator = 02H), Cell Identification {1:
(MSB) | Cell = [001H-FFFH] ]
| @wsB) | Sector = [OH-FH] (OH = Omni) +1
} OR IF (Discriminator = 07H), Cell Identification {1:
(MSB) | ]
MSCID = <any value> jtl
| (LsB) +2
(MSB) ‘ Cell = [001H-FFFH] jt+3
(LSB) | Sector = [OH-FH] (0OH = Omni) +4
} Cell Identification
(MSB) ‘ CDMA Serving One Way Delay = [0000H-FFFFH] k
| (LsB) k+1
Reserved = [0000 00] Resolution = [00, 01, k+2
10]
(MSB) ‘ CDMA Serving One Way Delay Time Stamp = [00 00H — FF FFH] k+3
| @wsB) k+4
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4.6.4 ADDS Page Ack

This BSMAP message is sent from the BS to the MSC to indicate that the BS received a Layer 2
acknowledgment from the MS indicating that the point-to-point application data message was
successfully delivered, or that the BS received the ADDS Page message to send an SMS broadcast
message, or that the ADDS message was too long for delivery on the Paging channel, or that an
internal BS failure has occurred with respect to the ability to complete an ADDS Page activity.

Information Element Section Element Type
Reference Direction

Message Type 5.2.4 BS -> MSC M

Mobile Identity (IMSI/Broadcast Address) 5.2.13 BS -> MSC M?

Tag 5.2.50 BS ->MSC O C
Mobile Identity (ESN) 5.2.13 BS ->MSC o° C
Cause 5.2.16 BS > MSC o° C
Cell Identifier 5.2.17 BS -> MSC o C

This element will contain an IMSI.
b. The second occurrence of the Mobile Identity element contains the ESN.

c. Used to indicate an error situation. In particular, this element can be used to
carry information to the MSC that the ADDS User Part element contained in
the ADDS Page message is too long to be carried on the paging channel.
Allowable cause values are: ADDS message too long for delivery on the
paging channel, equipment failure. This element is required if the ESN is
received from the MS.

d. Identifies the cell where the air interface acknowledgement was received
corresponding to the paging channel message sent as a result of an ADDS
Page message. This element is not included for SMS Broadcast.
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The following table shows the bitmap layout for the ADDS Page Ack message.

7 6 5 4 3 2 1 0 Octet

=  BSMAP Header: Message Discrimination = [00H] 1

Length Indicator (LI) = <variable> 2

=  Message Type = [66H] 1

=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1

Length = [06H-08H] (10-15 digits) 2

IF (Type of Identity in octet 3 = ‘110°), Mobile Identity {I1:
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity 3
Indicator = [110] (IMSI)
=[1,0]

Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee coe

Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1

} OR IF {Type of Identity in octet 3 = ‘010°), Mobile Identity {1:
Reserved = [0000 0] Type 0f Identity = [010 3
(Broadcast Identifier)]

Priority = [00-11] ‘ Message ID=[00 0000 - 11 1111] 4
Zone ID = [00H — FFH] 5

(MSB) | Service = [00 00H — FF FFH] 6
(LSB) 7

Language = [00H — FFH] 8

} Mobile Identity

=  Tag: Al Element Identifier = [33H] 1
(MSB) | 2
Tag Value = <any value> 3
4
| (LsB) 5

=  Mobile Identity (ESN): Al Element Identifier = [0DH] 1

Length = [05H] 2

Identity Digit 1 = [0000] Odd/even Type of Identity
Indicator = [101] (ESN)
= [0]

(MSB) 4
ESN = <any value> 5

6

(LSB) 7

-- Continued on next page --
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-- Continued from previous page --

=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext=[0] Cause Value =

[20H (equipment failure),
71H (ADDS message too long for delivery on paging channel)]

=  Cell Identifier: Al Element Identifier = [05H] 1

Length = [03H] 2

Cell Identification Discriminator = [02H] 3

(MSB) | Cell = [001H-FFFH] 4
(LSB) Sector = [OH-FH] (OH = Omni) 5

4.6.5 ADDS Deliver Ack

This DTAP message shall be sent from the BS to the MSC when a Layer 2 acknowledgment from
the MS has been received at the BS for an ADDS Deliver message that contains a Tag element.

(Note: If the BS does not receive an acknowledgment after transmitting the CDMA Data Burst
message, it shall retransmit the message. The BS shall not exceed a maximum number of re-
transmissions, to be selected by the BS manufacturer. When the BS reaches the maximum number
of re-transmissions, it shall clear the call.)

Information Element Section Element Type
Reference Direction
Protocol Discriminator 5.2.32 BS > MSC M
Reserved Octet 5233 BS ->MSC M
Message Type 5.2.4 BS ->MSC M
Tag 5.2.50 BS -> MSC o C
Cause 5.2.16 BS -> MSC o C

a. Used to indicate an error situation. Allowable cause value: Reject Indication
from Mobile Station.

The following table shows the bitmap layout for the ADDS Deliver Ack message.

7 6 5 4 3 2 1 0 Octet
=  DTAP Header: Message Discrimination = [01H] 1
Data Link Connection Identifier (DLCI) = [00H] 2
Length Indicator (LI) = <variable> 3
Reserved = [0000] =  Protocol Discriminator = [0011] 1
=  Reserved - Octet = [00H] 1
-- Continued on next page --
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-- Continued from previous page --

=>  Message Type = [54H]
=> Tag: Al Element Identifier = [33H] 1
(MSB) | 2
Tag Value = <any value> 3
4
(LSB) 5
=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
ext = [0] Cause Value = 3

[70H (rejection indication from mobile station)]

4.6.6 ADDS Transfer Ack

This BSMAP message is sent from the MSC to the BS to indicate the result of the authentication
for a mobile which has sent a Short Data Burst or requested CCPD Mode from the network..

Information Element Section Element Type
Reference Direction
Message Type 5.2.4 MSC -> BS M
Mobile Identity 5.2.13 MSC -> BS M
Tag 5.2.50 MSC -> BS o C
Cause 5.2.16 MSC > BS o° C

a. The MSC copies the tag field from the ADDS Transfer message sent by the BS
into the tag field in the ADDS Transfer Ack message.

b. Allowable values: Short Data Burst Authentication Failure. If the element is not
present in the response, the short data burst authentication was successful.
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7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = [04H] 2
=>  Message Type = [68H] 1
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity 3
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
= Tag: Al Element Identifier = [33H] 1
(MSB) 2
Tag Value = <any value> 3
4
(LSB) 5
=  Cause: Al Element Identifier = [04H] 1
Length = [01H] 2
Ext= Cause Value = 3
[0] [ 15H (Short Data Burst Authentication Failure),
1AH (Authentication Failure)]
4.7 Error Handling Messages

This section contains messages used for general error handling.

4.7.1 Rejection

The Rejection message is used by the BS to indicate to the MSC that the mobile station has
indicated rejection of a command/message. This is coded as a BSMAP message when triggered by
a Mobile Station Reject Order on the access channel and a DTAP message otherwise.
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This message shall not be used in DS-41 systems.

Information Element Section Element Type
Reference Direction

Protocol Discriminator 5.2.32 BS -> MSC M?

Reserved - Octet 5.2.33 BS ->MSC Y

Message Type 52.4 BS -> MSC M

Mobile Identity (IMSI) 52.13 BS -> MSC o™ C

Mobile Identity (ESN) 5.2.13 BS -> MSC o™ C

1S8-2000 Cause Value 5.2.64 BS -> MSC o° R

Service Option Connection Identifier (SOCI) 5.2.77 BS -> MSC of C
a. These elements are not used in BSMAP messages and shall be included in

DTAP messages.

b. These elements are not used in DTAP messages and shall be included in
BSMAP messages.

c. This element shall be set to IMSI.
d. The second occurrence of the Mobile Identity element contains the ESN.

e. Contains the cause indication sent by a mobile station in a Mobile Station
Reject Order.

This element is required if concurrent services are supported. This is only
included when the message is sent as DTAP.

When the Rejection message is sent as a BSMAP message, the following format applies.

7 6 5 4 3 2 1 0 Octet
=  BSMAP Header: Message Discrimination = [00H] 1
Length Indicator (LI) = <variable> 2
=>  Message Type = [56H] 1
=  Mobile Identity (IMSI): Al Element Identifier = [0DH] 1
Length = [06H-08H] (10-15 digits) 2
Identity Digit 1 = [0H-9H] (BCD) Odd/even Type of Identity
Indicator = [110] (IMSI)
=[1,0]
Identity Digit 3 = [0H-9H] (BCD) Identity Digit 2 = [0H-9H] (BCD) 4
cee coe
Identity Digit N+1 = [0H-9H] (BCD) Identity Digit N = [0H-9H] (BCD) n
=[1111] (if even number of digits) Identity Digit N+2 = [0H-9H] (BCD) n+1
-- Continued on next page --

Section 4 220




A.S0014-0v1.0

-- Continued from previous page --

=  Mobile Identity (ESN): Al Element Identifier = [0DH]

Length = [05H] 2
Identity Digit 1 =[0000] Odd/even Type of Identity
Indicator = [101] (ESN)
=[0]

(MSB) | 4
ESN = <any value> 5

6

(LSB) 7

=  15-2000 Cause Value: Al Element Identifier = [62H] 1

Length = [01H] 2

15-2000 Cause Information = <any value> 3

When the Rejection message is sent as a DTAP message, the following format applies.
7 6 5 4 3 2 1 0 Octet

=>  DTAP Header: Message Discrimination = [01H] 1

Data Link Connection Identifier (DLCI) = [00H] 2

Length Indicator (LI) = [06H] 3

Reserved = [0000] =  Protocol Discriminator = [0011] 1

=  Reserved - Octet = [00H] 1

=  Message Type = [56H] 1

=  15-2000 Cause Value: Al Element Identifier = [62H] 1

Length = [01H] 2

15-2000 Cause Information = <any value>
=  Service Option Connection Identifier (SOCI): Al Element Identifier = [1EH] 1
Length = [01H] 2
Reserved = [0000 0] Service Option
Connection Identifier =
[001 - 110]
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Information Element Definitions

This section contains the coding of the signaling elements used in the messages defined in Section
4.0.

The definitions in the following subsections are for informational purposes only. Parameter usage
may vary per message in that only a subset of the defined values may be applicable in a particular
message. Therefore, the allowed values are specified per message in the subsections of section 4.0.

Generic Information Element Encoding

Conventions

5.1.2

The following conventions are assumed for the sequence of transmission of bits and bytes:

¢ Each bit position is marked as 0 to 7. Bit 0 is the least significant bit and is transmitted
first.

¢ In amessage, octets are identified by number. Octet 1 is transmitted first, then octet 2,
etc.

For variable length elements, a length indicator is included. This indicates the number of octets
following in the element.

The definition of whether an information element is mandatory or optional is specified in Section
4.0.

All information elements of BSMAP messages shall include their information element identifier
(IEI). Mandatory information elements of DTAP messages, except as noted for Type 1 elements
(see 5.1.3), shall not include their IEI. Optional information elements of DTAP messages shall
include their IEI. Exceptions are explicitly identified in the message definitions. In all other cases
of signaling messages on the Al Interface the Information Element Identifier is included.

All spare and reserved bits are set to 0, unless otherwise indicated.

For future expansion purposes, some of these information elements have fields within them that
have been reserved.

Information Element Identifiers

The following tables contain lists of all elements that make up the messages defined in Section
4.0. The tables include the Information Element Identifier (IEI) coding which distinguishes one
element from another. The tables also include a section and page reference where the element
coding can be found.
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Elements used in messages on the Al interface are contained in Table 5.1.2-1 sorted by name and

in Table 5.1.2-2 sorted by identifier value.

Table 5.1.2-1 Al Information Element Identifiers Sorted by Name

Element Name Identifier Identifier Reference
(Hex) (Binary)
Access Network Identifiers 20H 0010 0000 5.2.74
ADDS User Part 3DH 0011 1101 5.2.54
AMPS Hard Handoff Parameters 25H 00100101 5.2.79
Anchor PDSN IP Address 30H 0011 0000 5.2.82
Authentication Challenge Parameter 41H 0100 0001 5.2.37
Authentication Confirmation Parameter 28H 0010 1000 5.2.35
(RANDC)
Authentication Data 59H 0101 1001 5.2.66
Authentication Event 4AH 01001010 5.2.65
Authentication Parameter COUNT 40H 0100 0000 5.2.39
Authentication Response Parameter 42H 0100 0010 5.2.38
Called Party ASCII Number 5BH 0101 1011 5.2.63
Called Party BCD Number SEH 0101 1110 5244
Calling Party ASCII Number 4BH 0100 1011 5.2.30
Cause 04H 0000 0100 5.2.16
Cause Layer 3 08H 0000 1000 5.2.46
CDMA Serving One Way Delay 0CH 0000 1100 5.2.61
Cell Commitment Info List 65H 01100101 6.2.2.195
Cell Identifier 05H 0000 0101 5.2.17
Cell Identifier List 1AH 0001 1010 5.2.18
Channel Number 23H 0010 0011 5.2.5
Channel Type 0BH 0000 1011 5.2.6
Circuit Group 19H 0001 1001 5.2.70
Circuit Identity Code 01H 0000 0001 5.2.19
Circuit Identity Code Extension 24H 0010 0100 5.2.20
Classmark Information Type 2 12H 0001 0010 5.2.12
CM Service Type 9XH* 1001 xxxx" 5.2.43
Data Link Connection Identifier (DLCI) none” none” 522
Downlink Radio Environment 29H 0010 1001 5.2.22
Downlink Radio Environment List 2BH 0010-1011 5.2.69
Encryption Information 0AH 0000 1010 5.2.10
Extended Handoff Direction Parameters 10H 0001 0000 5.2.60
Extended Neighbor List 66H 01100110 6.2.2.196
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Element Name Identifier Identifier Reference
(Hex) (Binary)
Geographic Location 2CH 0010-1100 5.2.68
Special Service Call Indicator 5AH 0101 1010 5.2.21
Handoff Power Level 26H 00100110 5.2.25
Hard Handoff Parameters 16H 0001 0110 5.2.51
Information Element Requested 2EH 0010 1110 5.2.81
15-2000 Channel Identity 09H 0000 1001 5.2.27
15-2000 Channel Identity 3X 27H 00100111 5.2.23
1S5-2000 Mobile Capabilities 11H 0001 0001 5.2.57
1S-2000 Non-Negotiable Service Configuration OFH 0000 1111 5.2.56
Record
15-2000 Service Configuration Record OEH 0000 1110 5.2.55
1S5-2000 Cause Value 62H 01100010 5.2.64
15-95 Channel Identity 22H 0010 0010 529
15-95 MS Measured Channel Identity 64H 01100100 5.2.29
Layer 3 Information 17H 0001 0111 5.2.31
Message Discrimination none none 5.2.1
Message Type none none 524
Message Waiting Indication 38H 0011 1000 5.2.40
Mobile Identity 0DH 0000 1101 5.2.13
MS Information Records 15H 0001 0101 5.2.59
PACA Order SFH 0101 1111 5.2.72
PACA Reorigination Indicator 60H 0110 000 5.2.73
PACA Timestamp 4EH 0100 1110 5.2.71
Power Down Indicator A2H 1010 0010 5.2.48
Priority 06H 0000 0110 5.2.15
Protocol Discriminator none” none” 5.2.32
Protocol Type 18H 0001 1000 5.2.58
PSMM Count 2DH 0010-1101 5.2.67
Quality of Service Parameters 07H 00000111 5.2.45
Radio Environment and Resources 1DH 0001 1101 5.2.62
Registration Type 1FH 0001 1111 5.2.49
Reject Cause 44H 0100 0100 5.2.36
Reserved - Octet none” none” 5.2.33
Response Request 1BH 0001 1011 5.2.28
RF Channel Identity 21H 0010 0001 527
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Table 5.1.2-1 (Cont.) A1 Information Element Identifiers Sorted by Name

Element Name Identifier Identifier Reference
(Hex) (Binary)
Service Option 03H 0000 0011 5.2.53
Service Option Connection Identifier (SOCI) 1EH 0001 1110 5.2.77
Service Option List 2AH 0010-1010 5.2.78
Serving PDSN IP Address 14H 0001 0100 5.2.24
SID 32H 0011 0010 528
Signal 34H 0011 0100 5.2.42
Slot Cycle Index 35H 0011 0101 5.2.14
Software Version 31H 0011 0001 5.2.52
Source RNC to Target RNC Transparent 39H 0011 1001 5.2.75
Container
Tag 33H 0011 0011 5.2.50
Target RNC to Source RNC Transparent 3AH 0011 1011 5.2.76
Container
Transcoder Mode 36H 0001 1100 5.2.47
User Zone 1D 02H 0000 0010 5.2.26
Voice Privacy Request AlH 1010 0001 5.2.11

a. This is a type 1 information element (see section 5.1.3). The xxxx (X under
the hex identifier column) is data.

b. This is a type 3 information element (see section 5.1.3) that is contained as a

mandatory element in a DTAP message.

Table 5.1.2-2 Al Information Element Identifiers Sorted by Identifier Value

Element Name Identifier Identifier Reference
(Hex) (Binary)

Circuit Identity Code 01H 0000 0001 5.2.19
User Zone ID 02H 0000 0010 5.2.26
Service Option 03H 0000 0011 5.2.53
Cause 04H 0000 0100 5.2.16
Cell Identifier 05H 0000 0101 5.2.17
Priority 06H 00000110 5.2.15
Quality of Service Parameters 07H 00000111 5.2.45
Cause Layer 3 08H 0000 1000 5.2.46
15-2000 Channel Identity 09H 0000 1001 5.2.27
Encryption Information 0AH 0000 1010 5.2.10
Channel Type 0BH 0000 1011 5.2.6
CDMA Serving One Way Delay 0CH 0000 1100 5.2.61
Mobile Identity 0DH 0000 1101 5.2.13
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Table 5.1.2-2 (Cont.) Al Information Element Identifiers Sorted by Identifier

Value

Element Name Identifier Identifier Reference
(Hex) (Binary)

15-2000 Service Configuration Record OEH 0000 1110 5.2.55
1S-2000 Non-Negotiable Service Configuration OFH 0000 1111 5.2.56
Record
Extended Handoff Direction Parameters 10H 0001 0000 5.2.60
1S5-2000 Mobile Capabilities 11H 0001 0001 5.2.57
Classmark Information Type 2 12H 0001 0010 5.2.12
Reserved (This value is used to identify 13H 0001 0011
Location Area Identification in [21]).
Serving PDSN IP Address 14H 0001 0100 5.2.24
MS Information Records I5H 0001 0101 5.2.59
Hard Handoff Parameters 16H 0001 0110 5.2.51
Layer 3 Information 17H 0001 0111 5.2.31
Protocol Type 18H 0001 1000 5.2.58
Circuit Group 19H 0001 1001 5.2.70
Cell Identifier List 1AH 0001 1010 5.2.18
Response Request 1BH 0001 1011 5.2.28
Radio Environment and Resources 1DH 0001 1101 5.2.62
Service Option Connection Identifier (SOCI) 1EH 0001 1110 5.2.77
Registration Type IFH 0001 1111 5.2.49
Access Network Identifiers 20H 0010 0000 5.2.74
RF Channel Identity 21H 0010 0001 527
15-95 Channel Identity 22H 0010 0010 529
Channel Number 23H 00100011 525
Circuit Identity Code Extension 24H 0010 0100 5.2.20
AMPS Hard Handoff Parameters 25H 0010 0101 5.2.79
Handoff Power Level 26H 00100110 5.2.25
1S5-2000 Channel Identity 3X 27H 00100111 5.2.23
Authentication Confirmation Parameter 28H 0010 1000 5.2.35
(RANDC)
Downlink Radio Environment 29H 0010 1001 5.2.22
Service Option List 2AH 0010 1010 5.2.78
Downlink Radio Environment List 2BH 0010 1011 5.2.69
Geographic Location 2CH 0010 1100 5.2.68
PSMM Count 2DH 0010 1101 5.2.67
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Table 5.1.2-2 (Cont.) Al Information Element Identifiers Sorted by Identifier

Value
Element Name Identifier Identifier Reference
(Hex) (Binary)

Information Element Requested 2EH 00101110 5.2.81
Anchor PDSN IP Address 30H 5.2.82

0011 0000
Software Version 31H 0011 0001 5.2.52
SID 32H 0011 0010 5.2.8
Tag 33H 0011 0011 5.2.50
Signal 34H 0011 0100 52.42
Slot Cycle Index 35H 0011 0101 52.14
Transcoder Mode 36H 0011 0110 5.2.47
(unused — available element identifier value) 37H

00110111
Message Waiting Indication 38H 0011 1000 5.2.40
Source RNC to Target RNC Transparent 39H 0011 1001 5.2.75
Container
Target RNC to Source RNC Transparent 3AH 0011 1011 5.2.76
Container
(unused — available element identifier values) 3BH-3CH | 00111011 -

0011 1100
ADDS User Part 3DH 0011 1101 5.2.54
(unused — available element identifier value) 3EH 00111110
(unused — available element identifier value) 3FH 0011 1111
Authentication Parameter COUNT 40H 0100 0000 5.2.39
Authentication Challenge Parameter 41H 0100 0001 5.2.37
Authentication Response Parameter 42H 0100 0010 5.2.38
Reserved (this value is used by the Private 43H 0100 0011
Parameters Information Element in [21])
Reject Cause 44H 0100 0100 5.2.36
(unused - available element identifier value) 45H - 47H 0100 0101 -

01000111
(unused — available element identifier value) 48H 0100 1000
(unused — available element identifier value) 49H 0100 1001
Authentication Event 4AH 0100 1010 5.2.65
Calling Party ASCII Number 4BH 0100 1011 5.2.30
(unused — available element identifier value) 4CH 0100 1100
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Table 5.1.2-2 (Cont.) Al Information Element Identifiers Sorted by Identifier

Value
Element Name Identifier Identifier Reference
(Hex) (Binary)

(unused - available element identifier value) 4DH 0100 1101
PACA Timestamp 4EH 0100 1110 5.2.71
(unused - available element identifier values) 4FH - 58H 0100 1111 -

0101 1000
Authentication Data 59H 0101 1001 5.2.66
Special Service Call Indicator 5SAH 0101 1010 5.2.21
Called Party ASCII Number 5BH 0101 1011 5.2.63
Reserved (this value is used by the Calling 5CH 0101 1100
Party BCD Information Element in [21])
(unused — available element identifier value) SDH 0101 1101
Called Party BCD Number S5EH 0101 1110 5.2.44
PACA Order SFH 0101 1111 5.2.72
PACA Reorigination Indicator 60H 0110 0000 5.2.73
(unused — available element identifier value) 61H 0110 0001
15-2000 Cause Value 62H 01100010 5.2.64
(unused — available element identifier value) 63H 01100011
15-95 MS Measured Channel Identity 64H 01100100 5.2.29
Cell Commitment Info List 65H 01100101 6.2.2.195
Extended Neighbor List 66H 01100110 6.2.2.196
(unused — available element identifier values) 67H — 7FH 01100111 -

01111111
Type 1 Information Elements
(unused - available element identifier value) 8XH* 1000 xxxx®
CM Service Type 9XH* 1001 xxxx" 5.2.43
Type 2 Information Elements
(unused - available element identifier value) AOH 1010 0000
Voice Privacy Request AlH 1010 0001 5.2.11
Power Down Indicator A2H 1010 0010 5.2.48
(unused - available type 2 element identifier A3H - AFH 1010 0011 -
values) 1101 1111
Additional Type 1 Information Elements
(unused - available type 1 element identifier EXH* "FXH* [ 1110 xxxx*"
value) 1111 xxxx*
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Value

Element Name Identifier Identifier Reference
(Hex) (Binary)

Information Elements without Identifiers
Message Discrimination none none 5.2.1
Message Type none none 524
Data Link Connection Identifier (DLCI) none” none” 522
Protocol Discriminator none” none” 5.2.32
Reserved - Octet none” none” 5.2.33
Service Option List 2AH 0010-1010 5.2.78

Table 5.1.2-2 (Cont.) Al Information Element Identifiers Sorted by Identifier

a. This is a type 1 information element (see section 5.1.3). The xxxx (X under
the hex identifier column) is data.

b. This is a type 3 information element (see section 5.1.3) that is contained as a
mandatory element in a DTAP message.

5.1.3 A1 Interface Information Element Types

This section describes the four information element types used on the A1l Interface.

Two main categories of information elements are defined:

¢ Information elements with fixed length

¢ Information elements with variable length

The number of octets in fixed length elements is previously defined: a fixed value is associated
with the element identifier.

Variable length elements shall include the length field immediately following the element
identifier when present. When the element identifier is absent, the length field occupies the first
octet of the message.

Four types of information elements are defined:

¢ Information elements with 1/2 octet of content (Type 1)

¢ Information elements with 0 octets of content (Type 2)

¢ Information elements with fixed length and at least one octet of content (Type 3)
¢ Information elements with variable length (Type 4).

Information element Response Request (1BH) is an exception to the rules specified in this
section.

Type 1 Information Element

Type 1 information elements provide the information element identifier in bit positions 6, 5, 4.
The value ‘0 1 0’ in these bit positions is reserved for Type 2 information elements which together
with this provide the information element identifier in bit positions 3,2,1,0. Type 3 and 4
information elements provide the information element identifier in the first octet.

Section 5 230



© ® 9 o

A.S0014-0v1.0
These information elements are shown in the figures below for both the case where the
information element is optional in a message and mandatory in a message.

In the figures below, IEI is used as an abbreviation for Information Element Identifier. CIE as an
abbreviation for Content of Information Element and LI as an abbreviation for Length Indicator

Type 1 information elements with 1/2 octet of content:

6 5 4 3 2 1 0 Octet

IEI CIE 1

Type 1 information elements may be either optional or mandatory in a BSMAP or a DTAP
message. When a Type 1 element is included as a mandatory information element in a DTAP
message, the information element identifier field shall be coded appropriately by the sender, but
may be ignored by the receiver.

Type 2 Information Element

Type 2 information elements with fixed length and zero octets of content

6 5 4 3 2 1 0 Octet

0 1 0 IEI 1

Note: A Type 2 information element cannot be mandatory in a DTAP message.

Type 3 Information Element

Type 3 information elements with fixed length and at least one octet of content are shown below.
The first instance includes the information element identifier (IEI). The second excludes the IEI to
demonstrate the coding for a mandatory DTAP element.

6 5 4 3 | 2 | 1 | o Octet
IEI 1
CIE 2
CIE n

6 5 4 3 2 1 0 Octet
CIE 1
CIE 2
CIE n
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Type 4 Information Element

Type 4 information elements with variable length are shown below. The first instance includes the
information element identifier (IEI). The second excludes the IEI to demonstrate the coding for a
mandatory DTAP element.

6 s | 4 | 3 2 1 0 Octet
IEI 1

LI 2

CIE 3

CIE n

6 5 4 3 2 1 0 Octet
LI 1

CIE 2

CIE n

5.1.4 Additional Coding and Interpretation Rules for Information Elements

Information elements shall always use the same Information Element Identifier for all occurrences
on a specific Al Interface. Insofar as possible, the same Information Element Identifier shall be
used for a given information element when it is used on more than one of the A1l Interface.

The order of appearance for each information element which is mandatory or optional in a
message is laid down in the definition of the message.

Where the description of the information element in this standard contains spare bits, these bits are
indicated as being set to ‘0’. In order to allow compatibility with future implementation, messages
shall not be rejected simply because a spare bit is set to “1°.

An optional variable length information element may be present, but empty. For example, a Setup
message may contain a Called Party BCD Number information element, the content of which is
zero length. This shall be interpreted by the receiver as equivalent to that information element
being absent.

On the Al interface, all new information elements shall be defined with a length field.

Some existing elements make use of an extension bit mechanism that allows the size of the
information element to be increased. This mechanism consists of the use of the high order bit (bit
7) of an octet as an “extension bit.” When an octet within an information element has bit 7 defined
as an extension bit, then the value ‘0’ in that bit position indicates that the following octet is an
extension of the current octet. When the value is ‘1°, there is no extension.

An example of the use of the extension bit mechanism is found in octets 3 and 4 of the Cause
Layer 3 element. Octet 3 is extended by setting bit 7 to ‘1’ and including octet 4. This would allow
the transmission of the presentation indicator and screening indicator values as part of this
element.
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The following table provides a cross reference between the elements defined in this specification

and the messages defined herein.

Table 5.1.5-1 Cross Reference of Information Elements With Messages

Information Element

Used in These Messages

Access Network Identifiers 5.2.74 Handoff Request 442
Handoff Required 4.4.1
ADDS User Part 5.2.54 BS Service Request 4.1.16
ADDS Deliver 4.6.3
ADDS Page 4.6.1
ADDS Transfer 4.6.2
AMPS Hard Handoff Parameters 5.2.79 Handoff Command 4.4.5
Anchor PDSN IP Address 5.2.82 Handoff Required 4.4.1
Handoff Request 4.4.2
Authentication Challenge Parameter 5.2.37 CM Service Request 412
(RAND/RANDU/RANDBS/RANDSSD)
Location Updating Request 4.3.7
Paging Response 4.1.4
Base Station Challenge 434
PACA Update 4.2.7
SSD Update Request 433
Authentication Request 4.3.1
ADDS Transfer 4.6.2
Authentication Confirmation Parameter ~ 5.2.35 CM Service Request 4.1.2
(RANDC)
Location Updating Request 4.3.7
Paging Response 4.1.4
PACA Update 4.2.7
ADDS Transfer 4.6.2
Authentication Data 5.2.66 ADDS Transfer 4.6.2
CM Service Request 4.1.2
Authentication Event 5.2.65 ADDS Transfer 4.6.2
CM Service Request 4.1.2
Location Updating Request 4.3.7
Paging Response 4.1.4
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Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

Information Element

Used in These Messages

Authentication Parameter COUNT 5.2.39 PACA Update 4.2.7
ADDS Transfer 4.6.2
CM Service Request 4.1.2
Location Updating Request 4.3.7
PACA Update 4.2.7
Paging Response 4.1.4
Authentication Response Parameter 5.2.38 Base Station Challenge Response  4.3.5
(AUTHBS/AUTHR/AUTHU)
CM Service Request 4.1.2
Paging Response 4.1.4
Location Updating Request 4.3.7
Authentication Response 4.3.5
PACA Update 4.2.7
ADDS Transfer 4.6.2
Called Party ASCII Number 5.2.63 Additional Service Request 4.1.18
CM Service Request 4.1.2
Called Party BCD Number 5.2.44 Additional Service Request 4.1.18
CM Service Request 4.1.2
Flash with Information 4.2.1
Calling Party ASCII Number 5.2.30 Assignment Request 4.1.7
Flash with Information 4.2.1
Feature Notification 423
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Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

Information Element Used in These Messages

Cause 5.2.16 Service Release 4.1.10
ADDS Deliver Ack 4.6.5
ADDS Page Ack 4.6.4
Assignment Failure 4.1.9
Block 45.1
BS Service Response 4.1.17
Clear Command 4.1.13
Clear Request 4.1.12
Handoff Command 445
Handoff Failure 4.4.4
Handoff Performed 4.4.9
Handoff Request Acknowledge 443
Handoff Required 4.4.1
Handoff Required Reject 4.4.6
Location Updating Accept 4.3.8
PACA Command Ack 4.2.6
PACA Update Ack 428
Radio Measurements for Position  4.2.10
Response
Reset 455
Reset Circuit 4.5.7

Cause Layer 3 5.2.46 Clear Command 4.1.13
Clear Request 4.1.12
Service Release 4.1.10
SSD Update Response 4.3.6

CDMA Serving One Way Delay 5.2.61 Radio Measurements for Position  4.2.10
Response
ADDS Deliver 4.6.3
ADDS Transfer 4.6.2
CM Service Request 4.1.2
Handoff Required 4.4.1
Handoff Request 442
Paging Response 4.1.4

Cell Identifier 5.2.17 Complete Layer 3 Information 4.1.1
ADDS Page Ack 4.6.4
ADDS Transfer 4.6.2
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Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

Information Element

Used in These Messages

Cell Identifier List 5.2.18 Status Request 4.3.14
ADDS Page 4.6.1
Authentication Request 43.1
Feature Notification 423
Handoff Command 445
Handoff Performed 4.49
Handoff Request Acknowledge 443
Paging Request 4.1.3
User Zone Reject 4.3.18
Cell Identifier List 5.2.18 Handoff Required 4.4.1
Handoff Request 442
Channel Number 525 Assignment Complete 4.1.8
Channel Type 5.2.6 Assignment Request 4.1.7
Handoff Request 442
Circuit Group 5.2.70 Block 4.5.1
Reset Circuit 4.5.7
Unblock 453
Circuit Identity Code 5.2.19 Additional Service Request 4.1.18
Assignment Request 4.1.7
Block 45.1
Block Acknowledge 452
CM Service Request 4.1.2
Paging Response 4.1.4
Reset Circuit 4.5.7
Reset Circuit Acknowledge 4538
Unblock 453
Unblock Acknowledge 454
Circuit Identity Code Extension 5.2.20 Handoff Request 4.4.2
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Information Element

Used in These Messages

Classmark Information Type 2 5.2.12 CM Service Request 412
Handoff Request 4.4.2
Handoff Required 4.4.1
Location Updating Request 4.3.7
Status Request 4.3.14
Paging Response 4.1.4
CM Service Type 5243 CM Service Request 4.1.2
Downlink Radio Environment 5.2.22 Handoff Request 4.4.2
Handoff Required 4.4.1
Downlink Radio Environment List 5.2.69 Radio Measurements for Position  4.2.10
Response
Encryption Information 5.2.10 Assignment Complete 4.1.8
Assignment Request 4.1.7
Handoff Request 442
Handoff Required 4.4.1
Privacy Mode Command 4.3.12
Privacy Mode Complete 4.3.13
Extended Handoff Direction Parameters ~ 5.2.60 Handoff Command 4.4.5
Handoff Request Acknowledge 443
Handoff Command 4.4.5
Geographic Location 5.2.68 Radio Measurements for Position  4.2.10
Response
Special Service Call Indicator 5.2.21 CM Service Request 4.1.2
Flash with Information 4.2.1
Handoff Power Level 5.2.25 Handoff Command 4.4.5
Hard Handoff Parameters 5.2.51 Handoff Command 445
Handoff Request Acknowledge 443
Information Record Requested 5.2.81 Status Request 4.3.14
1S-2000 Channel Identity 5.2.27 Handoff Command 4.4.5
Handoff Request 4.4.2
Handoff Request Acknowledge 443
Handoff Required 4.4.1
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Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

Information Element Used in These Messages
1S8-2000 Channel Identity 3X 5.2.23 Handoff Command 4.4.5
Handoff Request 4.4.2
Handoff Request Acknowledge 443
Handoff Required 4.4.1
1S-2000 Mobile Capabilities 5.2.57 CM Service Request 4.1.2
Paging Request 4.1.3
Paging Response 4.1.4
Feature Notification 423
Authentication Request 4.3.1
Location Updating Request 4.3.7
Handoff Required 4.4.1
Handoff Request 4.4.2
Status Request 4.3.14
ADDS Page 4.6.1
User Zone Reject 43.18
1S-2000 Non-Negotiable Service 5.2.56 Handoff Request Acknowledge 443
Configuration Record
Handoff Command 4.4.5
1S5-2000 Service Configuration Record 5.2.55 Handoff Required 4.4.1
Handoff Request 4.4.2
Handoff Request Acknowledge 443
Handoff Command 445
1S-2000 Cause Value 5.2.64 Rejection 4.7.1
1S-95 Channel Identity 529 Handoff Required 4.4.1
Handoff Command 4.4.5
Handoff Request 4.4.2
Handoff Request Acknowledge 443
1S-95 MS Measured Channel Identity 5.2.29 Handoff Request 442
Handoff Required 4.4.1
Layer 3 Information 5.2.31 Complete Layer 3 Information 4.1.1

Section 5 238



Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

A.S0014-0v1.0

Information Element

Used in These Messages

Message Type 52.4 Additional Service Notification 4.1.19
Additional Service Request 4.1.18
ADDS Deliver 4.6.3
ADDS Deliver Ack 4.6.5
ADDS Page 4.6.1
ADDS Page Ack 4.6.4
ADDS Transfer 4.6.2
ADDS Transfer Ack 4.6.6
Alert With Information 4.1.15
Assignment Complete 4.1.8
Assignment Failure 4.1.9
Assignment Request 4.1.7
Authentication Request 43.1
Authentication Response 4.3.5
Base Station Challenge 434
Base Station Challenge Response ~ 4.3.5
Block 45.1
Block Acknowledge 452
BS Service Response 4.1.17
BS Service Request 4.1.16
Clear Command 4.1.13
Clear Complete 4.1.14
Clear Request 4.1.12
CM Service Request 4.1.2
Complete Layer 3 Information 4.1.1
Connect 4.1.5
Feature Notification 423
Feature Notification Ack 424
Flash with Information 4.2.1
Flash with Information Ack 422
Handoff Command 445
Handoff Commenced 4.4.7
Handoff Complete 4438
Handoff Failure 444
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Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

Information Element

Used in These Messages

Message Type 524 Handoff Performed 4.49

(Continued)
Handoff Request 442
Handoff Request Acknowledge 443
Handoff Required 4.4.1
Handoff Required Reject 4.4.6
Location Updating Accept 43.8
Location Updating Reject 439
Location Updating Request 4.3.7
PACA Command 4.2.5
PACA Command Ack 4.2.6
PACA Update 4.2.7
PACA Update Ack 428
Paging Request 4.13
Paging Response 4.1.4
Parameter Update Confirm 4.3.11
Parameter Update Request 4.3.10
Privacy Mode Command 4.3.12
Privacy Mode Complete 4.3.13
Progress 4.1.6
Radio Measurements for Position 4.2.9
Request
Radio Measurements for Position  4.2.10
Response
Rejection 4.7.1
Reset 455
Reset Acknowledge 4.5.6
Reset Circuit 4.5.7
Reset Circuit Acknowledge 4538
Service Release 4.1.10
Service Release Complete 4.1.11
SSD Update Request 433
SSD Update Response 4.3.6
Status Response 4.3.14
Status Request 4.3.15
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Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

Information Element Used in These Messages

Message Type 524 Unblock 453

(Continued)
Unblock Acknowledge 454
User Zone Update Request 4.3.16
User Zone Update 4.3.17
User Zone Reject 4.3.18

Message Waiting Indication 5.2.40 Flash with Information 4.2.1
Feature Notification 423

Mobile Identity 5.2.13 Additional Service Notification 4.1.19
ADDS Transfer 4.6.2
CM Service Request 4.1.2
Paging Response 4.1.4
ADDS Page 4.6.1
BS Service Request 4.1.16
BS Service Response 4.1.17
PACA Update 4.2.7
PACA Update Ack 4.2.8
Handoff Request 442
Handoff Required 4.4.1
Paging Request 4.1.3
Authentication Request 4.3.1
Authentication Response 4.3.5
Location Updating Request 4.3.7
ADDS Page Ack 4.6.4
Feature Notification 423
Feature Notification Ack 424
Paging Request 4.1.3
Status Response 4.3.15
Status Request 4.3.14
Rejection 4.7.1
User Zone Reject 4.3.18
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Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

Information Element

Used in These Messages

MS Information Records 5.2.59 Progress 4.1.6
Assignment Request 4.1.7
Alert With Information 4.1.15
Flash With Information 4.2.1
Status Response 4.3.15
Feature Notification 423
PACA Order 5.2.72 PACA Update 4.2.7
PACA Reorigination Indicator 5.2.73 CM Service Request 4.1.2
PACA Timestamp 5.2.71 Assignment Request 4.1.7
PACA Command 4.2.5
Serving PDSN IP Address 5.2.24 Handoff Required 4.4.1
Handoff Request 4.4.2
Power Down Indicator 5.2.48 Clear Complete 4.1.14
Priority 5.2.15 Assignment Request 4.1.7
PACA Command 425
PACA Update 4.2.7
PACA Update Ack 428
Protocol Discriminator 5.2.32 Additional Service Request 4.1.18
ADDS Deliver 4.6.3
ADDS Deliver Ack 4.6.5
Alert With Information 4.1.15
Authentication Request 4.3.1
Authentication Response 4.3.5
Base Station Challenge 434
Base Station Challenge Response ~ 4.3.5
CM Service Request 4.1.2
Connect 4.1.5
Flash with Information 4.2.1
Flash with Information Ack 422
Location Updating Accept 43.8
Location Updating Reject 4.3.9
Location Updating Request 4.3.7
Paging Response 4.1.4
Parameter Update Confirm 4.3.11
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Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

Information Element Used in These Messages

Protocol Discriminator 5.2.32 Parameter Update Request 4.3.10

(Continued)
Progress 4.1.6
Rejection 4.7.1
Service Release 4.1.10
Service Release Complete 4.1.11
SSD Update Request 433
SSD Update Response 4.3.6
Status Response 4.3.15
Status Request 4.3.14
User Zone Update Request 4.3.16
User Zone Update 4.3.17
User Zone Reject 4.3.18

Protocol Type 5.2.58 Handoff Required 4.4.1
Handoff Request 4.4.2

PSMM Count 5.2.67 Radio Measurements for Position 4.2.9
Request

Quality of Service Parameters 5.2.45 Assignment Request 4.1.7
Handoff Request 4.4.2
Handoff Required 4.4.1

Radio Environment and Resources 5.2.62 CM Service Request 4.1.2
Paging Response 4.1.4

Registration Type 5.2.49 Location Updating Request 4.3.7

Reject Cause 5.2.36 Location Updating Reject 4.3.9
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Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

Information Element

Used in These Messages

Reserved - Octet 5.2.33 Paging Response 4.1.4
Authentication Request 4.3.1
Authentication Response 4.3.5
Base Station Challenge 434
Base Station Challenge Response ~ 4.3.5
CM Service Request 4.1.2
Connect 4.1.5
Flash with Information 4.2.1
Flash with Information Ack 422
Location Updating Accept 43.8
Location Updating Reject 439
Location Updating Request 4.3.7
Parameter Update Confirm 4.3.11
Parameter Update Request 4.3.10
Progress 4.1.6
Rejection 4.7.1
SSD Update Request 433
SSD Update Response 4.3.6
Status Response 4.3.15
Status Request 4.3.14
User Zone Update Request 4.3.16
User Zone Update 4.3.17
User Zone Reject 4.3.18
ADDS Deliver 4.6.3
ADDS Deliver Ack 4.6.5
Alert With Information 4.1.15

Response Request 5.2.28 Handoff Required 4.4.1

RF Channel Identity 5.2.7 Handoff Command 4.4.5
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Information Element

Used in These Messages

Service Option 5.2.53 Additional Service Notification 4.1.19
Additional Service Request 4.1.18
Assignment Complete 4.1.8
Assignment Request 4.1.7
CM Service Request 4.1.2
Handoff Request 4.4.2
Handoff Required 4.4.1
Paging Request 4.1.3
Paging Response 4.1.4
BS Service Request 4.1.16
Service Option Connection Identifier 5.2.77 Additional Service Request 4.1.18
(SOCI)
Alert with Information 4.1.15
CM Service Request 4.1.2
Connect 4.1.5
Flash with Information 4.2.1
Flash with Information Ack 422
Progress 4.1.6
Paging Response 4.1.4
Rejection 4.7.1
Service Release 4.1.10
Service Release Complete 4.1.11
SID 5.2.8 Handoff Command 445
Signal 5.2.42 Assignment Request 4.1.7
Feature Notification 423
Flash with Information 4.2.1
Progress 4.1.6
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Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

Information Element

Used in These Messages

Slot Cycle Index 5.2.14 ADDS Page 4.6.1
Authentication Request 4.3.1
CM Service Request 412
Feature Notification 423
Handoff Request 4.4.1
Handoff Required 4.4.1
Location Updating Request 4.3.7
Paging Request 4.1.3
Status Request 4.3.14
Paging Response 4.1.4
User Zone Reject 4.3.18
Software Version 5.2.52 Reset Acknowledge 4.5.6
Reset 4.5.5
Source RNC to Target RNC Transparent 5.2.75 Handoff Request 442
Container
Handoff Required 4.4.1
Tag 5.2.50 ADDS Deliver 4.6.3
ADDS Deliver Ack 4.6.5
ADDS Page 4.6.1
ADDS Page Ack 4.6.4
ADDS Transfer 4.6.2
Authentication Request 4.3.1
Authentication Response 4.3.5
BS Service Request 4.1.16
BS Service Response 4.1.17
Feature Notification 423
Feature Notification Ack 424
Flash with Information 4.2.1
Flash with Information Ack 422
Paging Request 4.1.3
Paging Response 4.1.4
Target RNC to Source RNC Transparent  5.2.76 Handoff Command 4.4.5
Container
Handoff Request Acknowledge 443
Transcoder Mode 5.2.47 Transcoder Control Request 4.5.9
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Table 5.1.5-1 (Cont.) Cross Reference of Information Elements With Messages

Information Element Used in These Messages
User Zone ID 5.2.26 CM Service Request 4.1.2
Paging Response 4.14
Location Updating Request 4.3.7
User Zone Update Request 4.3.16
User Zone Update 4.3.17
User Zone Reject 4.3.18
Voice Privacy Request 5.2.11 Additional Service Request 4.1.18
CM Service Request 4.1.2
Paging Response 4.14
Privacy Mode Complete 4.3.13
5.2 Information Elements
5.2.1 Message Discrimination
A 1 octet field is used in all messages to discriminate between DTAP and BSMAP messages. See
Section 2.4 for details on use of this element in the header of all messages.
6 5 4 3 2 1 0 Octet
0 0 0 0 0 0 D-bit 1
The D-bit is set to 1 to indicate that the message is a DTAP messages. All other messages shall
have the D-bit set to 0. See Section 2.4.1.1 for an indication of when the D-bit is set (i.e., DTAP or
BSMAP message).
5.2.2 Data Link Connection Identifier (DLCI)
The DLCI is one of the parameters for the distribution data unit that is part of the user data field of
every DTAP message. See Section 2.4.1.1.2 for details on use of this element in the header of all
DTAP messages. The DLCI parameter is used for MSC to BS messages to indicate the type of
data link connection to be used over the radio interface. In the direction BS to MSC the DLCI
parameter is used to indicate the type of originating data parameter is coded in one octet, as
follows:
7 6 s | 4 | 3 2 1 0 Octet
C2 Cl Reserved S3 S2 S1 1

C2 and C1 are defined as:

C2 C1 Description
0 0 Represents the default for T774/E14/1S-2000
All other Reserved
values
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Bits S3, S2, and S1 represent the SAPI (Signaling Access Point Identifier) value used on the radio
link. The SAPI shall be set to zero for TIA/EIA/IS-2000 systems.

5.2.3 Length Indicator (LI)
The length indicator is coded in one octet, and is the binary representation of the number of octets
following the length indicator.
7 | 6 | 5 | 4 | 3 | 2 | 1 | 0 Octet
Length Indicator 1
5.2.4 Message Type
Element Format:
7 | 6 | 5 | 4 | 3 | 2 | 1 | 0 Octet
Message Type 1
Table 5.2.4-1 BSM AP Messages
Message
BSMAP Message Name Type | Message Category Section
Value Reference

Additional Service Notification 69H | Call Processing 4.1.19
ADDS Page 65H Supplementary Services | 4.6.1
ADDS Page Ack 66H Supplementary Services | 4.6.4
ADDS Transfer 67H Supplementary Services |4.6.2
ADDS Transfer Ack 68H Supplementary Services | 4.6.6
Assignment Complete 02H | Call Processing 4.1.8
Assignment Failure 03H | Call Processing 4.1.9
Assignment Request 01H Call Processing 4.1.7
Authentication Request 45H | Mobility Management | 4.3.1
Authentication Response 46H | Mobility Management | 4.3.5
Base Station Challenge 48H | Mobility Management 434
Base Station Challenge Response 49H | Mobility Management | 4.3.5
Block 40H | Facilities Management | 4.5.1
Block Acknowledge 41H | Facilities Management | 4.5.2
BS Service Request 09H | Call Processing 4.1.16
BS Service Response 0AH | Call Processing 4.1.17
Clear Command 20H Call Processing 4.1.13
Clear Complete 21H | Call Processing 4.1.14
Clear Request 22H | Call Processing 4.1.12
Complete Layer 3 Information 57TH | Call Processing 4.1.1
Feature Notification 60H Supplementary Services |4.2.3
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Message
BSMAP Message Name Type | Message Category Section
Value Reference

Feature Notification Ack 61H Supplementary Services |4.2.4
Handoff Command 13H Radio Resource Mgmt. | 4.4.5
Handoff Commenced 15H Radio Resource Mgmt. |4.4.7
Handoff Complete 14H | Radio Resource Mgmt. |4.4.8
Handoff Failure 16H | Radio Resource Mgmt. |4.4.4
Handoff Performed 17H Radio Resource Mgmt. |4.4.9
Handoff Request 10H | Radio Resource Mgmt. |4.4.2
Handoff Request Acknowledge 12H [ Radio Resource Mgmt. |4.4.3
Handoff Required 11H | Radio Resource Mgmt. |4.4.1
Handoff Required Reject IAH |Radio Resource Mgmt. |4.4.6
PACA Command 6CH Supplementary Services |4.2.5
PACA Command Ack 6DH | Supplementary Services |4.2.6
PACA Update 6EH | Supplementary Services |4.2.7
PACA Update Ack 6FH Supplementary Services |4.2.8
Paging Request 52H | Call Processing 4.13
Privacy Mode Command 53H | Call Processing 4.3.12
Privacy Mode Complete 55H | Call Processing 43.13
Radio Measurements for Position 23H Supplementary Services |4.2.9
Request
Radio Measurements for Position 25H | Supplementary Services |4.2.10
Response
Rejection 56H | Call Processing 4.7.1
Reset 30H | Facilities Management |4.5.5
Reset Acknowledge 31H Facilities Management | 4.5.6
Reset Circuit 34H | Facilities Management | 4.5.7
Reset Circuit Acknowledge 35H | Facilities Management | 4.5.8
SSD Update Request 47H | Mobility Management 433
SSD Update Response 4AH | Mobility Management 4.3.6
Status Request 6AH | Mobility Management | 4.3.14
Status Response 6BH | Mobility Management 4.3.15
Transcoder Control Acknowledge 39H Facilities Management | 6.1.6.11
Transcoder Control Request 38H | Facilities Management | 4.5.9
Unblock 42H | Facilities Management | 4.5.3
Unblock Acknowledge 43H | Facilities Management | 4.5.4

OBH | Mobility Management 4.3.18

User Zone Reject
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Table 5.2.4-2 DTAP Messages

Message
DTAP Message Name Value | Message Category Section
Type Reference

Additional Service Request 62H | Call Processing 4.1.18
ADDS Deliver 53H Supplementary Services |4.6.3
ADDS Deliver Ack 54H Supplementary Services |4.6.5
Alert With Information 26H Call Processing 4.1.15
Authentication Request 45H | Mobility Management | 4.3.1
Authentication Response 46H | Mobility Management | 4.3.5
Base Station Challenge 48H | Mobility Management | 4.3.4
Base Station Challenge Response 49H | Mobility Management | 4.3.5
CM Service Request 24H | Call Processing 4.1.2
Connect 07H | Call Processing 4.1.5
Flash with Information 10H Supplementary Services | 4.2.1
Flash with Information Ack S0H | Supplementary Services |4.2.2
Location Updating Accept 02H | Mobility Management | 4.3.8
Location Updating Reject 04H | Mobility Management | 4.3.9
Location Updating Request 08H | Mobility Management | 4.3.7
Paging Response 27H | Call Processing 414
Parameter Update Confirm 2BH Mobility Management 43.11
Parameter Update Request 2CH | Mobility Management | 4.3.10
Rejection 56H [ Call Processing 4.7.1
Service Release 2EH | Call Processing 4.1.10
Service Release Complete 2FH | Call Processing 4.1.11
Status Request 6AH | Mobility Management 43.14
Status Response 6BH | Mobility Management 43.15
User Zone Reject 0BH | Mobility Management 4.3.18
User Zone Update OCH | Mobility Management 4.3.17
User Zone Update Request ODH | Mobility Management | 4.3.16

5.2.5

Channel Number

This element contains a logical channel number assigned to the equipment providing a traffic

channel.
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This element is being kept in this revision of this standard for backward compatibility.. It is likely

to be removed from a future revision of this standard.

7 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Channel Number 2
Channel Number 3

A default value of zero may be used by manufacturers.

5.2.6 Channel Type

This element contains information that Call Processing may use to determine the radio resource

that is required and is coded as follows:

7 | 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Speech or Data Indicator 3
Channel Rate and Type 4
Speech Encoding Algorithm/data rate + Transparency Indicator 5
The Length field is defined as the number of octets following the Length field.
The Speech or Data Indicator octet is coded as follows:
Table 5.2.6-1 Channel Type - Speech or Data Indicator Values
7 6 |54 |32 ((1]0 Speech or Data Indicator
setting
0 ojojofo|lO0o]O0]O No Alert
oOolo0ojJO]|JOfO]O]|O]1 Speech®
0 ojojofoflo]|]1]O0 Data®
olojloflo]|o|oOo]| 1|1 Signaling®
A dedicated terrestrial resource is also required
b. A dedicated terrestrial resource is not required
The Channel Rate and Type is coded as follows:
Table 5.2.6-2 Channel Type - Channel Rate and Type Values
7 6 | 5|43 |2 1 0 | Channel Rate and Type
0 0101 O0] 0| O] 0] O [Reserved (invalid)
0 oOojlofo]Jo0of0]O0 1 | DCCH
0 0100 ] 01O 1 0 | Reserved for future use (invalid)
0 0O[0fO 1 0 | 0 [ O [Fullrate TCH channel Bm
0 0]01]0 1 010 1 | Half rate TCH channel Lm
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If octet 3 indicates that the call is a speech call or signaling (e.g., DCCH) then octet 5 is coded as
follows:

Table 5.2.6-3 Channel Type - Octet 5 Coding (Voice/Signaling Call)

7 6 | 5S|4 |3 |2 ] 1] 0 |OctetS coding if speech call or signaling
0 O[O0O|[O | O ]| O] 0] 0 |NoResourcesRequired (invalid)
0 ofofO|O0O|O0]O 1 [Reserved
0 oOolofo0o]o0]|O 1 0 | Reserved
0 oOolofo0o]o0]|O 1 1 | TIA/EIA/IS-2000 8 kb/s vocoder
0 0]0(07]O0 1 0 | O [8kb/senhanced vocoder (EVRC)
0 0O010]0]O0 1 0 1 | 13 kb/s vocoder
0 Olo0f[O0]O0[|1 1 0 [ ADPCM
All other values are reserved

If octet 3 indicates that the call is a data call then octet 5 shall be coded as follows:

Table 5.2.6-4 Channel Type - Octet 5 Coding (Data Call)

7 6 s | a4 | 3 [ 2] 1] o
ext.” T/ NT® Reserved®

a. reserved for extension.
b. 0-Transparent service, 1-Non-Transparent service.

c. Currently unused and is encoded as 000000

5.2.7 RF Channel Identity

This element specifies the identity of an ANSI/EIA/TIA-553 radio channel.

7 | 6 | s | 4 | 3 2 1 0 Octet

Al Element Identifier 1
Color Code 2

Reserved N-AMPS ANSI

EIA/TIA-
553
Reserved (Timeslot Number) 4
Reserved | ARFCN (high part)

ARFCN (low part) 6

The Color Code field in octet 2 identifies the unique code used by ANSI/EIA/TIA-553 signaling
system to distinguish the serving cell RF channels from cells reusing this RF channel. For
ANSI/EIA/TIA-553 cells, this color code corresponds to the 3 possible Supervisory Audio Tones
(SAT) used to distinguish this cell’s radio channels.

Octet 3 indicates a single signaling type allocated by a target BS in a hard handoff procedure. The
allocated signaling type is indicated when the corresponding bit is set to 1. When the indicated
signaling type is narrow band analog technology (N-AMPS), then the Timeslot Number field
represents the C12 and C13 narrow band bits which are defined as the narrow band channel offset
from the center frequency of the overlaid channel N. It is coded as follows:
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Table 5.2.7-1 RF Channel Identity — Timeslot Number

Value Description
00 Centered on N
01 Channel below N
10 Channel above N
11 Reserved

The ARFCN (Absolute RF Channel Number) field in octets 5 and 6 may, depending on the
message in which it is included, identify the channel being used in the current mobile connection;
for example, to allow a remote site’s scan receiver to measure the uplink signal strength relative to
the remote site. Alternatively, depending on the message which it is included, this element may
identify a target set channel for a handoff. This ARFCN has a range of 0-2047 to accommodate the
Frequency Bands of each signaling system. The frequency bands are shown below for
clarification.

The frequency bands reserved for ANSI/EIA/TIA-553 signaling systems are covered with the
following channel numbering schemes:

¢ initial allocation of 20 MHz for both band A and B representing 1-666 signaling and
voice channels and numbered 1-333 for the A band, and 334-666 for the B band.

¢ extended allocation ([20]) of 5 MHz for A’, B’, and A’ bands representing 166 voice
channels and numbered 667-716 for the A’ band, 717-799 for the B’ band, and 991-1023
for the A’ band.

5.2.8 SID
This element provides the System Identification used by mobiles to determine home/roam status.
It is coded as follows:
7 | ¢ | s | 4 | 3 | 2 | 1 | o Octet
Al Element Identifier 1
Reserved | (MSB) | SID (high order) 2
SID (low order) | (LsB) 3

The SID is a 15 bit unique number assigned to each wireless system coverage area.
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5.2.9 IS-95 Channel Identity

This element specifies identity information for one or more 7/A/EIA/IS-95-B radio channels.

7 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Hard Number of Channels to Add Frame Offset 3
Handoff
Walsh Code Channel Index n
Pilot PN Code (low part) ntl
Pilot PN Power Freq. Reserved ARFCN (high part) n+2
Code (higll Combined| included
part)
ARFCN (low part) n+3

Length is the number of octets that follow this octet. The length of this element is variable because
more than one target cell may be requested in a TI4/EIA/IS-95-B handoff. Therefore, this element
provides the flexibility to specify multiple 7I4/EIA/IS-95-B channels that the target BS can
accommodate.

The Hard Handoff field, when set to 1, indicates that a hard handoff is required rather than a
soft/softer handoff. This field may be set in a handoff request or response. It shall be set
appropriately by the responding target BS to correspond to the action committed by the target. If
the Handoff Type element is also present in the same message, the value of Handoff Type shall
agree with the setting of this bit.

In this version of the standard, the Number of Channels field shall be set to 001.

The Frame Offset field will contain the number of 1.25 ms intervals relative to system time that
the forward and reverse traffic channels are delayed by the source. If this element is returned to the
source with the hard handoff indicator bit set, this field will contain the frame offset delay required
by the target.

The following four octets may be included multiple times:

The Walsh Code Channel Index (octet n) specifies one of 64 possible Walsh Codes used to
channelize the downlink RF bit stream in a 7/4/EIA/IS-95-B call.

Octets n+1 and n+2 contain the Pilot PN Code. The Pilot PN Code is one of 511 unique values for
the Pilot Channel offset. The offsets are in increments of 64 PN chips.

The Power Combined field is a flag that, when set to ‘1°, indicates diversity combining of the
power control sub-channel of this 7/4/EIA/IS-95-B code channel with the previous /TIA/EIA/IS-
95-B code channel listed in this element. In other words, if this is the second replication of octets n
through n+3, then the power control sub-channel of this 7/4/E14/IS-95-B code channel is diversity
combined with power control sub-channel of the previous replication of octets n through n+3. The
first occurrence of this field in the IS-95 Channel Identity element is set to zero.

Frequency Included is a flag indicating whether the frequency assignment is included. A ‘0’
indicates no frequency assignment is present, a ‘1’ indicates a frequency assignment is present and
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is specified in the ARFCN field of this element. For code channel assignments that are on the
same TIA/EIA/IS-95-B channel frequency, this field shall be set to ‘0’.

The ARFCN (Absolute RF Channel Number) in octets n+2 and n+3 identifies the TI4/EIA/IS-95-B
frequency being used in the current mobile connection. This ARFCN has a range of 0-2047 to
accommodate the various frequency bands. The frequency bands are shown below for
clarification. When the Frequency Included flag is set to zero, the ARFCN field shall be set to all
binary zeros.

The Frequency Bands reserved for TTA/EIA/IS-95-B signaling system in the North American
cellular band class is covered with the following channel numbering scheme:

¢ A band allocation of 311 channels and numbered for TIA/EIA/IS-95-B or TIA/EIA/IS-
2000 as 1-311.

¢ B band allocation of 289 channels and numbered for T/A/EIA/IS-95-B or TIA/EIA/IS-
2000 as 356-644.

¢ A’ band allocation of 6 channels and numbered for T/4/EIA/IS-95-B or TIA/EIA/IS-2000

as 689-694.

¢ B’ band allocation of 39 channels and numbered for T/4/EIA/IS-95-B or TIA/EIA/IS-2000
as 739-777.

¢ A’ band allocation of 11 channels and numbered TIA/EIA/IS-95-B or TIA/EIA/IS-2000 as
1013-1023.

The Frequency Bands reserved in the North American PCS band class are covered with the
following channel numbering scheme:

¢ A-F band allocation of channels numbered from 25-1175.

5.2.10 Encryption Information

This is a variable length element. It contains necessary information to control encryption devices.
This element is used during call setup and handoff.

7 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Encryption Info - 1 3-n
Encryption Info - 2 ntl-m
Encryption Info - k P-q

The Length field (octet 2) is a binary number indicating the absolute length of the contents after
the Length octet. Multiple instances of the Encryption Info field may occur within this element. If
no Encryption Info information is available, the Length indicator shall be set to ‘0000 0000’
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The Encryption Info field is coded as follows:

Table 5.2.10-1 Encryption Information - Encryption Parameter Coding

7 6 5 4 3 2 1 0 Octet
ext=1 Encryption Parameter Identifier Status Available 1
Encryption Parameter Length 2
(MSB) Encryption Parameter value - octet 1 3
Encryption Parameter value - octet m (LSB) variable

Encryption Parameter Coding - Octet 1:

Bit 0 indicates if the encryption algorithm is available (supported). The BS sets this bit
appropriately when this element is included in a message being sent by a BS. The MSC always
sets this bit to ‘0’ and the BS always ignores it when this element is included in a message being
sent by the MSC. Available is coded ‘1°, and not available is coded ‘0’.

The Status indication, bit 1, is coded ‘1’ to indicate active and ‘0’ to indicate inactive.

Bits 2 through 6 contain the Encryption Parameter Identifier; see the table below.

Bit 7 is an extension bit.

Table 5.2.10-2 Encryption Information - Encryption Parameter Identifier Coding

Encryption
Parameter Encryption Parameter
Identifier Value
00000 Not Used - Invalid value.
00001 SME Key: Signaling Message Encryption Key
00010 Reserved (VPM: Voice Privacy Mask)
00011 Reserved
00100 Private Longcode
00101 Data Key (ORYX)
00110 Initial RAND
All other values Reserved

A brief description of the parameters and their typical usage is given below for information only,
and is not intended to limit the scope of application.

SME Key:

Signaling Message Encryption Key, used for encryption of some
signaling messages in TIA/EIA/IS-95-B and TIA/EIA/IS-2000. Key
length is 8 octets.

Private Longcode:

Encryption parameter for TIA/EIA/IS-95-B and TIA/EIA/IS-2000. Key
length is 42 bits, encoded in 6 octets, such that the 6 unused bits are set
equal to '0', and occupy the high-order positions of the most significant
octet.
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Data Key (ORYX):

Parameter intended for encryption of user data in TTA/EIA/IS-707. Key
length is 4 octets.

Initial RAND:

Parameter used for data encryption in TI4/EIA/IS-707. When data
encryption is enabled, this parameter shall be passed to the target BS
from the source BS so that the same value of RAND can be used. The
key length is 4 octets.

Encryption Parameter Coding - Octets 2 and 3 - n:

The second octet indicates the length of the parameter as a binary number. Octets 3 through n
contain the parameter value. The length of the parameter may be zero in which case octet 2 is set
to a binary value of zero.

3 5.2.11 Voice Privacy Request

14 This is a fixed length element with zero octets of content. Only the element identifier is included (type 2).
15 When present, it indicates that the MS has requested Voice Privacy.

7

6

5

4

3

2

Octet

1

0

1

0

Element Identifier

1

s 5.2.12 Classmark Information Type 2

The Classmark Information Type 2 defines certain attributes of the mobile station equipment in
use on a particular transaction, thus giving specific information about the mobile station. It is
coded as follows:

7 | e | s | 4 | 3 | 2 | 1 | o Octet
Al Element Identifier 1
Length 2
Mobile P REV Reserved | See List RF Power Capability 3
En(t)rfies
Reserved 4
NAR 15-95 Slotted Reserved Mobile | ANSI/EIA/TIA-
AN DTX Term 553
CAP
Reserved 6
Reserved Mobile PSI
Term
SCM Length
Station Class Mark 9
Count of Band Class Entries k
-- Continued on next page --
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-- Continued from previous page --

Band Class Entry Length k+1

Reserved Band Class 1 k+2
Band Class 1 Air Interfaces Supported k+3
Band Class 1 MS Protocol Level k+4

Reserved Band Class n m
Band Class n Air Interfaces Supported m+1
Band Class n MS Protocol Level m+2

The Length field is defined as the number of octets following the Length field.
The A1l Element Identifier is not included when this information element is sent as a mandatory element as
part of a DTAP message.” Editor: Globally look for IEs that appear as mandatory in DTAP messages and

add this sentence if the definition of the IE contains an A1 Element Identifier.

The RF Power Capability field is coded as follows:

Table 5.2.12-1 Classmark Information Type 2 - RF Power Capability

Binary Values Meaning ANSIEIA/TIA- | TIA/EIA/IS-
553 2000

000 Class 1, vehicle and portable 4W 1.25W
001 Class 2, portable 1.6 W 0.5W
010 Class 3, handheld 0.6 W 02W
011 Class 4, handheld Unused

100 Class 5, handheld

101 Class 6, handheld

110 Class 7, handheld

111 Class 8, handheld

Each mobile has an assigned power class capability that needs to be known at the base
station in order to regulate uplink power control. Each power class is unique to the
specific signaling system. Power classes can range from 1 to 8. All other values are
reserved.

The See List of Entries field is an escape mechanism that allows octets 3 through 6 to be ignored
by the receiver. When set to ‘1°, the receiver shall ignore the contents of octets 3 through 6 and
shall instead use the contents of octets 7 through the end of the element to derive the valid class
mark information. When this field is set to ‘0’, the receiver shall process the contents of octets 3
through 6 and ignore any additional data that may be present after these octets. A BS shall be
required to populate both portions of this element, i.e. octets 3-6 and 7 through the end-of-element,
in order to provide backward compatibility. The information contained in the first band class entry
set in octets 12-14 shall be applicable to the current band class of the mobile.

The Mobile P_REV field in octet 3, and the Band Class 1 MS Protocol Level in octet 14, contain
the current mobile station protocol revision level as defined in [1] to [6]. The Mobile P REV field
in octet 3 contains the low order 3 bits of the 8-bit MS Protocol Level. The source BS shall always
set this field when sending this element to the MSC on a message. The MSC shall transparently
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transfer this value when forwarding this element to the target BS. The target BS may choose to
ignore the value.

The ANSI/EIA/TIA-553 in bit 0 of octet 5 is set to 1 if the mobile supports analog capabilities. It
is set to 0 if the mobile doesn’t support analog mode

The Mobile Term field in bit 1 of octet 5 and bit 1 of octet 7 is set to ‘1’ for TTA/EIA/IS-2000
mobiles currently capable of receiving incoming calls, and is set to ‘1’ for all other mobile types.
It is set to ‘0’ for TIA/EIA/IS-2000 mobiles incapable of receiving incoming calls.

The DTX field in bit 2 of octet 5 indicates whether or not the mobile is capable of discontinuous
transmission. It is set to ‘1’ if the mobile is capable of DTX, otherwise it is set to ‘0’.

The Slotted field in bit 5 of octet 5 indicates that the mobile is operating in slotted paging request
mode when set to ‘1’ (TTA/EIA/IS-2000 only).

The IS-95 field in bit 6 of octet 5 indicates that the MS is capable of supporting ANSI 714/EIA/IS-
95 and/or TIA/EIA/IS-2000 air interfaces.

The NAR AN _CAP field in bit 7 of octet 5 is set to ‘1’ for an MS that is capable of supporting
narrow band analog technology (N-AMPS), and is set to ‘0’ otherwise.

The PACA Supported Indicator (PSI) field in bit 0 of octet 7 indicates the mobile station’s
capability to support PACA. This field is set to ‘1’ if the mobile station supports PACA; otherwise
itis setto 0.

The SCM Length field indicates the length of the Station Class Mark field in the following
octet(s).

The Station Class Mark field shall be coded as specified in [1] to [6].

The Count of Entries field indicates the number of band class information entries that follow.
These entries each contain information on the air interface capabilities and protocol level
information of the MS with respect to a specific band class. At least one entry for the mobile’s
current band class is required. The current band class information shall be included in the first
band class entry information set. Data pertaining to other band classes supported by the mobile
may also be included.

The Band Class Entry Length field indicates the length of the set of parameters associated with
each band class entry set. The length of each band class entry set included in this element shall be
the same.

The Band Class n field shall be a binary value coded as shown in section 5.2.80.

The Band Class n Air Interfaces Supported field shall be a binary value consisting of subfields
indicating which operating modes are supported by the mobile in the corresponding band class.
The subfields are coded as defined in the T/4/EIA/IS-2000 Operating Mode Information record [1]
to [6]. The first subfield is OP_ MODEQO and it shall correspond to bit 7.

The Band Class n MS Protocol Level_field contains the mobile station protocol revision level as
defined in [1] to [6]. The source BS shall always set this field when sending this element to the
MSC on a message. The MSC shall transparently transfer this value when forwarding this element
to the target BS. The target BS may choose to ignore the value.
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5.2.13 Mobile Identity

The purpose of the mobile identity information element is to provide the mobile station Electronic
Serial Number (ESN), the International Mobile Subscriber Identity (IMSI), or the Broadcast
Address.

The International Mobile Subscriber Identifier (IMSI) does not exceed 15 digits and the ESN is a
32 bit field separated into a Manufacturer code, the Serial Number and a Reserved field. The
Broadcast Address is used to deliver Short Messages to groups of subscribers and has the format
specified in section 3.4.3.2 of [31] and is mapped to the Mobile Identity element as shown below.

The following is the Mobile Identity element coding: 714/EIA/IS-2000.
Warning: The length limit for this information element was 10 octets in IOS v2.0a, IOS v2.1, and

IOS v3.0.0. Care needs to be exercised for interoperability with implementations based on the
previous standard.

6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Identity Digit 1 Odd/even Type of Identity 3
Indicator
Identity Digit 3 Identity Digit 2 4
Identity Digit N+1 Identity Digit N k

The Length field is defined as the number of octets following the Length field.

Add sentence to 5.2.12 (line 6 of page 287): “The Al Element Identifier is not included when this
information element is sent as a mandatory element as part of a DTAP message.” Editor: Globally
look for IEs that appear as mandatory in DTAP messages and add this sentence if the definition of
the IE contains an A1 Element Identifier.

The Type of Identity is defined as follows:

Table 5.2.13-1 Mobile Identity - Type of Identity Coding

Binary Values Meaning
000 No Identity Code
010 Broadcast Address
101 ESN
110 IMSI

The Odd/Even Indicator (octet 3; bit 3) field is set to ‘0’ for an even number of digits and to ‘1’
for an odd number of identity digits.

The identity digits (octet 3 etc.) are coded as follows:
The International Mobile Subscriber Identifier fields are coded using BCD coding

format. If the number of identity digits is even then bits 4 to 7 of the last octet shall be
filled with an end mark coded as ‘1111°.
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The ESN is not separated into digits, and occupies octets 4-7 with the most significant
bit in octet 4 bit 7. Identity Digit 1 in octet 3 is unused and coded as ‘0000°.

For Broadcast Address (type 010), the Mobile Identity is encoded as specified below

based on [31].
7 6 | s s | 3 | 2 1 0 Octet
Al Element Identifier 1
Length 2
Reserved ‘ Type of Identity 3
Priority Message ID 4
Zone ID 5
(MSB) Service 6
(LSB) 7
Language 8
Length:

Type of Identity:

Priority:

Message ID:

Zone ID:

Service:

Language:

5.2.14 Slot Cycle Index

This field indicates the number of octets in this element following the
Length field.

This field is defined as shown above.

This field indicates the priority level of this broadcast message to the
MS.

This field contains a value used by the MS to distinguish between
different messages from the same broadcast service transmitted within
the time period established for broadcast duplicate detection in the
mobile station.

This field contains a value used by the MS to distinguish between
messages from the same broadcast service transmitted in different
geographic regions.

This field contains the service category. The mobile station should
receive and process the broadcast message or page if the Service field
contains a service category that the mobile station has been configured
to receive.

This field contains a value used by the MS to distinguish the language
used in the content of the broadcast message.

The Slot Cycle Index element is unique to 7/4/EIA/IS-2000 mobiles. It contains a parameter used
in computation of the paging timeslot, allowing discontinuous reception in the mobile station. It is
coded as follows:
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7 6 5 4 T 1 Octet
Al Element Identifier 1
Reserved | Slot Cycle Index 2
Note that the Classmark Information Type 2 element contains an indication of whether the MS is
operating in slotted or non-slotted mode. See also section 5.2.12.
5.2.15 Priority
This element indicates the PACA priority of the call and is coded as follows:
7 | 6 5 4 3 2 | 1| Octet
Al Element Identifier 1
Length 2
Reserved Call Priority Queuing | Preemption 3
Allowed Allowed
The Length field is defined as the number of octets following the Length field.
In octet 3, the priority field allows prioritizing of requests for mobile connections. The priorities
are ordered from ‘0000 (highest priority) to ‘1111’ (lowest priority).
The meaning of the priorities are as follows:
Table 5.2.15-1 Priority - Call Priorities
Binary Values
bits 5-4-3-2 Meaning
0000 Priority Level 0 (highest)
0001 Priority Level 1
0010 Priority Level 2
0011 Priority Level 3
0100 Priority Level 4
0101 Priority Level 5
0110 Priority Level 6
0111 Priority Level 7
1000 Priority Level 8
1001 Priority Level 9
1010 Priority Level 10
1011 Priority Level 11
1100 Priority Level 12
1101 Priority Level 13
1110 Priority Level 14
1111 Priority Level 15 (lowest)
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Table 5.2.15-2 Priority - Queuing Allowed

Binary Values
bit 1

Meaning

0

queuing not allowed

1

queuing allowed

Table 5.2.15-3 Priority - Preemption Allowed

Binary Values
bit 0

Meaning

0

preemption not allowed

1

preemption allowed

5.2.16 Cause

A.S0014-0v1.0

This element is used to indicate the reason for occurrence of a particular event and is coded as

shown below.

7 | 6 5 4 3 2 1 Octet
Al Element Identifier 1
Length 2
0/1 | Cause Value 3

This information element is used on multiple interfaces. When the information element is included
in a message that is sent on the Al or A9 interface, the Element Identifier field is coded as 04H.
When the information element is included in a message sent on the A7 interface, the Element
Identifier field is coded as O8H.

The Length field is defined as the number of octets following the Length field.

The Cause Value field is a single octet field if the extension bit (bit 7) is set to ‘0’. If bit 7 of octet
3 is set to ‘1’ then the Cause Value is a two octet field. If the value of the first octet of the cause
field is ‘1XXX 0000’ then the second octet is reserved for national applications, where ‘XXX’
indicates the Cause Class as indicated in the table below.

Table 5.2.16-1 Cause Class Values

Binary Values

Meaning

000

Normal Event

001

Normal Event

010

Resource Unavailable

011

Service or option not available

100

Service or option not implemented

101

Invalid message (e.g., parameter out of range)

110

Protocol error

111

Interworking
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Table 5.2.16-2 Cause Values

6 | 5|43 2 1 0 Hex Cause
Value

Normal Event Class (000 xxxx and 001 xxxx)
0|l O0]O]O]O]O][O 00 Radio interface message failure
0O0)J]o0Of[O0O]JO[O]O 1 01 Radio interface failure
0OjJofojJofO]1]|O 02 Uplink Quality
0O)J]0f[O0O]Of[O]1 1 03 Uplink strength
0OjJofojJoOof1]O0]|O 04 Downlink quality
0O)J]ofOo]JOf[1]O0]|1 05 Downlink strength
0)]J]0[O0]O 1 1 0 06 Distance
O[O0 0|0 1 1 1 07 OAM&P intervention
0] O0]J]O]1]O]O]O 08 MS busy
0] O0]O]1]O]O]1 09 Call processing
0]1]0(O0 1 0 1 0 0A Reversion to old channel
0]1]01[O0 1 0 1 1 0B Handoff successful
0[O0 O 1 1 0] O 0C No response from MS
00O 1 1 0 1 0D Timer expired
0[O0 O 1 1 1 0 O0E Better cell (power budget) (Handoff Required msg.)
0[O0 O 1 1 1 1 OF Interference (Handoff Required msg.)
0101 ]0[0]O0]|O0 10 Packet call going dormant
010 1 0|0 O 1 11 Service option not available
0|0 1]0]0]1]O0 12 Invalid Call
00 1 0] O 1 1 13 Successful operation
0110 1 0 1 0|0 14 Normal call release
0110 1 0 1 0 1 15 Short Data Burst Authentication Failure
010 1 0 1 1 0 16 Initiate Re-activation of packet data call
0110 1 0 1 1 1 17 Time Critical Relocation/Handoff
0101 1 10|00 18 Network Optimization
00 1 1 0|0 1 19 Power down from Dormant State
00 1 1 0 1 0 1A Authentication Failure
0101 1 |01 1 1B Inter-BS Soft Handoff Drop Target
00 1 1 1 010 1C Update Accounting: Late Traffic Channel Setup
0]0(|1 1 1 | 0|1 1D Intra-BS Soft Handoff Drop Target
0101 1 1 1 |0 1E Update Accounting: Parameter Change

Resource Unavailable Class (010 xxxx)
0 1 O[O0 f[O0O] O] O 20 Equipment failure
0 1 0|00} O 1 21 No radio resource available
O)j1f{fojJofoOo]1]|O 22 Requested terrestrial resource unavailable
Ol 1]O]JO]1]O]1 25 BS not equipped
O]l 1[0]O0]|1 1 |0 26 MS not equipped (or incapable)
0Ol 1[0]0]|1 1 1 27 2G Only Sector
O)j1f{o]1[0O0]O0]|O 28 2G Only Carrier
O]l 1]O0]1]0O0]O]1 29 PACA Call Queued
o101 ([0]1 1 2B Alternate signaling type reject (Handoff Failure
msg.)

0 1 0 1 1 0 1 2D PACA Queue Overflow
0|l 1[0]1 1 1 |0 2E PACA Cancel Request Rejected
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Table 5.2.16-2 Cause Values

6 |54 )3 (21|20 Hex Cause
Value
Service or Option Not Available Class (011 xxxx)
0] 1 1 10]0]0]O0 30 Requested transcoding/rate adaptation unavailable
0] 1 110|001 31 Lower priority radio resources not available
0 1 1 00 1 0 32 PCF resources not available
0 1 1 0] O 1 1 33 TFO Control request Failed
0 1 1 0 1 0] O0 34 MS Rejected Order
011 1 0] 1|01 35 Requested FPC Mode Change Failed
Service or Option Not Implemented Class (100 xxxx)
1 O[O0 |[O0O|O0O| OO 40 Ciphering algorithm not supported
1 O[O0 |[O0O|O0]|O 1 41 Private Long Code not available or not supported.
1 00|00 1 0 42 Requested MUX option or rates not available.
1 00|00 1 1 43 Requested Privacy Configuration unavailable
1 00| O 1 0] O 44 SCH not supported
1 00 1 1 1 1 4F Terrestrial circuit already allocated.”
Invalid Message Class (101 xxxx)
1 0 1 0|00} O 50 Terrestrial circuit already allocated
1 {01 ]0]O0]O0]1 51 FPC Initial Gain too high
1 [0 ] 1 1 1 1 1 SF Protocol Error between BS and MSC.*
1 1101 1 1 1 6F Invalid Call Connection Reference
Protocol Error (110 xxxx)
t{1]oloflofo]o] 60 | Protocol Error between BS and MSC
Interworking (111 xxxx)
1 1 1 0] 0|0]1 71 ADDS message too long for delivery on the paging
channel
1 1 1 0|0 1 0 72 MS-to-IWF TCP connection failure
1 1 1 0] O 1 1 73 ATHO (Modem hang up) Command
1 1 10| 1]0]0 74 +FSH/+FHNG (Fax session ended) Command
1 1 1 0 1 0 1 75 No carrier
1 1 1 0 1 1 0 76 PPP protocol failure
1 1 1 101 1 1 77 PPP session closed by the MS
1 1 1 1 0|0 O 78 Do not notify MS
1 1 1 1 10|01 79 PDSN resources are not available
1 1 1 1 0] 1|0 7A Data ready to send
1 1 1 1 1 1 1 7F Handoff procedure time-out (HO Failure message)
All other values Reserved for future use.

a. Used prior to version 3.0.0 of this specification only.

If The MSC uses a CIC value that is unknown to the BS, the cause value used shall be 25H (BS
not equipped) in the appropriate message.
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5.2.17 Cell Identifier

This element uniquely identifies a particular cell and is of variable length depending on how the
cell is identified. The fields of this element are shown below:

6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Cell Identification Discriminator 3

Cell Identification variable

This information element is used on multiple interfaces. When the information element is included
in a message that is sent on the Al interface, the Element Identifier field is coded as 05H. When
the information element is included in a message sent on the A3 or A7 interface, the Element
Identifier field is coded as O8H.

The Length field is defined as the number of octets following the Length field. The length depends
on the Cell Identification Discriminator (octet 3).

The Cell Identification Discriminator is a binary number indicating if the whole or a part of Cell
Global Identification (e.g., one or more of the following: MCC, MNC, LAC, MSCID, CI) is used
for cell identification in octets 4 through n. The Cell Identification Discriminator is coded as
follows:

Table 5.2.17-1 Cell Identifier - Cell Identification Discriminator List

Binary Values | Meaning
0000 0010 Cell Identity (CI) is used to identify the cell.
0000 0101 Location Area Code (LAC) is used to identify all cells within a location area.
0000 0111° IS-41 whole Cell Global Identification (ICGI) is used to identify the cell.

a. When the Cell Identifier is used to identify a cell controlled by another
MSC, type 0000 0111 will be used.

Table 5.2.17-2 Cell Identifier - Cell Identification Discriminator = 0000 0010’

6 5 4 3 2 1 0 Octet
CI value 4
CI value cont. 5

Table 5.2.17-3 Cell Identifier - Cell Identification Discriminator = 0000 0101°

6 5 4 3 2 1 0 Octet
LAC 4
LAC cont. 5
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Table 5.2.17-4 Cell Identifier - Cell Identification Discriminator = 0000 0111°

7 6 5 4 3 2 1 0 Octet
MSCID 4
MSCID continued 5
MSCID continued 6
CI value 7
CI value continued 8

MSCID, MSC Identifier (octets 4 through 6):

The MSCID is coded as defined in IS-41-C, Section 6.5.2.82.

MSCID is 3 octets long where the first two octets (octets 4 and 5) represent Market 1D
and the last octet represents the Switch Number.

In the MSCID field, bit 7 of octet 4 is the most significant bit and bit 0 of octet 5 is the
least significant bit of the Market ID field.

In the MSCID field bit 7 of octet 6 is the most significant bit of the Switch Number
field.

ClI, Cell Identity value (octets 7 and 8):

In the CI value field bit 7 of octet 7 is the most significant bit and bit 0 of octet 8 is the
least significant bit. Bits 3 to 0 of octet 8 contain the sector number (OH = omni).

Table 5.2.17-5 Cell Identifier - Cell Identification Discriminator = ‘0000 1000’

7 6 5 4 3 2 1 | o0 Octet
MCC digit2 MCC digitl 4
MNC digit3 MCC digit 3 5
MNC digit2 MNC digitl 6
LAC 7
LAC cont. 8
CI value 9
CI value cont. 10

MCC, Mobile Country Code (octets 4 and 5):

The MCC field is coded as in [51].

MNC, Mobile Network Code (octets 5 and 6):

The coding of this field is the responsibility of each administration but BCD coding
shall be used. If an administration decides to include only one digit in the MNC then
bits 4-7 of octet 6 and bits 4-7 of octet 5 are coded as ‘1111°. If an administration
decides to include only two digits in the MNC then bits 4-7 of octet 5 are coded as
‘1111,
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LAC, Location Area Code (octets 7 and 8):

In the LAC field bit 7 of octet 7 is the most significant bit and bit 0 of octet 8 is the
least significant bit.

The coding of the location area code is the responsibility of each administration.

CI, Cell Identity value (octets 9 and 10):

In the CI value field bit 7 of octet 9 is the most significant bit and bit 0 of octet 10 the
least significant bit.

The coding of the cell identity is the responsibility of each administration. Coding
using full hexadecimal representation may be used. The cell identity consists of 2
octets maximum.

If an administration has chosen N bits for the cell identity where N <16 then the
additional bits up to 16 are coded with a ‘0’ in each in the following way:

If 8 <N<16 the bits N-8 through 7 of octet 9 are coded with a ‘0’ in each.
If N=8 then octet 9 is coded with a ‘0’ in each bit.

If N<8 then octet 9 is coded with a ‘0’ in each bit and bits N through 7 of octet 3 are
coded with a ‘0’ in each.

Location Area Code (LAC) is an operator defined identifier for a set of cells. LAC is not defined
by the IOS for features (i.e., features are not LAC dependent). In this IOS document the LAC field
is supported; however, it may be ignored or filled with zeros at the supplier’s option, and must not
cause a protocol error.

The Cell Identifier within an MSC is unique.

5.2.18 Cell Identifier List

This element uniquely identifies cells and is of variable length containing the following fields:

7 | e | s | 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Cell Identification Discriminator 3
Cell Identification 1 4
Cell Identification n k

The Length field is a binary value indicating the number of octets following the Length field.
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5.2.19 Circuit Identity Code (CIC)

This element defines the terrestrial channel over which the call will pass. It contains the 5 least
significant bits of a binary representation of the timeslot assigned to the circuit. The remaining bits
in the CIC are used where necessary, to identify one among several systems interconnecting an
originating and destination point.

6 5 4 3 2 1 0 Octet
Al Element Identifier 1

b c d e f g h 2

j k X X X X X 3

Bits a-k define the PCM multiplexer in use.
Bits xxxxx define the actual timeslot in use.
The Circuit Identity Code defines the PCM multiplex and timeslot in use at the MSC. In cases

where re-multiplexing takes place between the MSC and BS a translation may be necessary at the
BS.

5.2.20 Circuit Identity Code Extension

This variable length element defines a full rate terrestrial channel.

7 | 6 | s | 4 | 3 ] 2 | 1 | o | octe
Al Element Identifier 1
Length 2
(MSB) | Circuit Identity Code 3
Circuit Identity Code (cont.) (LSB) 4
Reserved Circuit Mode 5

The Length field is defined as the number of octets following the Length field.
The Circuit Identity Code field is coded as specified in octets 2-3 of section 5.2.19.
The Circuit Mode field informs the MSC about the use of this element, and is encoded as follows:

Table 5.2.20-1 Circuit Identity Code Extension - Circuit Mode Field

Binary Name Meaning
Value
0000 Full-rate Full-rate circuit operation.

All other values reserved

5.2.21 Special Service Call Indicator

The presence of this information element in a message indicates to the MSC that the MS has
initiated an emergency call.
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7 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Reserved MOPD GECI = 3
=[0,1] [0,1]
Length:
This field indicates the number of octets in this element following the
Length field.
GECI:
Global Emergency Call Indication. This field is set to 1 if the user
indicated an emergency call in the IS-2000 air interface message. This
field is set to 0 otherwise.
MOPD:

Mobile Originated Position Determination. This field is set to 1 if the
mobile has indicated a request for mobile originated position
determination in the IS-2000 air interface message. This field is set to 0

otherwise.

5.2.22 Downlink Radio Environment

This element includes signal strength measurement information that was made by the mobile. It is

of variable length and is coded as follows:

7 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Number of cells 3
Cell Identification Discriminator 4
Cell Identification 1 5-k
Reserved Downlink Signal Strength Raw k+1
CDMA Target One Way Delay (high part) k+2
CDMA Target One Way Delay (low part) k+3
Cell Identification n m-n
Reserved Downlink Signal Strength Raw ntl
CDMA Target One Way Delay (high part) n+2
CDMA Target One Way Delay (low part) n+3

The Length field is defined as the number of octets following the Length field.

Octet 3 indicates the number of cells represented by this element. For each cell, the Cell
Identification, Downlink Signal Strength Raw, and CDMA Target One Way Delay fields are

replicated.

In octet 4, the Cell Identification Discriminator is coded per section 5.2.17. It applies to all Cell

Identification fields present in this element.
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The Cell Identification is coded as per the equivalent octets described in section 5.2.17, and shall
uniquely identify one cell. Only one cell can be indicated per replication.
Downlink Signal Measurement Raw is an average signal level measured by the mobile for the
specified cell. The method of measurement is unique to the signaling system. The signal level is

the last measurement average received from the mobile in its raw, not normalized format.

The range of values for this field is 0 to 63 where the units are defined by

|-2x10x1log,, PS |

where PS is the strength of this pilot measured as the sum of ratios of received pilot
energy per chip to the total received spectral density (noise and signals) of at most k
usable multi-path components, where k is the number of demodulating elements
supported by the mobile station.

The CDMA Target One Way Delay field shall contain the estimated one-way delay from the MS
to the associated target cell, according to the information reported by the MS.

The CDMA Target One Way Delay is specified in units of 100 ns.

The BS calculates the value of the CDMA Target One Way Delay as follows:

L (Target PN phase measured by the MS - Target pilot offset index x 64 +
Serving one way delay in PN chips) / 0.12288 ]

The target PN phase is reported by the MS in the Pilot Strength Measurement Message.

The target pilot offset index is derived by the BS from information in the Pilot Strength
Measurement Message.

The serving one way delay is maintained in information known to the BS.

5.2.23 IS-2000 Channel Identity 3X

This element specifies identity information for one or more TIA/EIA/IS-2000 radio channels
operating in 3X mode.

7 | e | s | 4 | 3 2 1 0 Octet
Al Element Identifier 1
Length 2
OTD | Physical Channel Count | Frame Offset 3
Physical Channel Type 1 4
Reserved Pilot Gating Rate 1 QOF Mask 1 Walsh Code Channel Index 1 5
(high part)
Walsh Code Channel Index 1 (low part) 6
-- Continued on next page --
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-- Continued from previous page --
Pilot PN Code 1 (low part) 7
Pilot PN Reserved Power Freq. ARFCN 1 (high part) 8
Code 1 combined | Included
(high 1 1
part)
ARFCN (low part) 9
Reserved Lower QOF Mask 1 Lower Walsh Code Channel 10
Index 1
(high part)
Lower Walsh Code Channel Index 1 (low part) 11
Reserved Upper QOF Mask 1 Upper Walsh Code Channel 12
Index 1
(high part)
Upper Walsh Code Channel Index 1 (low part) 13
Physical Channel Type n k
Reserved Pilot Gating Rate n QOF Mask n Walsh Code Channel Index n k+1
(high part)
Walsh Code Channel Index n (low part) k+2
Pilot PN Code n (low part) k+3
Pilot PN Reserved Power Freq. ARFCN n (high part) k+4
Code n combined | Included
(high n n
part)
ARFCN n (low part) k+5
Reserved Lower QOF Mask n Lower Walsh Code Channel k+6
Index n
(high part)
Lower Walsh Code Channel Index n (low part) k+7
Reserved Upper QOF Mask n Upper Walsh Code Channel k+8
Index n
(high part)
Upper Walsh Code Channel Index n (low part) k+9
Length:
The number of octets that follow this octet. The length of this element
is variable because more than one target cell may be requested in a hard
handoff. Therefore, this element provides the flexibility to specify
multiple channels that the target BS can accommodate.
OTD:

This bit shall be set to ‘1’ to indicate that the mobile will be using
OTD. It is set to ‘0’ otherwise.

Physical Channel Count:
Number of IS-2000 physical channels that are being handed off.
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Frame Offset:

This field will contain the number of 1.25 ms intervals relative to
system time that the forward and reverse traffic channels are delayed by
the source.

The remaining fields are repeated once for each physical channel type for each cell.

Physical Channel Type:

This field contains the binary value used to indicate the type of physical
channel. Valid values are shown below.

Table 5.2.23-1 IS-2000 Channel Identity - Physical Channel Type

Hex Values Meaning
01H Fundamental Channel (FCH) TI4/EIA/IS-2000
02H Dedicated Control Channel (DCCH)
TIA/EIA/IS-2000
All other values Reserved
Pilot Gating Rate:

The actual Reverse Pilot Gating Rate. This field is used to indicate the
gating rate for the Reverse Pilot channel as shown in Table 5.2.23-2.

Table 5.2.23-2 IS-2000 Channel Identity - Pilot Gating Rate

Binary Values Meaning
00 Gating rate 1
01 Gating rate 1/2
10 Gating rate 1/4
11 Reserved
QOF Mask:

This field contains the QOF (Quasi-Orthogonal Function) mask index
as specified in [2]. This QOF Mask is used with the center frequency
channel.

Walsh Code Channel Index:

This field specifies one of 256 possible Walsh Codes used to
channelize the downlink RF bit stream in a TI4/EIA/IS-2000 call. The
high order 3 bits are reserved for future expansion. This Walsh Code is
used with the center frequency channel.

Pilot PN Code:

The Pilot PN Code is one of 511 unique values for the Pilot Channel
offset. The offsets are in increments of 64 PN chips.

Power Combined:

The Power Combined field is a flag that, when set to ‘1°, indicates
diversity combining of the power control sub-channel of this 774/EIA-
2000 code channel with the previous TIA/EIA/IS-2000 code channel
supporting the same physical channel listed in this element. In other
words, if this is the second replication of octets 4n through 4n+5, then
the power control sub-channel of this 7/4/EIA/IS-2000 code channel is
diversity combined with power control sub-channel of the previous
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replication of octets 4n through 4n+5. The first occurrence of this field
in the IS-2000 Channel Identity element is set to zero.

Freq. Included:

The Frequency Included field is a flag indicating whether the frequency
assignment is included. A ‘0’ indicates no frequency assignment is
present, a ‘1’ indicates a frequency assignment is present and is
specified in the ARFCN field of this element.

ARFCN:
This field (Absolute RF Channel Number) identifies the Absolute
Radio Frequency Channel Number relative to the band class for the call
association. This channel number refers to the center frequency
channel.

Lower QOF Mask:

This field contains the QOF (Quasi-Orthogonal Function) mask index
as specified in [2]. that is used with the lower frequency channel in a
3X system.

Lower Walsh Code Channel Index:

This field specifies one of 256 possible Walsh Codes used to
channelize the downlink RF bit stream in a TI4/EIA/IS-2000 call. The
high order 3 bits are reserved for future expansion. This Walsh Code is
used with the lower frequency channel.

Upper QOF Mask:

This field contains the QOF (Quasi-Orthogonal Function) mask index
as specified in [2]. that is used with the upper frequency channel in a
3X system.

Upper Walsh Code Channel Index:

This field specifies one of 256 possible Walsh Codes used to
channelize the downlink RF bit stream in a TI4/EIA/IS-2000 call. The
high order 3 bits are reserved for future expansion. This Walsh Code is
used with the upper frequency channel.

5.2.24 Serving PDSN IP Address

This element contains an IPv4 IP Address for a PDSN.

7 | ¢ | s | 4 | 3 ] 2 | 1 | o | octe
Al Element Identifier 1
Length 2
(MSB) | 3
Serving PDSN IP Address 4
5
| (LsB) 6
Length:

Section 5

This field contains the number of octets in this element following this
field as a binary number.

Serving PDSN IP Address:
This field contains an IPv4 address for a PDSN.
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5.2.25 Handoff Power Level

This element contains the desired Handoff Power Level of the MS. This element is not applicable
to CDMA.

6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Number of Cells 3
Reserved ID Type | Handoff Power Level 4
Cell Identification 1 5-8
Reserved | Handoff Power Level 9
Cell Identification 2 10-11
Reserved | Handoff Power Level j
Cell Identification n k

The Length field is defined as the number of octets following the Length field.

Octet 3 indicates the number of cells represented by this element. For each cell, the Handoff
Power Level and Cell Identification fields are replicated.

The Handoff Power Level element provides a recommendation of the uplink power level that the
mobile should use when accessing the target on handoff.

The ID Type field in octet 4 specifies the type of Cell Identification. If the ID Type field is set to
‘01°, Cell Identification shall be formatted according to Cell Identification Discriminator ‘0000
0111°. All other ID Type value are reserved.

The Cell Identification field is coded as per the Cell Identification field described in section
5.2.17. The first instance of the Cell Identification field in this element shall be formatted
according to Cell Identification Discriminator Cell Identification Discriminator ‘0000 0111°.
Subsequent instances shall be formatted according to Cell Identification Discriminator ‘0000
0010°.

5.2.26 USER Zone ID

This element uniquely identifies a particular User Zone

| 6 | s 4 3 2 1 0 Octet
A1 Element Identifier 1
Length 2
(MSB) | UZID 3
| (LsB) 4
Length:

The length field contains the binary value that indicates the number of
octets in the element following the Length field.
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UZID:

This field contains a User Zone ID value as sent by the MSC or MS.
The MSC is responsible for any mapping of this 16-bit value to the 24-

bit value defined in [18].

5.2.27 IS-2000 Channel Identity

This element specifies identity information for one or more 774/EIA/IS-2000 radio channels.

7 | e | s | 4 | 3 | 2 | 1 | o | octe
Al Element Identifier 1
Length 2
OTD | Physical Channel Count | Frame Offset 3
Physical Channel Type 1 4
Reserved Pilot Gating Rate 1 QOF Mask 1 Walsh Code Channel Index 1 5
(high part)
Walsh Code Channel Index 1 (low part) 6
Pilot PN Code 1 (low part) 7
Pilot PN Reserved Power Freq. ARFCN 1 (high part)
Code 1 combined | Included
(high 1 1
part)
ARFCN 1 (low part) 9
Physical Channel Type n k
Reserved Pilot Gating Rate n QOF Mask n Walsh Code Channel Index n k+1
(high part)
Walsh Code Channel Index n (low part) k+2
Pilot PN Code n (low part) k+3
Pilot PN Reserved Power Freq. ARFCN n (high part) k+4
Code n combined | Included
(high n n
part)
ARFCN n (low part) k+5
Length:
The number of octets that follow this octet. The length of this element
is variable because more than one target cell may be requested in a hard
handoff. Therefore, this element provides the flexibility to specify
multiple channels that the target BS can accommodate.
OTD:
This bit shall be set to ‘1’ to indicate that the mobile will be using
OTD. It is set to ‘0’ otherwise.
Physical Channel Count:
Number of IS-2000 physical channels that are being handed off.
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Frame Offset:

This field will contain the number of 1.25 ms intervals relative to
system time that the forward and reverse traffic channels are delayed by
the source.

The remaining fields are repeated once for each physical channel type for each cell.

Physical Channel Type:

This field contains the binary value used to indicate the type of physical
channel. Valid values are shown below.

Table 5.2.27-1 IS-2000 Channel Identity - Physical Channel Type

Hex Values Meaning
01H Fundamental Channel (FCH) TI4/EIA/IS-2000
02H Dedicated Control Channel (DCCH)
TIA/EIA/IS-2000
All other values Reserved
Pilot Gating Rate:

The actual Reverse Pilot Gating Rate. This field is used to indicate the
gating rate for the Reverse Pilot channel as shown in Table 5.2.27-2.

Table 5.2.27-2 IS-2000 Channel Identity - Pilot Gating Rate

Binary Values Meaning
00 Gating rate 1
01 Gating rate 1/2
10 Gating rate 1/4
11 Reserved
QOF Mask:

This field contains the QOF (Quasi-Orthogonal Function) mask index
as specified in [2]

Walsh Code Channel Index:

This field specifies one of 256 possible Walsh Codes used to
channelize the downlink RF bit stream in a 7I4A/EIA/IS-2000 call. The
high order 3 bits are reserved for future expansion.

Pilot PN Code:

The Pilot PN Code is one of 511 unique values for the Pilot Channel
offset. The offsets are in increments of 64 PN chips.

Power Combined:

The Power Combined field is a flag that, when set to ‘1°, indicates
diversity combining of the power control sub-channel of this 774/EIA-
2000 code channel with the previous 7IA4/EIA-2000 code channel
supporting the same physical channel listed in this element. In other
words, if this is the second replication of octets 4n through 4n+5, then
the power control sub-channel of this 7/4/EI4-2000 code channel is
diversity combined with power control sub-channel of the previous
replication of octets 4n through 4n+5. The first occurrence of this field
in the IS-2000 Channel Identity element is set to zero.
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Freq. Included:

ARFCN:

The Frequency Included field is a flag indicating whether the frequency
assignment is included. A ‘0’ indicates no frequency assignment is
present, a ‘1’ indicates a frequency assignment is present and is
specified in the ARFCN field of this element.

This field (Absolute RF Channel Number) identifies the Absolute
Radio Frequency Channel Number relative to the band class for the call
association.

5.2.28 Response Request

The presence of this element indicates that a response is required by the sender. The element has a
fixed length of one octet. Each procedure that uses this element shall specify the appropriate

responses.

7 | e | s |

4 | 3 | 2 | 1 | o | octt

Al Element Identifier 1

5.2.29 IS-95 MS Measured Channel Identity

This element indicates the band class and frequency that has been measured by the MS in
preparation for a hard handoff.

7 | 6 | s | 4 | 3 | 2 | 1 | o |oct
Al Element Identifier 1
Length 2
Band Class | (MsB) | 3
ARFCN | wsB) 4
Length:
This field indicates the number of octets in this element following the
Length field.
Band Class:
The BS shall copy the band class from the Candidate Frequency Search
Report message received from the MS into this field when this element
is included in the Handoff Required message. The MSC shall copy this
value to the corresponding field in this same element in the Handoff
Request message.
ARFCN:

Section 5

(Actual Radio Frequency Channel Number) — The BS shall set this
field to the CDMA channel number in the specified CDMA band class
corresponding to the CDMA frequency assignment for the candidate
frequency.
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5.2.30 Calling Party ASCII Number

This element identifies the origin of a call. It is coded as shown below.

7 6 5 4 3 2 1 0 Octet

Al Element Identifier 1

Length 2

ext=0/1 Type of Number Numbering Plan Identification 3

ext=1 Presentation 0 0 0 Screening Indicator 3a

Indicator Reserved

Printable ASCII Character 1 4
Printable ASCII Character 2

Printable ASCII character m-2 n

Note: The characters that are transferred in this element shall be taken from the set of ASCII
characters commonly referred to as “printable.” Allowable characters are those specified in section
7.8 of [22].

The Length in octet 2 indicates the number of octets following the Length field.

See section 5.1.4 for the coding of extension bits (bit 7 in octets 3 and 3a).

The Type of Number field in octet 3 is coded as follows:

Table 5.2.30-1 Calling Party ASCII Number - Type of Number Values

Binary Values Meaning
000 Unknown *
001 International number ¢
010 National number °
011 Network specific number ©
100 Dedicated PAD access, short code
101 Reserved
110 Reserved
111 Reserved for extension

a. The Type of Number “unknown” is used when the user of the network has no
knowledge of the Type of Number, e.g., international number, national
number, etc. In this case, the number digits/end marks field is organized
according to the network dialing plan (e.g., prefix or escape digits might be
present).

b. Prefix or escape digits shall not be included.

c. The Type of Number “network specific number” is used to indicate
administration/service number specific to the serving network (e.g., used to
access an operator).
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d. The international format shall also be accepted by the MSC when the call is
destined to the same country as the MSC.

The Numbering Plan Identification field is coded as follows:

Table 5.2.30-2 Calling Party ASCII Number - Numbering Plan Identification

Values
Binary Values | Meaning
0000 unknown *
0001 ISDN/telephony number plan ([50])
0011 data number plan ([53])
0100 telex numbering plan ([52])
1000 national numbering plan
1001 private numbering plan
0111 reserved for extension
All other values reserved.

a. The numbering plan “unknown” is used when the user or network has no
knowledge of the numbering plan. In this case, the number digits/end marks
field is organized according to the network dialing plan (e.g., prefix or escape
digits might be present).

The coding of the Presentation Indicator field is shown below (extension bit in octet 3 is set to

‘07).

Table 5.2.30-3 Calling Party ASCII Number - Presentation Indicator

Binary Values

Meaning

00

Presentation allowed

01

Presentation restricted

10

Number not available due to interworking

11

Reserved

Note: In the mobile originating case, the Presentation Indicator value is used for indicating the
intention of the calling mobile station for the presentation of the calling party number to the called
user. This may also be requested on a subscription basis. If octet 3a is omitted (extension bit set to
1 in octet 3), and the network does not support subscription information for the calling party

number information restrictions, the value “00 - Presentation allowed” is assumed.
The coding of Screening Indicator field is shown below (extension bit in octet 3 set to ‘0°).

Table 5.2.30-4 Calling Party ASCII Number - Screening Indicator

Binary Values

Meaning

00

User-provided, not screened

01

User-provided, verified and paused

10

User-provided, verified and failed

11

Network provided

Note: If octet 3a is omitted, “00 - User provided, not screened” is assumed.
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5.2.31 Layer 3 Information

This element is included in the Complete Layer 3 Information message. It contains either Location
Updating Request message, CM Service Request message or Paging Response message.

7 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Layer 3 Information 3-n

The Length field indicates the number of octets following the Length field.
The coding of the Layer 3 Information in octets 3 through n follows the DTAP message encoding

rules, and accordingly the Protocol Discriminator, Reserved Octet and Message Type elements in
octets 3, 4, and 5, respectively do not include an Element Identifier.

5.2.32 Protocol Discriminator

This element distinguishes the messages belonging to the following procedures:
1. Call Processing and Call Related Supplementary Services
2. Mobility Management
3. Radio Resource Management
4. Facilities Management
5. Other Signaling Procedures

The message category of each DTAP message may be determined from Table 5.2.4-2.

7 6 5 4 3 2 1 0 Octet

Reserved Protocol Discriminator 1

The coding of the Protocol Discriminator field is shown below.

Table 5.2.32-1 Protocol Discriminator

3 Description

Call Processing and call related Supplementary Services

Mobility Management

Radio Resource Management

Facility Management

Other Signaling Procedures

2 (1
0101
01110
01111
1100
110(1
1[1]1

—_— == ==

reserved for test procedures

All other values reserved

5.2.33 Reserved-Octet

This element, used in DTAP messages, does not have an element identifier. It uses a single octet
and is always coded as zero.
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Octet

5.2.34 Location Updating Type

This element indicates whether a normal or a periodic location updating is required. This is a type

1 information element.

7 | e | s | 4 | 3 | 2 | 1

Octet

1 1EI reserved | Reserved

Type

Location Updating

1

The Location Updating Type is a two bit field and it is coded as shown below. TI4/EIA/IS-2000

Table 5.2.34-1 Location Updating Type

Location Updating Type Use
(bits 1 and 0)
00 Normal Location Updating
01 Periodic Updating
10 Reserved
11 Reserved

5.2.35 Authentication Confirmation Parameter (RANDC)

This element contains the Authentication Confirmation Parameter (RANDC) received from the

MS. The RANDC is included for the use of the network.

7 6 | s | 4 | 3 | 2 [ 1 | Octet
Al Element Identifier 1
RANDC 2
5.2.36 Reject Cause
This element indicates the reason for rejecting an MS request by the network.
7 | 6 | s 4 3 2 1 Octet
Al Element Identifier 1
Reject Cause Value 2
The Reject Cause value in octet 2 is coded as follows:
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Bit Positions Hex
7 6 5 4 3 2 1 0 Value Reject Cause
0 0 0 0 0 0 0 1 01 Reserved
0 0 0 0 0 0 1 0 02 MIN/IMSI unknown in HLR
oOojlo0o|lO0O)JO0O]0]O 1 1 03 Illegal MS
0Ol0]0]0]O0 1 0|0 04 TMSI/IMSI/MIN unknown in VLR
010 O[O0 O 1 0 1 05 Reserved
0foO0 (U 1 0 1 1 0B Roaming not allowed
0 0 0 0 1 1 0 0 0C Location area not allowed
0 0 1 0 0 0 0 0 20 Service option not supported
0foO0 1 0]0(0]O0 1 21 Requested service option not subscribed
0 0 1 0 0 0 1 0 22 Service option temporarily out of order
0 0 1 0 0 1 1 0 26 Call cannot be identified
0 1 0 1 0 0 0 1 51 Network failure
011 0 1 0 1 1 0 56 Congestion
0 1 1 0 0 0 1 0 62 Message type non-existent or not implemented
0 1 1 0 0 0 1 1 63 Information element non-existent or not
implemented
0 1 1 0 0 1 0 0 64 Invalid information element contents
0 1 1 010 1 0 1 65 Message not compatible with the call state
0 1 1 010 1 1 0 66 Protocol error, unspecified
0 1 1 0 1 1 1 0 6E Invalid message, unspecified
0 1 1 0 1 1 1 1 6F Mandatory information element error

All other values reserved.

5.2.37 AuthenticationChallenge Parameter
(RAND/RANDU/RANDBS/RANDSSD)

The Authentication Challenge Parameter information element provides a non-predictable number
which is used for authentication/SSD update. Bit 7 of octet 2 is the most significant bit, while bit 0
of the highest numbered octet is the least significant bit.

6 5 4 | 3 2 1 0 Octet

Al Element Identifier 1
Length 2
Reserved ‘ Random Number Type 3
(MSB) 4

RAND/RANDU/RANDBS/RANDSSD Value 5-m

| (wsB) m+1
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Length:
The Length field is a binary value indicating the number of octets
following the Length field.
Random Number Type:
Table 5.2.37-1 Authentication Challenge Parameter - Random Number Type
Random Number Random Number Random Number
Type Value Type Length
0001 RAND 32 bits
0010 RANDU 24 bits
0100 RANDSSD 56 bits
1000 RANDBS 32 bits
All other values reserved.

5.2.38 Authentication Response Parameter (AUTHR/AUTHU/AUTHBS)

This element provides the authentication response signature calculated by the MS or the network
as appropriate.

In TIA/EIA/IS-2000 systems the authentication response may be the AUTHR, AUTHU, or
AUTHBS.

AUTHU and AUTHR are used in messages which are transmitted from the MS/BS to the
HLR/AC. AUTHBS is used in messages which are transmitted from the HLR/AC to the MS/BS.

7 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Reserved Auth Signature Type 3
0 0 0 0 0 0 (MSB) | 4
Auth Signature 5
| (LsB) 6
Length:
The Length field is a binary value indicating the number of octets
following the Length field.
Auth Signature Type:

This field identifies the type of authentication signature included in this
element and shall be set as follows:

Table 5.2.38-1 Authentication Response Parameter - Auth Signature Type

Auth Signature Type Value Auth Signature Type
0001 AUTHR
0010 AUTHU
0100 AUTHBS
All other values are reserved.
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Auth Signature:

This field occupies the lower 18 bits in octets four through six. The
higher order bits in octet four are set to ‘0’. Bit seven of octet four is
the most significant bit, while bit zero of octet six is the least
significant bit. This field contains the authentication signature
(AUTHR/AUTHU/AUTHBS).

5.2.39 Authentication Parameter COUNT

This element provides the HLR/AC with the mobile station’s call history parameter.

7 | e | s | 4 | 3 | 2 1 0 Octet
A1l Element Identifier 1
Reserved | Count 2

5.2.40 Message Waiting Indication

This element is used by the MSC to specify the number of messages waiting.

7 6 5 4 3 2 1 0 Octet
A1l Element Identifier 1
Number of Messages 2

5.2.41 Progress Indicator

The Progress Indicator information element describes an event which has occurred during the life
of a call. The Progress Description field setting specified in this element is to be retained until
overridden by the next setting specified in a subsequent message. Prior to receipt of a Progress
Description setting by the MSC, the BS assumes that call progress information will be provided
in-band by the MSC/network.

7 6 s | 4 | 3 2 1 0 Octet
Al Element Identifier 1
Length 2
ext=1 Coding Standard | Reserved | Location 3
ext=1 Progress Description 4
Table 5.2.41-1 Progress Indicator - Coding Standard
Binary Values | Meaning
00 Standardized coding as described in [54]
01 Reserved for other international standards
10 National standard
11 Reserved for other international standards
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Table 5.2.41-2 Progress Indicator - Location

Binary Values | Meaning
0000 User
0001 Private network serving the local user
0010 Public network serving the local user
0100 Public network serving the remote user
0101 Private network serving the remote user
1010 Network beyond interworking point

All other values reserved

Note: Depending on the location of the users, the local public network and remote public network
may be the same network.

Table 5.2.41-3 Progress Indicator - Progress Description

Binary Values | Meaning
000 0001 Call is not end-to-end PLMN/ISDN and further call progress
information may be available in-band.
000 0010 Destination address in non-PLMN/ISDN
000 0011 Origination address in non-PLMN/ISDN
000 0100 Call has returned to the PLMN/ISDN
000 1000 In-band information or appropriate pattern now available
000 1010 Delay encountered at the terminating switch
All other values reserved

Note: Progress Description value ‘000 0100’ specifies that tones are to be locally generated at the
BS. The other values specify in-band tones generated by the network.

5.2.42 Signal

This element is used by the MSC to transfer the information required for creating the tone or the
alerting signals to the BS for transmission in appropriate messages to the MS. This information
element may be repeated in a message. It is the responsibility of the MSC to map any signal values
received via TIA/EIA-41 or other protocol into the values given below.

7 6 5 4 3 TR 0 Octet
Al Element Identifier 1
Signal value 2
Reserved | Alert Pitch 3
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Table 5.2.42-1 Signal Value: Tones

Binary Meaning
Values

0000 0000 Dial tone on

0000 0001 Ring back tone on

0000 0010 Intercept tone on

0000 0011 Network congestion (reorder) tone on

0000 0100 Busy tone on

0000 0101 Confirm tone on

0000 0110 Answer tone on

0000 0111 Call waiting tone on

0000 1000 Off-hook warning tone on

0011 1111 Tones off

Table 5.2.42-2 Signal Value: TIA/EIA/IS-2000 Alerting

Binary Meaning
Values

0100 0000 Normal Alerting

0100 0001 Inter-group Alerting

0100 0010 Special/Priority Alerting

0100 0011 Reserved (ISDN Alerting pattern 3)

0100 0100 Ping Ring (abbreviated alert)

0100 0101 Reserved (ISDN Alerting pattern 5)

0100 0110 Reserved (ISDN Alerting pattern 6)

0100 0111 Reserved (ISDN Alerting pattern 7)

0110 0011 Abbreviated intercept

0110 0101 Abbreviated reorder

0100 1111 Alerting off

Table 5.2.42-3 Signal - Alert Pitch Values

Binary Meaning
Values
00 Medium pitch (standard alert)
01 High pitch
10 Low pitch
11 Reserved

A.S0014-0v1.0
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Table 5.2.42-4 provides a mapping between signal values in [18], [[1] to [6], and this

specification.

Table 5.2.42-4 Signal - Signal Value Mapping: TI4A/EIA-41, TIA/EIA/IS-2000, and

this specification

Tone & Reference

TONES (Signal Type = ‘00°)

Reference TIA/EIA/IS-2000 TIA/EIA-41.5 TIA/EIA/IS-2001-A
Table 3.7.5.5-3 Table 117 Table 5.2.42-2
Announcement Code
Value
SIGNAL TYPE | SIGNAL
field
Dial Tone 00 000000 00000000 00000000
Ring Back 00 000001 00000001 00000001
Intercept 00 000010 00000010 00000010
Abbreviated Intercept 00 000011 11000001 01100011
Network Congestion 00 000100 00000011 00000011
Abbreviated Network 00 000101 11000010 01100101
Congestion
Busy 00 000110 00000100 00000100
Confirm 00 000111 00000101 00000101
Answer 00 001000 00000110 00000110
Call Waiting 00 001001 00000111 00000111
Tones Off 00 111111 00111111 00111111
SIGNAL TYPE | SIGNAL
field
No Tone (off) 10 000000 000000 10000000
Long (standard alert) 10 000001 000001 10000001
Short-Short 10 000010 000010 10000010
Short-Short-Long 10 000011 000011 10000011
Short-Short2 10 000100 000100 10000100
Short-Long-Short 10 000101 000101 10000101
Short-Short-Short- 10 000110 000110 10000110
Short
PBX Long 10 000111 000111 10000111
PBX Short-Short 10 001000 001000 10001000
PBX Short-Short- 10 001001 001001 10001001
Long
PBX Short-Long- 10 001010 001010 10001010
Short
PBX Short-Short- 10 001011 001011 10001011
Short-Short
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Table 5.2.42-4 (Cont.) Signal - Signal Value Mapping: TIA/EIA-41, TIA/EIA/IS-

2000, and this specification

Alert Type & Alerting (Signal Type = ‘01°)
Reference
Reference TIA/EIA/IS-2000 TIA/EIA-41.5 Table TIA/EIA/IS-2001-A
115, Cadence Octet of Table 5.2.42-1
Table 3.7.5.5-3 Alert Code
SIGNAL TYPE | SIGNAL
field

Normal Alerting 01 000000 000001 01000000

Intergroup Alerting 01 000001 NA' 01000001

Special/Priority 01 000010 NA 01000010

Alerting

Rsvd (pattern 3) 01 000011 NA 01000011

Ping-ring 01 000100 NA 01000100

Rsvd (pattern 5) 01 000101 NA 01000101

Rsvd (pattern 6) 01 000110 NA 01000110

Rsvd (pattern 7) 01 000111 NA 01000111

Alerting Off 01 001111 000000 01001111

5.2.43 CM Service Type

This element specifies the type of service requested from the network.

The CM Service Type information element is coded as shown below. It is a type 1 information

element.
7 6 5 4 3 2 1 0 Octet
A1l Element Identifier Service Type 1

Table 5.2.43-1 CM Service Types

Binary Values

Meaning

0001

Mobile originating call establishment

0010

Emergency call establishment

0100

Short Message transfer

1000

Supplementary service activation

All other values reserved

5.2.44 Called Party BCD Number

The purpose of the Called Party BCD Number information element is to identify the called party.

'IS-41C does not support the Alert Codes marked ‘NA’.
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The Called Party BCD Number information element is coded as shown below. It is a type 4
information element with 19 octets length maximal. The maximum number of number digit(s)/end

22

mark(s) is 32.

7 | 6 | s 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
1 | Type of Number Numbering Plan Identification 3
Number Digit/End Mark 2 Number Digit/End Mark 1 4
Number Digit/End Mark 4 Number Digit/End Mark 3 5
Number Digit/End Mark m+1 Number Digit/End Mark m n

The Length field in octet 2 indicates the number of octets following the Length field.

If the Called Party BCD Number information element is included in a Setup message for
emergency call establishment, the Length field may be set to 0.

If the Called Party BCD Number element contains an odd number of digits/end marks, bits 4 to 7
of the last octet shall be set to “1111°.

The Type of Number field in octet 3 is coded as follows:

Table 5.2.44-1 Called Party BCD Number - Type of Number Values

Binary Values Meaning
000 Unknown *
001 International number ™
010 National number °
011 Network specific number °
100 Dedicated PAD access, short code
101 Reserved
110 Reserved
111 Reserved for extension

a. The Type of Number “unknown” is used when the user of the network has no
knowledge of the Type of Number, e.g., international number, national
number, etc. In this case, the number digits/end marks field is organized
according to the network dialing plan (e.g., prefix or escape digits might be

present).

b. Prefix or escape digits shall not be included.

c. The Type of Number “network specific number” is used to indicate
administration/service number specific to the serving network (e.g., used to
access an operator).

d. The international format shall also be accepted by the MSC when the call is
destined to the same country as the MSC.

The Numbering Plan Identification field is coded as follows:
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Table 5.2.44-2 Called Party BCD Number - Numbering Plan Identification Values

Binary Meaning
Values
0000 unknown *
0001 ISDN/telephony number plan ([50])
0011 data number plan ([53])
0100 telex numbering plan ([52])
1000 national numbering plan
1001 private numbering plan
0111 reserved for extension
All other values reserved.

a. The numbering plan “unknown” is used when the user or network has no
knowledge of the numbering plan. In this case, the number digits/end marks
field is organized according to the network dialing plan (e.g., prefix or escape

digits might be present).
The Number Digits/End Marks in octets 4 through n are coded as follows:

Table 5.2.44-3 Called Party BCD Number - Number Digit Values

Section 5

Binary Values | Meaning

0000 0

0001 1

0010 2

0011 3

0100 4

0101 5

0110 6

0111 7

1000 8

1001 9

1010 *

1011 #

1100 a

1101 b

1110 c

1111 used as end

mark in case of

odd number
information
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5.2.45 Quality of Service Parameters

This element identifies the Quality of Service for a given packet service. In this version of this

standard the only information carried is non-assured mode packet priority.

7 | e | s | 4 | 3 | 2 | 1 | Octet
Al Element Identifier 1
Length 2

Reserved | Non-Assured Mode Packet Priority

Element Identifier:

This information element is used on multiple interfaces. When the
information element is included in a message that is sent on the Al or
A9 interface, the Element Identifier field is coded as 07H. When the
information element is included in a message sent on the A7 interface,
the Element Identifier field is coded as OFH.

Length:

This field indicates the number of octets in this element following the
Length field.

Reserved:

This field shall be set to ‘0000’ and ignored.
Non-Assured Mode Packet Priority:
This field indicates the priority of a non-assured packet data service as

5.2.46 Cause Layer 3

a binary value. Value ‘0000’ is the lowest priority. Value ‘1101 is the
highest priority. Values ‘1110 and ‘1111’ are reserved.

This element is included to provide the reason for generating certain messages, to provide
diagnostic information in the event of procedural errors and to indicate the location of the cause

originator.

The Cause Layer 3 is a type 4 information element.

7 | e | s | 4 | 3 | 2 | 1 Octet
Al Element Identifier 1
Length 2
ext=1 Coding Standard | Reserved | Location 3
ext=1 Cause Value 4
Table 5.2.46-1 Cause Layer 3 - Coding Standard
Binary Values | Meaning
00 Standard as described in [54]
01 Reserved for other international standards
10 National standard
11 Reserved for other international standards
Section 5 292



Table 5.2.46-2 Cause Layer 3 - Location

Binary Values Meaning

0000 User
0001 Private network serving the local user
0010 Public network serving the local user
0011 Transit network
0100 Public network serving the remote user
0101 Private network serving the remote user
0111 International network
1010 Network beyond interworking point

All other values reserved

A.S0014-0v1.0

The Cause Value field is divided into two subfields: a Class (bits 4 through 6) and a value within

the Class (bits 0 through 3).

The class indicates the general nature of the event.

Table 5.2.46-3 Cause Layer 3 - Cause (Class) Value

Binary Values | Meaning
Class (000) normal event
Class(001) normal event
Class (010) resource unavailable
Class (011) service or option not available
Class (100) service or option not implemented
Class (101) invalid message (e.g., parameter out of range)
Class (110) protocol error (e.g., unknown message)
Class (111) interworking
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Table 5.2.46-4 Cause Layer 3 Values

Binary Cause Hex Cause
Values Values | Cause Diagnostic Remarks
Class (000) and Class (001) - Normal Event

000 0001 01 Unassigned (unallocated) number
000 0011 03 No route to destination
000 0110 06 Channel unacceptable
000 1111 OF Procedure failed
001 0000 10 Normal Clearing
001 0001 11 User busy
001 0010 12 No user responding
001 0011 13 User alerting, no answer
001 0101 15 Call rejected
001 0110 16 Number changed New destination®
001 1010 1A Non selected user clearing
001 1011 1B Destination out of order
001 1100 1C Invalid number format (incomplete number)
001 1101 1D Facility rejected
001 1111 1F Normal, unspecified

Class (010) - Resource Unavailable
010 0010 22 No circuit/channel available
010 0110 26 Network out of order
010 1001 29 Temporary failure
010 1010 2A Switching equipment congestion
010 1011 2B Access information discarded information element ids
010 1100 2C requested circuit/channel not available
010 1111 2F Resources unavailable, unspecified

Class (011) - Service or Option Not Available

011 0001 31 Quality of service unavailable
011 0010 32 Requested facility not subscribed
011 0011 33 Request MUX option or rates unavailable
011 1001 39 Bearer capability not authorized®
011 1010 3A Bearer capability not presently available®
011 1011 3B SSD Update Rejected
011 1111 3F Service or option not available, unspecified
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Table 5.2.46-4 Cause Layer 3 Values

Binary Cause Hex Cause
Values Values | Cause Diagnostic Remarks
Class (100) - Service or Option Not Implemented
100 0001 41 Bearer service not implemented®
100 0101 45 Requested facility not implement
100 0110 46 Only restricted digital information bearer capability is available®
100 1111 4F Service or option not implemented, unspecified
Class (101) - Invalid Message
101 0001 51 Reserved
101 1000 58 Incompatible destination incompatible parameter”
101 1011 5B Invalid transit network selection
101 1111 SF Invalid message, unspecified
Class (110) - Protocol Error
110 0000 60 Mandatory information element error information element
identifier(s)
110 0001 61 Message type nonexistent or not implemented message type
110 0010 62 Message not compatible with control state message type or message
type nonexistent or not implemented
110 0100 64 Invalid information element contents Information element
Identifier(s)
110 0101 65 Message not compatible with call state message type
110 1111 6F Protocol error, unspecified
Class (111) - Interworking
111 1111 7F Interworking, unspecified
All other values reserved
a. New destination is formatted as the called party number information element,
including information element identifier.
b. Incompatible parameter is composed of incompatible information element
identifier.
c. This value is being kept for backward compatibility to TSB-80 [?7].
5.2.47 Transcoder Mode

This element specifies the settings of the transcoder in the BS, for one party of the call.

7 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length = [01H] 2
Reserved TFO 3
Mode
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Bit 0 of octet 3 specifies whether the transcoder should disable the inband signaling mechanism
and employ the speech coding algorithm appropriate to the channel type (e.g., QCELP for IS-95)
or enable the inband signaling mechanism and attempt tandem free operation. The bit is set to ‘0’
for tandem mode, ‘1’ for TFO.

5.2.48 Power Down Indicator

The presence of this type 2 element in a message indicates to the MSC that the MS has powered
down at the end of a call.

6 5 4 3 2 1 0 Octet

0 1 0 Al Element Identifier 1

5.2.49 Registration Type

This information element indicates the type of registration requested by an MS. A mobile station
registering on an access channel may initiate any of the following six types of registration, when
enabled. This element shall not be included if the BS cannot determine the registration type, and
shall always be present in the case of power down registration.

6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Location Registration Type 2

The Location Registration Type field in octet 2 is coded as follows:

Table 5.2.49-1 Location Registration Type

Binary Values Meaning
0000 0000 Timer-based
0000 0001 Power-up
0000 0010 Zone-based
0000 0011 Power-down
0000 0100 Parameter-change
0000 0101 Reserved.
0000 0110 Distance-based
All other values reserved

Timer Based Registration

Timer based registration is performed when a timer expires in the mobile station. This causes the
mobile station to register at regular intervals, allowing deregistration of inactive mobiles by the
network.

Power Up Registration

Power up registration is performed when power is applied to the mobile station. This is used to
notify the network that the mobile unit is now active.
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Zone Based Registration

A mobile service area may be partitioned into smaller regions, called Zones, which is a group of
one or more cells. The mobile station identifies the current zone via parameters on the forward
control channel, which are specific to the air interface type. When the mobile station enters a zone
in which it is not registered, it may initiate zone based registration. Zone based registration allows
the network to limit paging to only the zone(s) in which the mobile station is registered.

Power Down Registration

Power down registration may be performed when the mobile station is switched off. Power down
registration may occur as an independent procedure on the control channel, or an indication of the
power down may accompany a release operation on the traffic channel for a call in progress. This
latter form of power down registration is described in [13].

Parameter Change Registration

Parameter change registration may be performed when specific operating parameters in the mobile
station are modified.

Distance Based Registration

When the distance (computed via control channel parameters) between the current cell and the cell
where the mobile last registered is exceeded by a threshold, distance based registration may be
performed by the mobile station.

5.2.50 Tag

This element provides a reference for correlating a response to the original request. If the sender
desires a response, then this element is included in the request message. If this element is received,
the response message shall contain this element set to the received Tag value. Use of this element
allows multiple instances of a request to be outstanding simultaneously. When the Tag element is
used by the MSC on a message that causes interaction with the MS on a traffic channel, the MSC
shall be prepared to handle call clearing. If call clearing occurs, the MSC must be aware that the
MS may not have received the information contained in that message. Unless the call is cleared,
the BS shall respond with the appropriate response message when the Tag element is included in
the request message.

6 | s | 4 | 3 | 2 | 1 | o | oOctt

Al Element Identifier 1

Tag Value 2-5

The Tag Value is a 32 bit fixed length field (octets 2 through 5). The value of this field is a
manufacturer’s concern.
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5.2.51 Hard Handoff Parameters

This element is used to deliver information needed by the source BS to perform hard handoff.

6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Reserved Band Class 2
Number of Preamble Frames Reset L2 Reset Encryption Mode Private 3
FPC LCM
Reserved Nom Nom_ Pwr 4
Pwr_Ext

The Band Class field corresponds to the CDMA frequency assignment for the CDMA channel.
The coding of this field is specified in [35].

The Number of Preamble Frames is the number of traffic channel preamble frames that the mobile
has to send when performing a Hard Handoff. All values ‘000’ through ‘111 are valid.

The Private LCM is the Private Long Code Mask Indicator used to change the long code mask
after a Hard Handoff is performed. The coding of this field is as follows:

‘0’ Do not use Private Long Code Mask
‘1’ Use Private Long Code Mask

The Encryption Mode indicates whether encryption will be used for the messages on the CDMA
forward and reverse traffic channels. The encoding of this field is as follows:

‘00’ Encryption disabled
‘01’ Encryption enabled

The Reset FPC (Reset Forward Traffic Power Control) field indicates whether the forward traffic
channel counters are to be maintained or initialized after a Hard Handoff is performed. The coding
of this field is as follows:

‘0’ Do not reset counters
‘1> Reset counters

The Reset L2 (Reset Layer 2 Acknowledgment) field indicates whether the layer 2
acknowledgment sequence number is to be maintained or initialized after a Hard Handoff is
performed. The coding of this field is as follows:

‘0’ Do not reset Layer 2 Acknowledgment
‘1’ Reset Layer 2 Acknowledgment

The Nom Pwr Ext field is coded per [1] to [6].

The Nom_Pwr field is coded per [1] to [6].
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5.2.52 Software Version

This element provides software version information about the sub-system originating the message.
Its definition is a BS and MSC manufacturer concern.

7 | e | s | 4 | 3 | 2 | 1 | o Octet
Al Element Identifier 1
Length 2
I0S Major Revision Level (X) 3
I0S Minor Revision Level (Y) 4
I0S Point Release Level (Z) 5
Manufacturer/Carrier Software Information 6-n

Each version of this standard is published with a version number in the form X.Y.Z. These three
values shall be placed in octets 3, 4, and 5 respectively as binary values.

Each separate software load from a manufacturer shall have some software load identity. In
addition, the carrier may wish to exchange specific information between entities in their network.
This information shall be placed in octets 6-n in ASCII format as agreed between the carrier and
the manufacturer.

5.2.53 Service Option

This element indicates the service option requested by the MS, or by the network. It is coded as

follows:
7 | 6 | s 4 3 : | 1 ] o Octet
Al Element Identifier 1
(MSB) | Service Option 2
| (LsB) 3

For signaling type TIA/EIA/IS-2000, the Service Option field in octets 2 and 3 is coded as defined
in [35].

The service options supported are given in Table 5.2.53-1.

Table 5.2.53-1 Service Option Values

Service Option

Value (hex) Description
8000H 13K speech
0011H 13K high rate voice service
0003H EVRC
801FH 13K Markov
0004H Asynchronous Data rate set 1
0005H Group 3 Fax rate set 1
0007H* Packet Data Service: Internet or ISO Protocol Stack (Revision 0
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Table 5.2.53-1 Service Option Values

Service Option
Value (hex) Description
0009H 13K loopback
000CH Asynchronous Data rate set 2
000DH Group 3 Fax rate set 2
0006H SMS rate set 1
000EH SMS rate set 2
000FH" Packet Data Service: Internet or ISO Protocol Stack (14.4 kbps
0012H OTAPA Rate Set |
0013H OTAPA Rate Set 2
0020H 1S-2000 Test Data
0036H 1S-2000 Markov
0037H 15-2000 Loopback
0016H" High Speed Packet Data Service:
Internet or ISO Protocol Stack (RS1 forward, RS1 reverse)
0017H* High Speed Packet Data Service:
Internet or ISO Protocol Stack (RS1 forward, RS2 reverse)
0018H" High Speed Packet Data Service:
Internet or ISO Protocol Stack (RS2 forward, RS1 reverse)
0019H* High Speed Packet Data Service:
Internet or ISO Protocol Stack (RS2 forward, RS2 reverse)
0021H (3G High Speed Packet Data)
0025H (ISDN Interworking Service (64 kbps))
1007H* Packet Data Service: Internet or ISO Protocol Stack, Revision 1 (9.6 or
14.4 kbps

a. These values are only used to indicate Intergeneration Handoff (see Feature
Document). Any other use of these values is outside the scope of this version
of the standard.

5.2.54 ADDS User Part

This element contains the user information portion of an ADDS message. That is, it carries the
application data message.

7 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Data Burst Type 3
Application Data Message 4-n

The Length field is defined as the number of octets following the Length field and has a value
greater than zero.

The Data Burst Type field is coded as follows:
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For CDMA: the 6-bit Data Burst Type defined in [1] to [6] is contained in bits 5
through 0, with bits 6 and 7 set to zero.

The Application Data Message field has variable length and is encoded as follows:

For CDMA SMS Services, the Application Data Message is the CDMA SMS
Transport Layer Message defined in [31].

For CDMA PLD Services, the Application Data Message is defined in [34].

For AMPS Extended Protocol Enhanced Services, the Application Data Message field
consists of the IS-91 message fields. If necessary, padding bits with a value of ‘0’ are
added at the end to make an integral number of octets. For the specific instance of the
CLI Order, the Application Data Message is the 4-bit DIGIT fields. No padding bits
are used. For the specific instance of the Short Message, the Application Data Message
is the 6-bit CHAR fields. If necessary, padding bits are added to make an integer
number of octets. For the specific instance of the Voice Mail Message, the Application
Data Message is the 6-bit CHAR fields. If necessary, padding bits are added to make
an integer number of octets.

For Alert with Information SMS Services, the Application Data Message is the
Teleservice Identifier followed by one or more Teleservice Sub-parameters (see
4.3.1.4.2 of [31)).

For Short Data Burst, the Application Data Message is the SDB as specified in [33].
This data is not included for mobile originated short data bursts or CCPD mode. If this
element is used as part of the ADDS Transfer message to support Short Data Burst, it
does not include the Short Data Burst application data in the Application Data Message
field.

5.2.551S-2000 Service Configuration Record

This information element contains the service configuration record as defined in [5] when the call
is TIA/EIA/IS-2000, and as defined in [19] when the call is TIA/EIA/IS-95.

7 5 4 3 | 2 1 0 Octet
Al Element Identifier 1
Bit-Exact Length — Octet Count 2
Reserved ‘ Bit-Exact Length — Fill Bits 3
(MSB) | 4
1S5-2000 Service Configuration Record Content v
Seventh | Sixth Fill | Fifth Fill Fourth Third Second | First Fill k
Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if
ifneeded | needed needed | ifneeded | ifneeded | ifneeded | needed

Section 5

Element Identifier:

This information element is used on multiple interfaces. When the
information element is included in a message that is sent on the Al
interface, the Element Identifier field is coded as OEH. When the
information element is included in a message sent on the A7 interface,
the Element Identifier field is coded as 10H.
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Bit-Exact Length — Octet Count:

This field contains the total number of octets in this element following
the Length field represented as a binary value.

Bit-Exact Length — Fill Bits:

This field contains a binary value indicating the number of fill bits
contained in the last octet of this element. If this field contains a non-
zero value, the indicated number of fill bits are set to ‘0’ and occupy
the low order bit positions of the last octet of this element.

1S5-2000 Service Configuration Record Content:

This field contains a Service Configuration Record coded according to
[5] when the call is TIA/EIA/IS-2000. This field is coded according to
[19] when the call is TIA/EIA/IS-95. The value begins in the high order
bit position of octet 4 of this element and extends into the last octet of
this element. Bit positions in the last octet that are not used, if any, are
considered fill bits, are set to ‘0’, and occupy the low order bit positions
of the last octet.

5.2.56 1S-2000 Non-Negotiable Service Configuration Record

This information element contains the non-negotiable service configuration record as defined in

[5].
7 6 s | 4 3 | 2 | 1 0 Octet
Al Element Identifier 1
Bit-Exact Length — Octet Count 2
Reserved ‘ Bit-Exact Length — Fill Bits 3
(MSB) | 4
1S5-2000 Non-Negotiable Service Configuration Record Content

Seventh | Sixth Fill | Fifth Fill Fourth Third Second | First Fill k

Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if

ifneeded | needed needed | ifneeded | ifneeded | ifneeded | needed

Section 5

Bit-Exact Length — Octet Count:

This field contains the total number of octets in this element following
this field represented as a binary value.

Bit-Exact Length — Fill Bits:

This field contains a binary value indicating the number of fill bits
contained in the last octet of this element. If this field contains a non-
zero value, the indicated number of fill bits are set to ‘0’ and occupy
the low order bit positions of the last octet of this element.

15-2000 Non-Negotiable Service Configuration Record Content:

This field contains a Non-Negotiable Service Configuration Record
coded according to [5]. The value begins in the high order bit position
of octet 4 of this element and extends into the last octet of this element.
Bit positions in the last octet that are not used, if any, are considered fill
bits, are set to ‘0°, and occupy the low order bit positions of the last
octet.
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5.2.57 IS-2000 Mobile Capabilities

This element contains information about the /S-2000-specific capabilities of the mobile.

7 6 5 4 3 2 1 0 Octet

Al Element Identifier 1

Length 2

Reserved ERAM DCCH FCH OTD Enhanced| QPCH 3

Supported Supported| Supported| Supported| RC CFG | Supported
Supported
FCH Information: Bit-Exact Length — Octet Count 4
Reserved Geo Location Type Geo FCH Information:
Location Bit-Exact Length — Fill Bits
Included

(MSB) | 6
FCH Information Content v

Seventh | Sixth Fill | Fifth Fill Fourth Third Second | First Fill k

Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if
ifneeded | needed needed | ifneeded | ifneeded | ifneeded | needed
DCCH Information: Bit-Exact Length — Octet Count k+1
Reserved DCCH Information: k+2
Bit-Exact Length — Fill Bits

(MSB) | k3
DCCH Information Content v

Seventh | Sixth Fill | Fifth Fill Fourth Third Second | First Fill m

i

Fill Bit— | Bit—if Bit—if | Fill Bit— | Fill Bit— | Fill Bit— | Bit—if

fneeded needed needed if needed | ifneeded | if needed needed

Section 5

Length:

This field contains the total number of octets in this element following
the Length field represented as a binary value.

ERAM Supported:

This field is set to ‘1’ if mobile indicated that it supports Enhanced
Rate Adaptation Mode, otherwise it is set to ‘0’.

DCCH Supported:

This field is set to ‘1’ if mobile indicated that it supports the 7S-2000
DCCH, otherwise it is set to “0’.

FCH Supported:

This field is set to ‘1’ if the mobile indicated that it supports the IS-
2000 FCH, otherwise it is set to ‘0.

OTD Supported:

This field has a value of ‘1’ if the mobile supports Orthogonal Transmit
Diversity and a value of ‘0’ otherwise.
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Section 5

Enhanced RC CFG Supported:

This field indicates whether the MS supports any radio configuration in
radio class 2. A value of ‘1’ indicates support, and a value of 0’
indicates no support.

QPCH Supported:

This field indicates whether the MS supports the IS-2000 Quick Paging
Channel (QPCH). A value of ‘1’ indicates support, and a value of ‘0’
indicates no support.

FCH Information: Bit-Exact Length — Octet Count:
This field contains the total number of octets in the FCH Information
Content field represented as a binary value.

FCH Information: Bit-Exact Length — Fill Bits:

This field contains a binary value indicating the number of fill bits
contained in the last octet of the FCH Information Content field. If this
field contains a non-zero value, the indicated number of fill bits are set
to ‘0’ and occupy the low order bit positions of the last octet of the
FCH Information Content field.

Geo_Location_Included:

This field is set to 1 if geo-location capabilities about the mobile are
included. Geo Location is not supported by mobiles with
MOB P REV less than '7'. This field is set to 0 if no geo-location
capabilities are included and the MSC shall ignore the contents of the
Geo_Location_Type field.

Geo_Location_Type:

If Geo Location Included is set to 1 this field is included and set as
follows:

000 — No mobile assisted geo-location capabilities

001 — IS801 capable (Advanced Forward Link Triangulation only
(AFLT))

010— IS801 capable (Advanced Forward Link Triangulation and
Global Positioning Systems

011 - Global Positioning Systems Only
All Other values reserved.

If Geo Location Included is set to O this field is included and set to
000.

FCH Information Content:

The FCH Capabilities Information field is coded per [5] section
2.7.4.27.1.

DCCH Information: Bit-Exact Length — Octet Count:

This field contains the total number of octets in the DCCH Information
Content field represented as a binary value.

DCCH Information: Bit-Exact Length — Fill Bits

This field contains a binary value indicating the number of fill bits
contained in the last octet of the DCCH Information Content field. If
this field contains a non-zero value, the indicated number of fill bits are
set to ‘0’ and occupy the low order bit positions of the last octet of the
DCCH Information Content field.
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1 DCCH Information Content:

2 The DCCH Capabilities Information field is coded per [5] section
3 2.7.4.27.2.

+ 5.2.58 Protocol Type

5 This information element contains the Link Layer / Network Layer Protocol Type used by the
6 PDSN.
7 | 6 | s | a 3 2 1 0 Octet
Al Element Identifier 1
Length 2
(MSB) ‘ Protocol Type 3
| (wsB) 4
7 Length:
8 This field contains the number of bytes in this element following this
9 field as a binary number.
10 Protocol Type:
1 This field indicates the protocol type in use at a PDSN for an existing
12 packet connection. This field provides the ability for a target BS/PCF to
13 properly accept a hard handoff of a packet data call. The value is as
14 defined in the [17].

s 5.2.59 MS Information Records

16 This information element contains a list of T74/EIA/IS-2000 Information Records. Examples of
17 such information records are signal, displan, calling party ASCII number, message waiting
18 indicator, etc.
7 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Information Record Type - 1 3
Information Record Length - 1 4
(MSB) | 5
Information Record Content - 1
| asp) |
Information Record Type - 2 jtl
Information Record Length - 2 j+2
(MSB) | +3
-- Continued on next page --
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-- Continued from previous page --
Information Record Content — 2 .
| (LsB) k
Information Record Type - n m
Information Record Length - n m+1
(MSB) | mt2
Information Record Content - n
(LSB) n

For coding of the Information Record Type field and Information Record Content field refer to [1]
to [6]. The Information Record Length field indicates the number of octets in the immediately
following Information Record Content field in this element.

The BS shall transparently transmit the contents from octet 3 to the end of this element without
verifying or modifying them.

This information element was referred to as 1S-95 Information Records in some previous versions
of this standard.

5.2.60 Extended Handoff Direction Parameters

This element is used by a target BS to provide information to the source BS for two purposes. The
first purpose is to create the Extended Handoff Direction Message, General Handoff Direction
Message or Universal Direction Message to be sent to the MS. The second purpose is to create the

TIA/EIA/IS-2000 In-Traffic System

Parameters message.

7 6 | s | 4 | 3 2 | 1 | o Octet

Al Element Identifier 1

Length 2

Search Window A Size (Srch Win_A) Search Window N Size (Srch. Win_N) 3
Search Window R Size (Srch. Win_R) Add Pilot Threshold (T _Add) high order bits 4
T _Add low order bits | Drop Pilot Threshold (T_Drop) 5
Compare Threshold (T_Comp) Drop Timer Value (T_TDrop) 6
Neighbor Max Age (Nghbor Max AGE) Reserved 7
Reserved SOFT_SLOPE 8
Reserved ADD INTERCEPT 9
Reserved DROP_INTERCEPT 10
Target BSP_REV 11

For coding of the parameters listed in this element, refer to [1] to [6].

5.2.61 CDMA Serving One Way

Delay

This element specifies the estimated one-way delay from the MS to the cell associated with the
REF_PN (see [1] to [6]). It is coded as follows:
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306




woh W

17

A.S0014-0v1.0

6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Cell Identifier 3-var
(MSB) ‘ CDMA Serving One Way Delay m
CDMA Serving One Way Delay ‘ (LSB) m+1
Reserved Resolution m+2
(MSB) ‘ CDMA Serving One Way Delay Time Stamp m+3
| @wsB) m+4

The Length field contains the number of octets in this element following the Length field.

The Cell Identifier field identifies the reference cell. This field is comprised of a Cell
Identification Discriminator and a Cell Identification and shall be formatted according to octets 3
through the end of the Cell Identifier element defined in section 5.2.17. The allowable cell
discriminator values are ‘0000 0010, and ‘0000 0111°.

The CDMA Serving One Way Delay field is the one-way delay from the MS to the cell associated
with the REF_PN (see [1] to [6]) as estimated by the BS.

The Resolution field indicates the units used to calculate the CDMA Serving One Way Delay. The
allowable values are:

00— 100 ns

01 -50ns

10 — 1/16 TIA/EIA-95 PN Chip
11 - reserved

The CDMA Serving One Way Delay Time Stamp is a 16-bit binary number that contains the 16
least significant bits of the 36-bit SYS TIME at the time that the One Way Delay was measured.
The SYS TIME is counted at the BS in units of 80 ms.

5.2.62 Radio Environment and Resources

This element indicates the environment and availability of resources for a new call establishment.
Four inter-related factors are included: availability of radio resources, pre-allocation of radio
resources by the BS, and an evaluation of the forward and reverse radio environments by the BS
(interference, power level, etc.)

The BS evaluation of the radio environment is manufacturer-specific, but can be generalized to:
acceptable / marginally acceptable / poor.

| 6 | s | 4 | 3 | 2 | 1t | o Octet

Al Element Identifier 1

Reserved | Include Forward Reverse Alloc Avail 2
Priority
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The Include Priority field indicates whether the actual priority of the call is required. This bit is set
to ‘1’ to request the MSC to include the actual priority in the Assignment Request message.
Otherwise, it is set to ‘0’. Note - The BS should include this field to indicate to the MSC that no
lower priority channels are available when PACA service is requested and a channel reservation
method is used to support the call.

The setting {Alloc = ‘0°, Avail = ‘1’} is used when the BS does not do early traffic channel
assignment and it either has resources or does not know whether it has resources.

The coding of the Forward, Reverse, Alloc and Avail fields is given in Table 5.2.62-1.
The Alloc field indicates that radio resources have been allocated for the call.
The Avail field indicates that resources are available and can be allocated for this call.

Table 5.2.62-1 Radio Environment and Resources

Field Values Description
Forward
00 Not reported.
01 Forward radio environment is acceptable.
10 Forward radio environment is marginally acceptable.
11 Forward radio environment is poor.
Reverse
00 Not reported.
01 Reverse radio environment is acceptable.
10 Reverse radio environment is marginally acceptable.
11 Reverse radio environment is poor.
Alloc
0 Resources are not allocated.
1° Resources are allocated.
Avail
0 Resources are not available.
1 Resources are available.

a. Itisanillegal (and illogical) combination to have the Alloc field set to ‘1’
and the Awail field set to ‘0°.
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5.2.63 Called Party ASCIl Number

This element contains the called party number in ASCII format. It is coded as shown below.

7 | s 5 4 | 3 2 1 0 Octet
Al Element Identifier 1
Length 2
ext=1 | Type of Number | Numbering Plan Identification 3
ASCII character 1 4
ASCII character 2 5
ASCII character n n

The Length field contains the number of octets in this element following the Length field.

For the coding of the Type of Number and Numbering Plan Identification fields refer to section
5.2.44.

5.2.64 IS-2000 Cause Value

This information element contains the cause indication sent by an 774/EIA/IS-2000 mobile station.

7 | 6 | s 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2

15-2000 Cause Information variable

The Length field contains the number of octets in this element following the Length field.

The content, values and format of the IS-2000 Cause Information field are as specified for the
ORDAQ field of the Reject Order in T1A/EI1A/1S-2000.

This information element is referred to as 1S-95 Cause Value in previous versions of this standard.

5.2.65 Authentication Event

This information element is included by the BS to provide information to the MSC only when an
unexpected authentication event occurs.

7 | 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Event 3
Length:

This field indicates the number of octets in this element following this
Length field.
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The coding of Event is as follows:

01H

02H

The BS is operating in “authentication required” mode, but
authentication parameters (AUTHR, RANDC and COUNT) were NOT
received from the MS.

The BS is operating in “authentication required” mode, but the MS
provided RANDC did not match the BS provided RAND(s).

All other values reserved.

5.2.66 Authentication Data

This element contains the authentication data used as input to the authentication algorithm.

7 | 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
(MSB) | 3
Auth-Data 4
| (LsB) 5
Length:
The Length field contains the number of octets in this element
following the Length field.
Auth-Data:

5.2.67 PSMM Count

The value of this field is derived from the last six digits or characters
sent by the MS as described in the “Authentication of Mobile Station
Origination” section of TIA/EIA/IS-2000 ([1] to [6])

This element indicates the number of Pilot Strength Measurement Messages to be sent or if this
element is 0, it indicates that the geographic location of the mobile is to be determined by the BS.

7 6 5 4 3 2 1 0 Octet
A1l Element Identifier 1
Length 2
Reserved PSMM Count 3
Length:
This field shall be set to the length of this element in octets following
the Length field.
PSMM Count:

This 4-bit field contains the Pilot Strength Measurement Message
Count. The PSMM Count indicates the number of PSMM Messages
and is a value between '0000' and '1010'. If the PSMM Count is 0 then
the BS shall calculate the location if there is LPDE at the BS.

5.2.68 Geographic Location

This Information Element contains the geographic location of a mobile.

Section 5
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7 | s 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
(MSB) | 3
Calling Geodetic Location (CGL)
(LSB) k
Length:
This field shall be set to the length of this element in octets following
the Length field.
CGL:

See T1.628 for population of the Calling Geodetic Location (CGL).

5.2.69 Downlink Radio Environment List

This element contains a list of Downlink Radio Environments.

7 | e | s | 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Downlink Radio Environment 1 3
Downlink Radio Environment n k
Length:

This field shall be set to the length of this element in octets following
the Length field.

Downlink Radio Environment:
This field is coded as specified in section 5.2.22 from octet 3 to the end.

5.2.70 Circuit Group

This element contains a list of circuit identities represented by a beginning circuit identity code
value, a count, and an optional bitmap. Please see the details below.

7 6 5 4 3 2 1 0 Octet
A1l Element Identifier 1
Length 2
Reserved All Inclusive 3
Circuits
-- Continued on next page --
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-- Continued from previous page --

Count

(MSB) |

First CIC (most significant bits)

First CIC (least significant bits)

(LSB)

(first
unused
bit - if

any)

(second

unused

bit - if
any)

(third
unused
bit - if

any)

(fourth

unused

bit - if
any)

(fifth
unused
bit - if

any)

(sixth

unused

bit - if
any)

(seventh
unused
bit - if

any)

Circuit Bitmap 8

(corresp.
to value Kk
in First

CIC
field)

Section 5

Length:

All Circuits:

Inclusive:

Count:

First CIC:

The Length field contains the number of octets in this element
following the Length field.

This field is used to indicate that all circuits between the MSC and BS
are to be affected by the operation specified by the message when this
field is set to ‘1. In this case, only a single instance of this element
may be present in the message and only the first three octets of this
element are used. If this field is set to ‘0’, the remaining fields of this
element specify the affected circuits and multiple instances of this
element may exist in the message.

This field is used to indicate whether all circuits with identifiers in the
range [First CIC, First CIC + Count - 1] are represented by this
element. If this field is set to “1°, then all circuits with identifiers in the
range are included and there is no Circuit Bitmap field included in this
element. If this field is set to ‘0’°, then not all circuits with identifiers in
the range are included. In this case, the Circuit Bitmap field identifies
the circuits that are included.

NOTE: When this element is used in a message that has a preceding
mandatory Circuit Identity Code element, the first value in the range of
circuits identified by the first occurrence of this element in the message
shall be the value contained within the Circuit Identity Code element.

This is a binary encoded field that represents a count of the number of
circuits represented by this element including the given Circuit Identity
Code value in octets 5 and 6.

This field contains a Circuit Identity Code value formatted as shown in
octets 2 and 3 of 5.2.19.
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Circuit Bitmap:

This variable sized field contains an integral number of octets
sufficiently large to contain (Count) bits. That is, the number of octets
in this field is equal to:

[(Count +1) /8|

Any unused bits occur in octet 7, beginning in bit position 7, and are set
to ‘0’. Bit 0 in the highest numbered octet in the Circuit Bitmap field
corresponds to the circuit represented by the value in the First CIC

20

21
22

23

24
25

26

27
28

29

field. Bit 1 in that octet corresponds to the circuit represented by the

(value in the First CIC field) + 1, etc.

A bit in the Circuit Bitmap field that has a value of ‘1’ indicates that the
corresponding circuit is included in the set of circuits referenced by this
element. A value of ‘0’ indicates that the corresponding circuit is not

included in the set of circuits referenced by this element.

5.2.71 PACA Timestamp

PACA Timestamp indicates the time when the PACA call was originally queued.

7 | 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
(MSB) | 3
PACA Queuing Time 4
5
| (sB) 6
Length:
This field shall be set to the length of this element in octets following
the Length field.
PACA Queuing Time:

A binary value representing the time of the service request. The lower

the binary value the earlier the time.

5.2.72 PACA Order

The purpose of this element is to allow the sender to instruct the receiver to take appropriate action

upon receiving the PACA Update message.

7 | 6 | s 4 3| 2 1 0 Octet
Al Element Identifier 1

Length 2

Reserved | PACA Action Required 3

Length:

This field shall be set to the length of this element in octets following

the Length field.
The PACA Action Required field is coded as follows:
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Table 5.2.72-1 PACA Order - PACA Action Required

PACA Action
Required Description

Value (binary)
000 Reserved
001 Update Queue Position and notify MS
010 Remove MS from the queue and release MS
011 Remove MS from the queue
100 MS Requested PACA Cancel
101 BS Requested PACA Cancel

All other values reserved
Reserved:

This field shall be set to “00000°.

5.2.73 PACA Reorigination Indicator

This element indicates whether the access attempt is a user directed origination or a PACA re-

origination. This element is present only when the MS sends a priority service request.

7 | 6 | s | 4 | 3 2 | 1t | o | octet
Al Element Identifier 1
Length 2

Reserved | PRI 3

Length:
This field shall be set to the length of this element in octets following
the Length field.

PRI:
(PACA Reorigination Indicator) This field is set to ‘1’ to indicate that
this is a PACA reorigination; otherwise it is set to ‘0.

Reserved :

This field shall be set to ‘0000000°.
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5.2.74 Access Network Identifiers

The Access Network Identifiers (PZID, SID and NID) uniquely identify the PCF and are used by
the PDSN to determine if it currently owns the call. If so, the PDSN does not need to send agent
advertisements. If not, then the PDSN needs to trigger an MIP Registration Request so the Foreign
Agent / Home Agent tunnel will be setup properly.

7] 6 | s | 4] 3] 2] 1] o Octet
A1l Element Identifier 1

Length 2

Reserved | MSB | SID 3
| 1sB 4

MSB | NID 5
| LsB 6

PZID 7

Length:

This field contains the number of octets in this element following this
field as a binary number.

SID:
This two octet field is coded to the value that uniquely identifies the
cellular or PCS system.

NID:
This two octet field is coded to the value that uniquely identifies the
network within a cellular or PCS system.

PZID:

This two octet field is coded to the value that uniquely identifies the
Packet Control Function (PCF) coverage area within a particular
SID/NID area. The combined SID/NID/PZID triplet is unique to a
PCF.

5.2.75 Source RNC to Target RNC Transparent Container

This information element is used to contain DS radio parameters to be passed from the source BS
to the target BS in the Handoff Required and Handoff Request messages. The information in this
element is transparent to the MSC.

7 | 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
(MSB) | 3
Container ..
| (LsB) k

Length:

The Length field is a binary value indicating the number of octets
following the Length field.
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Container:

This field contains the Source RNC to Target RNC Transparent
Container element as defined in ETSI TS 125.413 V3.3.0.

5.2.76 Target RNC to Source RNC Transparent Container

This information element is used to contain DS radio parameters to be passed from the target BS
to the source BS in the Handoff Request Acknowledge and Handoff Command messages. The
information in this element is transparent to the MSC.

7 | 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
(MSB) | 3
Container ..
| (LsB) k

Length:

The Length field is a binary value indicating the number of octets
following the Length field.

Container:

This field contains the Target RNC to Source RNC Transparent
Container element as defined in 3GPP TS 25.413.

5.2.77 Service Option Connection Identifier (SOCI)

The purpose of the Service Option Connection Identifier is to distinguish multiple parallel service
option connections within one mobile station between BS and MSC. It is coded as follows:

7 6 5 4 3 | 2 | 1 0 Octet
A1l Element Identifier 1
Length 2
Reserved Service Option Connection
Identifier
Length:

The Length field is a binary value indicating the number of octets
following the Length field.

Service Option Connection Identifier :

SOCI values are always assigned by the BS. At the beginning of a
service option connection between BS and MSC a free SOCI value is
chosen and assigned to this service option connection. It then remains
fixed for the lifetime of the service option connection. After a service
option connection ends, the associated SOCI value is free and may be
reassigned to a later service option connection.

This field has a range of 001-110 and all other values are reserved.
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5.2.78 Service Option List

This element indicates a list of the service options requested by the MS, or by the network. It is
coded as follows:

7 | e | s | 4 | 3 | 2] 1 ] o Octet
Al Element Identifier 1
Length 2
Number of Service Options 3
Reserved SOCI- 1 4
(MSB) Service Option — 1 5
(LSB) 6
Reserved SOCI -n k
(MSB) Service Option - n k+1
(LSB) k+2
Length:

The Length field is a binary value indicating the number of octets
following the Length field.

The Number of Service Options field contains the number of service options included in
this element. The maximum value of this field is 2 in this revision of
10S.

Service Option Connection Identifier (SOCI):

This field uses to distinguish multiple parallel service option
connections within one mobile station between BS and MSC. It shall be
formatted according to Service Option Connection Identifier element
defined in section 5.2.77.

Service Option:

This field contains the Service Option associated with the Service
Option Connection Identifier. It shall be formatted according to octets 2
through the end of the Service Option element defined in section
5.2.53.

5.2.79 AMPS Hard Handoff Parameters

This element is used to deliver information needed by the source BS to perform hard handoff to an

AMPS system.
7 | 6 | s | 4 3 2 | 1 0 Octet
Al Element Identifier 1
Length 2
Reserved | Encryption Mode 3

Length:

This field contains the total number of octets in this element following
the Length field represented as a binary value.
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Encryption Mode:

The Encryption Mode indicates whether encryption will be used for the
messages on the forward and reverse traffic channels. The encoding of
this field is as follows:

‘00’ Encryption disabled
‘01” Encryption enabled.

5.2.80 Band Class

This information element specifies the frequency band.

7 | e | s | 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
Reserved | Band Class 3

The Length field contains the number of octets in this element following the Length field.

The coding of the Band Class field is specified in Table 5.2.80-1. This table contains band class
values defined in [35]. If there are any discrepancies between this table and [35], the latter shall be
considered correct.

Table 5.2.80-1 Band Class

Binary Values Meaning
0 0000 800 MHz Cellular System
00001 1.850 to 1.990 GHz Broadband PCS
00010 872 to 960 MHz TACS band
00011 832 to 925 MHz JTACS band
00100 1.750 to 1.870 GHz Korean PCS band
00101 NMT-450 band
00110 IMT-2000 band
00111 North American 700 MHz Cellular Band
All other values reserved

5.2.81 Information Record Requested

This information element contains the Status Information Record Type(s) that the MSC includes
in the Status Request message to the BS. Examples of such Information Record Types are: Call

mode, terminal information, roaming information, security status, mobile identity, etc.

7 6 5 4 3 2 | 1 [ o Octet
Al Element Identifier 1
Length 2
Information Record Type 1 3
cee ceoe
Information Record Type n variable
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For coding of the Information Record Type refer to C.S0005-A.

5.2.82 Anchor PDSN IP Address

This element is used to deliver IPv4 address of Anchor PDSN for Fast Handoff.

7 | 6 5 4 3 2 1 0 Octet
Al Element Identifier 1
Length 2
(MSB) | 3
Anchor PDSN IP Address 4
5
(LSB) 6
Length:

This field contains the number of octets in this element following this
field as a binary number.

Anchor PDSN IP Address:
This field contains an IPv4 address for an anchor PDSN.

5.2.83 Protocol Revision

This Protocol Revision element contains the protocol revision level being used for the mobile at the BS
(PREV_IN_USE). This value is equal to the lesser of the mobile protocol revision level supported by the
mobile (MOB_P REV) and the BS. The BS uses this information to determine how to set the PD (Protocol
Discriminator) bit in the associated air interface message. This new capability is introduced by IS-2000
Release A.

7 | 6 | s 4 3 2 1 0 Octet
Al Element Identifier 1

Length 2

PREV_IN_USE 3

If PREV_IN USE is equal to seven or greater, the BS shall set the PD field to ‘01° for all messages sent to

the mobile on the Paging Channel2. If the PREV_IN_USE field is set to less than 7, the BS shall set the
PD field to ‘00’.

2 Except General Page Message
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6.1 Timer Values
The following table is in units of seconds unless otherwise noted.
Table 6.1-1 Timer Values and Ranges Sorted by Name
Timer Default Range of Section
Name Value Values Granularity | Reference Classification
(seconds) | (seconds) (seconds)
Tl 55 0-255 1 6.2.5.1 Facilities Management
T2 60 0-255 1 6.2.5.2 Facilities Management
T4 60 0-255 1 6.253 Facilities Management
T7 10 0-255 1 6.2.4.1 Handoff
T8 See section 6.2.4.2. 6.2.4.2 Handoff
T9 10 0-255 1 6.2.4.3 Handoff
T10 5 0-99 1 6.2.1.1 Call Processing
T11 5 0-99 1 6.2.44 Handoff
T12 60 0-255 1 6.2.54 Facilities Management
T13 55 0-255 1 6.2.5.5 Facilities Management
T16 60 0-255 1 6.2.5.6 Facilities Management
T20 5 0-99 1 6.2.1.2 Call Processing
T60 5 0-99 1 6.2.24 Supplementary Services
T62 5 0-99 1 6.2.2.2 Supplementary Services
T63 See section 6.2.2.3. 6.2.2.3 Supplementary Services
T300 1.5 0-99 0.1 6.2.1.3 Call Processing
T301 30 0-60 1 6.2.14 Call Processing
T303 6 0-99 1 6.2.1.5 Call Processing
T306 5 0-99 1 6.2.1.6 Call Processing
T308 5 0-99 1 6.2.1.7 Call Processing
T309 5 0-90 1 6.2.5.7 Facilities Management
T311 1 0-5 0.1 6.2.1.8 Call Processing
T314 5 0-99 1 6.2.1.9 Call Processing
T315 5 0-99 1 6.2.1.10 Call Processing
T3231 5 0-99 1 6.2.1.13 Call Processing
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Table 6.1-1 Timer Values and Ranges Sorted by Name

Timer Default Range of Section
Name Value Values Granularity | Reference Classification
(seconds) | (seconds) (seconds)
T3113 See section 6.2.1.14. 6.2.1.14 Call Processing
T3210 30 0-99 1 6.2.3.1 Mobility Management
T3220 10 0-99 1 6.2.3.2 Mobility Management
T3230 5 0-99 1 6.2.1.15 Call Processing
T3260 30 0-99 1 6.2.33 Mobility Management
T3270 5 0-99 1 6.2.3.4 Mobility Management
T3271 15 0-99 1 6.2.3.5 Mobility Management
T3272 5 0-99 1 6.2.3.6 Mobility Management
T3280 15 0-99 1 6.2.1.16 Call Processing
Tpacal 5 0-99 1 6.2.1.11 Call Processing
Tpaca2 5 0-99 1 6.2.1.12 Call Processing
Tsoftpos 10 0-99 1 6.2.2.1 Supplementary Services
6.2 Timer Definitions
6.2.1 Call Processing Timers
6.2.1.1 T10
This MSC timer is started when the Assignment Request message is sent, and stopped when the
Assignment Complete message, or Assignment Failure message is received.
6.2.1.2 T2o
This BS timer is started when the Assignment Failure message is sent, and stopped when the
Assignment Request message (retry) is received or when the MSC initiates call clearing.
6.2.1.3 T300
This BS timer is started when a Clear Request message is sent. It is stopped when a Clear
Command message is received.
6.2.1.4 T301

This MSC timer is started when the Assignment Complete message is received, and stopped when
the Connect message is received (ring time-out, max. 60 seconds).
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6.2.1.5 T303

BS timer T303 for MS origination is started when the CM Service Request message is sent. For
MS termination, the timer is started when the Paging Response message is sent. In both cases, the
timer is stopped when the Assignment Request message or a Clear Command message is received,
or the SCCP connection is refused or released by the MSC.

This timer is also started when the Additional Service Request message is sent. In this case, it is
stopped when the BS receives an Assignment Request message from the MSC.

6.2.1.6 T306

BS timer T3pg is started when the Handoff Commenced message is sent and stopped when the
Clear Command message is received.

6.2.1.7 T308

This timer is started when the Service Release message is sent, and stopped when the Service
Release Complete message is received. This timer is used at both the MSC and BS.

6.2.1.8 Ta11

This BS timer is started when the BS Service Request message is sent, and stopped when the BS
Service Response message is received.

6.2.1.9 Ta14

This MSC timer is started when the Additional Service Notification message is sent, and stopped
when the Additional Service Request message is received.

6.2.1.10 T315

This MSC timer is started when the Clear Command message is sent, and stopped when the Clear
Complete message is received.

6.2.1.11 Tpaca‘]

This MSC timer is started the PACA Command message is sent and is stopped when a PACA
Command Ack Message is received.

62112 Tpacaz

This MSC timer is started the PACA Update message is sent and is stopped when a PACA Update
Ack Message is received.

6.2.1.13 T3231

This MSC timer is started the SCCP Connection Request primitive is sent, and is stopped when an
SCCP Connection Confirm primitive or an SCCP Connection Refused primitive is received.
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6.2.1.14 T3113

This MSC timer is started when the Paging Request message or an ADDS Page message is sent,
and is stopped when the Page Response message or an ADDS Page Ack message is received.

The value for this timer can be calculated for a MS in slotted mode by the following formula:

T31 13 = 472 + (128 %k 2Slot Cycle lndex)

6.2.1.15 Ta230

This BS timer is started when any message contained in the Complete Layer 3 information
message is sent, and is stopped when an SCCP Connection Confirm primitive or an SCCP
Connection Refused primitive is received.

6.2.1.16 T3280

This MSC timer is started when the Privacy Mode Command message is sent, and stopped when
the Privacy Mode Complete message is received.

6.2.1.17 Twaitho

This is a TIA/EIA/IS-2000 timer that is shown in this standard for descriptive purposes only. It is
started when the source BS sends a General Handoff Direction Message to the MS with an
indication that the MS is allowed to return to the source BS if it cannot acquire the target BS. This
timer is stopped if the source BS receives a Candidate Frequency (CF) Search Report Message, or
upon receipt of a Clear Command message from the MSC. The source BS must wait until this
timer expires (if the timer is started) before sending the Handoff Commenced message to the
MSC.

6.2.1.18 Tro

This is the A10 connection registration Lifetime timer. This timer is started at the time of
establishment of an A10 connection and updated during periodic re-registrations of the A10
connection. The A10 connection is cleared on expiration of this timer. A Ty value of “FF FF H”
(two octets, all bits set to “1°) indicates infinite Lifetime. A value of “00 00 H” (two octets, all bits
set to ‘0”) indicates that the A10 connection is to be released.

6.2.1.19 Tregreq

The PCF timer Tregreq is started when the Registration Request message is sent, and stopped
when the Registration Reply message is received.

6.2.1.20 Tregupd

The PDSN timer Tregupd is started when the Registration Update message is sent, and stopped
when the Registration Acknowledge message is received.
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6.2.2 Supplementary Services Timers

6221 Tsoﬂpos
MSC timer Tsoftpos is started when the Radio Measurements for Position Request message is sent
and stopped when the Radio Measurements for Position Response message is received.

6.2.2.2 Te2
MSC timer Tgp is started when the Flash with Information message is sent and stopped when the
Flash with Information Ack message is received.

6.2.2.3 Te3
MSC timer Tg3 is started when the a Feature Notification message is sent containing a Tag
element and stopped when the Feature Notification Ack message is received.
The value for this timer can be calculated for a MS in slotted mode by the following formula:

T63 =472+ (128 * 2Slot Cycle Index )

6.2.24 Tso
The BS starts this timer when the ADDS Transfer Message is sent to the MSC with the ADDS
User Part element Data Burst Type field set equal to Short Data Burst. The BS stops this timer
when the ADDS Transfer Ack Message is received from the MSC.

6.2.3 Mobility Management Timers

6.2.3.1 T3210
This BS timer is started when the Location Updating Request message is sent, and is stopped
when a Location Updating Accept message, or a Location Updating Reject message is received.

6.2.3.2 T3220
This BS timer is started when the Parameter Update Request message is sent, and is stopped when
the Parameter Update Confirm message is received.

6.2.3.3 T3260
This MSC timer is started when the Authentication Request message is sent, and is stopped when
the Authentication Response message is received.

6.2.3.4 T3270

This MSC timer is started when the SSD Update Request message is sent, and is stopped when the
Base Station Challenge message is received.
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6.2.3.5

T3271

6.2.3.6

This MSC timer is started when the Base Station Challenge Response message is sent, and is
stopped when the SSD Update Response message is received.

T3272

6.2.4

This MSC timer is started when the Status Request message is sent and is stopped when the Status
Response message is received.

Handoff Timers

6.2.4.1

T7

6.2.4.2

The source BS starts this timer when sending the Handoff Required message to the MSC. If
strength measurements are being performed, then the timer is started at the time that the Strength
Measurement Request message is sent to the MSC. Therefore, the timer represents the time
between successive handoff attempts for the same mobile connection. It is recommended that this
timer value be long enough to cover all message exchanges with potential targets as well as the
maximum time to transmit all transmissions of the Handoff Command message (see Tg), and

handoff queuing time, if supported. Timer T7 is stopped when a Handoff Command message or a
Handoff Required Reject message is received.

Ts

6.2.4.3

The source BS starts this timer when sending the handoff instruction to the MS. It is recommended
that this timer value include all the time necessary to successfully complete handoff execution
(i.e., time to send all transmissions of a handoff instruction plus the time to access the target or
detect that the mobile has not left the source BS).

For further information and an explicit definition of this timer see the appropriate air interface
standard, e.g., [1] to [6].

Tg

6.2.4.4

The target BS starts this timer when sending the Handoff Request Acknowledge message to the
MSC. It is stopped when the mobile station is acquired. It represents the time to reserve the target
channel while waiting for the mobile to arrive on the target channel. This should be at least as long

as Ts.

T14

This MSC timer is started when the Handoff Request message is send to the BS and is stopped
when the Handoff Request Acknowledge message is received or the SCCP connection is refused
or released by the BS.
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Facility Management Timers

6.2.5.1

T4

6.2.5.2

The BS starts this timer when the Block or Unblock message is sent and stops it when the Block
Acknowledge or Unblock Acknowledge message is received.

T2

6.2.5.3

Timer T2 represents the Reset guard period in the MSC. To avoid a “deadlock” situation during a
BS triggered global reset procedure, timer T2 (MSC) should always be less than timer T4 (BS).

Ta

6.2.5.4

The BS starts this timer when the Reset message is sent and stops it when the Reset Acknowledge

message is received. If timer T4 expires without receiving a Reset Acknowledge message, the BS
repeats the Reset procedure. To avoid a “deadlock” situation during a BS triggered global reset

procedure, timer T2 (MSC) should always be less than timer T4 (BS).

T2

6.2.5.5

This MSC or BS timer is started when a Reset Circuit message is sent and stopped when a Reset
Acknowledge message is received. At the MSC, this timer is also stopped when a Block message
is received from the BS.

T13

6.2.5.6

Timer T13 represents a Reset guard period at the BS. To avoid a “deadlock” situation during a

MSC triggered global reset procedure, timer T43 (BS) should always be less than timer T4g
(MSCO).

T16

6.2.5.7

The MSC starts this timer when a Reset message is sent and stops it when a Reset Acknowledge

message is received. If timer T1g expires without receiving a Reset Acknowledge message, the
MSC repeats the Reset procedure. To avoid a “deadlock” situation during a MSC triggered global

reset procedure, timer T13 (BS) should always be less than timer T4 (MSC).

T309

The MSC starts this timer when the Transcoder Control Request message is sent, and stops it
when the Transcoder Control Acknowledge message is received.
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