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FOREWARD

(This foreword is not part of this Standard)

This standard was prepared by Technical Specification Group C of the Third Generation
Partnership Project 2 (3GPP2). This standard is evolved from and is a companion to the
cdma2000®! standards. This air interface standard provides high rate packet data
supplemental services.

1 «cdma2000® is the trademark for the technical nomenclature for certain specifications and standards
of the Organizational Partners (OPs) of 3GPP2. Geographically (and as of the date of publication),
cdma2000P is a registered trademark of the Telecommunications Industry Association (TIA-USA) in the
United States.”
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1 OVERVIEW

1.1 Scope of This Document

These technical requirements form a compatibility standard for supplemental services on
cdma2000 high rate packet data systems. These requirements ensure that a compliant
access terminal can obtain service through any access network conforming to this
standard. These requirements do not address the quality or reliability of that service, nor do
they cover equipment performance or measurement procedures.

This specification is primarily oriented toward requirements necessary for the design and
implementation of access terminals. As a result, detailed procedures are specified for access
terminals to ensure a uniform response to all access networks. Access network procedures,
however, are specified only to the extent necessary for compatibility with those specified for
the access terminal. \‘

This specification includes provisions for future service additions and expansion of system
capabilities. The architecture defined by this specification’ permits such expansion without
the loss of backward compatibility to older access terminals.

1.2 Requirements Language

Compatibility, as used in connection with this standard, is understood to mean: Any access
terminal can obtain service through ariy,a‘ccess network conforming to this standard.
Conversely, all access networks conforming to thiS‘~~standard can service access terminals.

“Shall” and “shall not” identify requirements to be followed strictly to conform to the
standard and from which no deviation is permitted. “Should” and “should not” indicate that
one of several pQSSibilitieS is. recommended as particularly suitable, without mentioning or
excluding others, that a certain course of action is preferred but not necessarily required, or
that (in the negative form) a certain possibility or course of action is discouraged but not
prohibited. ‘May” and “‘nee,/d not” indicate a course of action permissible within the limits of
the standard. “Can” and “cannot” are used for statements of possibility and capability,
whether material, physical, or causal.

1.3 Architec{:ure Reference Model

The architecture reference model is presented in Figure 1.3-1. The reference model consists
of the following functional units:
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I Sector

Access Terminal Access Network

Figure 1.3-1. Architecture Reference Model

The access terminal, the access network, and the sector are formally defined in Section 1.5.
The reference model includes the air interface between the access terminal and the access
network. The protocols used over the air interface are defined in this"document.

1.4 Protocols

1.4.1 Interfaces

This standard defines a set of interfaces for communications between protocols in the same
entity and between a protocol executing in one entity .and the same protocol executing in
the other entity.

In the following the generic term “entity” is‘kusc{d‘ to refer to the access terminal and the
access network. ‘ .

Protocols in this specification have four types\of interfaces:

e Headers and messages are used for communications between a protocol executing in
one entity and the_séime protocol executing in the other entity.

e Commands are used by a protocol to obtain a service from another protocol within the
same access network or access terminal.

e Indications are used by a protocol to convey information regarding the occurrence of an
event to another protocol within the same access network or access terminal. Any
protocol can register to receive these indications.

e Public Data is wused to share information in a controlled way between
protocols/applications. Public data is shared between protocols/applications in the
same layer, as well as between protocols/applications in different layers. The public
data of the InUse protocol/application is created when an InUse instance of a
protocol/application is created. All configurable attributes of the InConfiguration
instance of a protocol or application are also public data of that protocol or application.

Commands and indications are written in the form of Protocol.Command and
Protocol.Indication. When the context is clear, the Protocol part is dropped.

Commands are always written in the imperative form, since they direct an action.
Indications are always written in the past tense since they notify of events that happened.
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Headers and messages are binding on all implementations. Commands, indications, and
public data are used as a device for a clear and precise specification. Access terminals and
access networks can be compliant with this specification while choosing a different
implementation that exhibits identical behavior.

1.4.2 States

When protocols exhibit different behavior as a function of the environment, this behavior is
captured in a set of states and the events leading to a transition between states.

Unless otherwise specifically mentioned, the state of the access network refers to the state
of a protocol engine in the access network as it applies to a particular access terminal.
Since the access network communicates with multiple access terminals, multiple
independent instantiations of a protocol will exist in the access network, each with its own
independent state machine. -

Unless otherwise specifically shown, the state transitions-due to failure are not shown in
the figures.

Typical events leading to a transition from one state to another are the receipt of a message,
a command from a higher layer protocol, an indication from a lower layer protocol, or the
expiration of a timer.

When a protocol is not functional at a pérticular time the protocol is placed in a state called
the Inactive state. This state is common for most protocols.

Other common states are Open, indicating thatk;thek session or connection (as applicable to
the protocol) is open and Close, indicating that the session or connection is closed.

If a protocol has a single state other than the Inactive state, that state is always called the
Active state. If a- protocol has more than one state other than the Inactive state, all of these
states are considered active, and are given individual names.

1.5 Terms

Access Network (AN). The network equipment providing data connectivity between a
packet switched data network (typically the Internet) and the access terminals. An access
network is equivalent to a base station in [9].

Access Terminal (AT). A device providing data connectivity to a user. An access terminal
may be connected to a computing device such as a laptop personal computer or it may be a
self-contained data device such as a personal digital assistant. An access terminal is
equivalent to a mobile station in [9].

Channel. The set of channels transmitted between the access network and the access
terminals within a given frequency assignment. A Channel consists of a Forward Link and a
Reverse Link.

Forward Channel. The portion of the Channel consisting of those Physical Layer Channels
transmitted from the access network to the access terminal.

Forward Control Channel. The channel that carries data to be received by all access
terminals monitoring the Forward Channel.
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Forward Traffic Channel. The portion of the Forward Channel that carries information for
a specific access terminal. The Forward Traffic Channel can be used as either a Dedicated
Resource or a non-Dedicated Resource. Prior to successful access terminal authentication,
the Forward Traffic Channel serves as a non-Dedicated Resource. Only after successful
access terminal authentication can the Forward Traffic Channel be used as a Dedicated
Resource for the specific access terminal.

FCS. Frame Check Sequence.
NULL. A value which is not in the specified range of the field.

Reservation. Air interface resources set up by the access network to carry a higher layer
flow. A Reservation is identified by its ReservationLabel. ReservationLabels are bound to
Link Flows that carry higher layer flows. A Reservation can be either in the Open or Close
state.

Reverse Access Channel. The portion of the Reverse Channel that is used by access
terminals to communicate with the access network when they do not have a traffic channel
assigned. There is a separate Reverse Access Channel for each sector of the access network.

Reverse Channel. The portion of the Channel consisting of those Physical Layer Channels
transmitted from the access terminal to the access network.

Reverse Traffic Channel. The portion of th‘eReverse Channel that carries information from
a specific access terminal to the access networkk.k The Reverse Traffic Channel can be used
as either a Dedicated Resource or a non—Dedicated Resource. Prior to successful access
terminal authentication, the Reverse Traffic Channei"serves as a non-Dedicated Resource.
Only after successful access terminal authenticatioﬂ can the Reverse Traffic Channel be
used as a Dedicated Resource for the specific access terminal.

RLP. Radio Link Protobol provides reliable delivery if needed, in-order delivery if needed,
and duplicate detection for a higher layer data stream.

Rx. Receive:
Sector. The part of the access network that provides one CDMA channel.

SNP. Signaling Network Protocol provides message transmission services for signaling
messages. The protocols that control each layer use SNP to deliver their messages to their
peer protocols. SNP is defined in [§].

Stream Layer. The Stream Layer provides multiplexing of distinct streams. Stream O is
dedicated to signaling and defaults to the default signaling stream (SNP / SLP). Stream 1,
Stream 2 and Stream 3 are not used by default. The Stream Layer is defined in [8].

Tx. Transmit.

1.6 Notation

A[i] The ith element of array A. The zeroeth element of the array is A[O].
<ei, €2, ..., €n> A structure with elements ‘el’, ‘e2’, cee ‘en’.
Two structures E = <ey, e, ..., en> and F = <fy, £, ..., fn> are equal if
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and only if ‘m’ is equal to m’ and e; is equal to f; for i=1, ...n.
Given E = <ey, ey, ..., en> and F = <f;, f5, ..., fn>, the assignment “E =
F” denotes the following set of assignments: e; = f;, for i=1, ...n.

S.e The member of the structure ‘S’ that is identified by ‘e’.

M[i:j] Bits ith through jt inclusive (i2 j) of the binary representation of
variable M. M[0:0] denotes the least significant bit of M.

| Concatenation operator. (A | B) denotes variable A concatenated with

variable B.

x Indicates multiplication.

|x] Indicates the largest integer less than or equai tox:[1.1]=1,[1.0]=
1.

[x] Indicates the smallest integer greatér or equal to x: [1.1]=2,[2.0] =
2. ~

[ x| Indicates the absolute value of x:|-17| =17, |17|=17.

@ Indicates exclusi\}é“QR‘ ~(modulo—2 addition).

min (x, y) “Indicates the minimum of x and y-

max (x,y) 1 Indicates the maximum of X,and y.

x mod y . Indicates the remainder after dividing x by y: x mod y = x — (y x Lx/yJ).

Unless otherwise specified, the format of field values is unsigned binary.

Unless indicated otherwise, this standard presents numbers in decimal form. Binary
numbers are distinguished in the text by the use of single quotation marks. Hexadecimal
numbers are distinguished by the prefix ‘0x’.

Unless speciﬁed otherwise, each field of a packet shall be transmitted in sequence such
that the most significant bit (MSB) is transmitted first and the least significant bit (LSB) is
transmitted last. The MSB is the left-most bit in the figures in this document. If there are
multiple rows in a table, the top-most row is transmitted first. If a table is used to show the
sub-fields of a particular field or variable, the top-most row consists of the MSBs of the
field. Within a row in a table, the left-most bit is transmitted first. Notations of the form
“repetition factor of N” or “repeated N times” mean that a total of N versions of the item are
used.

When a procedure, consisting of a set of steps, is normatively defined as a sequence of
bullet list items, it is assumed that the steps are performed in the indicated order unless
specified otherwise.
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1 2 ENHANCED MULTI-FLOW PACKET APPLICATION
2 2.1 Introduction

3 2.1.1 General Overview

4 The Enhanced Multi-Flow Packet Application provides multiple octet or packet streams that
5 can be used to carry octets or packets between the access terminal and the access network.
6  Each octet or packet stream is called a Link Flow. Each Link Flow provides two routes for
7 transmission and reception of payloads from the higher layer. These routes are named
s  Route A and Route B and can be carried using a single receiver-transmitter pair. Each
9 route is associated with a transmitter-receiver pair. Figure 2.1.1-1 shows the association
10 between a forward Link Flow and the transmitters and receivers for.its two routes. Figure
1 2.1.1-2 shows the reference architecture for a reverse Link Flow:

Forward Link Flow NNV

Access Network

Route A ‘ Route B
Transmitter Transmitter
TN A
Signalihg k Signaling
RLP Messages " RLP Messages
ackets (including \packets (including
P DataOverSignaling § DataOverSignaling
messages) ) messages)
;- \ \ /
Route A ~ Route B
Receiver Receiver
12 (Access Terminal
13 Figure 2.1.1-1. Reference Architecture for a Forward Link Flow
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Reverse Link Flow NNV

Access Terminal

Route A Route B
Transmitter Transmitter
A A
Signaling Signaling
RLP Messages RLP Messages
Kets (including packets (including
pac DataOverSignaling DataOverSignaling
messages) messages)
Y \ A 4
Route A Route B
Receiver Receiver

Access Network

Figure 2.1.1-2. Reference Architecture for a Reverse Link Flow

The relationship between the Enhanced Multi-Flow Packet Application protocols is
illustrated in Figure 2.1.1-3. '

Route Selection
Protocol (RSP)

Location Update Radio Link Protocol Data Over Signaling
Protocol , (RLP) Protocol

Flow Control Protocol

Figure 2.1.1-3. Enhanced Multi-Flow Packet Application Protocols

Figure 2.1.1-4 illustrates the relationship for each Link Flow between the Enhanced Multi-
flow Packet Application and the higher layer protocols supported by the Enhanced Multi-
flow Packet Application. The Flow Protocol and the Route Protocol are referred to as higher
layer protocols. The protocols defined in the Enhanced Multi-flow Packet Application are
shown shaded. The Route Selection Protocol routes Flow Protocol PDUs to either instance A
or instance B of the Route Protocol. Instance A of the Route Protocol is bound to Route A of
the Link Flow. Instance B of the Route Protocol is bound to Route B of the Link Flow.

2-2



10

11

12

13

14

15

16

17

18

19

20

21

22

Enhanced Multi-Flow Packet Application 3GPP2 C.S0063-B v0.2

Flow Protocol

Route Selection Protocol

Route Protocol Instance Route Protocol Instance
A B
Link | Route A DameA Route B [ RoueB
ataOversignaling ataOversignaling
F IOW R L P Protocol R LP Protocol

Air-interface Layers
below the Application Layer, see [8]

Figure 2.1.1-4. Relationship for each Link Flow between Enhanced Multi-Flow Packet

Application and Higher Layer Protocols

The Enhanced Multi-Flow Packet Application provides:

the functionality defined in [1],

the Route Selection Protocol, which routes Flow Protocol PDUs over either Route A or
Route B of a Link Flow.

the Radio Link Protocol (RLP), which provides retransmission (if needed) and duplicate
detection of higher layer octets or packets transmitted on each route,

the Data Over Signaling Protocol, which pr@vides transmission and duplicate detection
of higher layer data packets transmitted on each route using signaling messages,

the Location Update Protocol, which defines location update procedures and messages
in support of mobility'management for the Packet Application,

the Flow Control Protocol, which provides flow control for the Enhanced Multi-Flow
Packet Application, and

ability to negotiate Route Protocol and Flow Protocol parameters.

This application uses the Signaling Application to transmit and receive messages.

2.1.2 Public Data

Subtype for this application

2.1.3 Data Encapsulation for the InUse Instance of the Application

Figure 2.1.3-1 illustrates the relationship between octets from the Route Protocol, RLP
packets, and Stream Layer payload for the case when the Link Flow carries an octet stream.
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RLP
packets

Enhanced Multi-Flow Packet Application

Route Protocol Octets

RLP
header

RLP
payload

RLP
header

RLP
payload

RLP
header

RLP
payload

Stream Layer
payload

Stream Layer

payload

Stream Layer
payload

2 Figure 2.1.3-1. Enhanced Multi-Flow Packet Application Encapsulation when the Link
3 Flow carries an Octet Stream

4 Figure 2.1.3-2 illustrates the relationship between packets from the Route Protocol, RLP
5 packets, and Stream Layer payload for the case when the Link Flow carries a packet

10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

stream.

RLP
packets

Route Protocol Packet

Route Protocol Packet

RLP
header

RLP
payload

RLP
payload

RLP
payload

Stream Layer
payload

Stream Layer
payload

Stream Layer
payload

Figure 2.1.3-2. Enhanced Multi-Flow Packet Application Encapsulation when the Link
Flow carries a Packet Stream

2.2 Protocol Initialization

2.2.1 Protocol Initialization for the InConfiguration Application Instance

Upon creation, the InConfiguration instance of this application in the access terminal and
the access network shall perform the following in the order specified:

e The fall-back)values of the attributes for this application instance shall be set to the

default values specified for each attribute.

o If the InUse instance of this application (i.e., corresponding to the stream to which this
application is bound) has the same application subtype as this InConfiguration
application instance, then the fall-back values of the attributes defined by the
InConfiguration application instance shall be set to the corresponding attribute values
for the InUse application instance.

e The value for each attribute for this application instance shall be set to the fall-back
value for that attribute.

e The value of the InConfiguration application instance public data shall be set to the
value of the corresponding InUse application instance public data.
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e The value of the application subtype associated with the InConfiguration application
instance shall be set to the application subtype that identifies this application.

2.3 Procedures and Messages for the InConfiguration Instance of the Packet
Application

2.3.1 Procedures

This protocol uses the Generic Configuration Protocol (see [8]) to define the processing of
the configuration messages.

The Enhanced Multi-Flow Packet Application shall not be bound to a virtual stream.

The access terminal shall not send a ConfigurationRequest message containing the
Reservation KKQoSResponseFwd attribute. The access network" shall not send a
ConfigurationRequest message containing the ReservationKKQoSRequestFwd attribute. The
access terminal shall not send a ConfigurationRequest. message containing the
ReservationKKQoSResponseRev attribute. The access' network shall not send a
ConfigurationRequest message containing the ReservationKKQoSRequestRev attribute.

The access terminal shall not initiate negotiation of the ANSupportedQoSProfiles attribute.
The access network shall not initiate negotiation of the ATSupportedQ‘oSkPrOfiles attribute.
The access terminal should include sﬁpported values of ProfileValue with ProfileType equal
to 0x04 in the ATSupporteonSProﬁles“attribute during the AT Initiated state of the Session
Configuration Protocol. The access nétw‘o‘rk_ shall \include all supported values of
ProfileValue with ProfileType equal to 0x04 in thké ANSupportedQoSProfiles attribute during
the AN Initiated;staté of the Session Configuratidn Protocol. The access terminal shall use
the ProfileType 0x00, 0x01, or 0x02 in the ReservationKKQoSRequestFwd or the
ReservationKKQoSRequestRéV attributes., The access network shall use ProfileType 0x00 or
0x03 in the Re‘sé‘rvationKKQoSRespOnserd or the ReservationKKQoSResponseRev
attributes.

The access ‘ne:two,rk shall not initiate negotiation of the
ATSupportedFlowProtocolParametersPP attribute. The access network shall not initiate
negotiation of the ATSupportedRouteProtocolParameters PP attribute.

The access network shall not initiate negotiation of the MaxLinkFlows attribute.

The access network and access terminal shall not propose value of MaxAbortTimer that is
less than any of the AbortTimer values in FlowNNTimersFwd and FlowNNTimersRev
Attributes.

2.3.2 Commit Procedures

The access terminal and the access network shall perform the procedures specified in this
section, in the order specified, when directed by the InUse instance of the Session
Configuration Protocol to execute the Commit procedures:

e All the public data that are defined by this application, but are not defined by the InUse
application instance shall be added to the public data of the InUse application.
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o If the InUse instance of this application (corresponding to the stream to which this
application is bound) has the same subtype as this application instance, then

The access terminal and the access network shall set the attribute values
associated with the InUse instance of this application to the attribute values
associated with the InConfiguration instance of this application, and

The access terminal and the access network shall purge the InConfiguration
instance of the application.

e If the InUse instance of this application (corresponding to the stream to which this
application is bound) does not have the same subtype as this application instance, then:

The access terminal and the access network shall initialize a receive pointer for
DataOverSignaling message validation on Route A, V(Ra), to 63.

The access terminal and the access network shall initialize a receive pointer for
DataOverSignaling message validation on Route B, V(Rg), to 63.

The access terminal and the access network shall initialize ‘a transmit pointer
for DataOverSignaling message validation(on Route A, V(Sa), to zero.

The access terminal and the access network shall initialize a transmit pointer
for DataOverSignaling message validation on Route B, V(Sg), to zero.

The access terminal and the;kikkkacckess network shall set the StorageBLOB
parameter of the Location Update““Per‘togol to NULL.

The initial ~state of the Flow Co@fm Protocol associated with the
InConfiguration instance of the Packet Application at the access terminal and
access network shall’be set to the Close State.

_ The access\ ‘network shall set the Forward Reservations with ReservationLabel

Oxff and Oxfe to the Open state.2

The access tefmin,al shall set the Reverse Reservations with ReservationLabel
Oxff and Oxfe to the Open state.

/S

The access network shall set the Forward Reservations with ReservationLabel
not equal to Oxff or Oxfe to the Close state.

The access terminal shall set the Reverse Reservations with ReservationLabel
not equal to Oxff or Oxfe to the Close state.

The Route Selection Protocol at the access terminal shall enter the A Open B
Setting state (See Figure 2.4.4.1.2-1).

The InConfiguration instance of the Packet Application at the access terminal
and access network shall become the InUse instance for the Packet Application
(corresponding to the stream to which this application is bound).

2 Forward and reverse link Reservations Oxff initialized in the Open state so that data can be sent

without having to perform a state transition.
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e All the public data not defined by this application shall be removed from the public data
of the InUse application.

2.3.3 Message Formats

2.3.3.1 ConfigurationRequest

The ConfigurationRequest message format is as follows:

Field Length (bits)
MessagelD 8
TransactionID 8

Zero or more instances of the following record~—

AttributeRecord Attribute depenkd_ent
MessagelD The sender shall set this ﬁeldfto OXSO |
TransactionID The sender shall ”i;l\ére‘r‘nent thls Valﬁe ) for each new
ConfigurationRqu}?st messagke: sent. \ ‘
AttributeRecord The format of thlsrecordls speéifiéd\in [8].
Channels FTC RTC | SLP Reliable
Addressing unigast " Priority 40

\

2.3.3.2 ConfigurafioﬁReSpOnse

The ConfigurationResanse nfifes’sage format is as follows:

MessagelD

TransactionID

AttributeRecord

| Field Length (bits)
MessagelD 8
TransactionID 8

Zero or more instances of the following record

AttributeRecord Attribute dependent

The sender shall set this field to 0x51.

The sender shall set this value to the TransactionID field of the
corresponding ConfigurationRequest message.

An attribute record containing a single attribute value. If this
message selects a complex attribute, only the ValuelD field of the
complex attribute shall be included in the message. The format of the
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AttributeRecord is given in [8]. The sender shall not include more
than one attribute record with the same attribute identifier.

Channels

FTC RTC SLP Reliable

Addressing

unicast Priority 40
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2.4 Route Selection Protocol

2.4.1 Overview

The Route Selection Protocol provides means to select either instance A or instance B of the
Route Protocol. The Route Selection Protocol routes Flow Protocol PDUs to the selected
instance of the Route Protocol. Instance A of the Route Protocol is bound to Route A of the
Link Flow. Instance B of the Route Protocol is bound to Route B of the Link Flow. The Route
Selection Protocol is a protocol associated with the Enhanced Multi-Flow Packet
Application. The application subtype for this application is defined in [3].

2.4.2 Primitives and Public Data

2.4.2.1 Commands

This protocol does not define any commands.

2.4.2.2 Return Indications

This protocol does not return any indications. "

2.4.3 Protocol Data Unit

The Route Selection Protocol routes Fl‘ow“Prkotocol PDUs to the Route Protocol without
modifying them. Hence, the transmissiorik“uriit-Qf this protocol is the same as a Flow
Protocol PDU. The Flow Protocol for a forward Link Flow NN is identified by the ProtocollD
field of the FlowNNFlowProtocolParametersFwd attribute. The Flow Protocol for a reverse
Link Flow NNis identified by the ProtocollD field of the FlowNNFlowProtocolParametersRev
attribute.  \

2.4.4 Procedures and Messages for the InUse Instance of the Protocol
2.4.4.1 Procedures |

2.4.4.1.1 General Réquirements

If the FlowNNNFlowProtocolPDUFwd attribute of forward Link Flow NN is 0x00, then forward
Link Flow NN provides an octet stream to the Flow Protocol. If the
FlowNNFlowProtocolPDUFwd attribute of forward Link Flow NN is 0x01, then forward Link
Flow NN provides a packet stream to the Flow Protocol.

If the FlowNNFlowProtocolPDURev attribute of reverse Link Flow NN is 0x00, then reverse
Link Flow NN provides an octet stream to the Flow Protocol. If the
FlowNNFlowProtocolPDURev attribute of reverse Link Flow NN is 0x01, then reverse Link
Flow NN provides a packet stream to the Flow Protocol.

2.4.4.1.2 Access Terminal Requirements

The Route Selection Protocol associated with an activated Link Flow can be in one of four
states: A Open B Setting, A Open B Rising, A Setting B Open, or A Rising B Open. The
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Route Selection Protocol instance associated with all activated Link Flows shall be in the
same state at any time. When a Link Flow is activated, the Route Selection Protocol shall
enter the state that the Route Selection Protocols of other activated Link Flows are in. If no
other Link Flows are activated when a Link Flow is activated, then the Route Selection
Protocol shall enter the A Open B Setting state. If the Route Selection Protocol receives a
ConnectedState. ConnectionClosed indication or RouteUpdate.ConnectionLost indication, it
shall enter the A Open B Setting state. Figure 2.4.4.1.2-1 shows the state diagram for the
Route Selection Protocol at the access terminal.

Initial State

A Open
Tx ActivateRouteAck message B Setting
in response to

ActivateRoute message for Route B

Rx RouteSelect
message for Route A
Or Rx a Route protocol
packet on Route A
of any Link Flow

Rx RouteSelect
message for Route A

A Open
B Rising

A Rising
B Open

Rx RouteSelect
message for Route B

Rx RouteSelect
message for Route B -
Or Rx a Route protocol
packet on Route B
of any Link Flow

Tx ActivateRouteAck message
in response to
ActivateRoute message for Route A

A Setting
B Open

) AN

Figure 2.4.4.1.2-1. Route Selection Protocol State Diagram (Access Terminal)

2.4.4.1.2.1 A Open B Setting State

2.4.4.1.2.1.1 State Transitions

Upon receiving an ActivateRoute message requesting to activate Route B, the access
terminal shall perform the following:

o If TwoRoutesSupported is 0x01, the access terminal shall perform the following:

e The Route Selection Protocol shall issue a RadioLinkProtocol.InitializeRoute command
with Route B as the argument.

e The access terminal shall initialize the Route Protocol bound to Route B.

e After the Radio Link Protocol and the Route Protocol are initialized, the access
terminal shall send an ActivateRouteAck message, and shall transition to the A
Open B Rising state.

e Otherwise, the access terminal shall ignore the ActivateRoute message.
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Upon receiving a RouteSelect message for Route A, the access terminal shall respond with a
RouteSelectAck message.

2.4.4.1.2.1.2 Transmitter Requirements

The access terminal shall route Flow Protocol PDUs to Route A. The access terminal shall
not route Flow Protocol PDUs to Route B.

2.4.4.1.2.1.3 Receiver Requirements if TwoRoutesSupported is 0x00

The access terminal shall pass Flow Protocol PDUs received on Route A to the Flow
Protocol. The access terminal shall discard Flow Protocol PDUs received on Route B.

2.4.4.1.2.1.4 Receiver Requirements if TwoRoutesSupported is 0x01

The access terminal shall pass Flow Protocol PDUs received on Route A to the Flow
Protocol.

If the FlowNNSimultaneousDeliveryOnBothRoutesFwd attribute for Link Flow NN is 0x01,
the access terminal shall perform the following: the access\‘ terminal'shall pass Flow Protocol
PDUs received on Route B of the Link Flow to the Flow Protocol if the access terminal has
not received an ActivateRoute message requesting to activyate Route B since the last time it
entered this state; otherwise, the access terminal shall discard Flow Protocol PDUSs received
on Route B.

If the FlowNNSimultaneousDeliveryOnBotHRoﬁtesFWd attribute for Link Flow NN is 0x00,
the access terminal shall perform the following:“thé“acceSS terminal shall pass Flow Protocol
PDUs received on Route B of the Link Flow to the Flow Protocol if the access terminal has
not passed Flow Protocol PDUs received| on Route A of the Link Flow to the Flow Protocol
since the last time‘“‘the access terminal enteréd this state and if the access terminal has not
received an ActivateRoute message requesting to activate Route B since the last time it
entered this state; otherwise, the access terminal shall discard Flow Protocol PDUs received
on Route B of the Link Flow.

2.4.4.1.2.2 A Open B'Rising State

2.4.4.1.2.2.1°State Transitions

Upon receiving a RouteSelect message requesting to select Route B3, the access terminal
shall respond with a RouteSelectAck message, and shall transition to the A Setting B Open
state. Upon receiving Flow Protocol PDU on Route B of any Link Flow?, the access terminal
shall store the Flow Protocol PDU received from Route B for processing in the A Setting B
Open state and shall transition to the A Setting B Open state.

3 The access terminal could wait to send RouteSelectAck message and transition state until the next

Flow protocol packet boundary.

4 The access terminal could wait to transition state until the next Flow protocol packet boundary.
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Upon receiving a RouteSelect message requesting to select Route A, the access terminal
shall respond with a RouteSelectAck message, and shall transition to the A Open B Setting
state.

If the access terminal receives an ActivateRoute message, the message shall be ignored.

2.4.4.1.2.2.2 Transmitter Requirements

The access terminal shall route Flow Protocol PDUs to Route A. The access terminal shall
not route Flow Protocol PDUs to Route B.

2.4.4.1.2.2.3 Receiver Requirements

The access terminal shall pass Flow Protocol PDUs received on Route A to the Flow
Protocol.

2.4.4.1.2.3 A Setting B Open State

2.4.4.1.2.3.1 State Transitions

Upon receiving an ActivateRoute message requesting to activate Route A, the access
terminal shall perform the following: . \

e The Route Selection Protocol shall is‘éucj a RadioLinkProtocol.InitializeRoute command
with Route A as the argument. N

e The access terminal shall initialize the Rout‘é‘Plfdto‘col boundﬂ to Route A.

e After the Radio Link Protocol and the Route Protocol are initialized, the access terminal
shall send an ActivateRouteAck message, and shall transition to the A Rising B Open
state. ‘ o ‘

) AN

Upon receiving a RouteSelect message for Route B, the access terminal shall respond with a
RouteSelectAck message.

2.4.4.1.2.3.2 Transmitter Reqliirements

The access terminal éfiéll route Flow Protocol PDUs to Route B. The access terminal shall
not route Flow Protocol PDUs to Route A.

2.4.4.1.2.3.3 Receiver Requirements

The access terminal shall pass Flow Protocol PDUs received on Route B to the Flow
Protocol.

If the FlowNNSimultaneousDeliveryOnBothRoutesFwd attribute for Link Flow NN is 0x01,
the access terminal shall perform the following: the access terminal shall pass Flow Protocol
PDUs received on Route A of the Link Flow to the Flow Protocol if the access terminal has
not received an ActivateRoute message requesting to activate Route A since the last time it
entered this state; otherwise, the access terminal shall discard Flow Protocol PDUs received
on Route A.
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If the FlowNNSimultaneousDeliveryOnBothRoutesFwd attribute for Link Flow NN is 0x0O,
the access terminal shall perform the following: the access terminal shall pass Flow Protocol
PDUs received on Route A of the Link Flow to the Flow Protocol if the access terminal has
not passed Flow Protocol PDUs received on Route B of the Link Flow to the Flow Protocol
since the last time the access terminal entered this state and if the access terminal has not
received an ActivateRoute message requesting to activate Route A since the last time it
entered this state; otherwise, the access terminal shall discard Flow Protocol PDUs received
on Route A of the Link Flow.

2.4.4.1.2.4 A Rising B Open State

2.4.4.1.2.4.1 State Transitions

Upon receiving a RouteSelect message requesting to select Route A®, the access terminal
shall respond with a RouteSelectAck message, and shall transition to the A Open B Setting
state. Upon receiving Flow Protocol PDU on Route A of any Link Flow®, the access terminal
shall store the Flow Protocol PDU received on Route A for processing in the A Open B
Setting state and shall transition to the A Open B Setting state.

Upon receiving a RouteSelect message reques:t‘ing to select Route B, the access terminal
shall respond with a RouteSelectAck message, and shall transition to the A Setting B Open
state. g

If the access terminal receives an ActivaféRbUte message, the message shall be ignored.

2.4.4.1.2.4.2 Transmitter Requirements

The access terminéﬂ shall route Flow Protocol PDUs to Route B. The access terminal shall
not route Flow Protocol PDUs to Route A.

2.4.4.1.2.4.3 Receiver Requirements

The access terminal shall pass Flow Protocol PDUs received on Route B to the Flow
Protocol. '

2.4.4.1.3 Access Nétwork Requirements

If TwoRoutesSupported attribute is 0x00, then the access network shall not send
ActivateRoute or RouteSelect messages.

Upon sending an ActivateRoute message requesting to activate Route A, the access network
shall issue a RadioLinkProtocol.InitializeRoute command with Route A as the argument and
initialize the Route Protocol bound to Route A.

5 The access terminal could wait to send RouteSelectAck message and transition state until the next

Flow protocol packet boundary.

© The access terminal could wait to transition state until the next Flow protocol packet boundary.
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Upon sending an ActivateRoute message requesting to activate Route B, the access network

shall issue a RadioLinkProtocol.InitializeRoute command with Route B as the argument and

initialize the Route Protocol bound to Route B.

2.4.4.2 Message Formats

2.4.4.2.1 RouteSelect

The access network sends this message to transition the access terminal to the A Open B
Setting or the A Setting B Open state.

Field Length (bits)
MessagelD 8
TransactionID 8
Route 1
Reserved 7

MessagelD The access network shall set this field to Ox1e.

TransactionID The access network"‘shall set this field to one more (rﬁodulo 256) than
the TransactionID field of the last RouteSelect message sent by the
access network. \

Route The access network shall seka‘thikks‘,‘ fieid to ‘O’ to transition the access
terminal to the A Open B Setting state. The access network shall set
this field to ‘1’ to transition the access terminal to the A Setting B

- Open state.

Reserved The 'access network shall set this field to ‘0000000’. The access
terminal shall ignore this field.

Channels /’/ FTC SLP Best Effort
Addressing unicast Priority 40

2.4.4.2.2 RouteSelectAck

The access terminal sends this message to acknowledge the receipt of a RouteSelect

message.

MessagelD

Field Length (bits)
MessagelD 8
TransactionID 8

The access terminal shall set this field to Ox1f.
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TransactionID The access terminal shall set this field to the TransactionID field of
the RouteSelect message whose receipt is being acknowledged by this
message.

Channels RTC SLP Best Effort
Addressing unicast Priority 40

2.4.4.2.3 ActivateRoute

The access network sends this message to transition the access terminal to the A Rising B
Open state or the A Open B Rising state.

Field Length (bits)
MessagelD ~8 ‘
TransactionID 8
Route ( k 1
Reserved N\ 7

MessagelD The access netwqfkaskhall set this field to 0x20.
TransactionID The access network ‘éhaklkkl‘“sext this field to one more (modulo 256) than
“the TransactionID field 0f~~~thé‘~1ast"ActivateRoute message sent by the
access network. :
Route - k‘Thek"/s/Lc'cess network shall set this field to ‘0’ to transition the access
' terminal to the A Rising B Open state. The access network shall set
this field to ‘1’ to transition the access terminal to the A Open B
- Rising state.
Reserved ~/The access network shall set this field to ‘0000000’. The access
 terminal shall ignore this field.
Channels FTC SLP Reliable
Addressing unicast Priority 40

2.4.4.2.4 ActivateRouteAck

The access terminal sends this message to acknowledge the receipt of an ActivateRoute

message.
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Field Length (bits)
MessagelD 8
TransactionID 8
MessagelD The access terminal shall set this field to 0x21.
TransactionID The access terminal shall set this field to the TransactionID field of

the ActivateRoute message whose receipt is being acknowledged by
this message.

Channels RTC SLP Reliable

Addressing unicast Priority —.. 40

2.4.4.3 Interface to Other Protocols

2.4.4.3.1 Commands

This protocol issue the following commands: ;

e RadioLinkProtocol.InitializeRoute withx ) ‘argument indicating which Route is to be
initialized.

2.4.4.3.2 Indications \ : ;

This protocol registers to receive the following indicatidn's:

e ConnectedState. ConpéctionCldsed

. RoutéUpdate. Conn*eciionLos‘t

2.4.5 Protocol Numeric Con‘star/itsk

This protocol does not define any protocol numeric constants.
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2.5 Radio Link Protocol

2.5.1 Overview

The Radio Link Protocol (RLP) provides one or more octet or packet streams with an
acceptably low erasure rate for efficient operation of higher layer protocols (e.g., TCP). When
used as part of the Enhanced Multi-Flow Packet Application, the protocol carries one or
more octet or packet streams from the higher layer. RLP is a protocol associated with the
Enhanced Multi-Flow Packet Application. The application subtype for this application is
defined in [3].

2.5.2 Primitives and Public Data

2.5.2.1 Commands
This protocol defines the following commands:

e InitializeRoute with argument indicating which Route is to be initialized.

2.5.2.2 Return Indications

This protocol does not return any indications.

2.5.3 Protocol Data Unit

The transmission unit of this protocol is ‘an RLP;kkkkp‘ackket. )

2.5.4 Procedures and Messages for the InUse Instance of the Protocol

A forward Link Flow NN is defined to be activated if the FlowNNActivatedFwd attribute is set
to. OxO/l, where NN is the hexadecimal Link Flow number in the range 0x00 to
MaxNumlLinkFlowsFwd-1 inclusive. The number of activated Link Flows on the forward link
shall not exceed the value of the MaxActivatedLinkFlowsFwd attribute.

A reverse Link Flow/NN is defined to be activated if the FlowNNActivatedRev attribute is set
to 0x01, where NN is the hexadecimal Link Flow number in the range 0x00 to
MaxNumLinkFlowsRev-1 inclusive. The number of activated Link Flows on the reverse link
shall not exceed the value of the MaxActivatedLinkFlowsRev attribute.

A Link Flow is defined to be deactivated if it is not activated.

This section defines the procedures and messages for the in-use instance of each forward or
reverse Link Flow.

2.5.4.1 Procedures

Each Route of the Link Flow receives octets or packets for transmission from the
corresponding instance of the Route Protocol and forms an RLP packet by prepending the
RLP packet header defined in 2.5.4.3 with a number of received contiguous octets.
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The Route Protocol for a forward Link Flow NN is identified by the ProtocollD field of
FlowNNRouteProtocolParametersFwd attribute. The Route Protocol for a reverse Link Flow
NN is identified by the ProtocolID field of Flow NNRouteProtocolParametersRev attribute.

If the Route Protocol is NULL?, then the transmitter shall set Route Protocols octets or
packets to Flow Protocol octets or packets routed along the Route. If the Route Protocol is
NULL, then the receiver shall set Flow Protocols octets or packets to Route Protocol packets
or octets received on the Route.

If the FlowNNRouteProtocolPDUFwd attribute of forward Link Flow NN is 0x00, then each
Route of forward Link Flow NN provides an octet stream to the corresponding instance of
the Route Protocol. If the Flow/NNRouteProtocolPDUFwd attribute of forward Link Flow NN
is 0x01, then each Route of forward Link Flow NN provides a packet stream to the
corresponding instance of the Route Protocol.

If the FlowNNOutOfOrderDeliveryToRouteProtocolFwd attribute of forward Link Flow NN is
0x00, then each Route of forward Link Flow NN delivers payload to the corresponding
instance of the Route Protocol in order. If the
Flow NNOutOfOrderDeliveryToRouteProtocolFwd attribute of fbrward Link Flow NN is 0x01,
then each Route of forward Link Flow NN may deliver payload to the correspondmg instance
of the Route Protocol out of order.

If the FlowNNRouteProtocolPDURev attribute of reverse Link Flow NN is'OXOO then each
Route of reverse Link Flow NN provides an octet stream to the corresponding instance of the
Route Protocol. If the FlowNNRouteProtocolPDURev attr1bute of reverse Link Flow NN is
0x01, then each Route of reverse Link |Flow NN provides a packet stream to the
corresponding instance of the Route Protocol. )

The policy RLP follows in determining the number of octets to send in an RLP packet is
beyond the scope of ‘thié*specification. It-is subject to the following requirements:

e The size of an RLP packet shall not exceed the maximum payload length that can be
carried by a Stream Layer packet given the target channel and current transmission
rate on that channel! '

o If the Link Flow is/f"’c/arrying a packet stream, then an RLP packet shall contain octets
from no more’than one Route Protocol packet.

e The RLP packet should contain all octets of the Route Protocol packet if all of the
following conditions are true:

— The size of the RLP packet carrying all octets of the Route Protocol packet does
not exceed the maximum payload length that can be carried by a Stream Layer
packet given the target channel and the current transmission rate on that
channel.

— The Link flow is carrying a packet stream.

—  The data unit for the Link Flow is RLP packet payloads.

77 Route Protocol being NULL means that a Route Protocol has not been negotiated.
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o If all of the following conditions are true, the size of the RLP packet shall be such that it
could be re-transmitted in a lower layer packet with same or higher payload:

— The data unit for the Link Flow is RLP packet payloads.

— If the RLP transmitter is the access terminal, FlowNNNakEnableRev attribute is
set to 0x01 for this Link Flow or FlowNNPhysicalLayerNakEnableRev is set to
0x01 for this Link Flow.

— If the RLP transmitter is the access network, Flow NNNakEnableFwd attribute is
set to 0x01 for this Link Flow.

For the purpose of binding Link Flows to lower layer flows (such as MAC flows in the
Subtype 3 Reverse Traffic Channel MAC Protocol specified in [8]), each Link Flow shall be
treated as a substream with the substream number set to the Link Flow number.

RLP makes use of the ResetTxIndication, ResetRxIndication, W ResetTxIndicationAck,
ResetTxComplete, ResetRxComplete, and Nak messages to perform control related
operations.

When sending an AttributeUpdateRequest message containing requests to set one or more
ReservationKKQoSRequestFwd or the ReservationKKQoSRequestRev attribute to their
default value, the access terminal shall not include other types of requests in the same
AttributeUpdateRequest message. g

The access network shall not initiate m‘kOdi_fki‘cation of the ReservationKKQoSRequestFwd or
the ReservationKKQoSRequestRev attribiites.‘ - If  the access network receives an
AttributeUpdateRequest meSSage requesting to set the Reservation KKQoSRequestFwd or
the ReservationKKQoSRequestRev attribute to its default value, then the access network
shall respond with an AttributeUpdateAccept message. The access terminal shall not
initiate, modifiéétion of the ¢~ ReservationKKQoSResponseFwd or the
ReservationKKQoSResponseRev attributes. The access terminal shall use the ProfileType
0x00, 0x01, or | 0x02 - in the Reservation KKQoSRequestFwd or the
ReservationKKQoSRequestRev attributes. The access network shall use ProfileType 0x00 or
0x03 in ‘the ResérvationKKQoSResponseFwd or the ReservationKKQoSResponseRev

attributes.

When forward Link Flow NN is activated, the access network and the access terminal shall
not update the following attributes:

e FlowNNFlowProtocolParametersFwd,

e FlowNNRouteProtocolParametersFwd,

e FlowNNSequenceLengthFwd,

e FlowNNFlowProtocolPDUFwd,

e FlowNNRouteProtocolPDUFwd,

e FlowNNDataUnitFwd,

¢ FlowNNSimultaneousDeliveryOnBothRoutesFwd, and
e FlowNNOutOfOrderDeliveryToRouteProtocolFwd.
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The access terminal shall not initiate re-activation of a deactivated forward Link Flow NN
unless the access terminal initiated deactivation of forward Link Flow NN since the last time
the Link Flow was activated, and the deactivation was successful. The access network shall
not initiate re-activation of a deactivated forward Link Flow NN unless the access network
initiated deactivation of forward Link Flow NN since the last time the Link Flow was
activated, and the deactivation was successful.

When reverse Link Flow NN is activated, the access network and the access terminal shall
not update the following attributes:

e FlowNNFlowProtocolParametersRev,
e FlowNNRouteProtocolParametersRev,
e FlowNNSequenceLengthRev,

e FlowNNFlowProtocolPDURev,

e FlowNNRouteProtocolPDURev, and,

o FlowNNDataUnitRev

The access terminal shall not initiate re-activation of ‘a deactivated reverse Link Flow NN
unless the access terminal initiated deactivation of reverse Link Flow NN sincé the last time
the Link Flow was activated, and the dea(kk:‘t‘ivkkation was successful. The access network shall
not initiate re-activation of a deactivated reyérse Link Flow NN unless the access network
initiated deactivation of reverse Link Flow NN “since the last time the Link Flow was
activated, and the deactivation was successful. i .

The ProtocollD field of the FlowNNFlowProtocolParametersFwd attribute shall be set to a
value that is — supported ' by the |access terminal as indicated in the
ATSupportedFlbWPeré‘colParametersPP ~cattribute. The ProtocollD field of the
Flow NNFlowProtocolParametersRev attribute shall be set to a value that is supported by the
access terminal as indicated in the ATSupportedFlowProtocolParametersPP attribute. The
ProtocolID field of the FIO\A}NNRouteProtocolParametersFwd attribute shall be set to a value
that is supported/ / by the access terminal as indicated in the
ATSupportedRouteProfbéolParametersPP attribute. The ProtocollD field of the
FlowNNRouteProtocolParametersRev attribute shall be set to a value that is supported by
the access terminal as indicated in the ATSupportedRouteProtocolParametersPP attribute.

The fields of the ProtocolParameters record of the FlowNNFlowProtocolParametersFwd
attribute shall be set to values that are in accordance with those supported by the AT as
indicated in the SupportedProtocolParametersValues record of the
ATSupportedFlowProtocolParametersPP attribute. The fields of the ProtocolParameters
record of the FlowNNFlowProtocolParametersRev attribute shall be set to values that are in
accordance  with  those  supported by the AT as indicated in  the
SupportedProtocolParametersValues record of the ATSupportedFlowProtocolParametersPP
attribute. The fields of the ProtocolParameters record of the
FlowNNRouteProtocolParametersFwd attribute shall be set to values that are in accordance
with those supported by the AT as indicated in the SupportedProtocolParametersValues
record of the ATSupportedRouteProtocolParametersPP attribute. The fields of the
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ProtocolParameters record of the FlowNNRouteProtocolParametersRev attribute shall be set
to values that are in accordance with those supported by the AT as indicated in the
SupportedProtocolParametersValues record of the ATSupportedRouteProtocolParametersPP
attribute.

If the FlowNNDataUnitFwd attribute of forward Link Flow NN is 0x00, then the data unit for
the Link Flow shall be octets. Otherwise the data unit for the Link Flow shall be RLP packet
payloads. If the FlowNNDataUnitRev attribute reverse Link Flow NN is 0x00, then the data
unit for the Link Flow shall be octets. Otherwise the data unit for the Link Flow shall be
RLP packet payloads.

If the access terminal wishes to associate one or more BCMCS flow IDs to a reservation KK,
and if the BCMCSOverRLPAllowed is set to ‘1’, then the access terminal may send
AttributeUpdateRequest message containing ReservationKKBCMCSFlowIDAssociation
attribute. If the access network receives an AttributeUpdateRequest message containing
Reservation KKBCMCSFlowIDAssociation attribute, and if the access network accepts the
BCMCS Flow ID(s) association to the reservation, thenthe access network shall respond
with an AttributeUpdateAccept message. The access network shall not send
AttributeUpdateRequest message containing ‘Reservation KKBCMCSFlowIDAssociation
attribute. /

If the access terminal wishes to associate one or more BCMCS Progréms to a reservation
KK, and if the BCMCSOverRLPAllowed_i‘s;set to ‘1’, then the access terminal may send
AttributeUpdateRequest message contaihing‘ -ReservationKKBCMCSProgramIDAssociation
attribute. If the access network receives an Att‘ributeUpdateRequest message containing
Reservation KKBCMCSProgramIDAssociation attfibute, and if the access network accepts
the BCMCS Program(s) association to|the reservation, then the access network shall
respond with an ~;;AttributéprdateAccept message. The access network shall not send
AttributeUpdateRequest message containing Reservation KKBCMCSProgramIDAssociation
attribute.

2.54.1.1 Initializatioh énd Reset

The RLP initialization procedure initializes the RLP variables and data structures in one end
of the link. The RLP reset procedure guarantees that RLP state variables on both sides are
synchronized. The reset procedure includes initialization.

The access terminal and the access network shall perform the initialization procedures
defined in 2.5.4.1.1.1.1 and 2.5.4.1.1.1.2 for both routes of all activated Link Flows if the
protocol receives an IdleState.ConnectionOpened indication. The access network shall
perform the initialization procedure defined in 2.5.4.1.1.1.1 for both routes of forward Link
Flow NN when forward Link Flow NN is activated. The access terminal shall perform the
initialization procedure defined in 2.5.4.1.1.1.2 for both routes of forward Link Flow NN
when forward Link Flow NN is activated. The access terminal shall perform the initialization
procedure defined in 2.5.4.1.1.1.1 for both routes of reverse Link Flow NN when reverse
Link Flow NN is activated. The access network shall perform the initialization procedure
defined in 2.5.4.1.1.1.2 for both routes of reverse Link Flow NN when reverse Link Flow NN
is activated. Upon receiving an InitializeRoute command, the access terminal shall perform
the initialization procedures defined in 2.5.4.1.1.1 for the specified Route of all activated
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Link Flows. Upon receiving an InitializeRoute command, the access network shall perform
the initialization procedures defined in 2.5.4.1.1.1 for the specified Route of all activated
Link Flows.

2.5.4.1.1.1 Initialization Procedure

2.5.4.1.1.1.1 Initialization Procedure for the RLP Transmitter
When RLP transmitter performs the initialization procedure it shall:

e Reset the send state variable V{(S)vnr to zero, where NN indicates the Link Flow, and P
indicates the Route which is being initialized, and

e clear the retransmission queues.

2.5.4.1.1.1.2 Initialization Procedure for the RLP Receiver
When RLP receiver performs the initialization procedure it shall:~
e Reset the receive state variables V(R)nnp and V(N)nypto zero, and

e clear the resequencing buffer.
2.5.4.1.1.2 Reset Procedure

2.5.4.1.1.2.1 Reset Procedure for the In1t1at1ng Slde when it is.an RLP Transmitter

If the side initiating a reset procedure is an RLP transmltter for the Route of the Link Flow
(or of all Link Flows) belng reset, then it shall send a ResethIndlcatlon message and enter
the RLP Reset State. ‘

Upon entering the RLP Reset state RLP transmltter shall:

e Perform the RLP transmltter 1n1t1ahzat10n procedure defined in 2.5.4.1.1.1.1 for the
Route being reset. 2

e If a Nak message is received for the Route of the Link Flow being reset while in the RLP
Reset state, the message shall be ignored.

e If the RLP transmitter that initiated the reset procedure is an access terminal, and if a
PhysicalLayer.ReverseTrafficPacketsMissed indication is received for the Route of the
Link Flow being reset while RLP is in the Reset state, then the indication shall be
ignored.

e The RLP transmitter should not transmit RLP packets while in the RLP Reset state.

o If RLP receives a ResetTxIndicationAck message for the Route of the Link Flow being
reset while in the RLP Reset state, it shall send a ResetTxComplete message back and
leave the RLP Reset state.

o If RLP receives an IdleState.ConnectionOpened indication while in the RLP Reset state, it
shall leave the RLP Reset state.

If a ResetTxIndicationAck message is received for a Route while that Route is not in the RLP
Reset state, the message shall be ignored.
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2.5.4.1.1.2.2 Reset Procedure for Initiating Side when it is an RLP Receiver

If the side initiating a reset procedure is an RLP receiver for the Route of the Link Flow
being reset, then it shall send a ResetRxIndication message and enter the RLP Reset State.
Upon entering the RLP Reset state, the RLP receiver shall:

e Perform the RLP receiver initialization procedure defined in 2.5.4.1.1.1.2 for the Route
being reset.

e Ignore all RLP data units received for the Route of the Link Flow being reset while in the
RLP Reset state.

e When RLP receives a ResetRxComplete message for the Route of the Link Flow being
reset, it shall leave the RLP Reset state.

e If RLP receives an IdleState. ConnectionOpened indication while in the RLP Reset state, it
shall leave the RLP Reset state. \

If a ResetRxComplete is received for a Route while the Route is not in the RLP Reset state,
the message shall be ignored.

2.5.4.1.1.2.3 Reset Procedure for the Responding Side when it is an RLP Receiver

If the side responding to a reset procedure is an RLP receiver for the Route of the Link Flow
being reset, then it shall respond With‘"‘aResethIndicationAck message upon receiving a
ResetTxIndication message. After sendirig the message it shall enter the RLP Reset state for
the Route being reset, if-it was not already in the RLP Reset state. Upon entering the RLP
Reset state RLP shall: ~

e Perform the RLP receiver 1n1t1a112at10n procedure defined in 2.5.4.1.1.1.2 for the Route
belng reset. ’ ‘

LI Ignore all RLP data units received for the Route of the Link Flow being reset while in the
RLP Reset state.

e When RLP receives a ResetTxComplete message for the Route of the Link Flow being
reset, it shall le/aye the RLP Reset state.

o If RLP receives an IdleState. ConnectionOpened indication while in the RLP Reset state, it
shall leave the RLP Reset state.

If a ResetTxComplete message is received for a Route while the Route is not in the RLP
Reset state, the message shall be ignored.
2.5.4.1.1.2.4 Reset Procedure for the Responding Side when it is an RLP transmitter

If the side responding to a reset procedure is an RLP transmitter for the Route being reset,
then it shall respond with a ResetRxComplete message upon receiving a ResetRxIndication
message. After sending the message, it shall perform the RLP transmitter initialization
procedure defined in 2.5.4.1.1.1.1 for the Route being reset.
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2.5.4.1.1.2.5 RLP Reset Message Flows

RLP Transmitter RLP Receiver
Enter RLP Reset
State and
Initialize RLP T
Transmitter | o g ResetTxIndication Enter RLP Reset
S5 State and
na o
s Initialize RLP
287 Receiver
O 0 o 2
¢ SE c
v 8 E ResetTxIndicationAck o a
$8a SI®
523 k=) (=]
: 2
Leave RLP Reset N2 x
State
ResetTxComplete Leave RLP Reset
T
State
Figure 2.5.4.1.1.2.5-1. RLP Reset Procedure Initiated by RLP Transmitter
RLP Transmitter RLP Receiver. |
k Enter RLP Reset
State and
RN Initialize RLP
ResetRxIndication Qe Receiver
Initialize RLP *5
Transmitter | ) Sls
cl®
ResetRxComplete o0
Leave RLP Reset
State
Figure 2.5.4.1.1.2.5-2. RLP Reset Procedure Initiated by RLP Receiver

2.5.4.2 Data Transfer

RLP is a Nak-based protocol with a sequence space of SequencelLength bits, where
SequenceLength is indicated by the FlowNNSequenceLengthFwd and
FlowNNSequenceLengthRev attribute for forward and reverse Link Flow NN, respectively.

All operations and comparisons performed on RLP packet sequence numbers shall be
carried out in unsigned modulo 25 arithmetic, where S represents the value of
SequencelLength. For any RLP sequence number N, the sequence numbers in the range
[N+1, N+251-1] shall be considered greater than N and the sequence numbers in the range
[V-25-1, N-1] shall be considered smaller than N.

2.5.4.2.1 RLP Transmit Procedures

The RLP transmitter shall maintain a Sequencelength-bit variable V{S)wwpr for all
transmitted RLP data units (see Figure 2.5.4.2.1-1), where NN is the two-digit hexadecimal
Link Flow number in the range Ox00 to M-1 inclusive, P is the Route indicator that takes
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values of either A or B, and M is MaxNumlLinkFlowsFwd or MaxNumlLinkFlowsRev for a
forward Link Flow or reverse Link Flow, respectively. V{S)nyp is the sequence number of the
next RLP data unit to be sent on Route P of Link Flow NN. The sequence number field (SEQ)
in each new RLP packet transmitted shall be set to V{(S)vnp, corresponding to the sequence
number of the first data unit in the packet. If the data unit is octets, then the sequence
number of the ith octet in the packet (with the first octet being octet 0) is implicitly given by
SEQ+i. V(S)wvpr shall be incremented for each data unit contained in the packet.

The RLP transmitter should allow sufficient time before deleting an RLP packet payload
transmitted for the first time.

Upon receiving a Nak message, RLP shall transmit the missing data unit(s) (if any) conveyed
by the Nak message if all of the following conditions are satisfied:

o the requested data units are available,

e the requested data units have not been retransmitted before in response to a Nak
message, and

e if the data unit for the Link Flow is RLP packet payloéds, the payload carrying capacity
of the lower layer packet is not smaller than the size of the packet to be re-transmitted.

If the RLP transmitter is the access network, and the Nak message includes any sequence
number greater than or equal to V(S)Nzxiﬁ;~~ RLP shall perform the reset prbcedures specified in
2.5.4.1.1.2.1 for Route P of forward Link*Fl‘ow NN. If the RLP transmitter is the access
terminal, and the Nak message includes k“any"‘sequence number greater than or equal to
V(S)vn,p, RLP shall perform the reset procedure‘s\“‘speciﬁed in 2.5.4.1.1.2.1 for Route P of
reverse Link Flow NN. If the Nak message does flot include any sequence number greater
than or equal to V(S)NN,P but/the requested data units are not available for retransmissions,
RLP shall ignorekthe\Nak rﬁessage for data units that are not available.

V(S)nn,p = sequence number
of the first data unit of the next
\2 RLP packet to be sent.

Data units sent

Data Units awaiting transmission

Figure 2.5.4.2.1-1. RLP Transmit Sequence Number Variable

Upon receiving a PhysicalLayer.ReverseTrafficPacketsMissed indication for reverse Link
Flow NN, the RLP transmitter in the access terminal shall retransmit the requested data
units(s) if and only if all of the following conditions are satisfied:

e FlowNNPhysicalLayerNakEnableRev attribute is set to 0x01,

o if the data unit for the Link Flow is RLP packet payloads, the payload carrying capacity
of the lower layer packet is not smaller than the size of the packet to be re-transmitted,
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e the requested data units have not been retransmitted before, and
o the requested data units are available.

If FlowNNNakEnableFwd is 0x01, then the transmitter at the access network for each Route
of Link Flow NN shall meet the following requirements:

e After transmitting a packet, the RLP transmitter shall start an RLP flush timer for time
FlushTimer, where FlushTimer is a parameter of the FlowNNTimersFwd attribute.

o If the RLP transmitter sends another packet before the RLP flush timer expires, the RLP
transmitter shall reset and restart the timer.

o If the timer expires, the RLP transmitter shall disable the flush timer and the RLP
transmitter should send an RLP packet that contains at least the data unit with
sequence number V{(S)vnp-1.

If FlowNNNakEnableRev is 0x01, then the transmitter at the access termlnal for each Route
of Link Flow NN shall meet the following requirements:

e After transmitting a packet, the RLP transmitter shall start an RLP flush timer for time
FlushTimer, where FlushTimer is a parameter-of the FlowNNI‘ imersRev attribute.

e If the RLP transmitter sends another packet before the RLP flush timer explres the RLP
transmitter shall reset and restart the tlmer

e If the timer expires, the RLP transn’utt‘er 'shall disable the flush timer and the RLP
transmitter should send-an RLP packet that contams at least the data unit with
sequence number V(S)xnp-1. N

The RLP transmltter should not transmit more than’ QSequenceLength 1 first-time data units in
any AbortTimer 1nterval where SequenceLength is the length of the SEQ field in the RLP
header for the correspgndmg Link Flow.

2.5.4.2.1.1 Reservation State Maintenance

The ReservationLabel paramefer of the FlowNNReservationFwd or FlowNNReservationRev
attribute indicates the higher layer flows associated with Link Flow NN. Each
ReservationLabel | shall be associated with no more than one forward Link Flow. Each
ReservationLabel shall be associated with no more than one reverse Link Flow.

Each Reservation can be in one of the following two states:
e Close State
e Open State

The transmitter should transmit higher layer octets® or packets using the Link Flow
associated with the higher layer flow if the associated Link Flow is activated and if the
Reservation is in the Open state. The transmitter should transmit higher layer octets

8 Higher layer is represented by ProtocollD field of the
FlowNNFlowProtocolParametersFwd /FlowNNFlowProtocolParametersRev attribute of the respective
link flow NN.
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belonging to a higher layer flow that is not associated with any Link Flow using the Link
Flow with ReservationLabel Oxff if the higher layer flow provides an octet stream with octet-
based HDLC-like framing to the Enhanced Multi-flow Packet Application. The transmitter
may transmit higher layer octets belonging to a higher layer flow identified by a Reservation
that is in the Close state using the Link Flow with ReservationLabel Oxff if the higher layer
flow provides an octet stream with octet-based HDLC-like framing to the Enhanced Multi-
flow Packet Application. The transmitter may transmit higher layer octets belonging to a
higher layer flow identified by a Reservation that is bound to a de-activated Link Flow using
the Link Flow with ReservationLabel Oxff if the higher layer flow provides an octet stream
with octet-based HDLC-like framing to the Enhanced Multi-flow Packet Application. The
transmitter should transmit higher layer packets belonging to a higher layer flow that is not
associated with any Link Flow using the Link Flow with ReservationLabel Oxfe if the higher
layer flow provides an IP packet stream to the Enhanced Multi-flow Packet Application. The
transmitter may transmit higher layer packets belonging to a higher layer flow identified by
a Reservation that is in the Close state using the Link Flow with ReservationLabel Oxfe if
the higher layer flow provides an IP packet stream to the Enhanced Multi-flow Packet
Application. The transmitter may transmit higher layer packets belonging to a higher layer
flow identified by a Reservation that is bound to a de-activated Link Flow using the Link
Flow with ReservationLabel Oxfe if the higher layer flow provides an IP packet stream to the
Enhanced Multi-flow Packet Application. k ‘

If the ReservationLabel is associated With“BCMCS flow(s), and if the Reservation is in the
Open state, then the transmitter shall tfanks‘mitk the octets-or packets of the BCMCS flow
using the Link Flow associated with the BCMC\S‘"FIQWID or BCMCS ProgramlID. Otherwise
the transmitter shall not transmit the octets or pﬁckets of the BCMCS flow.

The access terminal and the access network shall not perform any actions that will result in
the number of Revxérkkse Link Reservations in the Open state to exceed the value specified by
MaxNumOpenReservationsRev. The access terminal and the access network shall not
perform any actions that will result in the number of Forward Link Reservations in the
Open state to exceed the value specified by MaxNumOpenReservationsFwd.

Figure 2.5.4.2.1-2 and Figure 2.5.4.2.1-3show the state transition diagram at the access
terminal and the access network. State transitions that may be caused by
ConnectedState. ConnectionClosed and RouteUpdate.ConnectionLost indications are not
shown.
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Initial State Initial State
of Reservations other of Reservations Oxff
han O0xff and Oxfe and Oxfe

Rx ReservationAccept for a ReservationOnRequest
or Rx RevReservationOn
Open State

Rx ReservationAccept for a ReservationOffRequest
or Rx RevReservationOff

Close State

3 Figure 2.5.4.2.1-2. Reverse Link Reservation State Diﬁgram (Access Terminal)
4
Initial State h Initial State
of Reservations other AN x .__of Reservations Oxff

than Oxff and Ox and Oxfe

]:Fx ReservationAccept for a ResefvationOnRequest
or Tx an RLP packet for this Reservation
Or Tx FwdReservationOn

Close State Open State

/ / Tx ReservationAccept for a ReservationOffRequest

6 Figure 2.5.5}.2.1-3. Forward Link Reservation State Diagram (Access Network)

7 2.5.4.2.1.1.1 State-independent Requirements

8 2.5.4.2.1.1.1.1 Access Terminal Requirements
9 Upon receiving a RevReservationOn message, the access terminal shall

10 e Respond with a ReservationAccept message within the time period specified by
1 Trrpresponse Of receiving the RevReservationOn message.

12 e Set the TransactionID field of the ReservationAccept message to that of the
13 RevReservationOn message.

14 Upon receiving a RevReservationOff message, the access terminal shall
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e Respond with a ReservationAccept message within the time period specified by
Trrpresponse Of receiving the RevReservationOff message.

e Set the TransactionID field of the ReservationAccept message to that of the
RevReservationOff message.

Upon receiving a FwdReservationOn message, the access terminal shall

e Respond with a FwdReservationAck message within the time period specified by
Trrpresponse Of reception of the FwdReservationOn message.

e Set the TransactionID field of the FwdReservationAck message to that of the
FwdReservationOn message.

Upon receiving a FwdReservationOff message, the access terminal shall

e Respond with a FwdReservationAck message within the time perlod specified by
Trrpresponse Of receiving the FwdReservationOff message.

e Set the TransactionID field of the FwdReservatlonAck message to that of the
FwdReservationOff message.

If the access terminal receives a ReservationReject message from the access network with
the RejectCode set to ReservationPending, the access terminal shall not send
ReservationOnRequest for a Pending]juration period of time to the same access network.
The access terminal shall stay in the rn‘o;rkiki‘tokr state until it receives the FwdReservationOn/
RevReservationOn message or the PendingDuration period is over.

2.5.4.2.1.1.1.2 Access Network Requirements

The access network may re- -send a FWdReservatlonOn message if it does not receive a
FwdReservatlonAck ,:message containing the same TransactionID within the time period
specified by Trrpresponse Of sending the FwdReservationOn message.

The access network may re-send a FwdReservationOff message if it does not receive a
FwdReservationAck message containing the same TransactionID within the time period
specified by Trrpresponse Of sending the FwdReservationOff message.

The access network may send a RevReservationOn message to transition the state of the
reverse link Reservation of the access terminal to the Open state. The access network may
re-send a RevReservationOn message if it does not receive a ReservationAccept message
containing the same TransactionID within the time period specified by Tripresponse Of sending
the RevReservationOn message.

The access network may send a RevReservationOff message to transition the state of the
reverse link Reservation of the access terminal to the Close state. The access network may
re-send a RevReservationOff message if it does not receive a ReservationAccept message
containing the same TransactionID within the time period specified by Tripresponse Of sending
the RevReservationOff message.

If the access network receives a ReservationOnRequest message, it shall
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e Send either a ReservationAccept message or a ReservationReject message within the
time period specified by Tripresponse Of reception of the ReservationOnRequest message. If
the resources required for the Reservation KK are not available, the access network
determines that queuing is required for the Reservation KK, and if one or both of the
following conditions are satisfied:

— ReservationKKReservationQueuingSupported attribute is set to ‘0x01’, or

— Access network has received ReservationOnRequest message from the access
terminal with the ReservationQueuingReq field for the Reservation KK set to ‘1’

then the access network should send ReservationReject message with the RejectCode
for the Reservation KK set to ReservationPending (0x01). Otherwise, the access network
shall not send ReservationReject message with the RejectCode for the Reservation KK
set to ReservationPending (0x01).

o If the access network sent a ReservationReject message with the RejectCode set to
ReservationPending  (0x01), then the access mnetwork shall queue the
ReservationOnRequest up to PendingDuration period of time. During this time, the
access network should send FwdReservationOn/ RevReservationOn message to
transition the state of the forward link/ reverse link Reservation of the access terminal
to the Open state. -

e Set the TransactionID field of the ReserationAccept or ReservationReject message to
that of the ReservationOnRequest messag‘e._ h

If the access network receives-a ReservationOffRequeéf message, it shall

e Send a ReservationAccept or a ReservationReject message within the time period
specified by Tripresponse Of reception of the ReservationOffRequest message.

\

e Set the/ TransacfionID field of the ReservationAccept or ReservationReject message to
that of the ReservationOffRequest message.

2.5.4.2.1.1.2 Close State:

2.5.4.2.1.1.2.1 Access Terminal Requirements

The access terminal shall not transmit PDUs from higher layer flows belonging to this
Reservation using any Link Flow other than the Link Flow associated with ReservationLabel
Oxff if the higher layer flow provides an octet stream with octet-based HDLC-like framing to
the Enhanced Multi-flow Packet Application. The access terminal shall not transmit PDUs
from higher layer flows belonging to this Reservation using any Link Flow other than the
Link Flow associated with ReservationLabel Oxfe if the higher layer flow provides an IP
packet stream to the Enhanced Multi-flow Packet Application. The access terminal may
send a ReservationOnRequest message to request transition of the Reservation to the Open
state?. The access terminal may re-send a ReservationOnRequest message if it does not

9 Note that the ReservationOnRequest message supports requests for multiple Reservations on both

the forward and reverse links. This arrangement allows requests for groups of Reservations (e.g., for
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receive a corresponding ReservationAccept or ReservationReject message within the time
period specified by Tripresponse Of sending the ReservationOnRequest message. If the
ReservationOnRequest message contains a reverse Reservation, then the Reservation shall
transition to the Open state when the access terminal receives the corresponding
ReservationAccept message.

Upon receiving a RevReservationOn message, the access terminal shall transition the
Reservation to the Open state. Upon receiving an IdleState.ConnectionOpened indication,
the access terminal shall transition the Reservations to the Open State whose
corresponding ReservationKKldleStateRev attribute is 0x02, where KK is the two-digit
hexadecimal ReservationLabel in the range 0x00 to Oxff inclusive.

2.5.4.2.1.1.2.2 Access Network Requirements

If the Reservation entered this state as a result of any condition other than the following
conditions, then the access network shall send a FwdReservationOff message upon entering
this state: '

e the access network transmitted a ReservationAcc\ept message in response to a
ReservationOffRequest message requesting-to ‘transition the Reservation to the Close
state, or ’ \

e ReservationKKldleStateFwd attribikkite_ of the Reservation is 0x01 or 0x02, and the
Reservation transitioned to the Close. state because the Connection was closed or lost.

Upon sending a ReservationAccept message for a forward Reservation in response to a
ReservatlonOnRequest message the access netWQrk shall transition the Reservation to the
Open state.

Upon sendmg a FWdReservatlonOn message, the access network shall transition the
Reservatlon to the Open state.-Upon receiving an IdleState. ConnectionOpened indication,
the access network shall transition the Reservations to the Open state whose corresponding
ReservationKKIdleStateFwd, attribute is 0x02, where KK is the two-digit hexadecimal
ReservationLabel in the range 0x00 to Oxff inclusive.

The access  network may transmit SDUs from higher layer flows belonging to this
Reservation using the Link Flow to which the Reservation is bound. Upon doing so, the
access network shall transition the Reservation to the Open State.

2.5.4.2.1.1.3 Open State

2.5.4.2.1.1.3.1 Access Terminal Requirements

The access terminal may transmit PDUs from higher layer flows belonging to this
Reservation using the Link Flow to which the Reservation is bound.

The access terminal may send a ReservationOffRequest message to request the transition of
a Reservation to the Close state. The access terminal may re-send a ReservationOffRequest

bidirectional higher layer application flows) to be combined in the same ReservationOnRequest

message.
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message if it does not receive a ReservationAccept or ReservationReject message within the
time period specified by Tripresponse Of sending the ReservationOffRequest message. If the
ReservationOffRequest message contains a reverse Reservation, then the access terminal
shall transition the Reservation to the Close state when the access terminal receives a
ReservationAccept message.

Upon receiving a RevReservationOff message, the access terminal shall transition the
Reservation to the Close state. Upon receiving a ConnectedState.ConnectionClosed
indication, the access terminal shall transition to the Close state Reservations whose
corresponding ReservationKKldleStateRev attribute is 0x01 or 0x02 wunless an access
network initiated Connection is being opened at the same time !0, where KK is the two-digit
hexadecimal ReservationLabel. Upon receiving an IdleState.ConnectionFailed indication, the
access terminal shall transition to the Close state Reservations whose corresponding
ReservationKKldleStateRev attribute is 0x01 or 0x02, where KK is the two-digit hexadecimal
ReservationLabel.

2.5.4.2.1.1.3.2 Access Network Requirements

The access network may transmit PDUs frorn_higher layer flows\ belonging to this
Reservation using the Link Flow to which the Reservation is bound.

e Upon sending a ReservationAccept message for a forward Reservation in response to a
ReservationOffRequest message, the access network shall transition the Reservation to
the Close state. N

Upon receiving a ConnectedState. ConnectionClosed. kkindication, the access network shall
transition to the Close state Reservations whose corfesponding Reservation KKIdleStateFwd
attribute is 0x01 or 0x02 unless an access network initiated Connection is being opened at
the same time!°, where KK is the two-digit hexadecimal ReservationLabel. Upon receiving a
RouteUpdate. ConnectionLost or_IdleState.ConnectionFailed indication, the access network
shall  transition to, \the '\ Close state Reservations whose corresponding
ReservationKKldleStateFwd attribute is 0x01 or 0x02, where KK is the two-digit
hexadecimal ReservationLabel.

If, for any KK, all of the following conditions are true, the access network shall take action
within Trurnarounds Where Trurmaround 1S equal to 2 seconds, such that at least one of the
following conditions would no longer be true (e.g., by modifying the value of
ReservationKKQoSResponseFwd or by transitioning forward Reservation KK to the Close
state):

e ReservationKKQoSRequestFwd is set to a non-default value.

e Forward Reservation KK is in the Open state.

10 An access network can send ConnectionClose message of Connected State Protocol and

TrafficChannelAssignment message of Route Update Protocol in the same security layer packet.
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e ReservationKKQoSResponseFwd is set to the default value or the
QoS_ATTRIBUTE_SET ID field in ReservationKKQoSResponseFwd is not equal to the
value of any QoS_ATTRIBUTE_SET _ID field in the corresponding
ReservationKKQoSRequestFwd attribute (see [1]).

If, for any KK, all of the following conditions are true, the access network shall take action
within Trurnaround, Where Trurmaround 1S equal to 2 seconds, such that at least one of the
following conditions would no longer be true (e.g., by modifying the value of
ReservationKKQoSResponseRev or by transitioning reverse Reservation KK to the Close
state):

e ReservationKKQoSRequestRev is set to a non-default value.
e Reverse Reservation KK is in the Open state.

e ReservationKKQoSResponseRev is set to the default;\\ value or the
QoS_ATTRIBUTE_SET_ID field in ReservationKKQoSResponseRev is not equal to the
value of any QoS_ATTRIBUTE_SET_ID field in \ the corresponding
Reservation KKQoSRequestRev attribute (see [1])- ‘

2.5.4.2.2 RLP Receive Procedures

The RLP receiver shall maintain two SequenceLength-bit var1ables for receiving, V(R)wnp and
V(N)nnp (see Figure 2.5.4.2.2-1), where NN is the two- digit hexadecimal Link Flow number in
the range 0x00 to M-1 inclusive, and P, is. the Route indicator that takes values of either A
or B. M is the MaxNumLinkFlowsFwd or MaXNumLmkFlowsRev for a forward Link Flow or
reverse Link Flow, respect1ve1y V(R)nn.p contains the sequence number of the next data unit
expected to arrive. V(N)wv,p contains the sequence number of the first missing data unit, as
described below.

In addition, the RLP reCeiver shall keep track of the status of each data unit in its
reseqﬁencing buffer indicating whether the data unit was received or not. Use of this status
is implied in the following procedures. The RLP receiver informs the RLP transmitter of the
status of data units in/its receive buffer by sending a Nak message. The Nak message shall
not convey status of data units with sequence number less than V(N)w.r.

V(N)nn,p = niext data unit needed V(R)xnp = next new data
for sequential delivery \2 \2 unit expected

Data units received in sequence

- Data units received out of sequence

Buffer space for new or missed data units

Figure 2.5.4.2.2-1. RLP Receive Sequence Number Variables
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In the following, X denotes the sequence number of a received data unit. For each received
data unit, RLP shall perform the following procedures:

e If X < V(N)wnp, the data unit shall be discarded as a duplicate.

o If V(Nlvwep £ X < V(R)wnp, and the data unit is not already stored in the resequencing
buffer nor has been passed up to the Route Protocol, then:

RLP shall store the received data unit in the resequencing buffer.

If X = V(N)unp, and if the Link Flow is carrying an octet stream, then RLP shall
pass all contiguous octets in the resequencing buffer, from V(N)wvr upward, to
the Route Protocol. RLP shall then set V(N)wvp to (LAST+1) where LAST is the
sequence number of the last contiguous octet (i.e., the octet with the highest
sequence number) received by the resequencing buffer.

If X = V(N)nnp, and if the Link Flow is carrying a packet stréam, and if in-order
delivery of Route Protocol packets is required, then RLP shall pass all
contiguous complete Route Protocol packets-in the resequencing buffer, that
have not been passed to the Route Protocol,” from the beginning of the
resequencing buffer upward, to the Route Protocol. RLP shall then set V(N)nnp
to (LAST+1) where LAST is the sequence number of the last contiguous data
unit received by the resequencing buffer. /

If the Link Flow is carrying a“‘pa(‘:kekt stream; and if in-order delivery of Route
Protocol packets is not required;ath‘en RLP shall’ pass all complete Route
Protocol packets in the resequencing ‘buffer, that have not been passed to the
Route Protocol, from the beginning of tﬁe resequencing buffer upward, to the
Route Protocol. RLP/ shall then|set V(N)wr to (LAST+1) where LAST is the

: sequence"‘number'"of the last contiguous data unit received by the resequencing

buffer.

o If V(N)nnpe < X < V(R)nnp, and the-data unit is already stored in the resequencing buffer or
has already been passed up to the Route Protocol, then the data unit shall be discarded
as a duplicate.

e IfX = V(Rnp, then:

/

If V(R)nvp = V(N)nwpand if the Link Flow is carrying an octet stream, then RLP
shall increment V(N)nnvre and V(R)wvpe and shall pass the data unit to the Route
Protocol.

If V(R)nwp = V(N)nnp, and if the Link Flow is carrying a packet stream, then RLP
shall increment V(N)wwpe and V(R)wvp, shall store the data unit in the
resequencing buffer, and shall pass all complete Route Protocol packets in the
resequencing buffer, that have not been passed to the Route Protocol, from the
beginning of the resequencing buffer upward, to the Route Protocol.
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— If V(R)nvp # V(N)nnp, RLP shall increment V(R)vvpe and shall store the data unit
in the resequencing buffer. If the Link Flow is carrying a packet stream, and if
in-order delivery of Route Protocol packets is not required, then RLP shall pass
all complete Route Protocol packets in the resequencing buffer, that have not
been passed to the Route Protocol, from the beginning of the resequencing
buffer upward, to the Route Protocol.

e If X> V(R)wnp, then:
— RLP shall store the data unit in the resequencing buffer.

— If the Link Flow is carrying a packet stream, and if in-order delivery of Route
Protocol packets is not required, then RLP shall pass all complete Route
Protocol packets in the resequencing buffer, that have not been passed to the
Route Protocol, from the beginning of the resequencing buffer upward, to the

Route Protocol.

— If the RLP receiver is an access network, then RLP shall set an RLP abort timer
to AbortTimer, where AbortTimer is a parameter of the FlowNNTimersRev
attribute, for each missing RLP data unit from V{R)wvp to X-1, inclusive. If the
RLP receiver is an access terminal; then RLP shall set an RLP abort timer to
AbortTimer, where AbortTimer is a parameter of the FlowNNTimersFwd
attribute, for each missing kRL‘P data unit from V(R)xnp to X-1, inclusive.

- If the RLP receiver is an a‘é‘ce“s‘s,‘;erminal, and if the FlowNNNakEnableFwd
attribute is set to O0xO1, then‘x \*RLP shall set a Nak delay timer to
Flow NNNakDelayTimeFwd for each xi*niséing RLP data unit from V(R)xnr to X-1,
inclusive. : 2

= If the RLP receiver is an access network, and if the FlowNNNakEnableRev
attribute is set to 0x01, then RLP shall send a Nak message.

-\ RLP shall set V(RJnwpr to X+1.

-\ If a missing data unit has not been received when its Nak delay timer expires,
then the access terminal shall send a Nak message reporting this missing data
unit.

For each missing data unit from V(N)wve upward up to V(R)wvpr-1, inclusive, RLP shall
perform the following in the order specified, if the RLP abort timer of the missing data unit
has expired:

e If the Link Flow is carrying an octet stream, RLP shall pass all octets in the
resequencing buffer up to the next missing octet, in order of sequence number, to the
Route Protocol. RLP shall skip any missing octets.

e If the Link Flow is carrying a packet stream, and if in-order delivery of Route Protocol
packets is required, then RLP shall pass all complete Route Protocol packets, that have
not been passed to the Route Protocol, from the beginning of the resequencing buffer
upward up to the next missing data unit, to the Route Protocol. RLP may pass to the
Route Protocol partially received packets with an indication of partial packet delivery.
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e RLP shall set V(N)wvpr to the sequence number of the next missing data unit, or to
V(R)nn.p if there are no remaining missing data units.

Further recovery is the responsibility of higher layer protocols.

2.5.4.3 RLP Packet Header

The RLP packet header, which precedes the RLP payload, has the following format:

Field Length (bits)

LinkFlowNumber 5
Route 1

SEQ 6, 14, or 22
FirstDataUnit 1
LastDataUnit 1~

10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

LinkFlowNumber

Route

SEQ

FirstDataUnit

LastDataUnit

reverse Aink, the
N \F\lowNNSequenceLengthRev attribute corresponding to this flow.

The identifier for this Link Flow:

If this RLP packet is sent on Route A, ’then the sender shall set this
field to ‘0’. Otherwise, the sender shall set this field to“1".

The RLP sequence nufhbér‘ of the first data unit in the RLP payload!!.
If this RLP packet is being sent on the forward link, the length of this
field is  indicated by the““~~~,F16WNNSequenceLengtthd attribute
corresponding to this flow. If this RLP packet is being sent on the
length of this field is indicated by the

If the Link Flow is carrying an octet stream, then the sender shall set
this field to ‘0’. Otherwise, the sender shall set this field as follows:

1If ‘the payload of this RLP packet is the first segment of a Route

Protocol packet, then the sender shall set this field to ‘1’. Otherwise,
the sender shall set this field to ‘O’.

If the Link Flow is carrying an octet stream, then the sender shall set
this field to ‘0’. Otherwise, the sender shall set this field as follows:

If the payload of this RLP packet is the last segment of a Route
Protocol packet, then the sender shall set this field to ‘1’. Otherwise,
the sender shall set this field to ‘0.

11 When data unit is set to RLP payload, the RLP packet contains one data unit.
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2.5.4.4 Message Formats

The messages described in this section control the function of the RLP. These messages are
exchanged between the access terminal and the access network using the SNP.

2.5.4.4.1 ResetTxIndication

The RLP transmitter in the access terminal or the access network sends the
ResetTxIndication message to reset its peer RLP receiver.

Field Length (bits)
MessagelD 8
LinkFlowNumber 5 ;
Route 1
Reserved 2
MessagelD The sender shall set this field to OXOO.

LinkFlowNumber The sender shall set this\‘field to fhe Link FlOwk‘th,at is reset. The
sender shall set this field to ‘11111’ to reset all Link Flows.

Route If Route A is resek“t“,*tl:i‘én\“che sender shall set this field to ‘0. If Route B
is reset, then the sender ‘é‘hakkll set this field to ‘1”.

Reserved The sénder shall s'e't"this fleld Vt'o ‘00’. The receiver shall ignore this
o :kfie‘ld.//, .
. Channels | FTC  RTC SLP | Reliable
Addréssing ) = unicast Priority 50

2.5.4.4.2 Rese‘tRXInHiycation

The RLP receive'f in the access terminal or the access network sends the ResetRxIndication
message to reset its peer RLP transmitter.

Field Length (bits)
MessagelD 8
LinkFlowNumber 5
Route 1
Reserved 2
MessagelD The sender shall set this field to Ox01.
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LinkFlowNumber The sender shall set this field to the Link Flow that is reset. The
sender shall set this field to ‘11111’ to reset all Link Flows.

Route If Route A is reset, then the sender shall set this field to ‘0’. If Route B
is reset, then the sender shall set this field to ‘1°.

Reserved The sender shall set this field to ‘00’. The receiver shall ignore this
field.

Channels FTC RTC SLP Reliable
Addressing unicast Priority 50

2.5.4.4.3 ResetTxIndicationAck P N\

The RLP receiver in the access terminal or the a'c'cés‘s‘ network sends the
ResetTxIndicationAck message in response to a ResetTxIndication message.

Field \ Length (bits) -
MessagelD k 8 k
LinkFlowNumber 5
Route 1
Reserved- A 2

The sender shall set this field to 0x0d.

MessagelD -
LinkFlowNumber The sénder shall séf this field to the Link Flow that is reset. If this
N\ message iskf being sent in response to a ResetTxIndication message
that/required reset of all Link Flows, then the sender shall set this
field to ‘11111,
Route " If Route A is reset, then the sender shall set this field to ‘0’. If Route B
is reset, then the sender shall set this field to ‘1°.
Reserved The sender shall set this field to ‘00’. The receiver shall ignore this
field.
Channels FTC RTC SLP Reliable
Addressing unicast Priority 50

2.5.4.4.4 ResetTxComplete

The RLP transmitter in the access terminal or the access network sends the
ResetTxComplete message to complete the RLP reset procedure.
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Field Length (bits)
MessagelD 8
LinkFlowNumber 5
Route 1
Reserved 2

MessagelD The sender shall set this field to OxOe.

LinkFlowNumber The sender shall set this field to the Link Flow that is reset. If all Link
Flows were reset, then the sender shall set this field to “11111".

Route If Route A is reset, then the sender shall 'Sefthis ﬁeld to ‘O’. If Route B
is reset, then the sender shall set fthisﬁeld‘ to ‘1°.

Reserved The sender shall set thig’fiéld to ‘00’. The receiVer shall ignore this
field. N \

Channels FTC RTC SLP Reliébyle
Addressing unicast | | Priority 50

2.5.4.4.5 ResetRXCokmplete

N

The RLP transmitter m the access terminal or the access network sends the
ResetRXCompleté\méssage? to complete the RLP reset procedure.

- ’ Field Length (bits)
MéssagéID 8
,”,/I;fr/’lkFlowNumber 5
| Route 1
Reserved 2

MessagelD

LinkFlowNumber

Route

Reserved

The sender shall set this field to 0xOf.

The sender shall set this field to the Link Flow that is reset. If all Link
Flows were reset, then the sender shall set this field to ‘11111°.

If Route A is reset, then the sender shall set this field to ‘O’. If Route B
is reset, then the sender shall set this field to ‘1°.

The sender shall set this field to ‘00’. The receiver shall ignore this
field.
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Channels FTC RTC SLP Reliable
Addressing unicast Priority 50
2.5.4.4.6 Nak

The access terminal and the access network send the Nak message to request the

retransmission of one or more RLP data units.

Field Length (bits)
MessagelD 8
LinkFlowNumber S i
Route 1
Reserved1 QN 2
SequenceLength 8
ReportCount i 8

ReportCount occurrences of the followi‘ng two fields:

FirstErasedDataUnit S equenceLen gth
WindowLen SéQuénceLength
VR /" SequenceLength
Reserved?2 = k' 0 - 7 (as needed)
MessagelD The éendcr's'hall set this field to 0x02.
LinkFlowNumbie‘ri{\ ’ The sender shall set this field to the Link Flow for which this Nak is
~"being sent.
Route If this Nak is being sent for Route A, then the sender shall set this
field to ‘O’. Otherwise, the sender shall set this field to ‘1°.
Reservedl The sender shall set this field to ‘00’. The receiver shall ignore this
field.
SequenceLength The sender shall set this field to the length of the sequence number

as indicated by the FlowNNSequenceLengthFwd or
FlowNNSequenceLengthRev attribute for forward or reverse Link Flow
NN, respectively.
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ReportCount The sender shall set this field to the number of Report records
included in this message. The sender shall include ReportCount
occurrences of the following two fields with the message.

Sequences of erased data units shall be listed in the ascending order of RLP sequence
number associated with FirstErasedDataUnit.

FirstErasedDataUnit The sender shall set this field to the sequence number of the first RLP
data unit erased in a sequence of erased data units.

WindowLen The sender shall set this field to the length of the erased window in
units of data units.

VR The sender shall set this field to V(R)wnr.

Reserved?2 The sender shall add reserved bits to make the length of the entire
message an integer number of octets. The sender shall set these bits
to ‘0’. The receiver shall ignore this field.

Channels FTIC RTC | SLP ~ Best Effort

Addressing unicast " | Priority 50

2.5.4.4.7 ReservationOnRequest

The access terminal sends this message to request transition of one or more Reservations to
the Open State.

Field Length (bits)

MessagelD 8
TransactionID 8
‘| ReservationCount 8

ReservationCount occurrences of the following two fields:

Link

ReservationLabel 8

Emergencylndication Oor1

ReservationQueuingReq Oor1

Reserved 0 — 7 (as needed)
MessagelD The access terminal shall set this field to 0x16.
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TransactionID

ReservationCount

Link

ReservationLabel

Emergencylndication

The access terminal shall set this field to one more (modulo 256) than
the TransactionID field of the last ReservationOnRequest or
ReservationOffRequest message sent by the access terminal. If this is
the first ReservationOnRequest or ReservationOffRequest message
sent by the access terminal, then the access terminal shall set this
field to zero.

The access terminal shall set this field to the number of the following
two fields in this message.

If this request is for a forward Reservation, then the access terminal
shall set this field to ‘1’. If this request is for a reverse Reservation,
then the access terminal shall set this field to O’.

The access terminal shall set this field to the ReéérvationLabel for
which this request is generated.

The access terminal shall include this field if any of the non—feserved fields that follow this

field are - included in the’ message.
If included, the accexs‘;sn_terminal shall set this field as follows:
If this is an emergeﬁcy"RcservationOnRequest, then the access
terminal shall set this field‘ktQ“‘\I‘?.\‘OthGI'WiSG, the access terminal shall
set this field to 0”. N

ReservationQueuingReq

Reserved

The access terminal shall include this field if any of the non-reserved

fields that follow this field are included in the message or if the access
terminal wants to request queuing. If this field is included, the access
terminal shall set this field as follows: If the access terminal requests

‘that the queuing treatment be enabled in the access network for this

ReservationOnRequest message, then the access terminal shall set
this field to ‘1’. Otherwise, the access terminal shall set this field to
‘0.

The access terminal shall add reserved bits to make the length of the

entire message an integer number of octets. The access terminal shall
set these bits to zero. The access network shall ignore this field.
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Channels

AC RTC SLP Best Effort

Addressing

unicast Priority 40

2.5.4.4.8 ReservationOffRequest

The access terminal sends this message to request transition of one or more Reservations to

the Close State.

Field Length (bits)
MessagelD 8
TransactionID 8
ReservationCount 8

ReservationCount occurrences of the folloWing two

fields:
Link
ReservationLabel AN / .8
Reserved N 0 - 7 (as needed)
MessagelD “The access terminal shall*sét‘this field to Ox17.
TransactionID The arccye‘ss terminal shall set this field to one more (modulo 256) than
\ ‘the TransactionID field of the last ReservationOnRequest or
" ReservationOffRequest message sent by the access terminal. If this is
the first ReservationOnRequest or ReservationOffRequest message
. sent by the access terminal, then the access terminal shall set this
' field to zero.
ReservationCou‘nt"' " The access terminal shall set this field to the number of the following
2 two fields in this message.
Link If this request is for a forward Reservation, then the access terminal
shall set this field to ‘1’. If this request is for a reverse Reservation,
then the access terminal shall set this field to O0’.
ReservationLabel The access terminal shall set this field to the Reservation for which
this request is generated.
Reserved The access terminal shall add reserved bits to make the length of the

entire message an integer number of octets. The access terminal shall
set these bits to zero. The access network shall ignore this field.
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Channels

AC RTC SLP Best Effort

Addressing

unicast Priority 40

2.5.4.4.9 ReservationAccept

The access network sends this message to acknowledge reception of and allow the state

transition requested by a ReservationOnRequest or ReservationOffRequest message. The
access terminal sends this message to acknowledge reception of and accept the state
transition requested by a RevReservationOn or RevReservationOff message.

Field Length (bits)
MessagelD 8
TransactionID 8

MessagelD The sender shall set this field to 0x18.-\

TransactionID The access network shall set this fieldx to the TransactionID field of
the ReservationOnRequest or ReservationOffRequest message to
which the access network is responding. The access terminal shall set
this field to the Tra;isaptionID field‘of the RevReservationOn or
RevReservationOff méSskgge._ to which the access terminal is
responding. o

Channels | CC FIC | RTC | AC | | SLP Best Effort
Addressing unicast Priority 40

2.5.4.4.10 ReservationReject

The access network sends this message to acknowledge reception of and deny the state
transition requested by a ReservationOnRequest or ReservationOffRequest message.
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Field Length (bits)
MessagelD 8
TransactionID 8
ReservationCount 8

ReservationCount occurrences of the following two

fields:
AllowableLink 1
AllowableReservationLabel 8

ReservationCount occurrences of the following two
fields:

RejectCode Oor4 -~

PendingDuration Oor 5

Reserved , 0 — 7 (as needed)

MessagelD

TransactionID

ReservationCount

AllowableLink

The access network shall set this field to 0x19.

The access netwolfkshall set this field to the TransactionID field of
the ReservationOﬁR‘equekst or ReservationOffRequest message to
which the access network is responding.

The access network shall set this field to the number of the following
two fields in this message.

If the Reservation for which the access network would have allowed
the \state transition requested in the ReservationOnRequest or

j ReservationOffRequest message is a forward Reservation, then the
access network shall set this field to ‘1’. If the Reservation for which
" the access network would have allowed the state transition requested

in the ReservationOnRequest or ReservationOffRequest message is a
reverse Reservation, then the access network shall set this field to O’.

AllowableReservationLabel

RejectCode

The access network shall set this field to the ReservationLabel for
which the access network would have allowed the state transition
requested in the ReservationOnRequest or ReservationOffRequest
message.

If included, the access network shall set this field as follows:
The access network shall set the RejectCode to indicate the Reject
Code.
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Field value Description
0x0 General
0Ox1 ReservationPending
All other values are reserved

PendingDuration The access network shall include this field if RejectCode is included
and is set to ReservationPending. If this field is included, the access
network shall set this field to the pending duration in units of
seconds for this reservation.

Reserved The access network shall add reserved bits to make the length of the
entire message an integer number of octets. The access network shall
set these bits to zero. The access terminal shall ignore this field.

Channels | CC FTC SLP Best Effort
Addressing unicast | (| Priority 40

2.5.4.4.11 RevReservationOn

The access network sends this message tokkxtransition a reverse Reservation to the Open

state.

MessagelD

TransactionID

ReservationCount

ReservationLabel

" Field | Length (bits)

i MeséageID / 8
Trakkr“lsactiohID ¢ 8
ReservationCount 8

ReservationCount occurrences of the following field:

ReservationLabel 8

s

The access network shall set this field to Ox1a.

The access network shall set this field to one more (modulo 256) than
the TransactionID field of the last RevReservationOn or
RevReservationOff message sent by the access network. If this is the
first RevReservationOn or RevReservationOff message sent by the
access network, then the access network shall set this field to zero.

The access network shall set this field to the number of
ReservationLabel fields in this message.

The access network shall set this field to the Reservation which is to
be transitioned to the Open state.
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Channels

CcC

FTC SLP Best Effort

Addressing

unicast Priority 40

2.5.4.4.12 RevReservationOff

The access network sends this message to transition a reverse Reservation to the Close

state.
Field Length (bits)
MessagelD 8
TransactionID 8
ReservationCount 8 .
ReservationCount occurrences of the following field:
ReservationLabel 8

MessagelD The access network shall’ s\et/ this field to Ox1b.

TransactionID The access network shall set this field to one more (modulo 256) than
the TransactionID field of ‘the last RevReservationOn or
ReVReservationOff“‘méssage sent by the access network. If this is the
first RevReservationOn or. kReVRe‘serVationOff message sent by the

“access network, then ,thek“ac\c“e‘ss network shall set this field to zero.

ReservationCount The access network shall set this field to the number of

' Res'ervationLabel fields in this message.
ResefvationLabel The access network shall set this field to the Reservation that is to be
| transitioned to the Close state.
Channels | CC FTC SLP Best Effort
Addressing unicast Priority 40

2.5.4.4.13 FwdReservationOff

The access network sends this message to inform the access terminal when a forward

Reservation transitions to the Close state.
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Field Length (bits)
MessagelD 8
TransactionID 8
ReservationCount 8

ReservationCount occurrences of the following field:

ReservationLabel

8

MessagelD The access network shall set this field to 0x22.

TransactionID The access network shall set this field to one more (modulo 256) than
the TransactionIlD field of the last FwdReservationOn or
FwdReservationOff message sent by the access net\iVork If this is the
first FwdReservationOn or FWdReservatlonOff message sent by the
access network, then the access network shall set this field to zero.

ReservationCount The access network shall set th1s field to the number of
ReservationLabel fields in this message

ReservationLabel The access network shall set this" f1e1d to the Reservation transitioned
to the Close state. )

Channels | CC FTC - |ste Best Effort
Addressing unicast /| Priority 40

2.5.4. 4 14 FwdReservat1onOn

The access network sends thls message to inform the access terminal when a forward

Reservation: trans1t1ons to the Open state.

; Field Length (bits)
| MessageID 8

TransactionID 8

ReservationCount 8

ReservationCount occurrences of the following field:

ReservationLabel

8

MessagelD

TransactionID

The access network shall set this field to 0x23.

The access network shall set this field to one more (modulo 256) than
the field of the
FwdReservationOff message sent by the access network. If this is the
first FwdReservationOn or FwdReservationOff message sent by the
access network, then the access network shall set this field to zero.

TransactionID last FwdReservationOn or
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ReservationCount The access network shall set this field to the number of
ReservationLabel fields in this message.
ReservationLabel The access network shall set this field to the Reservation that
transitioned to the Open state.
Channels CC FTC SLP Best Effort
Addressing unicast Priority 40

2.5.4.4.15 FwdReservationAck

The access terminal sends this message to acknowledge reception of the FwdReservationOn
or the FwdReservationOff message and to accept the related state transition.

Field Length (bits)
MessagelD 8
TransactionID .8

MessagelD The access termipal shall set this’ﬁeld to 0x24.
TransactionID The access termihajlkf“shkall set thisk*f‘ield to the TransactionlID field of
the ,FWdReservationOnk:k 6‘r~~,kadRe‘serationOff message to which the
_—access terminal is responding. <
Channels AC RTC - SLP Best Effort
_,Addressing N ‘nicast Priority 40

2.5.4.4.‘1;6 AttributeUpdatéReﬁuést

The sende“r_s‘ends an AttributeUpdateRequest message to offer an attribute value for a given

attribute.

MessagelD

TransactionID

AttributeRecord

s

Field Length (bits)
MessagelD 8
TransactionID 8

One or more instances of the following record

AttributeRecord Attribute dependent

The sender shall set this field to 0x52.

The sender shall increment this value for each new
AttributeUpdateRequest message sent.

The format of this record is specified in [8].
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Channels

FTC

RTC

SLP

Reliable

Addressing

unicast

Priority

40

2.5.4.4.17 AttributeUpdateAccept

The sender

sends an AttributeUpdateAccept
AttributeUpdateRequest message to accept the offered attribute values.

message in

response to an

Field

Length (bits)

MessagelD

TransactionID

The sender shall set this field to OXSSV.H \

MessagelD
TransactionID The sender shall set thisc value to the TransactlonID field of the
corresponding AttrlbuteUpdateRequest message
| Reliable
Channels FTC RTC. SLP. |
Addressing unicast | PnorIty 40

2.5.4.4.18 AttrlbuteUpdateReJect

The access network sends \an AttrlbuteUpdateReJect message
AttrlbuteUpdateRequest message\to; reject the offered attribute values.

MessagelD

TransactionID

in response to an

“Field

Length (bits)

‘MessagelD

“| TransactionID

The access network shall set this field to 0x54.

The sender shall set this value to the TransactionID field of the

corresponding AttributeUpdateRequest message.
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Channels

FTC

Reliable
SLP

Addressing

unicast

Priority

40

2.5.4.5 Interface to Other Protocols

2.5.4.5.1 Commands

This protocol does not issue any commands.

2.5.4.5.2 Indications

This protocol registers to receive the following indications:

e IdleState.ConnectionOpened
e IdleState.ConnectionFailed

e PhysicalLayer.ReverseTrafficPacketsMissed along with parameters indicating the Link
Flow number and missing data units.

* ConnectedState. ConnectionClosed

e RouteUpdate.ConnectionLost

2.5.4.6 RLP Packet Priorities_

The sender shall assign pfiority between 60 and 70 inclusive to RLP packets. For a given

Link Flow, the sender shall assign higher priority (lower number) to packets containing

retransmitted'appli\cation"traffic than packets containing only first time transmissions. If
FlowNNT ransmitAbdrtTimerRev is not-set to 0x00, then the access terminal should transmit
a higher layer data unit within FlowNNTransmitAbortTimerRev time of the higher layer data
unit being received by the Enhanced Multi-flow Packet Application. The access terminal
may use the FlowNNTransmitAbortTimerRev attribute to determine the priority of reverse

RLP packets.

/

Type of RLP Packet Channel Addressing Priority
chket contal'nlr.lg only First FTC, RTC unicast Betwe(.en 60 and 70
Time Transmissions inclusive
Packet containing re-
transmitted application FTC, RTC unicast Betwegn 60 and 70
traffic inclusive

2.5.5 Protocol Numeric Constants
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Constant Meaning Value

Time period within which the access
network is to respond to
ReservationOnRequest and
ReservationOffRequest messages.

TRLPResponse 1 second
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2.6 Data Over Signaling Protocol

2.6.1 Overview

The Data Over Signaling Protocol provides transmission and duplicate detection of higher
layer packets using signaling messages. Each Link flow provides two instances of the Data
Over Signaling Protocol, one associated with Route A of the Link flow, and the other
associated with Route B!2. A higher layer packet is carried in a DataOverSignaling
message. The Data Over Signaling Protocol uses message sequence numbers in the
DataOverSignaling message to provide duplicate detection. Data Over Signaling Protocol is
associated with the Enhanced Multi-Flow Packet Application. The application subtype for
this application is defined in [3].

2.6.2 Primitives and Public Data

2.6.2.1 Commands

This protocol does not define any commands.

2.6.2.2 Return Indications

This protocol does not return any indick‘a‘tikons.

2.6.3 Protocol Data Unit

The transmission ~unit of this protocol 1sa DataOverSignaling message. The
DataOverSignaling message carries payload on behalf of the higher layer. This protocol uses
the SignalingApplication to’transmit and receive messages.

\

2.6:4 Procedures and Messages for the IhUse Instance of the Protocol

2.6.4.1 Procedures

If FlowNNDataOverSignalingAllowedRev is set to 0x00, the access terminal shall not send a
DataOverSignaling/f'l"flessage for Link Flow NN. The sender shall set the MessageSequence
field of a DataOverSignaling message to V(Sp) value maintained by the sender for the Route
P on which the DataOverSignaling message was sent. Each time the sender sends a new
DataOverSignaling message, it shall increment the value of V(Sp). If the sender does not
receive a DataOverSignalingAck message within an implementation specific time interval in
response to a DataOverSignaling message requiring an acknowledgment, then the sender
may retransmit the DataOverSignaling message containing the same higher layer packet
and the same MessageSequence an implementation specific number of times.

12 Note that the all instances of the Data Over Signaling Protocol associated with a Route share the

same MessageSequence space.
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The access terminal or the access network shall not send a DataOverSignaling message if
the associated Link Flow for which the DataOverSignaling message is carrying payload is
deactivated, or if the associated Reservation is in the Close state.

Upon receiving a DataOverSignaling message, the receiver shall perform the following:

o If Reset is set to ‘1’ and the receiver is the access terminal, the receiver shall perform
the following:

— If Route is set to ‘0’, the receiver shall set V(Ra) to (MessageSequence — 1) mod
64.

— If Route is set to ‘1’, the receiver shall set V(Rg) to (MessageSequence — 1) mod
64.

e The receiver shall validate the message using the procedure defined in the Sequence
Number Validation Procedure of [8] by setting the variable V(R) defined in [8] to the V(Rp)
value maintained by the receiver for the Route P on which the DataOverSignaling
message was received, and by setting S = 6.

e The receiver shall discard the DataOverSignaling message if it is invalid. If the
DataOverSignaling message is valid, then the receiver shall pass the HigherLayerPacket
field of the DataOverSignaling message to the higher layer. If the receiver is an access
terminal, then the higher Ilayer i‘é*._indicated by. the ProtocollD field of the
Flow NNRouteProtocolParametersFwd a‘ttrxikbutke, where NN is the Link Flow with which
the DataOverSignaling message is associa‘k“t‘ed, 1If the receiver is an access network, then
the higher layer is . indicated by‘a,kkk‘t‘he ~ProtocollD field of  the
FlowNNRouteProtocolParametersRev attribute, Wﬁere NN is the Link Flow with which
the DataOverSignaling message is associated.

e If the AckRVequiredkkkﬁeld of the DataOverSignaling message is ‘1’, then the receiver shall
respond. with a DataOverSignalingAck message with AckSequence field set to the
MessageSequence field of the DataOverSignaling message.

2.6.4.2 Message Formats

The messages described in this section are exchanged between the access terminal and the

access network using the Signaling Application.

2.6.4.2.1 DataOverSignaling

The access network or the access terminal sends the DataOverSignaling message to
transmit a higher layer packet.

2-54



10

11

12

13

14

15

16

17

18

19

20

21
22

Enhanced Multi-Flow Packet Application

3GPP2 C.S0063-B v0.2

Field Length (bits)
MessagelD 8
LinkFlowNumber S
Route 1
AckRequired 1
Reset 1
Reserved 2
MessageSequence 6
HigherLayerPacket Variable Length

MessagelD The sender shall set this field to 0x14. s R

LinkFlowNumber The sender shall set this field to 'th/é Link Flow with which this
DataOverSignaling message is’,as'so(:iated.

Route If this DataOver&gnahng message is assoc1ated with Route A, then
the sender shall set this field to ‘0’ If this DataOver81gna11ng message
is associated with Route B, then the sender shall'set this field to ‘1".

AckRequired The sender shall kké‘et kkkfhis field to 1’ if the receiver is required to

_acknowledge the recelpt of thls message Otherwise, the sender shall
_set this ﬁeld to 0’}
Reset B \ k‘:Theﬂ access terminal 'shall set this field to ‘0’. The access network may
e . set this field to "1;’~to indicate that the access terminal is to reset its
V(R) for the indicated route. The access network may set this field to
‘O’ to 1nd1cate that the access terminal is not required to reset its
VR).

Reserved /The sender shall set this field to ‘00’. The receiver shall ignore this
field.

MessageSequence The sender shall set this field to the V(Sp value maintained by the
sender for the Route P on which the DataOverSignaling message was
sent.

HigherLayerPacket The sender shall set this field to an entire higher layer packet!3. The

length of the higher layer packet shall be an integer number of octets.

Channels CccC

AC FTC SLP Best Effort

13 For example, if the higher layer packet is an HDLC frame, then the entire HDLC frame is included.
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Addressing unicast Priority 20 to 50 (inclusive)

The sender shall assign message priority in the range 20 to 50, inclusive, depending on the
priority of the higher layer packet carried as payload in this message.
2.6.4.2.2 DataOverSignalingAck

The access network or the access terminal sends a DataOverSignalingAck message to
acknowledge receipt of a DataOverSignaling message.

Field Length (bits)
MessagelD 8
Route 1
AckSequence 6 <
Reserved 1
MessagelD The sender shall set this field to ’OXl 5.
Route If this message is acknowledging‘ a 'DétdOverSignéling"received on

Route A, then the sender shall 'set. thlS field to ‘©”. Otherwise the
sender shall set this f1e1d to ‘1’ ‘

AckSequence The sender shall set thlS f1e1d to the MessageSequence field of the
DataOver&gnahng message Whose recelpt is being acknowledged.

Reserved B \The sender shall set thrs field to ‘O’. The receiver shall ignore this
g N \fleld ¢
Channels |[CC | AC. FIC RIC SLP Best Effort
Addressingk"; k‘ . unicast Priority 40

2.6.4.3 Interface ;to'Other Protocols

2.6.4.3.1 Commands

This protocol does not issue any commands.

2.6.4.3.2 Indications

This protocol does not register to receive any indications.
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2.7 Location Update Protocol

2.7.1 Overview

The Location Update Protocol defines location update procedures and messages for mobility
management for the Enhanced Multi-Flow Packet Application.

The Location Update Protocol is a protocol associated with the Enhanced Multi-Flow Packet
Application. The application subtype for this application is defined in [3].

2.7.2 Primitives and Public Data

2.7.2.1 Commands

This protocol does not define any commands.

2.7.2.2 Return Indications

This protocol does not return any indications.

2.7.3 Protocol Data Unit

The transmission unit of this proto“col_ is a message. This is a control protocol; and,
therefore, it does not carry payload on behalf of other layers or protocols.

2.7.4 Procedures and Messages for the InUsé"Inéfance of the Protocol

2.7.4.1 Procedures

2.7.4.1.1 AécessNétwork Requirementsk ;

If the protocol receives an AddressManagement.SubnetChanged indication, the access
network:; =

e May send a LocationRequest message to query the Location information.
e May send a LocationAssignment message to update the Location information.
e May send a StorageBLOBRequest message to query the stored BLOB.

e May send a StorageBLOBAssignment message to update the stored BLOB.

2.7.4.1.2 Access Terminal Requirements

If the access terminal receives a LocationRequest message, it shall send a
LocationNotification message. If the access terminal has a stored value for the
LocationValue parameter, the access terminal shall set the LocationType, LocationLength,
and LocationValue fields in this message to its stored values of these fields. If the access
terminal does not have a stored value for the LocationValue parameter, the access terminal
shall omit the LocationLength and LocationValue fields in this message.

If the access terminal receives a LocationAssignment message, it shall send a
LocationComplete message and the access terminal shall store the wvalue of the
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LocationType, LocationLength, and LocationValue fields of the LocationAssignment message
in LocationType, LocationLength, and LocationValue variables, respectively.

If the access terminal receives a StorageBLOBRequest message, it shall send a
StorageBLOBNOotification message. If the access terminal has a stored value for the
StorageBLOB parameter, the access terminal shall set the StorageBLOBLength and
StorageBLOB fields in this message to its stored values of these fields. If the access
terminal does not have a stored value for the StorageBLOB parameter, the access terminal
shall set the StorageBLOBLength field to zero and shall omit the StorageBLOB fields in this

message.

If the access terminal receives a StorageBLOBAssignment message, it shall send a
StorageBLOBComplete message and the access terminal shall store the value of the
StorageBLOBLength and StorageBLOB fields of the StorageBLOBAssignment message in
StorageBLOBLength and StorageBLOB variables, respectively. B

2.7.4.2 Message Formats

2.7.4.2.1 LocationRequest

The access network uses this message to query the access terminal of its Location
information. : ‘ ‘

Field O\ Lekhgth (bits)
MessagelD | ’fhe access ,ﬁetwork shall set thié ﬁeld to 0x03.
Cha'kkn’rielsr cC | FTC SLP Best Effort
AddreSsing unicast Priority 40

2.7.4.2.2 LocationNotification

The access terminal sends the LocationNotification message either in response to the
LocationRequest message or in an unsolicited manner as specified in [11] or [13] if the
configured value of the RANHandoff attribute is Ox01.

MessagelD

Field Length (bits)
MessagelD 8
LocationType 8
LocationLength Oor 8
LocationValue 0 or 8 x LocationLength

The access terminal shall set this field to 0x04.
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LocationType The access terminal shall set this field to zero if the value of its stored
LocationValue is NULL; otherwise, the access terminal shall set this
field to the stored value of LocationType.

LocationLength The access terminal shall not include this field if the value of its
stored LocationValue is NULL; otherwise, the access terminal shall
set this field to the stored value of LocationLength.

LocationValue The access terminal shall not include this field if the value of its
stored LocationValue is NULL; otherwise, the access terminal shall
set this field to the stored value of LocationValue.

Channels AC RTC SLP | Reliable!* Best Effort
Addressing unicast Priority | 40

2.7.4.2.3 LocationAssignment

The access network uses this message to update the LQCation infbrmation of the access

terminal. \ —~\ \

Field . ‘Length (bits)
MessagelD .8
TransactionID 8
, '\'LokcatioﬁType > 8
. LoCatio/nLength ' 8
kk\LoCatiﬂo’nValue L 8 x LocationLength
MessagelD The access network shall set this field to 0x05.
TransactianD_ / /The ‘access network shall increment this value for each new
.~ LocationAssignment message sent.
LocationTypé The access network shall set this field to the type of the location as

specified in Table 2.7.4.2-1.

14 This message is sent reliably when it is sent over the Reverse Traffic Channel.
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Table 2.7.4.2-1. LocationType Encoding

LocationType LocationLength Meaning
0x00 N/A No location is stored
0x01 0x05 Location compatible with [2]
(see Table 2.7.4.2-2)
All other values N/A Reserved
LocationLength The access network shall set this field to the length of the

LocationValue

LocationValue field in octets as specified in Table 2.7.4.2-1.

The access network shall set this field to the Location of type
specified by LocationType. If LocationType is set 'jcd_OxOl, the access
network shall set this field as shown in Tab1e~ 2.7.4\:{2—2, where SID,
NID, and PACKET_ZONE_ID correspohd to rtkhe current access

network.

N\

Table 2.7.4.2-2. Subfields of Locationvaiue when LbcationType = 0x01

Sub-fields of ‘ A
LocationValue # of bits
Reserved 1 ,
N e
- PACKET_ZONE_ID |8
Channels | CC - FTC SLP Best Effort
Addressingk‘ ‘ unicast Priority 40

7

2.7.4.2.4 LocationComplete

The access terminal sends this message in response to the LocationAssignment message.

MessagelD

TransactionID

Field Length (bits)
MessagelD 8
TransactionID 8

The access terminal shall set this field to 0x06.

The access terminal shall set this field the TransactionID field of the
corresponding LocationAssignment message.
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Channels AC RTC SLP Best Effort

unicast

Addressing Priority 40

2.7.4.2.5 StorageBLOBRequest

The access network uses this message to query the access terminal of its StorageBLOB
information.

Field Length (bits)
MessagelD 8
MessagelD The access network shall set this field to 0x10.
Channels | CC FTC SLP Best Effort
Addressing unicast Priority 40

2.7.4.2.6 StorageBLOBNotification

The access terminal sends the StdrageBLOBNotiﬁcation message in response to the
StorageBLOBRequest message.

Field

‘MessagelD |

 Length (bits)

8

| StorageBLOBType

16

8

h StorageBLOBLength ,
StorageBLOB

O or 8 x
StorageBLOBLength

MessagelD The access terminal shall set this field to Ox11.

StorageBLOBType The access terminal shall set this field to zero if the value of its stored
StorageBLOB is NULL; otherwise, the access terminal shall set this

field to the stored value of StorageBLOBType.
StorageBLOBLength

The access terminal shall set this field to zero if the value of its stored
StorageBLOB is NULL; otherwise, the access terminal shall set this
field to the stored value of StorageBLOBLength.

StorageBLOB The access terminal shall not include this field if the value of its
stored StorageBLOB is NULL; otherwise, the access terminal shall set

this field to the stored value of StorageBLOB.
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Channels AC RTC SLP Best Effort

Addressing unicast Priority 40

2.7.4.2.7 StorageBLOBAssignment

The access network uses this message to update the StorageBLOB information of the access
terminal.

Field Length (bits)
MessagelD 8
TransactionID 8
StorageBLOBType 16
StorageBLOBLength 8 ;
StorageBLOB 8 x StorageBLOBLength
MessagelD The access network shall set this field td 0x12.
TransactionID The access network shall incrémenf ‘this value‘ for each new

StorageBLOBAssign‘meknt message sent.

StorageBLOBType The access network sﬁallxté‘etxthis field to the StorageBLOBType. The
access hetwork shall \set fhis‘*ﬁelkd to zero if StorageBLOB is NULL.
~Otherwise, the access network shall set this field as defined in [3].

\

StorageBLOBLength |

The étcCess network shall set this field to the length of the
StorageBLOB field in octets. The access network shall set this field to
zero if the value of its stored StorageBLOB is NULL.

StorageBLOB Tl‘ie access network shall not include this field if the value of its
" stored StorageBLOB is NULL. Otherwise, the access network shall set
this field to the StorageBLOB.

Channels CC FTC SLP Best Effort

Addressing unicast Priority 40

2.7.4.2.8 StorageBLOBComplete

The access terminal sends this message in response to the StorageBLOBAssignment
message.
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Field Length (bits)
MessagelD 8
TransactionID 8

MessagelD The access terminal shall set this field to 0x13.
TransactionID The access terminal shall set this field the TransactionID field of the
corresponding StorageBLOBAssignment message.
Channels AC RTC SLP Best Effort
Addressing unicast Priority 40

2.7.4.3 Interface to Other Protocols

2.7.4.3.1 Commands

This protocol does not issue any commands.

2.7.4.3.2 Indications

This protocol registers to receive the follQWing indications:

e AddressManagement.SubnetChanged (k\é‘cc;éféfsxnetwork only)

AN
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1 2.8 Flow Control Protocol

2 2.8.1 Overview

3 The Flow Control Protocol provides procedures and messages used by the access terminal
4 and the access network to perform flow control for the Enhanced Multi-Flow Packet
5 Application.

6 This protocol can be in one of the following states:

7 e Close State: in this state the Enhanced Multi-Flow Packet Application does not send or
8 receive any RLP packets or DataOverSignaling messages.

9 e Open State: in this state the Enhanced Multi-Flow Packet Application can send and
10 receive RLP packets and DataOverSignaling messages.

11 Figure 2.8.1-1 and Figure 2.8.1-2 show the state transition diagram at the access terminal
12 and the access network.

Tx XonRequest
or Tx an RLP packet

Initial State or Tx a DataOverSignaling message

Close State Open State

i Rx XoffResponse

14 Figure 2.8.1-1. Flow ’Control Protocol State Diagram (Access Terminal)

Tx XonResponse
or Rx an RLP packet

Initial | . :
nitia Stat¢ g4 or Rx a DataOverSignaling message

Close State

Open State

Tx XoffResponse

15
16

17 Figure 2.8.1-2. Flow Control Protocol State Diagram (Access Network)

18 The flow control protocol is a protocol associated with the Enhanced Multi-Flow Packet
19 Application. The application subtype for this application is defined in [3].
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2.8.2 Primitives and Public Data

2.8.2.1 Commands

This protocol does not define any commands.

2.8.2.2 Return Indications

This protocol does not return any indications.

2.8.3 Protocol Data Unit

The transmission unit of this protocol is a message. This is a control protocol and,
therefore, it does not carry payload on behalf of other layers or protocols.

2.8.4 Procedures and Messages for the InUse Instance of the Protocol
2.8.4.1 Procedures

2.8.4.1.1 Transmission and Processing of DataReady Message

The access network may send a DataReady\ message to indicate that there is data
corresponding to this packet application waiting to be transmitted.

The access terminal shall send a DafaReadyAck within the time period specified by
Trcresponse  after reception of the DataRéadynmessage to_acknowledge reception of the
message. o

2.8.4.1.2 Transmission and Processing of RestartNetworkInterface Message

The access netwdrl; may"/ send a RestartNetworkInterface message to direct the access
terminal to restart the interface between the packet application and the higher layer.

Upon receiving a RestartNetworkInterface message, the access terminal shall send a
RestartNetworkInterfaceAck message and shall restart the interface between the packet
application. and the /higher layer. The access terminal may also restart higher layer
protocols. 7

2.8.4.1.3 Close State

2.8.4.1.3.1 Access Terminal Requirements

The access terminal shall send an XonRequest message or an RLP packet (corresponding to
this instance of the Enhanced Multi-Flow Packet Application) or a DataOverSignaling
message (corresponding to this instance of the Enhanced Multi-Flow Packet Application)
when it is ready to exchange RLP packets or DataOverSignaling messages with the access
network. The access terminal should send an XonRequest message or an RLP packet
(corresponding to this instance of the Enhanced Multi-Flow Packet Application) or a
DataOverSignaling message (corresponding to this instance of the Enhanced Multi-Flow
Packet Application) when it receives a DataReady from the access network.
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The access terminal shall transition to the Open State when it sends an XonRequest
message or when it sends an RLP packet (corresponding to this instance of the Enhanced
Multi-Flow Packet Application) or when it sends a DataOverSignaling message
(corresponding to this instance of the Enhanced Multi-Flow Packet Application).

2.8.4.1.3.2 Access Network Requirements

The access network shall not send any RLP packets or DataOverSignaling messages in this
state.

If the access network receives an XonRequest message, it shall

e Send an XonResponse message within the time period specified by Trcresponse after
reception of the XonRequest message to acknowledge reception of the message.

e Transition to the Open State.

The access network shall also transition to the Open State if it \receives an RLP packet
(corresponding to this instance of the Enhanced Multi-Flow Packet Application) or a
DataOverSignaling message (corresponding to this instance of the Enhanced Multi-Flow
Packet Application).

If the access network receives an XoffRequest message, it shall send an\XOffResponse
message within the time period specified by Trcresponse after reception of the XoffRequest
message to acknowledge reception of the message.

2.8.4.1.4 Open State

In this state, the access terminal and the| access network may send or receive any RLP
packets or DataOverSignaling messages.

2.8.4.1.4,1/Access Terminal Requirements

The access terminal may re-send an XonRequest message if it does not receive an
XonResponse message or an RLP packet (corresponding to this instance of the Enhanced
Multi-Flow Packet Apphcatlon) or a DataOverSignaling message (corresponding to this
instance of the Enhanced Multi-Flow Packet Application) within the time period specified by
Trcresponse after sending the XonRequest message.

The access terminal should send an XonRequest message if it receives a DataReady
message.

The access terminal may send an XoffRequest message to request the access network to
stop sending RLP packets and DataOverSignaling messages. The access terminal shall
transition to the Close state when it receives an XoffResponse message.

The access terminal may re-send an XoffRequest message if it does not receive an
XoffResponse message within the time period specified by Trcresponse after sending the
XoffRequest message.

2.8.4.1.4.2 Access Network Requirements

If the access network receives an XoffRequest message, it shall
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e Send an XoffResponse message within the time period specified by Trcresponse after
reception of the XoffRequest message to acknowledge reception of the message.

e Transition to the Close State.

If the access network receives an XonRequest message, it shall send an XonResponse
message within the time period specified by Trcresponse after reception of the XonRequest
message to acknowledge reception of the message.

2.8.4.2 Message Formats

2.8.4.2.1 XonRequest

The access terminal sends this message to request transition to the Open State.

Field Length (bits)
MessagelD 8
MessagelD The access terminal shall set this field to Ox0k7.‘ k‘
Channels AC RN ~ RTC | | SLP 2 Best Effort
Addressing unlcast Priority 40

2.8.4.2.2 XonRespopsé

The access network sends this message to acknowledge reception of the XonRequest

message.

‘ Field Length (bits)
MessagelD 8
MessagelD ' The access network shall set this field to 0x08.
Channels | CC FTC SLP Best Effort
Addressing unicast Priority 40

2.8.4.2.3 XoffRequest

The access terminal sends this message to request transition to the Close State.

Field Length (bits)
MessagelD 8
MessagelD The access terminal shall set this field to 0x09.
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Channels

AC

RTC

SLP

Best Effort

Addressing

unicast

Priority

40

2.8.4.2.4 XoffResponse

The access network sends this message to acknowledge reception of the XoffRequest

message.
Field Length (bits)
MessagelD 8
MessagelD The access network shall set this field to O;;Qa'.
Channels | CC FTC SLP | Best Effort
Addressing unicast Pnorlty *, 40

2.8.4.2.5 DataReady

The access network sends this message to; 1nd1cate that there is data corresponding to this

packet application awaiting to be transmitted.

-« 'Field | Length (bits)
o MeeSageID/f, ' 8
- Tréhsaet‘ienID 8
MessageIlj{‘ The access:‘*network shall set this field to OxOb.
TransactionID: The access network shall increment this value for each new
DataReady message sent.
Channels 1 CcC FTC SLP Best Effort
Addressing unicast Priority 40

2.8.4.2.6 DataReadyAck

The access terminal sends this message to acknowledge reception of a DataReady message.
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Field Length (bits)
MessagelD 8
TransactionID 8

MessagelD The access terminal shall set this field to 0xOc.
TransactionID The access terminal shall set this value to the value of the
TransactionlID field of the corresponding DataReady message.
Channels AC RTC SLP Best Effort
Addressing unicast Priority | 40

2.8.4.2.7 RestartNetworkInterface

The access network sends this message to request"fhe access terminal to restart the

network interface.

Field Length (bits) |
MessagelD N S 8 -
TransactionID C O\ 8

MessagelD s The access network ,shéillx‘é‘&t kt‘h’is field to Oxlc.

TransactionlD- " The access network shall increment this value for each new

Res'tartNetworkInterface message sent.

Chahnels CC FTC SLP Best Effort
AddrésSing unicast Priority 40
2.8.4.2.8 Res‘gaftN eﬂtworklnterfaceAck
The access terminal sends this message to acknowledge reception of a
RestartNetworkInterface message.
Field Length (bits)
MessagelD 8
TransactionID 8

MessagelD

The access terminal shall set this field to Ox1d.
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TransactionID

The access terminal shall set this value to the value of the
TransactionID field of the corresponding RestartNetworkInterface

message.

Enhanced Multi-Flow Packet Application

Channels

AC

RTC

SLP

Best Effort

Addressing

unicast

Priority

40

2.8.5 Interface to Other Protocols

2.8.5.1 Commands

This protocol does not issue any commands.

2.8.5.2 Indications

This protocol does not register to receive any indications. </

3.8.6 Protocol Numeric Constants

11

12

Constant

Meaning

TFCResponse

Time period within which the access

terminal and access netWQ\fk\~~qre to
respond to flow control messages.

Véll‘léi\,, =

1 second
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2.9 Configuration Attributes for the Enhanced Multi-Flow Packet Application
The access terminal shall support default values of all attributes.

Unless specified otherwise, the access terminal and the access network shall not use the
Generic Attribute Update Protocol to update configurable attributes belonging to the
Enhanced Multi-Flow Packet Application. The access terminal and the access network shall
support the use of the Generic Attribute Update Protocol to update values of the following
configurable attributes belonging to the Enhanced Multi-Flow Packet Application:

e FlowNNTimersFwd,

e FlowNNTimersRev,

e FlowNNNakEnableFwd,

¢ FlowNNNakEnableRev,

e FlowNNPhysicalLayerNakEnableRev,

e FlowNNFlowProtocolParametersFwd,

e FlowNNFlowProtocolParametersRev,

e FlowNNRouteProtocolParametersFwd ,

e FlowNNRouteProtocolParametersRev, ™
o FlowNNActivatedFwd,

. FlowNNActivate‘dReV, | ‘

* FlowNNSequenceLengthFwd,

. FloWNNSequén‘;‘:\éLengthRev,

. FiowNNF lowProtocolPDUFwd,

e FlowNNFE lowProtdcoiPDUReV,

. FlowNNRoutkePr’ot"ocolPDUFwd,

e FlowNNRouteProtocolPDURev,

e FlowNNSimultaneousDeliveryOnBothRoutesFwd,
e FlowNNOutOfOrderDeliveryToRouteProtocolFwd,
e FlowNNDataUnitFwd,

e FlowNNDataUnitRev,

e FlowNNReservationFwd,

e FlowNNReservationRev,

e FlowNNTransmitAbortTimerRev,

o FlowNNDataOverSignalingAllowedRev,

e ReservationKKldleStateFwd,
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e ReservationKKldleStateRev,

o ReservationKKQoSRequestFwd,

e ReservationKKQoSRequestRev,

o ReservationKKQoSResponseFwd,

e ReservationKKQoSResponseRev,

e ANSupportedQoSProfiles,

¢ ReservationKKBCMCSFlowIDAssociation,

¢ ReservationKKBCMCSProgramIDAssociation, and
e ReservationKKReservationQueuingSupported

If the value of the ATNAKDelaySupported attribute is 0x01, then the access terminal and
the access network shall support the use of the Generic Attribute Update Protocol to update
values of the following attribute:

—  FlowNNNakDelayTimeFwd

where NN is the hexadecimal Link Flow number 1n the range 0x00 to M -1 inclusive, where
M is MaxNumLinkFlowsFwd or MaxNumlLinkFlowsRev for a Link Flow on the forward link
or reverse link respectively and KK is the tWordigit hexadecimal ReservationLabel.

The updated values of the attributes éhaill“~~be consistent with the value of the
MaxActivatedLinkFlowsFwd and- MaxActivatedLiﬁkE IoW$Rev, attributes.

The number of Forward Link Reservations that ‘;é/atisfy at least one of the following
conditions shall not exceed one/plus the value of the MaxNumReservationsFwd field of
MaxReservations attribute: ‘

e The Reservation is in Open state.
e The Reservation is bound to a link flow.

e The ReservationKKQoSRequestFwd corresponding to the Reservation is set to a non-

default value.

The number of~Reverse Link Reservations that satisfy at least one of the following
conditions shall not exceed one plus the value of the MaxNumReservationsRev field of
MaxReservations attribute:

e The Reservation is in Open state.
e The Reservation is bound to a link flow.

e The ReservationKKQoSRequestRev corresponding to the Reservation is set to a non-
default value.

The access terminal shall not send an AttributeUpdateRequest message proposing to
update the value of the ANSupportedQoSProfiles attribute.

The access network shall not send an AttributeUpdateRequest message proposing to update
the value of the Reservation KKReservationQueuingSupported attribute.
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The value of the Nak delay timer shall be less than or equal to that of the corresponding
abort timer.

2.9.1 Simple Attributes

The negotiable simple attribute for this protocol is listed in Table 2.9-1. The access terminal
and the access network shall use as defaults the values in Table 2.9-1 typed in bold
italics.
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Table 2.9-1. Configurable Values

Attribute ID Attribute Values Meaning
0x00 The access terminal shall not send an
unsolicited LocationNotification message.
The access network does not switch
between the radio access technologies (E.g.
specified in [2]) in a manner that preserves
the state of all protocol layers at or above
the data link layer (PPP).
OxfEfE RANHandoff 0x01 The access termlpal she}l} sepd an
unsolicited LocationNotification message.
The access network switches between the
radio access technologies (E.g specified in
[2]) in a manner that preserves the state of
all protocol layers at or above the data link
layer (PPP).
All other | Reserved
values ‘
0x05 Maximum abort timer is 500 ms.
0x06 to Maximum abort timer in units of 100 ms.
Oxfffc MaxAbortTimer | ox64
N :;AH other | Reserved
values |
0x00 PPP free authentication as specified in [1]
’ : is not supported.
Oxftb PPPEreeAu’fhénticationSu 0x01 PPP free authentication as specified in [1]
; port > is supported
All other | Reserved
values
’ 0x00 Two Routes are not supported
Oxfffa TwoRoutesSupported 0x01 Two Routes are supported
All other | Reserved
values
0x00 The access terminal does not support a
non-zero value for
FlowNNNakDelayTimeFwd.
Oxfffo ATNAKDelaySupported 0x01 The access terminal does support non-zero
values for FlowNNNakDelayTimeFwd.
All other | Reserved
values
Oxfe NN Flow NNNakEnableFwd 0x00 RLP receivers associated with forward Link

NN is the two-

NN is the two-digit

Flow NN do not transmit Nak messages
when missing data units are detected.
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Attribute ID Attribute Values Meaning
digit hexadecimal Link Flow 0x01 RLP receivers associated with forward Link
hexadecimal number in the range 0x00 Flow NN transmit a Nak message when
iﬁl:;]fel?‘gf the tloirl\ldcallig;\lzzl;?lléf?WSFWd - missing data units are detected.
forward Link hexadecimal digits A All other | Reserved.
Flow in the through F are specified in values
range 0x00 to upper case letters.
MaxNumLinkF1
owsFwd -1
inclusive.
Oxfd NN 0x00 RLP receivers associated with reverse Link
. Flow NN do not transmit Nak messages
é\/;]giis the two- FlowNNNakEnableRev when missing data units are detecte%l.
hexadecimal gg(:dzgfnizoiilliltmow 0x01 RLP receivers associated with reverse Link
Link Flow number in the range 0x00 Flow NN transmit a Nak message when
number of the to MaxNumLinkFlowsRev - missing data units are detected.
reverse Link . . \
Flow in the 1 1nclu81_ve, Where All other | Reserved.
hexadecimal digits A 1 values
range 0x00 to through F are specified in |
MaxNumLinkF1
owsRev -1 upper case letters.
inclusive.
Oxfa NN . .| 0x01 RLP is to retransmit data units when a
. FlowNNPhysicalLayerNakE | PhysicalLayer.ReverseTrafficPacketsMissed
ilvi]giis the two- nableRev indication is received.
hexadecimal NN is the two-digit 0x00 RLP is to ignore
Link Flow hexadecimal Link Flow PhysicalLayer.ReverseTrafficPacketsMissed
numberof the- | number-in the range 0x00 indication.
reverse Link to-MaxNumLinkFlowsRev -
Flow in the 1 inclusive, where All other | Reserved
range 0x00 to hexadecimal-digits A values
MaxNumLinkFl | through F are specified in
owsRev -1 upper case letters.
inclusive. 4
0x00 Reservation does not change states when a
Connection is closed.
0x01 Reservation transitions to the Close state
. when a Connection is closed unless an
O0xf9OKK ReservationKKIdleStateFwd access network initiated Connection is
KK is the two- KK is the two-digit being opened at the same time.
.. hexadecimal forward link . "
digit ReservationLabel. where 0x02 Reservation tran.31t1c_)ns to the Open state
hexadecimal hexadecimal digit’s A when'a. Connection is opened and
ReservationLab through F are specified in transitions to the Close state when a
el. Connection is closed unless an access
upper case letters. network initiated Connection is being
opened at the same time.
All other | Reserved
values
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Attribute ID Attribute Values Meaning
0x00 Reservation does not change states when a
Connection is closed.
0x01 Reservation transitions to the Close state
. when a Connection is closed unless an
Oxf8 KK ReservationKKldleStateRev access network initiated Connection is
KK is the two- EK isd thfe twlo—digit .~ being opened at the same time.
digit exadecima. Ieverse 1n 0x02 Reservation transitions to the Open state
. ReservationLabel, where .
hexadecimal . . when a Connection is opened and
. hexadecimal digits A "
ReservationLab g g transitions to the Close state when a
through F are specified in L
el. lett Connection is closed unless an access
upper case letters. network initiated Connection is being
opened at the same time.
All other | Reserved :
values P
Oxf7NN 0x0000 | Maximum d‘elay for transmission of a
. FlowNNTransmitAbortTime ~~| higher layer data unit for Link Flow NN is
NN is the two- AV
o rRev P not specified.
digit — \ —
hexadecimal NN is the two-digit 0x0001 | Maximum delay for transmission of a
Link Flow hexadecimal Link Flow B higher layer data unit for Link Flow NN in
number of the number in the range 0x00 " | units of 5 ms. ~
reverse Link to MaxNumLinkFlowsRev - | 0x03e8 ‘
Flow in the 1 inclusive, where o o
range 0x00 to hexadecimal digits A AlIl Oth er Reserved
MaxNumLinkFl | through F are specified in— | V& ues :
owsRev -1 upper case letters.
inclusive. N
Oxf6NN - ~ < 0x00 Access terminal is not allowed to send
, "hl \ Flow NNDataOverSignalingA DataOverSignaling messages for this Link
N.N.ls the, two- llowedRev" Flow.
digit \ \ ~
hexadecimal ' | NNis the two-digit 0x01 Access terminal is allowed to send
Link Flow | hexadecimal Link Flow DataOverSignaling messages for this Link
number of the . | number in the range 0x00 Flow.
reverse Link toMaxNumLinkFlowsRev -
. z, . All other | Reserved
Flow in the 1 inclusive, where values
range 0x00 to hexadecimal digits A
MaxNumLinkF1 | through F are specified in
owsRev -1 upper case letters.
inclusive.
0x01 Forward Link Flow 0x0O0 is activated.
0xf300 FlowOOActivatedFwd 0x00 Forward Link Flow 0x00 is not activated.
All other | Reserved
values
0x01 Forward Link Flow 0x01 is activated.
0xf301 FlowO1ActivatedFwd
0x00 Forward Link Flow 0x01 is not activated.
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Attribute ID Attribute Values Meaning
All other | Reserved
values
Oxf3NN 0x00 Forward Link Flow NN is not activated.
fi\f'N'is the two- FlowNNActivatedFwd 0x01 Forward Link Flow NN is activated.
hli‘; adecimal NN is the two-digit
) hexadecimal Link Flow All other | Reserved
Link Flow ] 1
number in the range 0x02 | values
number of the .
. to MaxNumLinkFlowsFwd -
forward Link . .
, 1 inclusive, where
Flow in the . ..
hexadecimal digits A
range 0x02 to through F are specified in
MaxNumLinkFl u ergcase lettegs
owsFwd -1 pp ) _
inclusive. <
0x01 - Ryev‘er‘sé,Link Flow 0x00 is activated.
0xf200 FlowOOActivatedRev _,OXOO Reverse Llnk Flow 0x00 is not activated.
‘All other | Reserved
values |
0x01 Reverse Link Flow 0x01 is activated.
. e -0x00 kfReverse Link Flow 0x01 is not activated.
~C N kkk\A‘ll ,kbt'he'r Reserved
values
Oxf2NN e g ) > 0x0000 | Reverse Link Flow NN is not activated.
éVNis the two- *FloWNNA‘C‘tlvateClReV 0x0001 Reverse Link Flow NN is activated.
heradSeihal NN is the two-digit
. AN hexadecimal Link Flow All other | Reserved
Link Flow ~. 1
Y o) number in the range Ox02 | values
number of the )
. ) to'MaxNumlLinkFlowsRev -
reverse Link P .
i 1 inclusive, where
Flow in the . ..
hexadecimal digits A
range 0x02 to through F are specified in
MaxNumLinkFI g p
upper case letters.
owsRev -1
inclusive.
Oxf1 NN Flow NNSequenceLenothFw 0x00 RLP of Forward Link Flow NN has a 6-bit
d 1 & sequence number.
NN is the two-
digits S N s the two. digit 0x01 RLP of Forward Link Flow NN has a 14-bit
hexadecimal hexadecimal Link Flow sequence number.
Link Flow number in the range 0x00 | 0x02 RLP of Forward Link Flow NN has a 22-bit

number of the

to MaxNumLinkFlowsFwd -

sequence number.
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Attribute ID Attribute Values Meaning
forward Link 1 inclusive, where All other | Reserved
Flow in the hexadecimal digits A values
range 0x00 to through F are specified in
MaxNumLinkFl | upper case letters.
owsFwd -1
inclusive.
OxfONN 0x00 RLP of Reverse Link Flow NN has a 6-bit
NN is the two- FlowNNSequenceLengthRev sequence number.
digit . NN s the two-digit 0x01 RLP of Reverse Link Flow NN has a 14-bit
hexadecimal . . sequence number.
Link Flow hexadec1mal Link Flow
number of the | Fumber in the range 0x00 | 0x02 RLP of Reverse Link Flow NN has a 22-bit
reverse Link to MaxNumLinkFlowsRev - sequence number.
Flow in the 1 inclusive, where =
range 0x00 to hexadecimal digits A Aul other | Reserved
Fad values -
MatumLink | rossh e speifed i
owsRev -1 pp ’
inclusive.
0x00 Forward Link Flow 0x01 provides an octet
: stream to the Flow Protocol.
Flow0IFlowProtocolPDUFw | 0x01 Forward Link Flow 0x01 provides a packet
OxefO1
d R stream to the Flow Protocol.
| All other | Reserved.
values |
OxefNN N / 0x00 Forward Link Flow NN provides an octet
. ~-Flow NNFlowProtocolPDUEw stream to the Flow Protocol.
NN is the two- d '
digit N 0x01 Forward Link Flow NN provides a packet
hexadecimal NN is the two-digit stream to the Flow Protocol.
Link Flow hexadecimal Link Flow All oth R q
number of the number in the range 0x00, IOt er | keserved.
forward Link and 0x02 to vaies
Flow in the MaxNumLinkFlowsFwd-1
range 0x00, inclusive, where
and 0x02 to hexadecimal digits A
MaxNumLinkF1 | through F are specified in
owsFwd-1 upper case letters.
inclusive.
0x00 Reverse Link Flow 0x01 provides an octet
stream to the Flow Protocol.
FlowO1FlowProtocolPDURe | 0x01 Reverse Link Flow 0x01 provides a packet
OxeeO1
v stream to the Flow Protocol.
All other | Reserved.
values
OxeeNN NN is FlowNNFlowProtocolPDURe | 0x00 Reverse Link Flow NN provides an octet

the two-digit

v

stream to the Flow Protocol.
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Attribute ID Attribute Values Meaning
hexadecimal NN is the two-digit 0x01 Reverse Link Flow NN provides a packet
imrlfllf‘ell?‘gf the hexadecimal Link Flow stream to the Flow Protocol.

u .
reverse Link Zgéngiggmt (Ehe range 0x00, All other | Reserved.

Flow in the MaxNumLinkFlowsRev-1 values
range 0x00, inclusive, where
and 0x02 to hexadecimal digits A
MaxNumLinkFl | tprouoh F are specified in
owsRev-1 upper case letters.
inclusive.
Oxed NN NN is ) 0x00 Data unit for forward Link Flow NN is
the two-digit FlowNNDataUnitFwd octets.
Iﬁﬁi{s (Egi;nal gN 18 th? tWO-(.ilglt 0x01 Data unit for forward Link Flow NN is RLP
exadecimal Link Flow packet payload.
number of the number in the range 0x00
forward Link to MaxNumLinkFlowsFwd- | All other| Reserved.
Flow in the 1 inclusive, where values
range 0x00 to hexadecimal digits A
MaxNumLinkFl | through F are specified in
owsFwd-1 upper case letters.
inclusive.
OxecNN NN is ) : 0x00 Data unit for reverse Link Flow NN is
the two-digit FlowNNDataUnitRev. N octets.
Iﬁﬁi{s (Egi;nal gN 18 th? ‘tWO'(_ilglt ~0x01 Data unit for reverse Link Flow NN is RLP
exadecimal Link Flow packet payload.
number Qf the number in the range\0x00 >
reverse Link to MaxNumLinkFlowsRev-1 | All other | Reserved.
Flow in the inclusive, where values
range 0x00 to | pexadecimal digits A
MaxNumLinkFl | through F are specified in
owsRev-1 upper case letters.
inclusive. ‘
0x00 Each Route of Forward Link Flow 0x01
provides an octet stream to the Route
Protocol.
FlowO1RouteProtocolPDUF | 0x01 Each Route of Forward Link Flow 0x01
Oxeb01 .
wd provides a packet stream to the Route
Protocol.
All other | Reserved.
values
Oxeb NN Flow NNRouteProtocolPDUF | 0x00 Each Route of Forward Link Flow NN
wd provides an octet stream to the Route
NN is the two- Protocol.
digit NN is the two-digit
hexadecimal hexadecimal Link Flow 0x01 Each Route of Forward Link Flow NN
Link Flow number in the range 0x00, provides a packet stream to the Route

number of the

and 0x02 to

Protocol.
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Attribute ID Attribute Values Meaning
forward Link MaxNumLinkFlowsFwd-1 All other | Reserved.
Flow in the inclusive, where values
range 0x00, hexadecimal digits A
and 0x02 to through F are specified in
MaxNumLinkFl | upper case letters.
owsFwd-1
inclusive.
0x00 Each Route of Reverse Link Flow 0x01
provides an octet stream to the Route
Protocol.
FlowO1RouteProtocolPDUR | 0x01 Each Route of Reverse Link Flow 0x01
Oxea0Ol .
ev provides a packet stream to the Route
Protocol.
All other | Reserved:
values g
OxealNN NN is Flow NNRouteProtocolPDUR | 0x00 Each Route of Reverse Link Flow NN
the two-digit ev ( provides an octet stream to the Route
hexadecimal Protocol.
Link Flow NN is the two-digit - >
aumber of the hexadecimal Link Flow 0x01 Each Route of Reverse Link Flow NN
reverse Link number in the range 0x00, provides a packet stream to the Route
Flow in the and 0x02 to Protocol.
range 0x00, MaxNumLinkFlowsRev-1 | oj other | Reserved.
and 0x02 to inclusive, where values
MaxNumlLinkFl | hexadecimal digits A
owsRev-1 through F are specified in
inclusive. | upper case letters.
Oxe9NN o\ X 0x00 Simultaneous delivery of Flow Protocol
. TN FlowNNSimultaneousDelive payload on both routes of Forward Link
évl]g iis thetwo- ryOnBothRoutesFwd Flow NN is not allowed.
hexadecimal NN is the two-digit 0x01 Simultaneous delivery of Flow Protocol
Link Flow hexadecimal Link Flow payload on both routes of Forward Link
number of the number in the range 0x00 Flow NN is allowed.
forward Link to MaxNumLinkFlowsFwd-
Flow in the 1 inclusive, where All other | Reserved.
range 0x00 to hexadecimal digits A values
MaxNumLinkF1 | through F are specified in
owsFwd-1 upper case letters.
inclusive.
Oxe8NN Flow NNOutOfOrderDelivery 0x00 Each Route of Forward Link Flow NN
. ToRouteProtocolFwd delivers Route Protocol payload in-order.
NN is the two-
digit NN is the two-digit 0x01 Each Route of Forward Link Flow NN may
hexadecimal hexadecimal Link Flow deliver Route Protocol payload out-of-
Link Flow number in the range 0x00 order.
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Attribute ID Attribute Values Meaning
number of the to MaxNumLinkFlowsFwd- | Al other | Reserved.
forward Link 1 inclusive, where values
Flow in the hexadecimal digits A
range 0x00 to through F are specified in
MaxNumLinkFl | upper case letters.
owsFwd-1
inclusive.
Oxe7NN 0x00 The values of the NAK Delay Time for flow
NN is the two- NNis zero.
digit 0x01 — The values of the NAK Delay Time for flow
hexadecimal Oxff NN is specified by the value of this
Link Flow attribute in units of 10 ms.
number of the
forward Link FlowNNNakDelayTimeFwd
Flow in the
range 0x00 to
MaxNumLinkFl
owsFwd -1
inclusive.
0x00 Transmission of BCMCS packets over RLP
is not allowed
Oxfff] BCMCSOverRLPAllowed ‘OxOl "_I‘ransmission of BCMCS packets over RLP
, = is allowed
All other | Reserved.
values
" - | ReservationKKReservation | 0x00 Access terminal does not support Priority
Oxe6KK QueuingSupported Queuing for the Reservation KK.
KK is the two- KK is the two-digit 0x01 Access terminal supports Priority Queuing
digit hexadecimal reverse link for the Reservation KK.
hexadecimal ReservationLabel, where
ReservationLabe | hexadecimal digits A All other | Reserved.
L. through F are specified in values
upper case letters.

2.9.2 Complex Attributes

The following complex attributes and default values are defined (see [8] for attribute record
definition).

2.9.2.1 FlowNNTimersFwd Attribute

NN is the two-digit hexadecimal Link Flow number of the forward Link Flow in the range
0x00 to MaxNumLinkFlowsFwd-1 inclusive, where hexadecimal digits A through F are
specified in upper case letters.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A
One or more of the following record:
ValuelD 8 N/A
AbortTimer 16 0x01f4
FlushTimer 16 0x012c

Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this field to 0xO3NN, where NN is the two-digit
hexadecimal Link Flow number in- \the range O0x00 to
MaxNumLinkFlowsFwd-1 inclusive.

ValuelD The sender shall set this fieldktolan identifier assigned to this complex
value. ‘ /

AbortTimer The sender shall set\this field to the value of the RLP abort timer for
this forward Link Fldkaiﬂ units of ms. The sender shall not set this
field to a V‘alue greater than MaxAbortTirher.

FlushTimer The sender shall set this field kk\t\,o the value of the RLP flush timer for

this forward Link Flow in units of ms. The value of the RLP flush

; ‘timer shall be less than or equal to that of the corresponding abort
timer. 8

2.9.2.2 FlowNNTimersRev Attriblife ‘

NN is the two-digit hexadecimal Link Flow number of the reverse Link Flow in the range

0x00 to MaxNumLinkFlowsRev-1 inclusive, where hexadecimal digits A through F are

specified in upper case letters.

Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A
One or more of the following record:
ValuelD 8 N/A
AbortTimer 16 0x01f4
FlushTimer 16 0x012c¢

Length

Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.
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AttributelD The sender shall set this field to 0x04NN, where NN is the two-digit
hexadecimal Link Flow number in the range O0x00 to
MaxNumLinkFlowsRev-1 inclusive.

ValuelD The sender shall set this field to an identifier assigned to this complex
value.
AbortTimer The sender shall set this field to the value of the RLP abort timer for

this reverse Link Flow in units of ms. The sender shall not set this
field to a value greater than MaxAbortTimer.

FlushTimer The sender shall set this field to the value of the RLP flush timer for
this reverse Link Flow in units of ms. The value of the RLP flush
timer shall be less than or equal to that of thé‘j:porresponding abort
timer. L

2.9.2.3 FlowNNReservationFwd Attribute \

NN is the two-digit hexadecimal Link Flow numbér of the‘_forward Liﬁk Flow in the range

0x00 to MaxNumLinkFlowsFwd-1 inclusive, where hexadecimal digits A through F are

specified in upper case letters. k '

Field Length (bits)‘k‘k:;~~;\kkkkmDefault for | Default for Default for
| NN=0x00 | NN=0x01 NN > 0x01

Length 18 N/A o |N/A N/A
AttributelD -~ |16, N/A Inya N/A
One or more Qcc‘ufreng:esf of the following record:

|valuelD |8 _[N/A N/A N/A
ReservationCount |8 | ox01 0x01 0x00

ReSerVationCount 6ccgrrenées of the following field:

ReserationLabel 8 Oxff Oxfe N/A

Length ' Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this field to OxOSNN, where NN is the two-digit
hexadecimal Link Flow number in the range O0x00 to
MaxNumLinkFlowsFwd-1 inclusive.

ValuelD The sender shall set this field to an identifier assigned to this complex
value.

ReservationCount The sender shall set this field to the number of reservations
associated with this Link Flow.
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The sender shall set this field to the ReservationLabel of the
reservation associated with this Link Flow.

2.9.2.4 FlowNNReservationRev Attribute

NN is the two-digit hexadecimal Link Flow number of the reverse Link Flow in the range

0x00 to MaxNumlLinkFlowsRev-1 inclusive, where hexadecimal digits A through F are

specified in upper case letters.

Field Length (bits) Default for Default for Default for
NN = 0x00 NN= 0x01 NN > 0x01
Length 8 N/A N/A N/A
AttributelD 16 N/A N/A N/A
One or more occurrences of the following record: "\
ValuelD 8 N/A N/A - N/A
ReservationCount |8 0x01 ox01 0x00
ReservationCount occurrences of the following field:” N\
ReservationLabel 8 Oxff Oxfe | N/A
Length Length of the compl‘ezkk(f‘atf;ribute in octets. The sender shall set this
field to the length of thé‘egf‘npl‘ex attribute excluding the Length field.
AttributeID P Thy'e sender shall set this"Vfiel‘d*\t‘dk:OXOV6NN, where NN is the two-digit
hexadecimal Link Flow number in the range O0x00 to
_ MaxNumLinkFlowsRev-1 inclusive.
ValueID N \\The sénd‘er shall set this field to an identifier assigned to this complex
‘ value. 1
ReservationCduri‘t_ The serider shall set this field to the number of reservations
" \__associated with this Link Flow.
ReservationLabel | The sender shall set this field to the ReservationLabel of the

reservation associated with this Link Flow.

2.9.2.5 ATSupportedFlowProtocolParameters PP Attribute

PP is the two-digit hexadecimal ProtocollD number for the Flow Protocol as specified in [3],
where hexadecimal digits A through F are specified in upper case letters.

2-84



10

11

12

13

14

15

16

17

18

19

20

21
22

Enhanced Multi-Flow

Packet Application

3GPP2 C.S0063-B v0.2

Field Length (bits) Default for PP | Default for PP
= 0x00, 0x01, other than
0x05 0x00, 0x01,
0x05

Length 8 N/A N/A

AttributelD 16 N/A N/A

One occurrence of the following record:

ValuelD N/A N/A

ProtocolSupported 0x01 0x00

SupportedProtocolParametersValue 8 0x00 0x00

sLength

SupportedProtoco | N/A RN
SupportedProtocolParametersValue |ParametersValue P N/A
S
sLength x 8
Length Length of the complex 'aftribute in octets. The sender shall set this
field to the length of the complex attrlbute excludmg the Length field.
AttributelD The sender shall set th1s field to OxOfPP
ValuelD The sender shall 'set th1s fleld to an 1dent1ﬁer assigned to this complex
“value. - N
klkThe Hse‘nder shall set this field to 0x00 if the Flow Protocol PP is not

ProtocolSupported

Supported. Otherw,is'e,' the sender shall set this field to 0x01 if the
‘Flkow‘Protocol PPis supported. All other values are reserved.

SupportedProtoco1ParametersValuesLength

If the SupportedProtocolParametersValues record is not included, the

,,/jf',/ sender shall set this field to 0x00. Otherwise, the sender shall set

this field to the length of the SupportedProtocolParametersValues
record in units of octets.

SupportedProtocolParametersValues

Unless specified otherwise by [3], the sender shall omit this record. If
PP is 0x04 and ProtocolSupported is 0x01, then the sender shall set
this record as defined in 2.9.2.5.1. If PP is less than 0x04 or equal to
0x05, the sender shall omit this record.

2.9.2.5.1 Definition of SupportedProtocolParametersValues record when the Flow Protocol
or Route Protocol is ROHC
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Field Length (bits)
MaxSupportedMaxCID 16
LargeCIDSupported 1
MaxSupportedMRRU 16
TimerBasedCompressionSupported | 1
SupportedProfileCount 8
SupportedProfileCount occurrences of the following
field:

SupportedProfile 16
Reserved 0 - 7 (as needed) |
MaxSupportedMaxCID

LargeCIDSupported

MaxSupportedMRRU

The sender shall set this ﬁeld to the maximum MAX_CID parameter
supported.

The sender shall sekkt‘"‘thkis field to O’ if large CID representation is not
supported according'to [6]. Otherwise, the sender shall set this field
to ‘1’ if large CID represéntation is supported.

’fhe sender‘ shall set this field to the MRRU supported by the

‘d\ecompr’és'sor according” to [6]. Default value is 0x0000 (no

h \se\gmentation}.

TimerBasedCompressionSupportéd :

The sender shall set this field to ‘1’ if the compressor at the access
terminal supports timer based compression mode. Otherwise, the

‘sender shall set this field to ‘0.

SupportedProfileCount

SupportedProfile

Reserved

The sender shall set this field to the number of ROHC profiles
supported.

The sender shall set this field to the ROHC profile supported by the
compressor and decompressor. IANA ROHC profile identifier
definitions can be found at [12].

The sender shall add reserved bits to make the length of the entire
record an integer number of octets. The sender shall set these bits to
‘0’. The receiver shall ignore this field.
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2.9.2.6 ATSupportedRouteProtocolParameters PP Attribute

PP is the two-digit hexadecimal ProtocollD number for the Route Protocol as specified in [3],
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where hexadecimal digits A through F are specified in upper case letters.

Length
: field to the length of “th\ef“cq;pplexkatt‘ri’bute excluding the Length field.
AttributelD ' ’/;"‘Thie ké‘eﬁkd‘er shall setth1sfleldt00x10PP
ValueID ;\ The ,séﬁder shall set this fielyd to an identifier assigned to this complex
- . value. -
Protoéblsupported ‘ T“‘hék“séﬁder shéll set this field to 0x00 if the Route Protocol PP is not

,// /

SupportedProtocolParametersValuesLength
' If the SupportedProtocolParametersValues record is not included, the

sender shall set this field to 0x00. Otherwise, the sender shall set

this field to the length of the SupportedProtocolParametersValues

record in units of octets.

SupportedProtocolParametersValues

Field Length (bits) Default for PP | Default for PP
= 0x00 > 0x00
Length 8 N/A N/A
AttributelD 16 N/A N/A
One occurrence of the following record:

ValuelD 8 N/A N/A
ProtocolSupported 8 0x01 0x00
SupportedProtocolParametersValue 8 OxOO \ 0x00
sLength \

SupportedProtoco N /A
SupportedProtocolParametersValue IParametersValue N/A
S 2ANEIAN

sLength x. 8 \

Length of the comél‘exx attribute 1n octets. The sender shall set this

| shpportéd. Otherwise, the sender shall set this field to Ox01 if the
/ /Route Protocol PP is supported. All other values are reserved.

Unless specified otherwise by [3], the sender shall omit this record. If
PP is 0x04 and ProtocolSupported is 0x01, then the sender shall set
this record as defined in 2.9.2.5.1. If PP is less than 0x04, the sender
shall omit this record.
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2.9.2.7 ATSupportedQoSProfiles Attribute

Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One occurrence of the following record:

ValuelD N/A
QoSProfileCount 8 0
QoSProfileCount of the following record:
ProfileType 8 N/A
ProfileLength 8 N/A
ProfileValue ProfileLength x 8 —~ | N/A )
Length Length of the complex attribute in octets. The ‘sender shall set this
field to the length of the complex attribute excluding the Length field.
AttributelD The sender shall set this field to 0x0002.
ValuelD The sender shall set ‘thki‘:s“fi‘ekld to an identifier assigned to this complex
value. N
QoSProfileCount Thé sender shall set this ﬁeld\t\o the number of QoS Profiles that are
included in this message.
ProfileType( b The sender shall set this field to indicate the profile type. The sender
) shall set this field according to [3].
ProfileLength The sender shall set this field to length of the ProfileValue field in
units of octets.
ProfileValue The sender shall set this field to the profile according to [3].
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2.9.2.8 ANSupportedQoSProfiles Attribute

Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One occurrence of the following record:

ValuelD N/A
QoSProfileCount 8 0
QoSProfileCount of the following record:
ProfileType 8 N/A
ProfileLength 8 N/A
ProfileValue ProfileLength x-8 N / A
Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.
AttributelD The sender shall set this field to-0x0003.
ValuelD The sender shall “‘sef‘i ‘t‘hi‘s field to an identifier assigned to this complex
value. N
QoSProfileCount "The Sender shall set this ﬁkkéld‘to the number of QoS Profiles that are
included in this message.
ProfileType " The sender shall set this field to indicate the profile type. The sender
) shall set this field according to [3].
ProfileLength ' The sender shall set this field to length of the ProfileValue field in
_/units of octets.
ProfileValue The sender shall set this field to the profile according to [3].

2.9.2.9 MaxLinkFlows Attribute
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Field Length (bits) Default

Length 8 N/A

AttributelD 16 N/A

One or more occurrences of the following record:

ValuelD 8 N/A
MaxNumLinkFlowsFwd 8 0x06
MaxNumLinkFlowsRev 8 0x06
MaxActivatedLinkFlowsFwd 8 0x03
MaxActivatedLinkFlowsRev 8 0x03

Length Length of the complex attribute in octets. The sender shall set this

field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this field to 0x0004.

ValuelD The sender shall set this field to an identifier assigned to this complex
value. =

MaxNumLinkFlowsFwd

The sender shall set tl"ki‘i‘s.f‘ieldkk to indicate the maximum total number
of activated and deactivated ~f9i*Ward Link Flows supported. The value
shall be in the range of 0x06 to 0x1f, inclusive

MaxNumLinkFlowsRev
h \\’I‘\he sender shall set this field to indicate the maximum total number
of activated and deactivated reverse Link Flows supported. The value
shall be in the range of 0x06 to Ox1f, inclusive.

MaxActivatedLinkFlowsFwd
The sender shall set this field to indicate the maximum number of
simultaneous activated forward Link Flows supported. The value
shall be in the range of 0x03 to MaxNumLinkFlowsFwd, inclusive.

MaxActivatedLinkFlowsRev
The sender shall set this field to indicate the maximum number of
simultaneous activated reverse Link Flows supported. The value shall
be in the range of 0x03 to MaxNumLinkFlowsRev, inclusive.

2.9.2.10 ReservationKKQoSRequestFwd Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F
are specified in upper case letters.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One or more of the following record:

ValuelD 8 N/A
ProfileType 8 0x00
ProfileLength 16 0x0000
ProfileValue ProfileLength x 8 N/A

Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this field to 0x07KK, where KK is the two-digit
hexadecimal ReservationLabel.

ValuelD The sender shall set thisfield to an identifier assigned to this complex
value. . \

ProfileType The sender shall set this field to indicate the profile type. The sender
shall set this field as defined in [3]. "

ProfileLength “The sender shall set thlsfleld to length of the ProfileValue field in
units of octets. If ProfileTypeis equal to 0x00, then the sender shall
set thisfield to 0x0000.

ProfileValue The sender shall ‘sket this field to the Profile Value corresponding to

the Profile Type according to [3]. If ProfileType is equal to 0x00, then

j the sender shall omit this field. If ProfileType is equal to 0x01, if the
ANSupportedQoSProfiles attribute does not have a default value, and
“if this attribute is included in an AttributeUpdateRequest then the

requested Flow Profile IDs shall be a subset of the Flow Profile IDs in
the ProfileValue fields of the ANSupportedQoSProfiles attribute.

2.9.2.11 ReservationKKQoSRequestRev Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F
are specified in upper case letters.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One or more of the following record:

ValuelD 8 N/A
ProfileType 8 0x00
ProfileLength 16 0x0000
ProfileValue ProfileLength x 8 N/A

Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this field to 0xO8KK, where KK is the two-digit
hexadecimal ReservationLabel.

ValuelD The sender shall set this field to an identifier assigned to this complex
value. . .

ProfileType The sender shall set xk";khis_kfield to indicate the profile type. The sender
shall set this field as defined in [3].

ProfileLength The sender shall set| this fiéld\xkt“o length of the ProfileValue field in
units of octets. If ProfileType is' equal to 0x00, then the sender shall
set this field to 0x0000.

ProfileValue \\T he sender shall set‘tkhis field to the Profile Value corresponding to

the Profile Type according to [3]. If ProfileType is equal to 0x00, then
the éendﬁr shall omit this field. If ProfileType is equal to 0x01, if the
ANSupportedQoSProfiles attribute does not have a default value, and

if this attribute is included in an AttributeUpdateRequest, then the

requested Flow Profile IDs shall be a subset of the Flow Profile IDs in
the ProfileValue fields of the ANSupportedQoSProfiles attribute.

2.9.2.12 ReservationKKQoSResponseFwd Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F

are specified in upper case letters.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A
One or more of the following record:
ValuelD 8 N/A
ProfileType 8 0x00
ProfileLength 16 0x0000
ProfileValue ProfileLength x 8 | N/A

Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this field to 0x09KK, where KK is the two-digit
hexadecimal ReservationLabel.

ValuelD The sender shall set thisfield to an identifier assigned to this complex
value. . \

ProfileType The sender shall set this field to indicate the profile type. The sender
shall set this field as defined in [3]. "

ProfileLength “The sender shall set thlsfleld to length of the ProfileValue field in
units of octets. If ProfileTypeis equal to 0x00, then the sender shall
set thisfield to 0x0000.

ProfileValue The sender shall ‘sket this field to the Profile Value corresponding to

the Profile Type according to [3]. If ProfileType is equal to 0x00, then

' the sender shall omit this field.

2.9.2.13 ReservationKKQoSResponseRev Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F

are specified in upper case letters.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One or more of the following record:

ValuelD 8 N/A
ProfileType 8 0x00
ProfileLength 16 0x0000
ProfileValue ProfileLength x 8 | N/A

Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this field to Ox0aKK, where KK is the two-digit
hexadecimal ReservationLabel.

ValuelD The sender shall set this field to an identifier assigned to this complex
value. . .

ProfileType The sender shall set xk";khis_kfield to indicate the profile type. The sender
shall set this field as defined in [3].

ProfileLength The sender shall set| this fiéld\xkt“o length of the ProfileValue field in
units of octets. If ProfileType is' equal to 0x00, then the sender shall
set this field to 0x0000.

ProfileValue \\T He sender shall set‘tkhis field to the Profile Value corresponding to

the Profile Type according to [3]. If ProfileType is equal to 0x00, then
the sender shall omit this field.

2.9.2.14 MaxReservations Attribute
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One or more occurrences of the following record:

ValuelD 8 N/A
MaxNumReservationsFwd 8 Oxff
MaxNumReservationsRev 8 Oxff
MaxNumOpenReservationsFwd 8 0x0f
MaxNumOpenReservationsRev 8 0xO0f

Length

AttributelD

ValuelD

Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

The sender shall set this field to-0x0005.

The sender shall set this field to an identifier assigned to this complex
value. =

MaxNumReservationsFwd

The sender shall séf“~thi‘S~~field to indicate one less than the maximum
total number of Forwafdkkk]‘;‘i‘nlg Reservations supported that satisfy at
_least one of the following conditions:

¢ The Reservationis in Open state.

" e\ The Reservation is bound to a link flow.

o, The ReservationKKQoSRequestFwd corresponding to the
| | Reservation is set to a non-default value.

/

The value shall be in the range of 0x00 to Oxff, inclusive

MaxNumReservationsRev

The sender shall set this field to indicate one less than the maximum
total number of Reverse Link Reservations supported that satisfy at
least one of the following conditions:

e The Reservation is in Open state.
e The Reservation is bound to a link flow.

e The ReservationKKQoSRequestRev corresponding to the
Reservation is set to a non-default value.

The value shall be in the range of 0x00 to Oxff, inclusive.
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MaxNumOpenReservationsFwd

The sender shall set this field to indicate one less than the maximum
number of simultaneous activated Forward Link Reservations
supported. The shall be in the range of O0x00 to
MaxNumReservationsFwd, inclusive.

value

MaxNumOpenReservationsRev

The sender shall set this field to indicate one less than the maximum
number of simultaneous activated Reverse Link Reservations
supported. The shall be in the of 0x00 to
MaxNumReservationsRev, inclusive.

value range

2.9.2.15 FlowNNFlowProtocolParametersFwd Attribute

NN is the two-digit hexadecimal forward Link flow identifier, where hexadecimal digits A
through F are specified in upper case letters. e

Field Length (bits) Default for Defaﬁlt for Default for
NN = 0x00 - NN = 0x01 NN > 0x01
Length 8 N/A INJA IN/A
AttributeID 16 |N/A N/A N/A
One or more occurrences of the following recofd:,:‘ N .
ValuelD 8 N/A N/A N/A
ProtocolID |8 {ox01 0x05 0x00
ProtocolParametersLength ' | 8 0x00 0x00 0x00
ProtocolParaffieters " | ProtocolParamete <| N/A N/A N/A
\ rsLength x 8
Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.
AttributelD The sender shall set this field to OxObNN, where NN is the two-digit
hexadecimal forward Link flow number.
ValuelD The sender shall set this field to an identifier assigned to this complex
value.
ProtocollD The sender shall set this field to n identifier for the Flow Protocol as
specified in [3] ProtocolParametersLength
If the ProtocolParameters record is not included, then the sender
shall set this field to 0x00. Otherwise, the sender shall set this field
to the length of the ProtocolParameters record in units of octets.
ProtocolParameters Unless specified otherwise by [3], the sender shall omit this record. If

ProtocolID is 0x04, then the sender shall set this record as defined in
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2.9.2.15.1. If ProtocollD is less than 0x04 or equal to 0x05, the
sender shall omit this record.

2.9.2.15.1 Definition of ProtocolParameters record when the Flow Protocol or Route Protocol

is ROHC
Field Length (bits)

MaxCID 16
LargeCIDs 1
FeedbackForIncluded 1
FeedbackFor Oor 5
MRRU 16 .
ProfileCount 8
ProfileCount occurrences of the following field:
Profile e 16
Reserved ; o- 7‘(‘as needed)

MaxCID

LargeCIDs

The sender shall setth1sﬁeld to the MAX_CID parameter for this

~ROHC Channel. Th,e_se'n\de\r\ ‘shall‘not set this field to a value greater
than MaxSupportedMaxCID.

N I the LARGE_CIDS parameter for this ROHC Channel is false, then
) thek sender-shall set this field to ‘0’. Otherwise, the sender shall set

this. field to ‘1. The sender shall not set this field to ‘1’ if

3 Dargc;CIDSupported is not set to ‘1.

FeedbaokFOrIncludéd' If ROHC feedback associated with another Link flow (ROHC channel)

FeedbackFor

MRRU

ProfileCount

is sent on this Link flow (ROHC channel), then this field shall be set
to ‘1’. Otherwise, this field shall be set to ‘0’.

If FeedbackForIncluded is set to ‘O’, then the sender shall omit this
field. Otherwise, the sender shall set this field to the Link flow
number (ROHC channel) to which ROHC feedback sent on this Link
flow (ROHC channel) refers.

The sender shall set this field to the MRRU parameter for this ROHC
channel. The sender shall not set this field to a value larger than
MaxSupportedMRRU.

The sender shall set this field to the number of ROHC profiles
supported by the decompressor.

2-97



10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

26

27

3GPP2 C.S0063-B v0.2

Profile

Reserved

Enhanced Multi-Flow Packet Application

The sender shall set this field to the ROHC profile supported by the
decompressor according to [6]. The sender shall not set this field to a
value that is not included in the list of supported Profiles.

The sender shall add reserved bits to make the length of the entire
record an integer number of octets. The sender shall set these bits to
‘0’. The receiver shall ignore this field.

2.9.2.16 FlowNNFlowProtocolParametersRev Attribute

NN is the two-digit hexadecimal reverse Link flow number, where hexadecimal digits A

through F are specified in upper case letters.

Field Length (bits) Default for Default for Default for
NN = 0x00 NN =0x01 NN > 0x01
Length 8 N/A N/A N/A
AttributeID 16 N/A IN/A N/A
One or more of the following record: - ;
ValuelD 8 N/A 1N/A IN/A
ProtocollD 8 - |ox01 0x05 0x00
ProtocolParametersLength |8 OXOO | 0x00 0x00
ProtocolParameters Prof;ocolParamete N/ A N/A N/A
rsLength x 8 -
Length kkLerigth':of the complex atfribute in octets. The sender shall set this
‘ field to the length of the complex attribute excluding the Length field.
AttributelD The Sender shall set this field to OxOcNN, where NN is a two-digit
hexadecimal reverse Link flow number.
ValuelD The sender shall set this field to an identifier assigned to this complex
value.
ProtocollD The sender shall set this field to an identifier for the Flow Protocol as

specified in [3].

ProtocolParametersLength

ProtocolParameters

If the ProtocolParameters record is not included, then the sender
shall set this field to 0x00. Otherwise, the sender shall set this field
to the length of the ProtocolParameters record in units of octets.

Unless specified otherwise by [3], the sender shall omit this record. If
ProtocolID is 0x04, then the sender shall set this record as defined in
2.9.2.16.1. If ProtocollD is less than 0x04 or equal to 0x05, the
sender shall omit this record.
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2.9.2.16.1 Definition of ProtocolParameters record attribute when the Flow Protocol or

Route Protocol is ROHC

MaxCID

LargeCIDs

3GPP2 C.S0063-B v0.2

Field Length (bits)
MaxCID 16
LargeCIDs 1
FeedbackForIncluded 1
FeedbackFor Oor5
MRRU 16
TimerBasedCompression 1
ProfileCount 8 ’
ProfileCount occurrences of the following field:' <
Profile 16 e
Reserved - 0 —/17 (as needed) \

The sender shall set this ﬁeld to the MAX CID parameter for this
ROHC Channel. The sender shall not set this field to a value greater

_than MaxSupportedMaXCID

\

If the LARGE_ CIDS parameter for this ROHC Channel is false, then

“~;the _sender shall set this field to ‘0’. Otherwise, the sender shall set
\this’ ﬁeld to ‘1°. If LargeCIDSupported is ‘0’, then the sender shall not

set. thlS field to “1°.

FeedbackF orIncluded If ROHC feedback associated with another Link flow (ROHC channel)

FeedbackFor "

MRRU

s sent on this Link flow (ROHC channel), then this field shall be set
" to ‘1’. Otherwise, this field shall be set to ‘O’.

If FeedbackForIncluded is set to ‘O’, then the sender shall omit this
field. Otherwise, the sender shall set this field to the Link flow
number (ROHC channel) to which ROHC feedback sent on this Link
flow (ROHC channel) refers.

The sender shall set this field to the MRRU parameter for this ROHC
channel. The sender shall not set this field to a value greater than
MaxSupported MRRU.

TimerBasedCompression

The sender shall set this field to ‘O’ if timer based compression
according to [6] is not enabled for this ROHC channel. The sender
shall set this field to ‘1’ if timer based compression according to [6] is
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ProfileCount

Profile

Reserved

enabled for this ROHC channel. If TimerBasedCompressionSupported
is set to ‘0’, then the sender shall not set this field to ‘1°.

The sender shall set this field to the number of ROHC profiles
supported by the decompressor.

The sender shall set this field to the ROHC profile supported by the
decompressor according to [6]. The sender shall not set this field to a
value that is not included in the list of supported profiles.

The sender shall add reserved bits to make the length of the entire
record an integer number of octets. The sender shall set these bits to
‘0’. The receiver shall ignore this field.

2.9.2.17 FlowNNRouteProtocolParametersFwd Attribute

NN is the two-digit hexadecimal forward Link flow number, where hexadecimal digits A

through F are specified in upper case letters.

Field Length (bits) Default
Length 18 | N/A :
AttributeID |16 N/A

One or more of the following record:

ValuelD
ProtocollD ) 8 / 0x00
ProtoCoIParametersLéngth ; 8 0x00
; ProtocolParamete | N/A
ProtocolParameters rsLength x 8
Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.
AttributelD The sender shall set this field to OxOdNN, where NN is a two-digit
hexadecimal forward Link flow number.
ValuelD The sender shall set this field to an identifier assigned to this complex
value.
ProtocollD The sender shall set this field to an identifier for the Route Protocol as

specified in [3].

ProtocolParametersLength

If the ProtocolParameters record is omitted, then the sender shall set
this field to 0x00. Otherwise, the sender shall set this field to the
length of the ProtocolParameters record in units of octets.
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ProtocolParameters

Unless specified otherwise by [3], the sender shall omit this record. If
ProtocolID is 0x04, then the sender shall set this field as defined in
2.9.2.15.1. If ProtocolID is less than 0x04, the sender shall omit this
record.

2.9.2.18 FlowNNRouteProtocolParametersRev Attribute

NN is the two-digit hexadecimal reverse Link flow number, where hexadecimal digits A

through F are specified in upper case letters.

Field Length (bits) Default
Length 8 N/A
AttributelD

16 N/A

One or more of the following record:

ValuelD 8 U IN/A
ProtocollD 8 N 0x00
ProtocolParametersLength 8 ; 0x00"
ProtocolParameters ProtocolParamete | N/ Ag
rsLength x 8
Length Length of the com\}‘il‘eg\at‘;ribute in octets. The sender shall set this
field to the length of thé cgi’i’xplex attribute excluding the Length field.
AttributelD k The sender shall set this field to 0Ox0OeNN, where NN is a two-digit
‘hexadecimal reverse Link flow number.
ValuelD The SEnder shall set this field to an identifier assigned to this complex
‘ value.
ProtocollD The sender shall set this field to an identifier for the Route Protocol as

specified in [3].

ProtocolParafnetersLength

ProtocolParameters

If the ProtocolParameters field is omitted, then the sender shall set
this field to 0x00. Otherwise, the sender shall set this field to the
length of the ProtocolParameters record in units of octets.

Unless specified otherwise by [3], the sender shall omit this record. If
ProtocollD is 0x04, then the sender shall set this field as defined in
2.9.2.16.1.

2.9.2.19 ReservationKKBCMCSFlowIDAssociation Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F

are specified in upper case letters.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One occurrence of the following record:

ValuelD

8 N/A

BCMCSFlowCount 8 0x00

BCMCSFlowCount occurrences of the following record:

BCMCSFlowID 32 N/A

Length

AttributelD

ValuelD

BCMCSFlowCount

BCMCSFlowID

Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

The sender shall set this field to 0x11KK; where KK is the two-digit
hexadecimal ReservationLabel.

The sender shall set this field to an identiﬁer assigned to this complex

value.

The sender shall setthls field ‘to \the number of BCMCS Flow
identifiers associated W‘ithth\iks reservation.

The sender shall set this ﬁeid~~~\'\c6“‘the BCMCS Flow identifier(s) of the

BCMCS Flow(s) that are associated with this reservation.

2.9.2.20 Re/serVationKK\BCMCSProgramIDAssociation Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F
are specified in upper case 11etters“.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One occurrence of the following record:

ValuelD

8 N/A

ProgramCount 8 0x00

ProgramCount occurrences of the following record:

ProgramIDLSBLength 8 N/A
ProgramIDLSBs 32 N/A
FlowDiscriminatorCount 8 N/A

FlowDiscriminatorCount occurrences of the following record:

FlowDiscriminator 8 : N/A

Length
AttributelD
ValuelD

ProgramCount

Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

The sender shaﬂ“sgt this field to 0x12KK, where KK is the two-digit
hexadecimal ReservationLabel.

The sender shall set this ~~fki:ké1dkkto an identifier assigned to this complex

value.

The sender shall set this field to the number of BCMCS Programs

\ that\is associated with this reservation.

ProgramIDLSBLength The ‘sender shall set this field to the valid number of the least

ProgramIDLSBs

| significant bits of the ProgramID of the BCMCS Program that is
/associated with this reservation.

The sender shall set this field to the ProgramIDLSBLength least
significant bits of Program ID of the BCMCS Program that is
associated with this reservation.

FlowDiscriminatorCount The sender shall set this field to the number of Flow

FlowDiscriminator

Discriminators for the Program that is associated with this
reservation. If all the Flow Discriminators for this ProgramlD is
associated with this reservation, then the sender shall set this field to
0.

The sender shall set this field to the Flow Discriminator that is
associated with this reservation.
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2.10 Session State Information

The Session State Information record (see [8]) consists of parameter records.

This application defines the following parameter records in addition to the configuration
attributes for this application.

2.10.1 Location Parameter

Table 2.10.1-1. The Format of the Parameter Record for the Location Parameter

ParameterType

Length

LocationType

LocationValue

Field Length (bits)
ParameterType 8
Length 8
LocationType 8
LocationValue 8 x (Length < 2)

This field shall be set to 0x01 for this pérameter record.

This field shall be set to the length of t’his‘parameter record in units
of octets excluding the Length field. '

This field shall be set to the value of LocationType associated with the
access terminal’s session.

This field shall be set 'to the stored value of LocationValue associated
with theaccess terminal’s session.

2.10.2 FlowControlState Parameter

Table 2.10.2-1. The Format of the Parameter Record for the FlowControlState

ParameterType

Length

FlowControlState

Parameter
Field Length (bits)
ParameterType 8
Length 8
FlowControlState 8

This field shall be set to 0x02 for this parameter record.

This field shall be set to the length of this parameter record in units
of octets excluding the Length field.

This field shall be set to 0x00 if the state of the Flow Control Protocol
associated with the access terminal’s session is Close. Otherwise, this
field shall be set to 0x01l. All the other values for this field are
reserved.
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2.10.3 DataOverSignalingMessageSequence Parameter
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Table 2.10.3-1. The Format of the Parameter Record for the
DataOverSignalingMessageSequence Parameter

ParameterType

Length

Reserved1l
RebéiVe;PointerA
Reserved2 “
TransmitPoiri:cérA
Reserved3
ReceivePointerB

Reserved4

Field Length (bits)
ParameterType 8
Length 8
Reservedl 2
ReceivePointerA 6
Reserved?2 2
TransmitPointerA 6
Reserved3 2
ReceivePointerB 6
Reserved4 2
TransmitPointerB i 6

This field shall Bé*sgt to 0x03 for this parameter record.

This field shall be settothe lengthk of this parameter record in units

_of octets excluding the Len

“field.

gth field.

‘The sender shall set this fiéld to ‘00’. The receiver shall ignore this

Thkiskﬁeld shall be set to the value of the receive pointer for
DataOverSignaling message validation on Route A, V(Ra).

field.

/ /The sender shall set this field to ‘00’. The receiver shall ignore this

This field shall be set to the value of the transmit pointer for
DataOverSignaling message validation on Route A, V(Sa).

The sender shall set this field to ‘00’. The receiver shall ignore this

field.

This field shall be set to the value of the receive pointer for
DataOverSignaling message validation on Route B, V(Rz).

The sender shall set this field to ‘00’. The receiver shall ignore this

field.
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TransmitPointerB
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This field shall be set to the value of the transmit pointer for
DataOverSignaling message validation on Route B, V{(Sg).

2.10.4 StorageBLOB Parameter

Table 2.10.4-1. The Format of the Parameter Record for the StorageBLOB Parameter

ParameterType

Length

StorageBLOBType

StorageBLOB

StorageBLOB

Field Length (bits)
ParameterType 8
Length 8
StorageBLOBType 16
StorageBLOBLength 8
StorageBLOB O or 8 x StorageBLOBLength |-

This field shall be set to 0x04 for this parameter record.

This field shall be set to the length of this parameter record in units
of octets excluding the Length field.

This field shall be séfto‘zero if the value of its stored StorageBLOB is
NULL; otherwise, this\ field shall \be set to the stored value of
StorageBLOBType. N o

‘ ) Length
This field shall be set to zero if the value of its stored StorageBLOB is

- NULL; otherwise, this field shall be set to the stored value of
‘StorageBLOB Length.

This field shall be omitted if the value of the stored StorageBLOB is
NULL; otherwise, this field shall be set to the stored value of

‘StorageBLOB.
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2.10.5 ReservationState Parameter

Table 2.10.5-1. The Format of the Parameter Record for the ReservationState

Parameter
Field Length (bits)
ParameterType 8
Length 8
OpenReservationCount 8

OpenReservationCount occurrences of the following record:

Link 1
ReservationLabel 8
Reserved 0-7 k'(as/ neédekd);
ParameterType This field shall be set tofO'X;OS_for this ;parametkerk fecord.
Length This field shall be set to the lehgth of this parar/r_l,e,teryrecord in units

of octets excludiné‘*the Length field.

OpenReservationCount

\This ﬁeld shall be set to tﬁg number of Reservations that are in the
\ Open/,,s"t,ate. '

Link ‘:This:iﬁeld shall be set to ‘1’ for a forward link Reservation, and to ‘O’
N\ for a reverse link Reservation.

Reservatki‘onLabel | This field shall be set to the ReservationLabel.

Reserved The sender shall add reserved bits to make the length of the entire
: parameter an integer number of octets. The sender shall set these
bits to zero. The receiver shall ignore this field
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2.10.6 RouteState Parameter

Table 2.10.6-1. The Format of the Parameter Record for the RouteState Parameter

Field Length (bits)

ParameterType 8
Length 8
RouteSelectionProtocolState 2
NextRouteSelectTransactionID 8
NextActivateRouteTransactionID 8
Reserved 6

ParameterType This field shall be set to 0x06 for this parameter record.

Length This field shall be set to the length of this parameter record in units

of octets excluding the Length field.
RouteSelectionProtocolState

This field shall be sef to indicate the state of Route Selection Protocol
according to Table 2,10.6-2.

Table 2. 10.6‘-2‘.\ RouteSelectionProtdcolState Encoding

’ State Value
| AOpen B Setting | 00’
) A Open B Rising | Ol
A Setting B Open ‘10’
: A Rising B Open ‘11’

/

NextRouteSelect’I/‘ransactionID

This field shall be set to the TransactionID field of the next
RouteSelect message that will be sent.

NextActivateRouteTransactionID

This field shall be set to the TransactionID field of the next
ActivateRoute message that will be sent.

Reserved This field shall be set to ‘000000°’. The receiver shall ignore this field.
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1 3 MULTI-LINK MULTI-FLOW PACKET APPLICATION
2 3.1 Introduction

3 3.1.1 General Overview

4 The Multi-link Multi-flow Packet Application provides multiple octet or packet streams that
5 can be used to carry octets or packets between the access terminal and the access network.
6  Each octet or packet stream is called a Link Flow. Each Link Flow provides two routes for
7 transmission and reception of payloads from the higher layer. These routes are named
s  Route A and Route B and can be carried using a single receiver-transmitter pair. Each
9 route is associated with a transmitter-receiver pair. Figure 3.1.1-1 shows the association
10 between a forward Link Flow and the transmitters and receivers for.its two routes. Figure
1 3.1.1-2 shows the reference architecture for a reverse Link Flow-.

Forward Link Flow NNV

Access Network

Route A ‘ Route B
Transmitter Transmitter
TN A
Signalihg k Signaling
SAR Messages " SAR Messages
ackets (including packets (including
P DataOverSignaling P 8 DataOverSignaling
messages) ) messages)
- \ \ /
Route A ~ Route B
Receiver Receiver
12 (Access Terminal

13 Figure 3.1.1-1. Reference Architecture for a Forward Link Flow
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Reverse Link Flow NNV

Access Terminal

Route A Route B
Transmitter Transmitter
A A
Signaling Signaling
SAR Messages SAR Messages
kets (including packets (including
pac DataOverSignaling DataOverSignaling
messages) messages)
Y \ A 4
Route A Route B
Receiver Receiver

Access Network

Figure 3.1.1-2. Reference Architecture for a Reverse Link Flow

The relationship between the Multi-link Multi-flow Packet Application protocols is
illustrated in Figure 3.1.1-3.

Route Selection
Protocol (RSP)

| Segmentation and
Reassembly Protocol
(SAR)

Location Update
Protocol

Data Over Signaling
Protocol

Quick Nak Protocol
(QN)

Flow Control Protocol

Figure 3.1.1-3. Multi-link Multi-flow Packet Application Protocols

Figure 3.1.1-4 illustrates the relationship for each Link Flow between the Multi-link Multi-
flow Packet Application and the higher layer protocols supported by the Multi-link Multi-
flow Packet Application. The Flow Protocol and the Route Protocol are referred to as higher
layer protocols. The protocols defined in the Multi-link Multi-flow Packet Application are
shown shaded. The Route Selection Protocol routes Flow Protocol PDUs to either instance A
or instance B of the Route Protocol. Instance A of the Route Protocol is bound to Route A of
the Link Flow. Instance B of the Route Protocol is bound to Route B of the Link Flow.
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Flow Protocol

Route Selection Protocol

Route Protocol Instance A Route Protocol Instance B
Link Route A Route A Route B Route B
Flow SAR Data Over SAR Data Over
QN | QN QN Signaling QN | QN QN Signaling
#1|#2| = |#N | Protocol #1 | #2| = |#N| Protocol

Air-interface Layers
below the Application Layer, see [8]

Figure 3.1.1-4. Relationship for each Link Flow between Multi-link Multi-flow Packet

Application and Higher Layer Protocols

The Multi-link Multi-flow Packet Application provides:

the functionality defined in [1],

the Route Selection Protocol, which routes Flow Protocol PDUs over either Route A or
Route B of a Link Flow. ‘

the Segmentation and Reassembly |(SAR) Protocol, which provides retransmission (if
needed) and duplicate detection of higher layer octets or packets transmitted on each
route, :

the Quick Nak ‘Protoc/ol, which provides indication of erased higher layer octets or
packets,

the Data Over Signaling Protocol, which provides transmission and duplicate detection
of higher layer data packets transmitted on each route using signaling messages,

the Location Update Protocol, which defines location update procedures and messages
in support of mobility management for the Packet Application,

the Flow Control Protocol, which provides flow control for the Multi-link Multi-flow
Packet Application, and

ability to negotiate Route Protocol and Flow Protocol parameters.

This application uses the Signaling Application to transmit and receive messages.

3.1.2 Public Data

Subtype for this application

3.1.3 Data Encapsulation for the InUse Instance of the Application

Figure 3.1.3-1 illustrates the relationship between octets from the Route Protocol, SAR
packets, QN packets, and Stream Layer payload for the case when the Link Flow carries an

octet stream.
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Route Protocol Octets

SAR SAR SAR

SAR
packets header SAR payload hoader |  SAR payload header SAR payload
QN QN QN QN
packets | header QN payload header QN payload header QN payload
Stream Layer Stream Layer Stream Layer
payload payload payload

Figure 3.1.3-1. Multi-link Multi-flow Packet Application Encapsulation when the Link
Flow carries an Octet Stream

Figure 3.1.3-2 illustrates the relationship between packets from the Route Protocol, SAR
packets, QN packets, and Stream Layer payload for the case when the Link Flow carries a
packet stream.

Route Protocol Packet Route Protocol Packet
SAR SAR SAR ' SAR
packets header SAR payload header SAR payload header SAR payload
QN ON QN ON
packets | header QN payload header ON payload header QN payload
Stream Layer . Stream Layer Stream Layer
payload payload payload

Figure 3.1.3-2. Multi-link Multi-flow Packet Application Encapsulation when the Link
/ Flow carries a Packet Stream

3.2 Protocol Initialization

3.2.1 Protocol Initialization for the InConfiguration Application Instance

Upon creation, the InConfiguration instance of this application in the access terminal and
the access network shall perform the following in the order specified:

e The fall-back values of the attributes for this application instance shall be set to the
default values specified for each attribute.
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o If the InUse instance of this application (i.e., corresponding to the stream to which this
application is bound) has the same application subtype as this InConfiguration
application instance, then the fall-back values of the attributes defined by the
InConfiguration application instance shall be set to the corresponding attribute values
for the InUse application instance.

e The value for each attribute for this application instance shall be set to the fall-back
value for that attribute.

e The value of the InConfiguration application instance public data shall be set to the
value of the corresponding InUse application instance public data.

e The value of the application subtype associated with the InConfiguration application
instance shall be set to the application subtype that identifies this application.

3.3 Procedures and Messages for the InConfiguration Instance of the Packet
Application '

3.3.1 Procedures

This protocol uses the Generic Configuration Protocol (see\[8]) to define the processing of
the configuration messages. =

The Multi-link Multi-Flow Packet Appliéé‘tion shall not be bound to a Viftual stream.

The access terminal shall not send ei*CbnﬁgurationRequest message containing the
ReservationKKQoSResponserd attribute. Thé - access network shall not send a
ConfigurationRequest message containing the RéservationKKQoSRequestFWd attribute. The
access terminal shall not send a | ConfigurationRequest message containing the
ReservationKKQoSRespons’éRév attribute.~ The access network shall not send a
ConfigurationRequest message containing the ReservationKKQoSRequestRev attribute.

The access terminal shall'\not initiate negotiation of the ANSupportedQoSProfiles attribute.
The access network shlall not initiate negotiation of the ATSupportedQoSProfiles attribute.
The access terminal/should include supported values of ProfileValue with ProfileType equal
to 0x04 in the ATSLipporteonSProﬁles attribute during the AT Initiated state of the Session
Configuration) Protocol. The access network shall include all supported values of
ProfileValue with ProfileType equal to 0x04 in the ANSupportedQoSProfiles attribute during
the AN Initiated state of the Session Configuration Protocol. The access terminal shall use
the ProfileType 0x00, 0x01, or O0x02 in the ReservationKKQoSRequestFwd or the
Reservation KKQoSRequestRev attributes. The access network shall use ProfileType 0x00 or
0x03 in the ReservationKKQoSResponseFwd or the ReservationKKQoSResponseRev
attributes.

The access network shall not initiate negotiation of the
ATSupportedFlowProtocolParameters PP attribute. The access network shall not initiate
negotiation of the ATSupportedRouteProtocolParametersPP attribute.

The access network shall not initiate negotiation of the MaxLinkFlows attribute.
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The access network and access terminal shall not propose value of MaxAbortTimer that is

less than any of the AbortTimer values in FlowNNTimersFwd and FlowNNTimersRev

Attributes.

3.3.2 Commit Procedures

The access terminal and the access network shall perform the procedures specified in this
section, in the order specified, when directed by the InUse instance of the Session
Configuration Protocol to execute the Commit procedures:

e All the public data that are defined by this application, but are not defined by the InUse
application instance shall be added to the public data of the InUse application.

e If the InUse instance of this application (corresponding to the stream to which this
application is bound) has the same subtype as this application instance, then

The access terminal and the access network shall set the attribute values
associated with the InUse instance of this application to the attribute values
associated with the InConfiguration instance of this application, and

The access terminal and the access-network shall purge the InConfiguration
instance of the application. \

o If the InUse instance of this applicafion (corresponding to the stream to which this
application is bound) does not have the same subtype as this application instance, then:

The access terminal and the acceskks‘“nékt‘wgrk shall initialize a receive pointer for
DataOverSignaling message validation*‘()q Route A, V(Ra), to 63.

The access terminal and the access network shall initialize a receive pointer for
DataOverSignaling message validation on Route B, V(Rg), to 63.

The access terminal and the access network shall initialize a transmit pointer
for DataOverSignaling message validation on Route A, V(Sa), to zero.

The access terminal and the access network shall initialize a transmit pointer
for DataOverSignaling message validation on Route B, V(Sg), to zero.

The \access terminal and the access network shall set the StorageBLOB
parameter of the Location Update Protocol to NULL.

The initial state of the Flow Control Protocol associated with the
InConfiguration instance of the Packet Application at the access terminal and
access network shall be set to the Close State.

The access network shall set the Forward Reservations with ReservationLabel
Oxff and Oxfe to the Open state. 15

The access terminal shall set the Reverse Reservations with ReservationLabel
Oxff and Oxfe to the Open state.

15 Forward and reverse link Reservations Oxff initialized in the Open state so that data can be sent

without having to perform a state transition.
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— The access network shall set the Forward Reservations with ReservationLabel
not equal to Oxff or Oxfe to the Close state.

— The access terminal shall set the Reverse Reservations with ReservationLabel
not equal to Oxff or Oxfe to the Close state.

— The Route Selection Protocol at the access terminal shall enter the A Open B
Setting state (See Figure 3.4.4.1.2-1).

— The InConfiguration instance of the Packet Application at the access terminal
and access network shall become the InUse instance for the Packet Application
(corresponding to the stream to which this application is bound).

e All the public data not defined by this application shall be removed from the public data
of the InUse application.

3.3.3 Message Formats

3.3.3.1 ConfigurationRequest

The ConfigurationRequest message format is as’ foliows:

Field @ . Length (bits)

MessagelD .8
TransactionID , -8

, '_Zéro or \mo‘re instances of the following record

- AttribufceRecord ‘ Attribute dependent
MessagelD " The sender shall set this field to 0x50.
TransaCtionID ‘ The ) serider shall increment this value for each new

’ ConfigurationRequest message sent.

v

AttributeReckordf ~ The format of this record is specified in [8].
Channels FTC RTC SLP Reliable
Addressing unicast Priority 40

3.3.3.2 ConfigurationResponse

The ConfigurationResponse message format is as follows:

3-7



10

3GPP2 C.S0063-B v0.2 Multi-link Multi-Flow Packet Application

Field Length (bits)
MessagelD 8
TransactionID 8

Zero or more instances of the following record

AttributeRecord Attribute dependent

MessagelD The sender shall set this field to Ox51.

TransactionID The sender shall set this value to the TransactionID field of the
corresponding ConfigurationRequest message.

AttributeRecord An attribute record containing a single attribute value. If this
message selects a complex attribute, only the ValuelD field of the
complex attribute shall be included in the message. The format of the
AttributeRecord is given in [8]. The sender shall not include more
than one attribute record with the same attribute identifier.

Channels FTC RTC | | SLP .| Reliable
Addressing unjké‘as;t Priority 40
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3.4 Route Selection Protocol

3.4.1 Overview

The Route Selection Protocol provides means to select either instance A or instance B of the
Route Protocol. The Route Selection Protocol routes Flow Protocol PDUs to the selected
instance of the Route Protocol. Instance A of the Route Protocol is bound to Route A of the
Link Flow. Instance B of the Route Protocol is bound to Route B of the Link Flow. The Route
Selection Protocol is a protocol associated with the Multi-link Multi-flow Packet Application.
The application subtype for this application is defined in [3].

3.4.2 Primitives and Public Data

3.4.2.1 Commands

This protocol does not define any commands.

3.4.2.2 Return Indications

This protocol does not return any indications. "

3.4.3 Protocol Data Unit

The Route Selection Protocol routes F“l‘owk"Prkotocol PDUs to the Route Protocol without
modifying them. Hence, the transmissioﬁ“uriit-Qf this protocol is the same as a Flow
Protocol PDU. The Flow Protocol for a forward Link Flow NN is identified by the ProtocollD
field of the FlowNNFlowProtocolParametersFwd attribute. The Flow Protocol for a reverse
Link Flow NNis identified by the ProtocollD field of the FlowNNFlowProtocolParametersRev
attribute.  \

3.4.4 Procedures and Messages for the InUse Instance of the Protocol
3.4.4.1 Procedures |

3.4.4.1.1 General Réquirements

If the FlowNNNFlowProtocolPDUFwd attribute of forward Link Flow NN is 0x00, then forward
Link Flow NN provides an octet stream to the Flow Protocol. If the
FlowNNFlowProtocolPDUFwd attribute of forward Link Flow NN is 0x01, then forward Link
Flow NN provides a packet stream to the Flow Protocol.

If the FlowNNFlowProtocolPDURev attribute of reverse Link Flow NN is 0x00, then reverse
Link Flow NN provides an octet stream to the Flow Protocol. If the
FlowNNFlowProtocolPDURev attribute of reverse Link Flow NN is 0x01, then reverse Link
Flow NN provides a packet stream to the Flow Protocol.

3.4.4.1.2 Access Terminal Requirements

The Route Selection Protocol associated with an activated Link Flow can be in one of four
states: A Open B Setting, A Open B Rising, A Setting B Open, or A Rising B Open. The
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Route Selection Protocol instance associated with all activated Link Flows shall be in the
same state at any time. When a Link Flow is activated, the Route Selection Protocol shall
enter the state that the Route Selection Protocols of other activated Link Flows are in. If no
other Link Flows are activated when a Link Flow is activated, then the Route Selection
Protocol shall enter the A Open B Setting state. If the Route Selection Protocol receives a
ConnectedState. ConnectionClosed indication or RouteUpdate.ConnectionLost indication, it
shall enter the A Open B Setting state. Figure 3.4.4.1.2-1 shows the state diagram for the
Route Selection Protocol at the access terminal.

Initial State

A Open
Tx ActivateRouteAck message B Setting
in response to

ActivateRoute message for Route B

Rx RouteSelect
message for Route A
Or Rx a Route protocol
packet on Route A
of any Link Flow

Rx RouteSelect
message for Route A

A Open
B Rising

A Rising
B Open

Rx RouteSelect
message for Route B

Rx RouteSelect
message for Route B -
Or Rx a Route protocol
packet on Route B
of any Link Flow

Tx ActivateRouteAck message
in response to
ActivateRoute message for Route A

A Setting
B Open

) AN

Figure 3.4.4.1.2-1. Route Selection Protocol State Diagram (Access Terminal)

3.4.4.1.2.1 A Open B Setting State

3.4.4.1.2.1.1 State Transitions

Upon receiving an ActivateRoute message requesting to activate Route B, the access
terminal shall perform the following:

o If TwoRoutesSupported is 0x01, the access terminal shall perform the following:

e The Route Selection Protocol shall issue a SAR.InitializeRoute command with Route B
as the argument.

e The access terminal shall initialize the Route Protocol bound to Route B.

o After the Segmentation and Reassembly Protocol and the Route Protocol are
initialized, the access terminal shall send an ActivateRouteAck message, and shall
transition to the A Open B Rising state.

e Otherwise, the access terminal shall ignore the ActivateRoute message.
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Upon receiving a RouteSelect message for Route A, the access terminal shall respond with a
RouteSelectAck message.

3.4.4.1.2.1.2 Transmitter Requirements

The access terminal shall route Flow Protocol PDUs to Route A. The access terminal shall
not route Flow Protocol PDUs to Route B.

3.4.4.1.2.1.3 Receiver Requirements if TwoRoutesSupported is 0x00

The access terminal shall pass Flow Protocol PDUs received on Route A to the Flow
Protocol. The access terminal shall discard Flow Protocol PDUs received on Route B.

3.4.4.1.2.1.4 Receiver Requirements if TwoRoutesSupported is 0x01

The access terminal shall pass Flow Protocol PDUs received on Route A to the Flow
Protocol.

If the FlowNNSimultaneousDeliveryOnBothRoutesFwd attribute for Link Flow NN is 0x01,
the access terminal shall perform the following: the access\‘ terminal'shall pass Flow Protocol
PDUs received on Route B of the Link Flow to the Flow Protocol if the access terminal has
not received an ActivateRoute message requesting to activyate Route B since the last time it
entered this state; otherwise, the access terminal shall discard Flow Protocol PDUSs received
on Route B.

If the FlowNNSimultaneousDeliveryOnBotHRoﬁtesFWd attribute for Link Flow NN is 0x00,
the access terminal,shallp\erform the folloWingk:“a the access terminal shall pass Flow
Protocol PDUs received on Route B of| the Link Flow to the Flow Protocol if the access
terminal has not passed Flow Protocol PDUs received on Route A of the Link Flow to the
Flow Protocol siné“e_the last time the access terminal entered this state and if the access
terminal has not received an ActivateRoute message requesting to activate Route B since
the last time it entered this state; otherwise, the access terminal shall discard Flow Protocol
PDUs received on Route B of the Link Flow.

3.4.4.1.2.2 A Open B'Rising State

3.4.4.1.2.2.1°State Transitions

Upon receiving a RouteSelect message requesting to select Route B16, the access terminal
shall respond with a RouteSelectAck message, and shall transition to the A Setting B Open
state. Upon receiving Flow Protocol PDU on Route B of any Link Flow!7, the access terminal
shall store the Flow Protocol PDU received from Route B for processing in the A Setting B
Open state and shall transition to the A Setting B Open state.

16 The access terminal could wait to send RouteSelectAck message and transition state until the next

Flow protocol packet boundary

17 The access terminal could wait to transition state until the next Flow protocol packet boundary.
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Upon receiving a RouteSelect message requesting to select Route A, the access terminal
shall respond with a RouteSelectAck message, and shall transition to the A Open B Setting
state.

If the access terminal receives an ActivateRoute message, the message shall be ignored.

3.4.4.1.2.2.2 Transmitter Requirements

The access terminal shall route Flow Protocol PDUs to Route A. The access terminal shall
not route Flow Protocol PDUs to Route B.

3.4.4.1.2.2.3 Receiver Requirements

The access terminal shall pass Flow Protocol PDUs received on Route A to the Flow
Protocol.

3.4.4.1.2.3 A Setting B Open State

3.4.4.1.2.3.1 State Transitions

Upon receiving an ActivateRoute message requesting to activate Route A, the access
terminal shall perform the following:

e The Route Selection Protocol shall issue: a SAR InitializeRoute command with Route A as
the argument. N

e The access terminal shall initialize the Route‘Pro‘tocol bounkd" to Route A.

e After the Segmentatlon and Reassembly Protocol and the Route Protocol are initialized,
the access terminal shall send an ActlvateRouteAck message, and shall transition to the
A Rlsmg B Open state ’

Upon receiving a RouteSeiect message for Route B, the access terminal shall respond with a
RouteSelectAck message.

3.4.4.1.2.3.2 Transmitter Requirements

The access terminal siiall route Flow Protocol PDUs to Route B. The access terminal shall
not route Flow Protocol PDUs to Route A.

3.4.4.1.2.3.3 Receiver Requirements

The access terminal shall pass Flow Protocol PDUs received on Route B to the Flow
Protocol.

If the FlowNNSimultaneousDeliveryOnBothRoutesFwd attribute for Link Flow NN is 0x01,
the access terminal shall perform the following: the access terminal shall pass Flow Protocol
PDUs received on Route A of the Link Flow to the Flow Protocol if the access terminal has
not received an ActivateRoute message requesting to activate Route A since the last time it
entered this state; otherwise, the access terminal shall discard Flow Protocol PDUs received
on Route A.
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If the FlowNNSimultaneousDeliveryOnBothRoutesFwd attribute for Link Flow NN is 0x00,
the access terminal shall perform the following: the access terminal shall pass Flow Protocol
PDUs received on Route A of the Link Flow to the Flow Protocol if the access terminal has
not passed Flow Protocol PDUs received on Route B of the Link Flow to the Flow Protocol
since the last time the access terminal entered this state and if the access terminal has not
received an ActivateRoute message requesting to activate Route A since the last time it
entered this state; otherwise, the access terminal shall discard Flow Protocol PDUs received
on Route A of the Link Flow.

3.4.4.1.2.4 A Rising B Open State

3.4.4.1.2.4.1 State Transitions

Upon receiving a RouteSelect message requesting to select Route A18 the access terminal
shall respond with a RouteSelectAck message, and shall transition to the A Open B Setting
state. Upon receiving Flow Protocol PDU on Route A of any Link Flow!9, the access terminal
shall store the Flow Protocol PDU received on Route A for processing in the A Open B
Setting state and shall transition to the A Open B -Setting state.

Upon receiving a RouteSelect message reques:t‘ing to select Route B, the access terminal
shall respond with a RouteSelectAck message, and shall transition to the A Setting B Open
state. g

If the access terminal receives an ActivaféRbilte message, the message shall be ignored.

3.4.4.1.2.4.2 Transmitter Requirements

The access terminéﬂ shall route Flow Protocol PDUs to Route B. The access terminal shall
not route Flow Protocol PDUs to Route A.

3.4.4.1.2.4.3 Receiver Requirements

The access terminal shall pass Flow Protocol PDUs received on Route B to the Flow
Protocol. '

3.4.4.1.3 Access Nétwork Requirements

If TwoRoutesSupported attribute is 0x00, then the access network shall not send
ActivateRoute or RouteSelect messages.

Upon sending an ActivateRoute message requesting to activate Route A, the access network
shall issue a SAR.InitializeRoute command with Route A as the argument and initialize the
Route Protocol bound to Route A.

18 The access terminal could wait to send RouteSelectAck message and transition state until the next

Flow protocol packet boundary.

19 The access terminal could wait to transition state until the next Flow protocol packet boundary.
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Upon sending an ActivateRoute message requesting to activate Route B, the access network
shall issue a SAR.InitializeRoute command with Route B as the argument and initialize the
Route Protocol bound to Route B.

3.4.4.2 Message Formats

3.4.4.2.1 RouteSelect

The access network sends this message to transition the access terminal to the A Open B
Setting or the A Setting B Open state.

Field Length (bits)
MessagelD 8
TransactionID 8
Route 1
Reserved 7

MessagelD The access network shall set this field to Ox1le.

TransactionID The access network"‘shall set this field to one more (rﬁodulo 256) than
the TransactionID field of the last RouteSelect message sent by the
access network. \

Route The access network shall seka‘thikks‘,‘ fieid to ‘O’ to transition the access
terminal to the A Open B Setting state. The access network shall set
this field to ‘1’ to transition the access terminal to the A Setting B

- Open state.

Reserved The 'access network shall set this field to ‘0000000’. The access
terminal shall ignore this field.

Channels — FTC SLP Best Effort
Addressing unicast Priority 40

3.4.4.2.2 RouteSelectAck

The access terminal sends this message to acknowledge the receipt of a RouteSelect
message.

MessagelD

Field Length (bits)
MessagelD 8
TransactionID 8

The access terminal shall set this field to Ox1f.
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TransactionID The access terminal shall set this field to the TransactionID field of
the RouteSelect message whose receipt is being acknowledged by this
message.

Channels RTC SLP Best Effort
Addressing unicast Priority 40

3.4.4.2.3 ActivateRoute

The access network sends this message to transition the access terminal to the A Rising B
Open state or the A Open B Rising state.

Field Length (bits)
MessagelD ~8 ‘
TransactionID 8
Route ( k 1
Reserved N\ 7

MessagelD The access netwqfkaskhall set this field to 0x20.
TransactionID The access network ‘éhaklkkl‘“sext this field to one more (modulo 256) than
“the TransactionID field 0f~~~thé‘~1ast"ActivateRoute message sent by the
access network. :
Route - k‘Thek"/s/Lc'cess network shall set this field to ‘0’ to transition the access
' terminal to the A Rising B Open state. The access network shall set
this field to ‘1’ to transition the access terminal to the A Open B
- Rising state.
Reserved ~/The access network shall set this field to ‘0000000’. The access
 terminal shall ignore this field.
Channels FTC SLP Reliable
Addressing unicast Priority 40

3.4.4.2.4 ActivateRouteAck

The access terminal sends this message to acknowledge the receipt of an ActivateRoute

message.
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Field Length (bits)
MessagelD 8
TransactionID 8

MessagelD The access terminal shall set this field to 0x21.

TransactionID The access terminal shall set this field to the TransactionID field of
the ActivateRoute message whose receipt is being acknowledged by
this message.

Channels RTC SLP Reliable
Addressing unicast Priority 40

3.4.4.3 Interface to Other Protocols

3.4.4.3.1 Commands

This protocol issue the following commands:

e SAR.InitializeRoute with argument indiké‘atikkng which Route is to be initialized.

3.4.4.3.2 Indications

This protocol registers to receive the following indié‘a*tip‘ﬁs:

° ConnectedState.CoﬁnectionCloSed

* RouteUpdate. Cor;héetian'oét

3.4.5 Protocol Numeric Constkants\

This protocol does not define any protocol numeric constants.

/
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3.5 Segmentation and Reassembly Protocol

3.5.1 Overview

The Segmentation and Reassembly Protocol (SAR) provides one or more octet or packet
streams with an acceptably low erasure rate for efficient operation of higher layer protocols
(e.g., TCP). When used as part of the Multi-link Multi-flow Packet Application, the protocol
carries one or more octet or packet streams from the higher layer. SAR is a protocol
associated with the Multi-link Multi-flow Packet Application. The application subtype for
this application is defined in [3].

3.5.2 Primitives and Public Data

3.5.2.1 Commands
This protocol defines the following commands:

e InitializeRoute with argument indicating which Route is to be initialized.

3.5.2.2 Return Indications

This protocol does not return any indications.

3.5.3 Protocol Data Unit

The transmission unit of this protocol is a SARxpkétCkket.

3.5.4 Procedures and Messages for the InUse Instance of the Protocol

A forward Link Flow NNV is defined to be activated if the FlowNNActivatedFwd attribute is set
to. OxO/l, where NN is the hexadecimal Link Flow number in the range 0x00 to
MaxNumlLinkFlowsFwd -1 inclusive. The number of activated Link Flows on the forward
link shall not exceed the value of the MaxActivatedLinkFlowsFwd attribute.

A reverse Link Flow/NN is defined to be activated if the Flow/NNActivatedRev attribute is set
to 0x01, where NN is the hexadecimal Link Flow number in the range 0x00 to
MaxNumLinkFlowsRev-1 inclusive. The number of activated Link Flows on the reverse link
shall not exceed the value of the MaxActivatedLinkFlowsRev attribute.

A Link Flow is defined to be deactivated if it is not activated.

This section defines the procedures and messages for the in-use instance of each forward or
reverse Link Flow.

3.5.4.1 Procedures

Each Route of the Link Flow receives octets or packets for transmission from the
corresponding instance of the Route Protocol and forms a SAR packet by prepending the
SAR packet header defined in 3.5.4.3 with a number of received contiguous octets.
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The Route Protocol for a forward Link Flow NN is identified by the ProtocollD field of
FlowNNRouteProtocolParametersFwd attribute. The Route Protocol for a reverse Link Flow
NN is identified by the ProtocolID field of Flow NNRouteProtocolParametersRev attribute.

If the Route Protocol is NULL20, then the transmitter shall set Route Protocols octets or
packets to Flow Protocol octets or packets routed along the Route. If the Route Protocol is
NULL, then the receiver shall set Flow Protocols octets or packets to Route Protocol packets
or octets received on the Route.

If the FlowNNRouteProtocolPDUFwd attribute of forward Link Flow NN is 0x00, then each
Route of forward Link Flow NN provides an octet stream to the corresponding instance of
the Route Protocol. If the Flow/NNRouteProtocolPDUFwd attribute of forward Link Flow NN
is 0x01, then each Route of forward Link Flow NN provides a packet stream to the
corresponding instance of the Route Protocol.

If the Flow NNOutOfOrderDeliveryToRouteProtocolFwd attribute of forward Link Flow NN is
0x00, then each Route of forward Link Flow NN delivers payload to the corresponding
instance of the Route Protocol in order. If the
Flow NNOutOfOrderDeliveryToRouteProtocolFwd attribute of fdrward Link Flow NN is 0x01,
then each Route of forward Link Flow NN may deliver payload to the correspondmg instance
of the Route Protocol out of order.

If the FlowNNRouteProtocolPDURev attribute of reverse Link Flow NN is'OXOO then each
Route of reverse Link Flow NN provides an octet stream to the corresponding instance of the
Route Protocol. If the FlowNNRouteProtocolPDURev attr1bute of reverse Link Flow NN is
0x01, then each Route of reverse Link |Flow NN provides a packet stream to the
corresponding instance of the Route Protocol. )

The policy SAR follows in determining the number of octets to send in a SAR packet is
beyond the scope of ‘thié*specification. It-is subject to the following requirements:

e The size of a SAR packet shall not exceed the maximum payload length that can be
carried by ‘a Stream Layer) packet given the target channel and current transmission
rate on that channel!

o If the Link Flow i’é"’é:arrying a packet stream, then a SAR packet shall contain octets
from no more’than one Route Protocol packet.

e The SAR packet should contain all octets of the Route Protocol packet if all of the
following conditions are true:

— The size of the SAR packet carrying all octets of the Route Protocol packet does
not exceed the maximum payload length that can be carried by a Stream Layer
packet given the target channel and the current transmission rate on that
channel.

— The Link flow is carrying a packet stream.

—  The data unit for the Link Flow is SAR packet payloads.

20 20 Route Protocol being NULL means that a Route Protocol has not been negotiated.
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o If all of the following conditions are true, the size of the SAR packet shall be such that it
could be re-transmitted in a lower layer packet with same or higher payload:

— The data unit for the Link Flow is SAR packet payloads.

— If the SAR transmitter is the access terminal, FlowNNNakEnableRev attribute
is set to 0x01 for this Link Flow or Flow/NNPhysicalLayerNakEnableRev is set to
0x01 for this Link Flow.

— If the SAR transmitter is the access network, FlowNNNakEnableFwd attribute
is set to 0x01 for this Link Flow.

For the purpose of binding Link Flows to lower layer flows (such as MAC flows in the
Subtype 3 Reverse Traffic Channel MAC Protocol specified in [8]), each Link Flow shall be
treated as a substream with the substream number set to the Link Flow number.

SAR makes use of the ResetTxIndication, ResetRxIndication, W ResetTxIndicationAck,
ResetTxComplete, ResetRxComplete, Flush, MultiLinkNak; and Nak messages to perform
control related operations.

When sending an AttributeUpdateRequest message containing requests to set one or more
ReservationKKQoSRequestFwd or the ReservationKKQoSRequestRev attribute to their
default value, the access terminal shall not include other types of requests in the same
AttributeUpdateRequest message. g

The access network shall not initiate m‘kOdi_fki‘cation of the ReservationKKQoSRequestFwd or
the ReservationKKQoSRequestRev attribiites.‘ - If  the access network receives an
AttributeUpdateRequest meSSage requesting to set the Reservation KKQoSRequestFwd or
the ReservationKKQoSRequestRev attribute to its default value, then the access network
shall respond with an' AttributeUpdateAccept message. The access terminal shall not
initiate, modifiéétion of the ¢~ ReservationKKQoSResponseFwd or the
ReservationKKQoSResponseRev attributes. The access terminal shall use the ProfileType
0x00, 0x01, or | 0x02 - in the Reservation KKQoSRequestFwd or the
ReservationKKQoSRequestRev attributes. The access network shall use ProfileType 0x00 or
0x03 in ‘the ResérvationKKQoSResponseFwd or the ReservationKKQoSResponseRev

attributes.

When forward Link Flow NN is activated, the access network and the access terminal shall
not update the following attributes:

e FlowNNFlowProtocolParametersFwd,

e FlowNNRouteProtocolParametersFwd,

e FlowNNSequenceLengthFwd,

e FlowNNFlowProtocolPDUFwd,

e FlowNNRouteProtocolPDUFwd,

e FlowNNDataUnitFwd,

¢ FlowNNSimultaneousDeliveryOnBothRoutesFwd, and
e FlowNNOutOfOrderDeliveryToRouteProtocolFwd.
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The access terminal shall not initiate re-activation of a deactivated forward Link Flow NN
unless the access terminal initiated deactivation of forward Link Flow NN since the last time
the Link Flow was activated, and the deactivation was successful. The access network shall
not initiate re-activation of a deactivated forward Link Flow NN unless the access network
initiated deactivation of forward Link Flow NN since the last time the Link Flow was
activated, and the deactivation was successful.

When reverse Link Flow NN is activated, the access network and the access terminal shall
not update the following attributes:

e FlowNNFlowProtocolParametersRev,
e FlowNNRouteProtocolParametersRev,
e FlowNNSequenceLengthRev,

e FlowNNFlowProtocolPDURev,

e FlowNNRouteProtocolPDURev, and

o FlowNNDataUnitRev

The access terminal shall not initiate re-activation of ‘a deactivated reverse Link Flow NN
unless the access terminal initiated deactivation of reverse Link Flow NN sincé the last time
the Link Flow was activated, and the deaéﬁvation was successful. The access network shall
not initiate re-activation of a deactivated reyérse Link Flow NN unless the access network
initiated deactivation of reverse Link Flow NN “since the last time the Link Flow was
activated, and the deactivation was successful. i .

The ProtocollD field of the FlowNNFlowProtocolParametersFwd attribute shall be set to a
value that is — supported ' by the |access terminal as indicated in the
ATSupportedFlbWPeré‘colParametersPP ~cattribute. The ProtocollD field of the
Flow NNFlowProtocolParametersRev attribute shall be set to a value that is supported by the
access terminal as indicated in the ATSupportedFlowProtocolParametersPP attribute. The
ProtocolID field of the FIO\A}NNRouteProtocolParametersFwd attribute shall be set to a value
that is supported/ / by the access terminal as indicated in the
ATSupportedRouteProfbéolParametersPP attribute. The ProtocollD field of the
FlowNNRouteProtocolParametersRev attribute shall be set to a value that is supported by
the access terminal as indicated in the ATSupportedRouteProtocolParametersPP attribute.

The fields of the ProtocolParameters record of the FlowNNFlowProtocolParametersFwd
attribute shall be set to values that are in accordance with those supported by the AT as
indicated in the SupportedProtocolParametersValues record of the
ATSupportedFlowProtocolParametersPP attribute. The fields of the ProtocolParameters
record of the FlowNNFlowProtocolParametersRev attribute shall be set to values that are in
accordance  with  those  supported by the AT as indicated in  the
SupportedProtocolParametersValues record of the ATSupportedFlowProtocolParametersPP
attribute. The fields of the ProtocolParameters record of the
FlowNNRouteProtocolParametersFwd attribute shall be set to values that are in accordance
with those supported by the AT as indicated in the SupportedProtocolParametersValues
record of the ATSupportedRouteProtocolParametersPP attribute. The fields of the
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ProtocolParameters record of the FlowNNRouteProtocolParametersRev attribute shall be set
to values that are in accordance with those supported by the AT as indicated in the
SupportedProtocolParametersValues record of the ATSupportedRouteProtocolParametersPP
attribute.

If the FlowNNDataUnitFwd attribute of forward Link Flow NN is 0x00, then the data unit for
the Link Flow shall be octets. Otherwise the data unit for the Link Flow shall be SAR packet
payloads. If the FlowNNDataUnitRev attribute of reverse Link Flow NN is 0x00, then the
data unit for the Link Flow shall be octets. Otherwise the data unit for the Link Flow shall
be SAR packet payloads.

If the access terminal wishes to associate one or more BCMCS flow IDs to a reservation KK,
and if the BCMCSOverRLPAllowed is set to ‘1’, then the access terminal may send
AttributeUpdateRequest message containing ReservationKKBCMCSFlowIDAssociation
attribute. If the access network receives an AttributeUpdateRequest message containing
Reservation KKBCMCSFlowIDAssociation attribute, and if the access network accepts the
BCMCS Flow ID(s) association to the reservation, thenthe access network shall respond
with an AttributeUpdateAccept message. The access network shall not send
AttributeUpdateRequest message containing ‘Reservation KKBCMCSFlowIDAssociation
attribute. /

If the access terminal wishes to associate one or more BCMCS Progréms to a reservation
KK, and if the BCMCSOverRLPAllowed_i‘s;set to ‘1’, then the access terminal may send
AttributeUpdateRequest message contaihing‘ -ReservationKKBCMCSProgramIDAssociation
attribute. If the access network receives an Att‘ributeUpdateRequest message containing
Reservation KKBCMCSProgramIDAssociation attfibute, and if the access network accepts
the BCMCS Program(s) association to|the reservation, then the access network shall
respond with an ~AttributéprdateAccept message. The access network shall not send
AttributeUpdateRequest message containing Reservation KKBCMCSProgramIDAssociation
attribute.

3.54.1.1 Initializatioh énd Reset

The SAR initialization procedure initializes the SAR variables and data structures in one
end of the link. The SAR reset procedure guarantees that SAR state variables on both sides
are synchronized. The reset procedure includes initialization.

The access terminal and the access network shall perform the initialization procedures
defined in 3.5.4.1.1.1.1 and O for both routes of all activated Link Flows if the protocol
receives an IdleState.ConnectionOpened indication. The access network shall perform the
initialization procedure defined in 3.5.4.1.1.1.1 for both routes of forward Link Flow NN
when forward Link Flow NN is activated. The access terminal shall perform the initialization
procedure defined in 3.5.4.1.1.1.2 for both routes of forward Link Flow NN when forward
Link Flow NN is activated. The access terminal shall perform the initialization procedure
defined in 3.5.4.1.1.1.1 for both routes of reverse Link Flow NN when reverse Link Flow NN
is activated. The access network shall perform the initialization procedure defined in
3.5.4.1.1.1.2 for both routes of reverse Link Flow NN when reverse Link Flow NN is
activated. Upon receiving an InitializeRoute command, the access terminal shall perform the
initialization procedures defined in 3.5.4.1.1.1 for the specified Route of all activated Link
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Flows. Upon receiving an InitializeRoute command, the access network shall perform the
initialization procedures defined in 3.5.4.1.1.1 for the specified Route of all activated Link
Flows.

3.5.4.1.1.1 Initialization Procedure

3.5.4.1.1.1.1 Initialization Procedure for the SAR Transmitter
When SAR transmitter performs the initialization procedure it shall:

e Reset the send state variable V{(S)vnr to zero, where NN indicates the Link Flow, and P
indicates the Route which is being initialized,

e send a QN.Initialize command to all instances of the QN transmitter of Route P of Link
Flow NN, and

e clear the retransmission queues.

3.5.4.1.1.1.2 Initialization Procedure for the SAR Receiver
When SAR receiver performs the initialization procedure it shall:
e Reset the receive state variables V(R)nnp and V(N)nyp'to zero, \

e Send a QN.Initialize command to all iriétances of the QN receiver of Route P of Link Flow
NN, and N

e clear the resequencing buffer.
3.5.4.1.1.2 Reset Procedure

3.5.4.1.1.2.1 Reset Prd‘ccdure for the Initiating Side when it is a SAR Transmitter

If the side initiating a reset procedure is a SAR transmitter for the Route of the Link Flow
(or of all Link Flows) being reset, then it shall send a ResetTxIndication message and enter
the SAR Reset State.

Upon entering the SAR Reset state SAR transmitter shall:

e Perform the SAR transmitter initialization procedure defined in 3.5.4.1.1.1.1 for the
Route being reset.

e If a MultiLinkNak or Nak message is received for the Route of the Link Flow being reset
while in the SAR Reset state, the message shall be ignored.

e If the SAR transmitter that initiated the reset procedure is an access terminal, and if a
PhysicalLayer.ReverseTrafficPacketsMissed indication is received for the Route of the
Link Flow being reset while SAR is in the Reset state, then the indication shall be
ignored.

e The SAR transmitter should not transmit SAR packets while in the SAR Reset state.

o If SAR receives a ResetTxIndicationAck message for the Route of the Link Flow being
reset while in the SAR Reset state, it shall send a ResetTxComplete message back and
leave the SAR Reset state.
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e If SAR receives an IdleState. ConnectionOpened indication while in the SAR Reset state, it
shall leave the SAR Reset state.

If a ResetTxIndicationAck message is received for a Route while that Route is not in the SAR
Reset state, the message shall be ignored.
3.5.4.1.1.2.2 Reset Procedure for Initiating Side when it is a SAR Receiver

If the side initiating a reset procedure is a SAR receiver for the Route of the Link Flow being
reset, then it shall send a ResetRxIndication message and enter the SAR Reset State. Upon
entering the SAR Reset state, the SAR receiver shall:

e Perform the SAR receiver initialization procedure defined in 3.5.4.1.1.1.2 for the Route
being reset.

e Ignore all SAR data units received for the Route of the Link Flow being reset while in the
SAR Reset state. \‘

e When SAR receives a ResetRxComplete message for the Route of the Link Flow being
reset, it shall leave the SAR Reset state.

e If SAR receives an IdleState. ConnectionOpened indication while in the SAR Reset state, it
shall leave the SAR Reset state.

If a ResetRxComplete is received for a Route while the Route is not in the SAR Reset state,
the message shall be ignored.
3.5.4.1.1.2.3 Reset Procedure for the Respondiﬁg;kSide when it is a SAR Receiver

If the side respohding to a reset procedure is a SAR receiver for the Route of the Link Flow
being reset, then it shall respond with a ResetTxIndicationAck message upon receiving a
ResethIndication\\n:iessage. After sending the message it shall enter the SAR Reset state for
the Route being reset, if it was not already in the SAR Reset state. Upon entering the SAR
Reset state SAR shall: | ‘

e Perform the SAR receiver initialization procedure defined in 3.5.4.1.1.1.2 for the Route
being reset.

e Ignore all SAR data units received for the Route of the Link Flow being reset while in the
SAR Reset state.

e When SAR receives a ResetTxComplete message for the Route of the Link Flow being
reset, it shall leave the SAR Reset state.

e If SAR receives an IdleState. ConnectionOpened indication while in the SAR Reset state, it
shall leave the SAR Reset state.

If a ResetTxComplete message is received for a Route while the Route is not in the SAR
Reset state, the message shall be ignored.

3.5.4.1.1.2.4 Reset Procedure for the Responding Side when it is a SAR transmitter

If the side responding to a reset procedure is a SAR transmitter for the Route being reset,
then it shall respond with a ResetRxComplete message upon receiving a ResetRxIndication
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message. After sending the message, it shall perform the SAR transmitter initialization
procedure defined in 3.5.4.1.1.1.1 for the Route being reset.

3.5.4.1.1.2.5 SAR Reset Message Flows

SAR Transmitter SAR Receiver
Enter SAR Reset State
Initialize SAR Transmitter 7~
Initialize QN Transmitter =
T ResetTxIndication
g0 Enter SAR Reset State
2 Initialize SAR Receiver
®E 3 Initialize QN Receiver
O E L
= 23] i)
FEa L~ 5
2E ResetTxIndicationAck ) ?
0B s|8
¥ ElS
5% =
Leave SAR Reset State H% 2] 2
ResetTxComplete ‘ -
| 1 Leave SAR Reset State
Figure 3.5.4.1.1.2.5-1. SAR Reset Procedure Initiated by SAR Transmitter
SAR Transmitter SAR Receiver
\ Enter SAR Reset State
: Initialize SAR Receiver
N Initialize QN Receiver
ResetRxIndication 2:( FZIN
Initialize SAR Transmitter N g S
Initialize QN Transmitter sl
. . =
ResetRxComplete =) [a]
} Leave SAR Reset State

Figure 3.5.4.1.\1.2.5-2. SAR Reset Procedure Initiated by SAR Receiver

3.5.4.2 Data Transfer

SAR is a Nak-based protocol with a sequence space of SARSequencelength bits, where
SARSequenceLength “is  indicated by the SARSequencelLength field of the
FlowNNSequencelengthFwd for forward Link Flow NN and the FlowNNSequenceLengthRev
attribute for reverse Link Flow NN.

All operations and comparisons performed on SAR packet sequence numbers shall be
carried out in unsigned modulo 25 arithmetic, where S represents the value of
SARSequenceLength. For any SAR sequence number N, the sequence numbers in the range
[N+1, N+251-]1] shall be considered greater than N and the sequence numbers in the range
[N-25-1, N-1] shall be considered smaller than N.

3.5.4.2.1 SAR Transmit Procedures

The SAR transmitter shall maintain a SARSequencelength-bit variable V{(S)w,r for all
transmitted SAR data units (see Figure 3.5.4.2.1-1), where NN is the two-digit hexadecimal
Link Flow number in the range 0x00 to M-1 inclusive, P is the Route indicator that takes
values of either A or B, and M is MaxNumlLinkFlowsFwd or MaxNumlLinkFlowsRev for a
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forward Link Flow or reverse Link Flow, respectively. V{(S)nnp is the sequence number of the
next SAR data unit to be sent on Route P of Link Flow NN. The sequence number field (SEQ)
in each new SAR packet transmitted shall be set to V{S)nnp, corresponding to the sequence
number of the first data unit in the packet. If the data unit is octets, then the sequence
number of the ! octet in the packet (with the first octet being octet 0) is implicitly given by
SEQ+i. V(S)nn,p shall be incremented for each data unit contained in the packet.

The SAR transmitter should allow sufficient time before deleting a SAR packet payload
transmitted for the first time.

Upon receiving a Nak message, SAR transmitter at the access terminal shall transmit the
missing data unit(s) (if any) conveyed by the Nak message if all of the following conditions
are satisfied:

o the requested data units are available,

e the requested data units have not been retransmitted before in response to a Nak
message, and

e if the data unit for the Link Flow is SAR packet payloéds, the payload carrying capacity
of the lower layer packet is not smaller than the size of the packet to be re-transmitted.

Upon receiving a MultiLinkNak message, SAR transmitter-at the acce\s's‘ network shall
transmit the missing data unit(s) (if any)~~gonveyed by the MultiLinkNak message if all of the
following conditions are satisfied: N

e the requested data unit is available,

e the requested data unit‘ has not been xkf’etransmitted before in response to a
MultiLinkNak message, |

e if the data unif‘for the Link Flow is SAR packet payloads, the payload carrying capacity
“of the lower layer packet is not smaller than the size of the packet to be re-transmitted,
and ‘

¢ one of the following conditions is true:

- the D,éléyedNak field corresponding to the missing data units in the
MultiLinkNak message is set to ‘1’, or

— the DelayedNak field corresponding to the missing data units in the
MultiLinkNak message is not set to ‘1’, the LeadingEdgelncluded field
corresponding to the missing data units in the MultiLinkNak message is set to
‘1’, and the missing data unit was transmitted on the QN instance on which
data units whose SAR sequence numbers are equal to the LeadingEdge and
TrailingEdge fields of the MultiLinkNak message were transmitted, or
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— the DelayedNak field corresponding to the missing data units in the
MultiLinkNak message is not set to ‘1’, the LeadingEdgelncluded field
corresponding to the missing data units in the MultiLinkNak message is set to
‘0’, the missing data unit was transmitted on the QN instance on which data
unit whose SAR sequence number is equal to the TrailingEdge field of the
MultiLinkNak message was transmitted, and the missing data unit was
transmitted since the last time (before transmission of data unit with sequence
number TrailingEdge on the QN instance) that the QN instance became the
serving QN instance.

If the SAR transmitter is the access network, and the MultiLinkNak message includes any
sequence number greater than or equal to V{(S)wnvr, SAR shall perform the reset procedures
specified in 3.5.4.1.1.2.1 for Route P of forward Link Flow NN. If the SAR transmitter is the
access terminal, and the Nak message includes any sequence number greater than or equal
to V(S)vvp, SAR shall perform the reset procedures specified in 3.5.4.1.1.2.1 for Route P of
reverse Link Flow NN. If the MultiLinkNak or Nak message does not include any sequence
number greater than or equal to V(S)wvp but the requested data units are not available for
retransmissions, SAR shall ignore the MultiLinkNakor Nak message for data units that are
not available. -

V(S)nn,p = sequencehumber
of the first data unit of the next
S SAR packet to be sent.

Data units sent

\

Data Units awaiting transmission

Figure 3.5.4;2.1/-1. SAR Transmit Sequence Number Variable

Upon receiving ‘a ‘Ph;l//s/icalLayer.ReverseT rafficPacketsMissed indication for reverse Link
Flow NN, the SAR transmitter in the access terminal shall retransmit the requested data
units(s) if and only if all of the following conditions are satisfied:

e FlowNNPhysicalLayerNakEnableRev attribute is set to 0x01,

o if the data unit for the Link Flow is SAR packet payloads, the payload carrying capacity
of the lower layer packet is not smaller than the size of the packet to be re-transmitted

o the requested data units have not been retransmitted before, and
e the requested data units are available.

If FlowNNNakEnableFwd is 0x01, then the transmitter at the access network for each Route
of Link Flow NN shall meet the following requirements:
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e After transmitting a packet that contains first-time data unit(s), the SAR transmitter
shall start a SAR flush timer for time FlushTimer, where FlushTimer is a parameter of
the FlowNNTimersFwd attribute.

e If the SAR transmitter sends another packet that contains first-time data unit(s) before
the SAR flush timer expires, the SAR transmitter shall reset and restart the timer.

e If the timer expires, the SAR transmitter shall disable the flush timer and the SAR
transmitter should send a Flush message containing V{(S)nnpr-1.

If FlowNNNakEnableRev is 0x01, then the transmitter at the access terminal for each Route
of Link Flow NN shall meet the following requirements:

e After transmitting a packet that contains first-time data unit(s), the SAR transmitter
shall start a SAR flush timer for time FlushTimer, where FlushTimer is a parameter of
the Flow NNTimersRev attribute. -

o If the SAR transmitter sends another packet that contains first-time data unit(s) before
the SAR flush timer expires, the SAR transmitter shall reset and restart the timer.

e If the timer expires, the SAR transmitter shall disable the flush timer and the SAR
transmitter should perform the following:

- If the data unit for this Link Fl‘oW is octets, then the SAR transmitter should send a
SAR packet that contains at least\ the data unit with sequence number V(S)wn,p-1.

- Otherwise, the SAR transmitter should either send a SAR packet that contains at
least the data unit with sequence number V(S)unp-1 or send a Flush message
containing V(S)NNP-I

The SAR transmitter should not transmit more than 2SARSequencelength-1 first-time data units
in any AbortTimer interval.
3.5.4.2.1.1 Reservation State Maintenance

The ReservationLabel barameter of the FlowNNReservationFwd or FlowNNReservationRev
attribute indicates’ the higher layer flows associated with Link Flow NN. Each
ReservationLabel shall be associated with no more than one forward Link Flow. Each
ReservationLabel shall be associated with no more than one reverse Link Flow.

Each Reservation can be in one of the following two states:
e Close State
e Open State

The transmitter should transmit higher layer octets2! or packets using the Link Flow
associated with the higher layer flow if the associated Link Flow is activated and if the
Reservation is in the Open state. The transmitter should transmit higher layer octets

21 Higher layer is represented by ProtocollD field of the
FlowNNFlowProtocolParametersFwd /FlowNNFlowProtocolParametersRev attribute of the respective
link flow NN.
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belonging to a higher layer flow that is not associated with any Link Flow using the Link
Flow with ReservationLabel Oxff if the higher layer flow provides an octet stream with octet-
based HDLC-like framing to the Multi-link Multi-flow Packet Application. The transmitter
may transmit higher layer octets belonging to a higher layer flow identified by a Reservation
that is in the Close state using the Link Flow with ReservationLabel Oxff if the higher layer
flow provides an octet stream with octet-based HDLC-like framing to the Multi-link Multi-
flow Packet Application. The transmitter may transmit higher layer octets belonging to a
higher layer flow identified by a Reservation that is bound to a de-activated Link Flow using
the Link Flow with ReservationLabel Oxff if the higher layer flow provides an octet stream
with octet-based HDLC-like framing to the Multi-link Multi-flow Packet Application. The
transmitter should transmit higher layer packets belonging to a higher layer flow that is not
associated with any Link Flow using the Link Flow with ReservationLabel Oxfe if the higher
layer flow provides an IP packet stream to the Multi-link Multi-flow Packet Application. The
transmitter may transmit higher layer packets belonging to a higher layer flow identified by
a Reservation that is in the Close state using the Link Flow with ReservationLabel Oxfe if
the higher layer flow provides an IP packet stream to the Multi-link Multi-flow Packet
Application. The transmitter may transmit higher layer packets belonging to a higher layer
flow identified by a Reservation that is bound to“a de-activated Link Flow using the Link
Flow with ReservationLabel Oxfe if the higher layer flow provides an IP packet stream to the
Multi-link Multi-flow Packet Application.

If the ReservationLabel is associated with ‘BCMCS flow(s), and if the Reservation is in the
Open state, then the transmitter shall transmlt the octets or packets of the BCMCS flow
using the Link Flow associated with the BCMCS FlowID or BCMCS ProgramID. Otherwise
the transmitter shall not transmit the octets or packets of the BCMCS flow.

The access terminal and the access network shall not perform any actions that will result in
the number-of ReverséLink Reservations in the Open state to exceed the value specified by
MaxNumOpenReservationsRev. The access terminal and the access network shall not
perform any actions that will result in the number of Forward Link Reservations in the
Open state to exceed the value specified by MaxNumOpenReservationsFwd.

Figure 3.5.4.2.1-2 and Figure 3.5.4.2.1-3 show the state transition diagram at the access
terminal and ‘the access network. State transitions that may be caused by
ConnectedState.ConnectionClosed and RouteUpdate.ConnectionLost indications are not
shown.
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Initial State Initial State
of Reservations other of Reservations Oxff

han Oxff and Oxfe and Oxfe
Rx ReservationAccept for a ReservationOnRequest
or Rx RevReservationOn

Open State

Close State

Rx ReservationAccept for a ReservationOffRequest
or Rx RevReservationOff

Figure 3.5.4.2.1-2. Reverse Link Reservation State Diagram (Access Terminal)

Initial State Initial State
of Reservations other than N\ of Reservations 0xff and

( Oxfe
Oxff and Oxfe Tx ReservationAccept for a ReservationOnRequest

or Tx an SAR packet for this Reservation
Or Tx FwdReservationOn

Close State Open State

_Tx ReservationAccept for a ReservationOffRequest

Figure 3.5.4;2.\1-3. Forward Link Reservation State Diagram (Access Network)

3.5.4.2.1.1.1 State—indépen/dent Requirements

3.5.4.2.1.1.1.1 Access Terminal Requirements
Upon receivinga RevReservationOn message, the access terminal shall

e Respond with a ReservationAccept message within the time period specified by
Tsarresponse Of receiving the RevReservationOn message.

e Set the TransactionID field of the ReservationAccept message to that of the
RevReservationOn message.

Upon receiving a RevReservationOff message, the access terminal shall

e Respond with a ReservationAccept message within the time period specified by
Tsarresponse Of receiving the RevReservationOff message.

e Set the TransactionID field of the ReservationAccept message to that of the
RevReservationOff message.

Upon receiving a FwdReservationOn message, the access terminal shall
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e Respond with a FwdReservationAck message within the time period specified by
Tsarresponse Of reception of the FwdReservationOn message.

e Set the TransactionID field of the FwdReservationAck message to that of the
FwdReservationOn message.

Upon receiving a FwdReservationOff message, the access terminal shall

e Respond with a FwdReservationAck message within the time period specified by
Tsarresponse Of receiving the FwdReservationOff message.

e Set the TransactionID field of the FwdReservationAck message to that of the
FwdReservationOff message.

Upon receiving a ReservationReject message with the RejectCode set to ReservationPending,
the access terminal shall not send ReservationOnRequest for a PendingDuration period of
time to the same access network. The access terminal shall stay in the monitor state until it
receives the FwdReservationOn/ RevReservationOn message or the PendingDuration period
is over.

3.5.4.2.1.1.1.2 Access Network Requirements

The access network may re-send a FwdReservationOn meésage if it docis\n'o‘t receive a
FwdReservationAck message containing the same TransactionID within“the time period
specified by Tsarresponse Of sending the FWdRekksxérv;ationOn message.

The access network may re-send a FWdReseki"Vatxi“onkOff mesé&ige if it does not receive a
FwdReservationAck message containing the samé‘*IransabtionID within the time period
specified by Tsarresponse Of sending the FwdReservationOff message.

The access network may send a RevReservationOn message to transition the state of the
reverse link Reservation of the access terminal to the Open state. The access network may
re-send a RevReservationOn message if it does not receive a ReservationAccept message
containing the same TransactionfD within the time period specified by Tsarresponse Of sending
the RevReservationOn message.

The access network may send a RevReservationOff message to transition the state of the
reverse link Reservation of the access terminal to the Close state. The access network may
re-send a RevReservationOff message if it does not receive a ReservationAccept message
containing the same TransactionID within the time period specified by Tsarresponse Of sending
the RevReservationOff message.

If the access network receives a ReservationOnRequest message, it shall

e Send either a ReservationAccept message or a ReservationReject message within the
time period specified by Tsarresponse Of reception of the ReservationOnRequest message. If
the resources required for the Reservation KK are not available, the access network
determines that queuing is required for the Reservation KK, and if one or both of the
following conditions are satisfied:

— ReservationKKReservationQueuingSupported attribute is set to ‘0x01’, or
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— Access network has received ReservationOnRequest message from the access
terminal with the ReservationQueuingReq field for the Reservation KK set to ‘1’

then the access network should send ReservationReject message with the RejectCode
for the Reservation KK set to ReservationPending (0x01). Otherwise, the access network
shall not send ReservationReject message with the RejectCode for the Reservation KK
set to ReservationPending (0x01).

e If the access network sent a ReservationReject message with the RejectCode set to
ReservationPending (0x01), then the access network shall queue the
ReservationOnRequest up to PendingDuration period of time. During this time, the
access network should send FwdReservationOn/ RevReservationOn message to
transition the state of the forward link/reverse link Reservation of the access terminal
to the Open state.

e Set the TransactionID field of the ReservationAccept or ReservationReject message to
that of the ReservationOnRequest message. g

If the access network receives a ReservationOffRequest message, it\shall

e Send a ReservationAccept or a ReservationReject message within the time period
specified by Tsarresponse Of reception of the ReservationOffRequest message.

e Set the TransactionID field of thekkk‘RckservationAccept or ReservatibnReject message to
that of the ReservationOffRequest m‘esxs“age.

3.5.4.2.1.2 Close State

3.5.4.2.1.2.1 Acbeé‘s Terminal ‘Requirements

The access termiﬁal shall not transmit PDUs from higher layer flows belonging to this
Reservation using‘aﬁy Link Flow other than the Link Flow associated with ReservationLabel
Oxff if the higher layer flow provides an octet stream with octet-based HDLC-like framing to
the Multi-link Multi—ﬂdw Packet Application. The access terminal shall not transmit PDUs
from higher layer flows belonging to this Reservation using any Link Flow other than the
Link Flow associatéd with ReservationLabel Oxfe if the higher layer flow provides an IP
packet stream to the Multi-link Multi-flow Packet Application. The access terminal may
send a ReserVationOnRequest message to request transition of the Reservation to the Open
state?2, The access terminal may re-send a ReservationOnRequest message if it does not
receive a corresponding ReservationAccept or ReservationReject message within the time
period specified by Tsarresponse Of sending the ReservationOnRequest message. If the
ReservationOnRequest message contains a reverse Reservation, then the Reservation shall
transition to the Open state when the access terminal receives the corresponding
ReservationAccept message.

22 Note that the ReservationOnRequest message supports requests for multiple Reservations on both
the forward and reverse links. This arrangement allows requests for groups of Reservations (e.g., for
bidirectional higher layer application flows) to be combined in the same ReservationOnRequest

message.
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Upon receiving a RevReservationOn message, the access terminal shall transition the
Reservation to the Open state. Upon receiving an IdleState.ConnectionOpened indication,
the access terminal shall transition the Reservations to the Open State whose
corresponding ReservationKKldleStateRev attribute is 0x02, where KK is the two-digit
hexadecimal ReservationLabel in the range 0x00 to Oxff inclusive.

3.5.4.2.1.2.2 Access Network Requirements

If the Reservation entered this state as a result of any condition other than the following
conditions, then the access network shall send a FwdReservationOff message upon entering
this state:

e the access network transmitted a ReservationAccept message in response to a
ReservationOffRequest message requesting to transition the Reservation to the Close
state, or -

e ReservationKKldleStateFwd attribute of the Reservation-is 0x01 or 0x02, and the
Reservation transitioned to the Close state because the Connection was closed or lost.

Upon sending a ReservationAccept message for a forward Reservation in response to a
ReservationOnRequest message, the access network shall transition the Reservation to the
Open state.

Upon sending a FwdReservationOn mes;skagek, the access network shall transition the
Reservation to the Open state. Upon receiVing“an IdleState.ConnectionOpened indication,
the access network shall transition the Reservat1ons to the Open state whose corresponding
ReservationKKIdleStateFwd attribute is 0x02; where KK is the two- -digit hexadecimal
ReservationLabel in the range 0x00 to Oxff inclusive. The access network may transmit
SDUs from higher layer flows belonging to this Reservation using the Link Flow to which
the Reservation iSrbdund. Upon doing so, the access network shall transition the
Reservation to the Open State.

3.5.4.2.1.3 Open State

3.5.4.2.1.3.1 Access Terminal Requirements

The access terminal may transmit PDUs from higher layer flows belonging to this
Reservation using the Link Flow to which the Reservation is bound.

The access terminal may send a ReservationOffRequest message to request the transition of
a Reservation to the Close state. The access terminal may re-send a ReservationOffRequest
message if it does not receive a ReservationAccept or ReservationReject message within the
time period specified by Tsarresponse 0f sending the ReservationOffRequest message. If the
ReservationOffRequest message contains a reverse Reservation, then the access terminal
shall transition the Reservation to the Close state when the access terminal receives a
ReservationAccept message.

Upon receiving a RevReservationOff message, the access terminal shall transition the
Reservation to the Close state. Upon receiving a ConnectedState.ConnectionClosed
indication, the access terminal shall transition to the Close state Reservations whose
corresponding ReservationKKldleStateRev attribute is 0x01 or 0x02 unless an access
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network initiated Connection is being opened at the same time23, where KK is the two-digit
hexadecimal ReservationLabel. Upon receiving an IdleState. ConnectionFailed indication, the
access terminal shall transition to the Close state Reservations whose corresponding
Reservation KKIdleStateRev attribute is 0x01 or 0x02, where KK is the two-digit hexadecimal
ReservationLabel.

3.5.4.2.1.3.2 Access Network Requirements

The access network may transmit PDUs from higher layer flows belonging to this
Reservation using the Link Flow to which the Reservation is bound.

Upon sending a ReservationAccept message for a forward Reservation in response to a
ReservationOffRequest message, the access network shall transition the Reservation to the
Close state.

Upon receiving a ConnectedState.ConnectionClosed indication;, the access network shall
transition to the Close state Reservations whose corresponding Reservation KKIdleStateFwd
attribute is Ox01 or 0x02 unless an access network initiated Connection is being opened at
the same time?23, where KK is the two-digit hexadecimal ReservationLabel. Upon receiving a
RouteUpdate.ConnectionLost or IdleState.ConnectionFailed)indication, the access network
shall transition to the Close state Reservétions whose -~ corresponding
ReservationKKldleStateFwd attribute - is 0x01 or 0x02, where KK is the two-digit
hexadecimal ReservationLabel.

If, for any KK, all of the following conditidﬁs_ka‘rextrue, the access network shall take action
within Truraround, Where Trurnarouna is equal to~~~~;2k “seconds, such that at least one of the
following conditions would | no longer be true (e.g., by modifying the value of
ReservationKKQoSResponseFwd or by transitioning forward Reservation KK to the Close
state): ‘ '

o ReservationKKQoSRequestFwd is-set to a non-default value.
e Forward Reservation KK is in the Open state.

e ReservationKKQoSResponseFwd is set to the default wvalue or the
Qo0S_ATTRIBUTE_SET_ID field in Reservation KKQoSResponseFwd is not equal to the
value of any QoS_ATTRIBUTE_SET _ID field in the corresponding
ReservationKKQoSRequestFwd attribute (see [1]).

If, for any KK, all of the following conditions are true, the access network shall take action
within Trurnaround, Where Trurmaround 1S equal to 2 seconds, such that at least one of the
following conditions would no longer be true (e.g., by modifying the wvalue of
ReservationKKQoSResponseRev or by transitioning reverse Reservation KK to the Close
state):

e ReservationKKQoSRequestRev is set to a non-default value.

e Reverse Reservation KK is in the Open state.

23 An access network can send ConnectionClose message of Connected State Protocol and

TrafficChannelAssignment message of Route Update Protocol in the same security layer packet.
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e ReservationKKQoSResponseRev  is set to the default value or the
QoS_ATTRIBUTE_SET ID field in ReservationKKQoSResponseRev is not equal to the
value of any QoS_ATTRIBUTE_SET _ID field in the corresponding
Reservation KKQoSRequestRev attribute (see [1]).

3.5.4.2.2 SAR Receive Procedures

The SAR receiver shall maintain two SARSequenceLength-bit variables for receiving, V(R)nn.p
and V(N)wnvr (see Figure 3.5.4.2.2-1), where NN is the two-digit hexadecimal Link Flow
number in the range 0x00 to M-1 inclusive, and P is the Route indicator that takes values
of either A or B. M is the MaxNumLinkFlowsFwd or MaxNumlLinkFlowsRev for a forward
Link Flow or reverse Link Flow, respectively. V(R)xnp contains the sequence number of the
next data unit expected to arrive. V(N)nvr contains the sequence number of the first missing
data unit, as described below.

In addition, the SAR receiver shall keep track of the status of each data unit in its
resequencing buffer indicating whether the data unit was received or not. Use of this status
is implied in the following procedures. ‘

The SAR receiver informs the SAR transmitter of the status of data units in its receive
buffer by sending a MultiLinkNak or Nak message. The Nak message shall not convey
status of data units with sequence number less than V(N)xr. /

V(N)wnp = next data unit needed N - V(R)wnp = next new data
for sequential delivery ; J o “unit expected

‘Data units received-in sequence

- Data units received out of sequence

/

| Buffer space for new or missed data units

Figure 3.5.4.2.2-1. SAR Receive Sequence Number Variables

The access terminal shall send a MultiLinkNak message upon receiving a
QuickNak.QuickNak indication if V(N)wnp is not equal to V(R)unr and if the NAKDelayTimer is
not set to zero.

Upon receiving a Flush message, the SAR receiver shall perform the following if
LastSARSequence is greater than or equal to V(R)nn,p.

o If the SAR receiver is an access network, SAR receiver shall send a Nak message; if the
SAR receiver is an access terminal, SAR receiver shall send a MultiLinkNak message.
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e If the SAR receiver is an access network, then SAR shall set a SAR abort timer to
AbortTimer, where AbortTimer is a parameter of the FlowNNTimersRev attribute, for
each missing SAR data unit from V(R)wnr to LastSARSequence, inclusive. If the SAR
receiver is an access terminal, then SAR shall set a SAR abort timer to AbortTimer,
where AbortTimer is a parameter of the FlowNNTimersFwd attribute, for each missing
SAR data unit from V(R)wnp to LastSARSequence, inclusive.

e SAR receiver shall set V(R)wnp to LastSARSequence+1

For each received data unit, SAR shall perform the following procedures:

e If the SAR receiver is an access network, then SAR shall set X to the SAR sequence
number of the received data unit.

e If the SAR receiver is an access terminal, then SAR shall set X as follows:

If the QNSEQIncluded field of the QN packet in which ‘this data unit was
received is set to ‘O’, then the access terminal-shall set X to the SAR sequence
number of the received data unit.

Otherwise, the access terminal shall perform the following to determine the
value of X:

Define the interpretation interval of size 2SARSequencelengthShort around V(R)wn,p
as follows: h

[V(R)NN,P - 2SARSequenceLené£ﬁSh%)ﬂ¥1+ 1 y een V(R)NN,P + 2SARSequenceLengthShort—1]
Set X to the \SARSequenceLenkgth—kbit value in the interpretation interval

around V(R)vn,r whose SARSequenceLengthShort least significant bits match
"the_value of the SEQ field of the received SAR Packet Header.

e MX< V(N)nw,p, the data unit shall-be discarded as a duplicate.

o If V(N)nnp £ X <\ V(R)nnp, and the data unit is not already stored in the resequencing
buffer nor has beenl passed up to the Route Protocol, then:

SAR shall store the received data unit in the resequencing buffer.

If X = V(N)nnp, and if the Link Flow is carrying an octet stream, then SAR shall
ﬁass all contiguous octets in the resequencing buffer, from V(N)wyvr upward, to
the Route Protocol. SAR shall then set V(N)wvr to (LAST+1) where LAST is the
sequence number of the last contiguous octet (i.e., the octet with the highest
sequence number) received by the resequencing buffer.

If X = V(N)wnvp, and if the Link Flow is carrying a packet stream, and if in-order
delivery of Route Protocol packets is required, then SAR shall pass all
contiguous complete Route Protocol packets in the resequencing buffer, that
have not been passed to the Route Protocol, from the beginning of the
resequencing buffer upward, to the Route Protocol. SAR shall then set V(N)nnp
to (LAST+1) where LAST is the sequence number of the last contiguous data
unit received by the resequencing buffer.
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If the Link Flow is carrying a packet stream, and if in-order delivery of Route
Protocol packets is not required, then SAR shall pass all complete Route
Protocol packets in the resequencing buffer, that have not been passed to the
Route Protocol, from the beginning of the resequencing buffer upward, to the
Route Protocol. SAR shall then set V(N)wvr to (LAST+1) where LAST is the
sequence number of the last contiguous data unit received by the resequencing
buffer.

o If V(N)wvp < X < V(R)nnp, and the data unit is already stored in the resequencing buffer or

has already been passed up to the Route Protocol, then the data unit shall be discarded
as a duplicate.

e If X = V(R)wnp, then:

If V(R)nnp = V(N)nwpand if the Link Flow is carrying an octet stream, then SAR
shall increment V(N)wvp and V(R)xvr and shall pass the data unit to the Route
Protocol. /

If V(R)xwp = V(N)nnp, and if the Link Flow is carrying a packet stream, then SAR
shall increment V(N)wwp and V{R)ynp, (shall store the data unit in the
resequencing buffer, and shall pass allk\‘eomplete,Route Protocol packets in the
resequencing buffer, that have not been passed to the Route Protocol, from the
beginning of the resequencing buffer upward, to the Route Protocol.

If V(R)wnp # V(N)nnp, SAR shall 1ncrement V(R)nyprand shall store the data unit
in the resequencing buffer. If the Lmk Flow is carrying a packet stream, and if
in-order dehvery of Route Protocol packets is not required, then SAR shall pass
all complete Route Protocol packets in the resequencing buffer, that have not
been passed to the Route Protocol, from the beginning of the resequencing

~ buffer upward to the Route Protocol.

o IfX > V(R}NNP, then:

SAR shall store the data unit in the resequencing buffer.

If the Link Flow is carrying a packet stream, and if in-order delivery of Route
Protocol packets is not required, then SAR shall pass all complete Route
Protocol packets in the resequencing buffer, that have not been passed to the
Route Protocol, from the beginning of the resequencing buffer upward, to the
Route Protocol.

If the SAR receiver is an access network, then SAR shall set a SAR abort timer
to AbortTimer, where AbortTimer is a parameter of the FlowNNTimersRev
attribute, for each missing SAR data unit from V(R)wnp to X-1, inclusive. If the
SAR receiver is an access terminal, then SAR shall set a SAR abort timer to
AbortTimer, where AbortTimer is a parameter of the FlowNNTimersFwd
attribute, for each missing SAR data unit from V(R)wnr to X-1, inclusive.
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— If the SAR receiver is an access terminal, and if the Flow/NNNakEnableFwd
attribute is set to 0x01, then SAR shall set a Nak delay timer to
NakDelayTimer, where NakDelayTimer is a parameter of the Flow NNTimersFwd
attribute, for each missing SAR data unit from V(R)wnr to X-1, inclusive.

— If the SAR receiver is an access network, and if the FlowNNNakEnableRev
attribute is set to 0x01, then SAR shall send a Nak message.

— SAR shall set V(R)nnpto X+1.

— If a missing data unit has not been received when its Nak delay timer expires,
then the access terminal shall send a MultiLinkNak message reporting this
missing data unit

For each missing data unit from V(N)wvpe upward up to V(R)wnpr-1, inclusive, SAR shall
perform the following in the order specified, if the SAR abort timer of the missing data unit
has expired: ‘

e If the Link Flow is carrying an octet stream, SAR shall pass all octets in the
resequencing buffer up to the next missing octet, in order of sequence number, to the
Route Protocol. SAR shall skip any missing octets.If the Link Flow is carrying a packet
stream, and if in-order delivery of Route Protocol packets is required; then SAR shall
pass all complete Route Protocol packets, that have not been passed to the Route
Protocol, from the beginning of the, resequencmg buffer upward up to the next missing
data unit, to the Route Protocol. SAR may pass to the Route Protocol partially received
packets with an indication of partial packet de11very SAR shall set V(N)wnvpe to the
sequence number of the next missing data umt or to V(R)wnp if there are no remaining
missing data units. :

Further recovery is the respon31b111ty of hlgher layer protocols.

3.5.4.3 SAR Packet Header

The SAR packet header:, which precedes the SAR payload, has the following format:

7/ Field Length (bits)

SEQ SARSequenceLength,
SARSequenceLengthShort, or
FlowNNSequenceLengthRev

FirstDataUnit 1
LastDataUnit 1
SEQ The SAR sequence number of the first data unit in the SAR payload.

If this SAR packet is being sent on the forward link, and if the
payload of this SAR packet is being transmitted for the first time,
then the access network should set the length of this field according
to the SARSequenceLengthShort field in the
FlowNNSequenceLengthFwd attribute corresponding to this flow, but
may set the length of this field according to the SARSequencelLength
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FirstDataUnit

LastDataUnit

field in the FlowNNSequenceLengthFwd attribute corresponding to
this flow. If this SAR packet is being sent on the forward link, and if
the payload of this SAR packet is being re-transmitted, then the
access network shall set the length of this field according to the
SARSequencelength field in the FlowNNSequencelLengthFwd
attribute corresponding to this flow. If this SAR packet is being sent
on the reverse link, the access terminal shall set the length of this
field according to the FlowNNSequenceLengthRev attribute
corresponding to this flow.

If the Link Flow is carrying an octet stream, then the sender shall set
this field to ‘O’. Otherwise, the sender shall set this field as follows:

If the payload of this SAR packet is the first segment of a Route
Protocol packet, then the sender shall set this field to ‘1’. Otherwise,
the sender shall set this field to ‘0. '

If the Link Flow is carrying an octet stream, then the sender shall set
this field to ‘0’. Otherwise, the sender shall set this field\ask follows:

If the payload of fhis_SAR packet ‘is the last segﬁlent of a Route
Protocol packet, then~~the~ sender shall set this field to ‘1. Otherwise,
the sender shall set this field to ‘0”.

3.5.4.4 Message Formats

The messages described in this section control the function of the SAR. These messages are
exchanged between t\h“‘e\gccess terminal and the access network using the SNP.

3.5.4.4.1 ‘ResethIndication

The SAR transmitter in the access terminal or the access network sends the
ResetTxIndication message to reset its peer SAR receiver.

MessagelD

LinkFlowNumber

Route

Field Length (bits)
MessagelD 8
LinkFlowNumber 5
Route 1
Reserved 2

The sender shall set this field to 0x00.

The sender shall set this field to the Link Flow that is reset. The
sender shall set this field to ‘11111’ to reset all Link Flows.

If Route A is reset, then the sender shall set this field to ‘O’. If Route B
is reset, then the sender shall set this field to ‘1°.
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Reserved The sender shall set this field to ‘00’. The receiver shall ignore this
field.
Channels FTC RTC SLP Reliable
Addressing unicast Priority 50

3.5.4.4.2 ResetRxIndication

The SAR receiver in the access terminal or the access network sends the ResetRxIndication
message to reset its peer SAR transmitter.

Field Length (bits)
MessagelD 8
LinkFlowNumber 5 ‘
Route N\ 1  
Reserved - } 2
MessagelD The sender shall set this field to 0x01. -

LinkFlowNumber The sender shali‘*s;c{f*this field td the Link Flow that is reset. The
sender shall set this field to ‘11111’ to reset all Link Flows.

Route \If Route A is reset, then thé\isender shall set this field to ‘O’. If Route B
is reset, then the sender shall set this field to ‘1°.

Re_serv'é:'d . The sender shall set this field to ‘00”. The receiver shall ignore this
N\ field.
Channels ) FTC  RTC SLP | Reliable
Addressing | unicast Priority 50

3.5.4.4.3 ResetTxIndicationAck

The SAR receiver in the access terminal or the access network sends the
ResetTxIndicationAck message in response to a ResetTxIndication message.

Field Length (bits)
MessagelD 8
LinkFlowNumber 5
Route 1
Reserved 2
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MessagelD The sender shall set this field to 0x0d.

LinkFlowNumber The sender shall set this field to the Link Flow that is reset. If this
message is being sent in response to a ResetTxIndication message
that required reset of all Link Flows, then the sender shall set this
field to ‘11111

Route If Route A is reset, then the sender shall set this field to ‘O’. If Route B
is reset, then the sender shall set this field to ‘1°.

Reserved The sender shall set this field to ‘00’. The receiver shall ignore this
field.

Channels FTC RTC SLP Reliable
Addressing unicast Priority ‘ 50

3.5.4.4.4 ResetTxComplete

The SAR transmitter in the access terminal or ' the “access network ~sends the
ResetTxComplete message to complete the SAR reset procedure. k ‘

MessagelD

LinkFlowNumber

Route

Reserved

Fied | Length (bits)
MessagelD /8
LinkFlowNumber | 5
|Route. < ; 1
R‘*eske\fved 2

Th:e sender shall set this field to OxOe.

The sender shall set this field to the Link Flow that is reset. If all Link
Flows were reset, then the sender shall set this field to “11111".

If Route A is reset, then the sender shall set this field to ‘O’. If Route B
is reset, then the sender shall set this field to ‘1°.

The sender shall set this field to ‘O0’. The receiver shall ignore this
field.
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Channels FTC RTC SLP Reliable

Addressing unicast Priority 50

3.5.4.4.5 ResetRxComplete

The SAR transmitter in the access terminal or the access network sends the
ResetRxComplete message to complete the SAR reset procedure.

Field Length (bits)
MessagelD
LinkFlowNumber 5
Route 1
Reserved 2 k
MessagelD The sender shall set this ;ﬁ\eldyto 0x0f..

LinkFlowNumber The sender shallkkset this field tothe Link Flow that isjfeset. If all Link
Flows were reset, then the sender shall set this field to ‘11111,

Route If Route A is reset, thenthe sender shall set this field to ‘0’. If Route B
~is reset, then the sender shall set this field to ‘1”.

AN

Reserved \ The s,ender shall set this field to ‘00’. The receiver shall ignore this

. field. =
Chanmels | | = FIC  RTC SLP | Reliable
Addr‘ess“ikng ‘ o~ unicast Priority 50

/

14

15

16
17

3.5.4.4.6 MultiLinkNak

The access terminal sends the MultiLinkNak message to request the retransmission of one

or more SAR data units.
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Field Length (bits)
MessagelD 8
LinkFlowNumber 5
Route 1
Reserved1l 2
SARSequenceLength 8
ReportCount 8

ReportCount occurrences of the following four fields:

DelayedNak 1
LeadingEdgeIncluded 1 N\
LeadingEdge 0 or SARSequerio‘eLengfh
TrailingEdge SARSfequéncéLeﬁgth
OtherQNCount N\ Q‘or 8

OtherQNCount occurrences of the following field:

LargestSAR 0 ork"SARSequenceLengcth
VR Oor SARSequencelLength
Reserved2 0 — 7 (as needed)
MessageID \ The aécekSsk terminal shall set this field to 0x25.
LinkFlowNumber The access terminal shall set this field to the Link Flow for which this
N\ MultiLinkNak is being sent.

Route " If this MultiLinkNak is being sent for Route A, then the access
terminal shall set this field to ‘0’. Otherwise, the access terminal shall
set this field to ‘1.

Reservedl The access terminal shall set this field to ‘00’. The access network
shall ignore this field.

SARSequencelLength The access terminal shall set this field to the length of the SAR
sequence number as indicated by the SARSequenceLength field of the
FlowNNSequenceLengthFwd attribute for forward Link Flow NN.

ReportCount The access terminal shall set this field to the number of Report

records included in this message. The access terminal shall include
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DelayedNak

ReportCount occurrences of the following four fields with the
message.

The access terminal shall set this field to ‘O’ if this report is triggered
by a QuickNak.QuickNak indication. Otherwise, the access terminal
shall set this field to ‘1°.

LeadingEdgelncluded If DelayedNak is set ‘1°, the access terminal shall set this field to ‘1°.

LeadingEdge

TrailingEdge

OtherQNCount

If DelayedNak is set ‘0™

- If the access terminal has received more than one QN packet on
the corresponding QN instance in the last abort time interval, the
access terminal shall set this field to ‘1’

- Otherwise, the access terminal shall set this field to ‘O’.

The access terminal shall omit this field if LeadingEdgelncluded is set
to ‘0O’; otherwise, the access terminal shall include this field and set it
as follows: . \

If this report is trifg‘gered by a QuickNak.QuickNak indication, then the
access terminal sender shall set this field to the largest SAR sequence
number received \on ‘the“QN instanée that triggered this message

“before the QuickNak.QuiékNdk‘ indication was received. If this report

is triggered by a Flush message, then the access terminal shall set
this field to the value of V(R)wnr- 1. Otherwise, the access terminal

\_shall set this field ¢o one less than the SAR sequence number of the

first SAR data unit erased in a sequence of erased data units.

| If this report is triggered by a QuickNak.QuickNak indication, then the
access terminal shall set this field to the SAR sequence number of the

first data unit in the payload received on the QN instance that
triggered this report at the time that the QuickNak.QuickNak
indication was received. If this report is triggered by a Flush message,
then the access terminal shall set this field to LastSARSequence+1,
where LastSARSequence is the value of the field included in the Flush
message. Otherwise, the access terminal shall set this field to one
more than the SAR sequence number of the last SAR data unit erased
in a sequence of erased data units.

The access terminal shall set this field as follows:

If this MultiLinkNak message reports any erased data units for which
the corresponding DelayedNak field is set to ‘0’, then the access
terminal shall include this field and set it to the number of QN
instances such that SAR packets have been received on the QN
instance and LeadingEdge and TrailingEdge with corresponding
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LargestSAR

VR

Reserved?2

Multi-link Multi-Flow Packet Application

DelayedNak field set to ‘O’ have not been reported in this message
corresponding to SAR packets received on that QN instance.
Otherwise, the access terminal shall omit this field.

If the OtherQNCount field is omitted, then the access terminal shall
omit this field. Otherwise, the access terminal shall set this field to
the largest SAR sequence number received on this QN instance.

If OtherQNCount is included and is not zero, then the access terminal
shall omit this field. Otherwise, the access terminal shall set this field
to V(R)nn,p.

The access terminal shall add reserved bits to make the length of the
entire message an integer number of octets. The'aec“ﬁ(\e‘ss terminal shall
set these bits to ‘0’. The access network shegllkignore this field.

Channels

RTC ~SLP " Best Effort

Addressing

unicast kariol'/i,tkyk .50

3.5.4.4.7 ReservationOnRequest

The access terminal sends this message to réquéstkktransition of one or more Reservations to

the Open State.

MessagelD

TransactionID

_Field " Length (bits)

MessagelD R 8
TranSaction‘IDV - 8
\ Reservati“onC@unt ' 8

"Reserya},tionCount occurrences of the following two fields:

| Link

‘ReservationLabel 8
Emergencylndication Oor1
ReservationQueuingReq Oor1
Reserved 0 - 7 (as needed)

The access terminal shall set this field to 0x16.

The access terminal shall set this field to one more (modulo 256) than
the TransactionID field of the last ReservationOnRequest or
ReservationOffRequest message sent by the access terminal. If this is
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ReservationCount

Link

ReservationLabel

Emergencylndication

the first ReservationOnRequest or ReservationOffRequest message
sent by the access terminal, then the access terminal shall set this
field to zero.

The access terminal shall set this field to the number of the following
two fields in this message.

If this request is for a forward Reservation, then the access terminal
shall set this field to ‘1’. If this request is for a reverse Reservation,
then the access terminal shall set this field to 0’

The access terminal shall set this field to the ReservationLabel for
which this request is generated.

The access terminal shall include this field if any of the non-reserved fields that follow this

field are included ~in \the message.
If included, the access terminal shall setkthis; field as follows:
If this is an emergency Re‘servatyiori\OnRequest, ‘then the access
terminal shall set this field to ‘1’..Otherwise, the access terminal shall
set this field to ‘O’ Y ‘

ReservationQueuingReq

AN

The access terminal shall include this field if any of the non-reserved

;field,s*that follow this field are included in the message or if the access
. terminal wants to request queuing. If this field is included, the access

terminal shall set this field as follows: If the access terminal requests
that the queuing treatment be enabled in the access network for this

| ReservationOnRequest message, then the access terminal shall set

this field to ‘1°. Otherwise, the access terminal shall set this field to

‘0.

Reserved The access terminal shall add reserved bits to make the length of the
entire message an integer number of octets. The access terminal shall
set these bits to zero. The access network shall ignore this field.

Channels AC RTC SLP Best Effort
Addressing unicast Priority 40

3.5.4.4.8 ReservationOffRequest

The access terminal sends this message to request transition of one or more Reservations to

the Close State.
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Field Length (bits)
MessagelD 8
TransactionID 8
ReservationCount 8

ReservationCount occurrences of the following two

fields:

Link

ReservationLabel 8
Reserved 0 — 7 (as needed)

MessagelD

TransactionID

ReservationCount

Link

ReservationLabel

Reserved

The access terminal shall set this field to 0x17.

The access terminal shall set this field to one more (modulo 256) than
the TransactionID field of the last ReservationOnRequest or
ReservationOffRequest message sent by the access terminal. If this is
the first ReservationOnRequest or RéservationOffReqUeSt message
sent by the access termmal then the access terminal shall set this
field to zero.

The access terminal shall set thls f1e1d to the number of the following
two fields in th1s message.

If this request is for a\forward Reservation, then the access terminal
- shall set this field to ‘1’. If this request is for a reverse Reservation,

then the access terminal shall set this field to ‘0’

The éccess terminal shall set this field to the Reservation for which

this'request is generated.

The access terminal shall add reserved bits to make the length of the
entire message an integer number of octets. The access terminal shall
set these bits to zero. The access network shall ignore this field.

Channels

AC RTC SLP Best Effort

Addressing

unicast Priority 40

3.5.4.4.9 ReservationAccept

The access network sends this message to acknowledge reception of and allow the state
transition requested by a ReservationOnRequest or ReservationOffRequest message. The
access terminal sends this message to acknowledge reception of and accept the state
transition requested by a RevReservationOn or RevReservationOff message.
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Field Length (bits)
MessagelD 8
TransactionID 8

MessagelD The sender shall set this field to Ox18.

TransactionID The access network shall set this field to the TransactionID field of
the ReservationOnRequest or ReservationOffRequest message to
which the access network is responding. The access terminal shall set
this field to the TransactionID field of the RevReservationOn or
RevReservationOff message to which the access terminal
responding.

Channels | CC FTC RTC AC SLP Best Effort
Addressing unicast g 'P\x"iority 40

3.5.4.4.10 ReservationReject

The access network sends this message to acknowlédge re‘éeption of ,fand deny the state

transition requested by a ReservationOQRequest or ReservationOffRequest message.

MessagelD

TransactionID

Field ' Length (bits)
, 'kMékssagéID \ ' 8
’lkkk“rahskacfc/i(‘)nID 8
“ kkka;éerVéi’ktionCount 8

“ReserkVatioknCount occurrences of the following two

fields:
AllowableLink 1
,AwaableReservationLabel 8

~ ReservationCount occurrences of the following two

fields:

RejectCode Oor4
PendingDuration Oor 5
Reserved 0 - 7 (as needed)

The access network shall set this field to 0x19.

The access network shall set this field to the TransactionID field of
the ReservationOnRequest or ReservationOffRequest message to

which the access network is responding.
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ReservationCount

AllowableLink

The access network shall set this field to the number of the following
two fields in this message.

If the Reservation for which the access network would have allowed
the state transition requested in the ReservationOnRequest or
ReservationOffRequest message is a forward Reservation, then the
access network shall set this field to ‘1’. If the Reservation for which
the access network would have allowed the state transition requested
in the ReservationOnRequest or ReservationOffRequest message is a
reverse Reservation, then the access network shall set this field to 0’.

AllowableReservationLabel

RejectCode

The access network shall set this field to the ReservationLabel for
which the access network would have allowed the state transition
requested in the ReservationOnRequest or ReservationOffRequest
message. '

If included, the access ngtwo’rk shall set this field as follows:
The access network shall set the RejectCode to indicate the Reject
Code. ‘ :

Field value AN . Description

0x0, N General

0x1 : ReservationPendin g

All other véﬂués are reserved

PendingDuration

Reserved

The \access network shall include this field if RejectCode field is
inchided/and is set to ReservationPending. If this field is included, the
access network shall set this field to the pending duration in units of

‘seconds

The access network shall add reserved bits to make the length of the
entire message an integer number of octets. The access network shall
set these bits to zero. The access terminal shall ignore this field.

Channels

CC

FTC SLP Best Effort

Addressing

unicast Priority 40

3.5.4.4.11 RevReservationOn

The access network sends this message to transition a reverse Reservation to the Open

state.

3-48



10
11

12

13

14
15

18

19

20

21

Multi-link Multi-Flow Packet Application

3GPP2 C.S0063-B v0.2

Field Length (bits)
MessagelD 8
TransactionID 8
ReservationCount 8

ReservationCount occurrences of the following field:

ReservationLabel 8

MessagelD The access network shall set this field to Ox1a.

TransactionID The access network shall set this field to one more (modulo 256) than
the TransactionID field of the last RevReservationOn or
RevReservationOff message sent by the access network If this is the
first RevReservationOn or ReVReservatlonOff message sent by the
access network, then the access network shall set this field to zero.

ReservationCount The access network shall set th1s f1e1d to the number of
ReservationLabel fields in this message

ReservationLabel The access network shall set this f1e1d to the Reservation which is to
be transitioned to- the Open state.

Channels | CC FTC | SLP Best Effort
Addressing unicast | | Priority 40

3. 5 4.4, 12 RevReservatlonOff

The access network sends th1s message to transition a reverse Reservation to the Close

state.

MessagelD

TransactionID

S/ Field Length (bits)
' MessagelD 8

TransactionID 8

ReservationCount 8

ReservationCount occurrences of the following field:

ReservationLabel 8

The access network shall set this field to Ox1b.

The access network shall set this field to one more (modulo 256) than
the field of the
RevReservationOff message sent by the access network. If this is the
first RevReservationOn or RevReservationOff message sent by the
access network, then the access network shall set this field to zero.

TransactionID last RevReservationOn or
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ReservationCount The access network shall set this field to the number of
ReservationLabel fields in this message.
ReservationLabel The access network shall set this field to the Reservation that is to be
transitioned to the Close state.
Channels CC FTC SLP Best Effort
Addressing unicast Priority 40

3.5.4.4.13 FwdReservationOff

The access network sends this message to inform the access terminal when a forward

Reservation transitions to the Close state.

Field Length (bits)
MessagelD 8 k‘
TransactionID .8
ReservationCount ) N 8

ReservationCount occurrgnces of the*_fd'HQWing‘field:

ReservationLabel 8

The accesé ‘network shall 'sét“thkigaﬁe,lyds'td '(’)x22.

MessagelD
TransactionID ’fhe ‘acce§s network shall set thls field to one more (modulo 256) than
~ the T r’émsactionID field of the last FwdReservationOn or
 FwdReservationOff message sent by the access network. If this is the
first ‘FWdRcfsekrvationOn or FwdReservationOff message sent by the
access network, then the access network shall set this field to zero.
ReservationCounf - The access network shall set this field to the number of
" _ReservationLabel fields in this message.
ReservationLabel The access network shall set this field to the Reservation transitioned
to the Close state.
Channels | CC FTC SLP Best Effort
Addressing unicast Priority 40

3.5.4.4.14 FwdReservationOn

The access network sends this message to inform the access terminal when a forward
Reservation transitions to the Open state.
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Field Length (bits)
MessagelD 8
TransactionID 8
ReservationCount 8

ReservationCount occurrences of the following field:

ReservationLabel 8

MessagelD The access network shall set this field to 0x23.
TransactionID The access network shall set this field to one more (modulo 256) than
the TransactionID field of the Ilast ,kadReservationOn or
FwdReservationOff message sent by the access hetwork If this is the
first FwdReservationOn or FwdReservatlonOff message sent by the
access network, then the access network shall set this field to zero.
ReservationCount The access network shall set thls f1e1d to the number of
ReservationLabel fields in this message
ReservationLabel The access netWQ}*k shall set this field to the Reservation that
transitioned to thekkkOpe‘n state.
Channels | CC FTC | SLP Best Effort
Addressing unicast | | Priority 40

3. 5 4.4, 15 FwdReservat1onAck

The access termmal sends thls message to acknowledge reception of the FwdReservationOn
or the FwdReservatlonOff message and to accept the related state transition.

MessagelD

TransactionID

S/ Field Length (bits)
' MessagelD 8
TransactionID 8

The access terminal shall set this field to 0x24.

The access terminal shall set this field to the TransactionID field of
the FwdReservationOn or FwdReservationOff message to which the
access terminal is responding.
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Channels | AC RTC SLP Best Effort
Addressing unicast Priority 40

3.5.4.4.16 AttributeUpdateRequest

The sender sends an AttributeUpdateRequest message to offer an attribute value for a given

attribute.
Field Length (bits)

MessagelD 8

TransactionID 8

One or more instances of the following record

AttributeRecord Attribute dependent
MessagelD The sender shall set this field to 0x52.
TransactionID The sender shall incrér\nent‘ this' value for each new

AttributeUpdateRequest message sent. :

AttributeRecord The format of this reCQfd‘~ is specified in [8].
Channels FTC RTC | ,stp | Reliable
Addressing unicast Priority 40
3.5.4.4. 17 AttributeUpdéteAcCept
The sender. sends \an AftributeUpdateAccept message in response to an

AttributeUpdateRequest méssage to accept the offered attribute values.

MessagelD

TransactionID

Field Length (bits)
‘MessagelD 8
TransactionID 8

The sender shall set this field to 0x53.

The sender shall set this value to the TransactionID field of the
corresponding AttributeUpdateRequest message.
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Channels FTC RTC SLP Reliable

Addressing unicast Priority 40

3.5.4.4.18 AttributeUpdateReject

The access network sends an AttributeUpdateReject message in response to an
AttributeUpdateRequest message to reject the offered attribute values.

Field Length (bits)
MessagelD 8
TransactionID 8
MessagelD The access network shall set this ﬁeld to,’OX'54.
TransactionID The sender shall set this Value to the TransactlonID field of the

corresponding AttrlbuteUpdateRequest message

Channels FTC [ “stp | Reliable

Addressing uni;:c:éistx Priority 40

3.5.4.4.19 Flush

The access terminal and the access network send,:‘,theFlush message to indicate the end of
a data burst.— ‘

~ [Fiera | Length (bits)
“~MéssageID N\ > 8
LlnkFlowNumber - 5
Route ’,,/,jf',/' 1
SARS;eq'uenceLength 8
LastSARSequence SARSequencelLength
Reserved 0-7 (as needed)
MessagelD The sender shall set this field to 0x26.

LinkFlowNumber The sender shall set this field to the Link Flow for which this Flush is
being sent.

Route If this Flush is being sent for Route A, then the sender shall set this
field to ‘O’. Otherwise, the sender shall set this field to ‘1°.
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1 SARSequencelength The sender shall set this field to the size of the SAR sequence number
2 for this Link Flow in units of bits.

s LastSARSequence The sender shall set this field to V{(S)wnr-1.

4 Reserved The sender shall add reserved bits to make the length of the entire
5 message an integer number of octets. The sender shall set these bits
6 to zero. The receiver shall ignore this field.
7
Channels RTC FTC SLP Best Effort
Addressing unicast Priority 50

s 3.5.4.4.20 Nak

o The access network sends the Nak message to request the retransmission of one or more

10 SAR data units.
11

N

Field ~ | Length (bits)
MessagelD 8 ‘
LinkFlowNumber N\ S
Route 1
Reservedl \ 2
SARS”equenceLekngth 8
Ke’portCOuﬁt 3

RepoftC(l)‘uﬁt; (‘)k‘ckcurrence,s of the following two fields:

FirstErasedDétaUnit SARSequenceLength
) \ | kkwindowLerjl - SARSequenceLength
VR P "//":/ SARSequenceLength
Reserved2 0 - 7 (as needed)
12 MessagelD The access network shall set this field to 0x02.

13 LinkFlowNumber The access network shall set this field to the Link Flow for which this
14 Nak is being sent.

15 Route If this Nak is being sent for Route A, then the access network shall
16 set this field to ‘O’. Otherwise, the access network shall set this field
17 to ‘1°.
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Reservedl

SARSequenceLength

ReportCount

The access network shall set this field to ‘00’. The access terminal
shall ignore this field.

The access network shall set this field to the length of the sequence
number as indicated by the FlowNNSequenceLengthRev attribute for
this reverse Link Flow NN.

The access network shall set this field to the number of Report
records included in this message. The access network shall include
ReportCount occurrences of the following two fields with the message.

Sequences of erased data units shall be listed in the ascending order of SAR sequence
number associated with FirstErasedDataUnit.

FirstErasedDataUnit

The access network shall set this field to the secﬁlenoe number of the
first SAR data unit erased in a sequence of erased data units.

WindowLen The access network shall set this field to the length of the erased
window in units of dataunits.
VR The access network shall set this field to V(R)nnp.
Reserved?2 The access netwokkaks,k:l"i‘allx add reserved bits to make the length of the
entire message an inté‘ger“number, of octets. The access network shall
“set these bits to ‘0’. The access terminal shall ignore this field.
Channels FTC SLP Best Effort
Addressing " unicast Priority 50

3.5.4.5 Interface to Other Protocols

3.5.4.5.1 Commands

This protocol does not issue any commands.

3.5.4.5.2 Indications

This protocol registers to receive the following indications:

e IdleState.ConnectionOpened

e IdleState.ConnectionFailed

e PhysicalLayer.ReverseTrafficPacketsMissed along with parameters indicating the Link

Flow number and missing data units.

e ConnectedState. ConnectionClosed
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e  RouteUpdate.ConnectionLost

e  QuickNak.QuickNak (access terminal only)

3.5.5 Protocol Numeric Constants

Constant Meaning Value

Time period within which the access
network is to respond to
ReservationOnRequest and
ReservationOffRequest messages.

TSARResponse 1 second
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3.6 Quick Nak Protocol

3.6.1 Overview

The Quick Nak Protocol (QN) is used to detect erased forward link SAR packets. There may
be one or more instances of the QN for each Route of a Link Flow. SAR may deliver SAR
packets for transmission to any instance of the QN protocol associated with that Link Flow
and Route. Each instance of the QN protocol detects loss of packets delivered by the SAR
transmitter to that QN instance. QN is a protocol associated with the Multi-link Multi-flow
Packet Application. The application subtype for this application is defined in [3].

3.6.2 Primitives and Public Data

3.6.2.1 Commands
This protocol defines the following commands:

e Initialize

3.6.2.2 Return Indications
This protocol returns the following indications:

e QuickNak (access terminal only)

3.6.3 Protocol Data Unit

The transmission unit of this protocol is\a QN packet.

3.6.4 Procedures and MesSéges for the InUse Instance of the Protocol

This section defines the procedures-and messages for each instance of QN.

3.6.4.1 Procedures

The access network and the access terminal shall have one instance of the QN protocol for
each (Link Flow, "Rﬁoute, QNGroup) tuple. The QNGroup indicates Active Set pilots that
share the same QN instance for a given Route of a given Link Flow. Information about
which Active Set pilot belong to a QNGroup is provided by Scheduler Group public data of
the Route Update Protocol.

The procedures in this section apply to each instance of the QN protocol. If the public data
of the Route Update Protocol does not provide QNGroup information, then all pilots in the
Active Set shall be considered to be part of one QNGroup.

The access network and the access terminal shall set QNSequenceLength for a forward Link
flow to SARSequenceLength - SARSequenceLengthShort corresponding to that forward Link
flow.

Upon receiving a RouteUpdate.ActiveSetUpdated indication, the access network and the
access terminal shall perform the following:
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e The access network and the access terminal shall delete QN instances corresponding to
QNGroups that have been deleted from the Active Set.

e The access network and access terminal shall create a new QN instance for each new
QNGroup in the Active Set.

3.6.4.1.1 Initialization

Upon creation of a QN instance, the QN receiver at the access terminal shall set V(R)onto
zero. Upon creation of a QN instance, the QN transmitter at the access network shall set
V(S)onto zero. The QN transmitter at the access terminal shall ignore an Initialize command.
The QN receiver at the access network shall ignore an Initialize command.

Upon receiving an Initialize command, the access terminal shall set V(R)on to zero. Upon
receiving an Initialize command, the access network shall set V(Sjovto zero.

3.6.4.1.2 Data Transfer

QN is an erasure detection protocol with a sequence space of QNSequenceLength bits,
where QNSequenceLength is equal to (SARSequenceLength — SARSequenceLengthShort) as
indicated by the corresponding fields of the F'IOWNNSequenceLengtthd\ attribute for
forward Link Flow NN. All operations and comparisons performed on QN packet sequence
numbers shall be carried out in uns1gned modulo 25 arithmetic, where ‘S represents the
value of QNSequenceLength. \

3.6.4.1.2.1 ON Transmit Procedures

The SAR protocol associated w1th each Route of a_ Lmk Flow provides SAR packets for
transmission to the instance of/ QN associated with that (Route, Link Flow, QNGroup),
where QNGroup is the QNGroup assoc1ated w1th the pilot on which the SAR packet is to be
transmitted, ‘

The sender forms a QN packet by prepending the QN packet header defined in 3.6.4.1.3 to a
SAR packet.

The access network shall maintain a QNSequenceLength-bit variable V(S)ov that indicates
the sequence number of the next QN packet to be sent using this QN instance. V{(S)onr shall
be incremented each time a QN packet containing first-time payload is transmitted.

3.6.4.1.2.2 QN Receive Procedures

The access network shall pass the payload of the QN packet along with the contents of the
ON header to SAR.

The access terminal shall maintain a QNSequenceLength-bit variable V(R)on for each QN
instance. V(R)onv contains the sequence number of the next QN packet expected to arrive.

If the QN packet does not contain a sequence number, then the access terminal shall pass
the payload of the QN packet to SAR.

In the following, X denotes the sequence number of a received QN packet. For each received
QN packet, the access terminal shall perform the following procedures in the order
specified:

3-58



10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

26

27

Multi-link Multi-Flow Packet Application 3GPP2 C.S0063-B v0.2

¢ QN shall pass the payload of the QN packet along with the contents of the QN header to

SAR.

o IfX# V(RQN, then QN shall generate a QuickNak indication.

e QN shall set V(R)QN to X + 1.

3.6.4.1.3 QN Packet Header

The QN packet header, which precedes a SAR payload, has the following format:

Field Length (bits)
LinkFlowNumber S
Route 1 A
QNSEQIncluded Oorl
QNSEQ 0 or QNSéthenceLength
LinkFlowNumber The sender shall set this field to the 1dent1f1er for the Link Flow that
this QN instance is associated w1th
Route If this QN instahce is associated with Route A of'the Link Flow, then
the sender shall, set th1s field to ‘O’ Otherwise, the sender shall set
thls field to ‘1. ‘ ) .
QNSEQIncluded ( The access terminal,shétllkkx‘(‘)mkitthi"s field. If this QN packet contains a
TN ; SAR packet with a SEQ field of length SARSequenceLength, then the
B \ Kacces’s"network shall. set this field to ‘0. Otherwise, the access
. network shall set this field to ‘1°.
QNSEQ ‘ T:‘he aeéess terminal shall omit this field. If QNSEQIncluded is set to

v

' {0’, _then the access network shall omit this field. Otherwise, the
/ saccess network shall set this field to V(S)on.

3.6.4.2 Message Formats

No messages are defined in this protocol.

3.6.5 Interface to Other Protocols

3.6.5.1 Commands

This protocol does not issue any commands.

3.6.5.2 Indications

This protocol registers to receive the following indications:

e RouteUpdate.ActiveSetUpdated
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3.6.6 QN Packet Priorities

The sender shall assign priority between 60 and 70 inclusive to QN packets. For a given
Link Flow, the sender shall assign higher priority (lower number) to packets containing
retransmitted application traffic than packets containing only first time transmissions. If
FlowNNTransmitAbortTimerRev is not set to 0x00, then the access terminal should transmit
a higher layer data unit within FlowNNTransmitAbortTimerRev time of the higher layer data
unit being received by the Multi-link Multi-flow Packet Application. The access terminal
may use the FlowNNTransmitAbortTimerRev attribute to determine the priority of reverse
QN packets.

Type of QN Packet Channel Addressing Priority
Backet contqln{ng only first- FTC, RTC Unicast | BetWe§n 60 and 70
time transmissions inclusive
Packet containing re- ;
transmitted application FTC, RTC unicast Betwe§n 60 and 70
traffic inclusive

3.6.7 Protocol Numeric Constants

No numeric constants are defined in this pl‘”OfC:éCQl-
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3.7 Data Over Signaling Protocol

3.7.1 Overview

The Data Over Signaling Protocol provides transmission and duplicate detection of higher
layer packets using signaling messages. Each Link flow provides two instances of the Data
Over Signaling Protocol, one associated with Route A of the Link flow, and the other
associated with Route B24. A higher layer packet is carried in a DataOverSignaling
message. The Data Over Signaling Protocol uses message sequence numbers in the
DataOverSignaling message to provide duplicate detection. Data Over Signaling Protocol is
associated with the Multi-link Multi-flow Packet Application. The application subtype for
this application is defined in [3].

3.7.2 Primitives and Public Data

3.7.2.1 Commands

This protocol does not define any commands.

3.7.2.2 Return Indications

This protocol does not return any indick‘a‘tikons.

3.7.3 Protocol Data Unit

The transmission ~unit of this protocol 1sa DataOverSignaling message. The
DataOverSignaling message carries payload on behalf of the higher layer. This protocol uses
the SignalingApplication to’transmit and receive messages.

\

3.7:4 Procedures and Messages for the IhUse Instance of the Protocol

3.7.4.1 Procedures

If FlowNNDataOverSignalingAllowedRev is set to 0x00, the access terminal shall not send a
DataOverSignaling/f'l"flessage for Link Flow NN. The sender shall set the MessageSequence
field of a DataOverSignaling message to V(Sp) value maintained by the sender for the Route
P on which the DataOverSignaling message was sent. Each time the sender sends a new
DataOverSignaling message, it shall increment the value of V(Sp). If the sender does not
receive a DataOverSignalingAck message within an implementation specific time interval in
response to a DataOverSignaling message requiring an acknowledgment, then the sender
may retransmit the DataOverSignaling message containing the same higher layer packet
and the same MessageSequence an implementation specific number of times.

24 Note that the all instances of the Data Over Signaling Protocol associated with a Route share the

same MessageSequence space.
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The access terminal or the access network shall not send a DataOverSignaling message if
the associated Link Flow for which the DataOverSignaling message is carrying payload is
deactivated, or if the associated Reservation is in the Close state.

Upon receiving a DataOverSignaling message, the receiver shall perform the following:

o If Reset is set to ‘1’ and the receiver is the access terminal, the receiver shall perform
the following:

— If Route is set to ‘0’, the receiver shall set V(Ra) to (MessageSequence — 1) mod
64.

— If Route is set to ‘1’, the receiver shall set V(Rg) to (MessageSequence — 1) mod
64.

e The receiver shall validate the message using the procedure defined in the Sequence
Number Validation Procedure of [8] by setting the variable V(R) defined in [8] to the
V(Rp value maintained by the receiver for the Route P on which the DataOverSignaling
message was received, and by setting S = 6.

e The receiver shall discard the DataOverSignaling message if it is invalid. If the
DataOverSignaling message is valid, then the receiver shall pass the HigherLayerPacket
field of the DataOverSignaling message to the higher layer. If the receiver is an access
terminal, then the higher Ilayer i‘é*._indicated by. the ProtocollD field of the
Flow NNRouteProtocolParametersFwd a‘ttrxikbutke, where NN is the Link Flow with which
the DataOverSignaling message is associa‘k“t‘ed, 1If the receiver is an access network, then
the higher layer is . indicated by‘a,kkk‘t‘he ~ProtocollD field of  the
FlowNNRouteProtocolParametersRev attribute, Wﬁere NN is the Link Flow with which
the DataOverSignaling message is associated.

e If the AckRVequiredkkkﬁeld of the DataOverSignaling message is ‘1’, then the receiver shall
respond. with a DataOverSignalingAck message with AckSequence field set to the
MessageSequence field of the DataOverSignaling message.

3.7.4.2 Message Formats

The messages described in this section are exchanged between the access terminal and the

access network using the Signaling Application.

3.7.4.2.1 DataOverSignaling

The access network or the access terminal sends the DataOverSignaling message to
transmit a higher layer packet.
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Field Length (bits)
MessagelD 8
LinkFlowNumber S
Route 1
AckRequired 1
Reset 1
Reserved 2
MessageSequence 6
HigherLayerPacket Variable Length

MessagelD The sender shall set this field to 0x14. s R

LinkFlowNumber The sender shall set this field to 'th/é Link Flow with which this
DataOverSignaling message is’,as'so(:iated.

Route If this DataOverSignaliﬁg*m‘essage is associated with Route A, then
the sender shall set this field to ‘0’ If this DataOVerSignaling message
is associated withRoute B, then the sender shall'set this field to ‘1°.

AckRequired The sender shall setthls field to ‘1’ if the receiver is required to

_acknowledge the receipt ofthls message. Otherwise, the sender shall
_set this field to 0",
Reset B \ k‘:Theﬂ access terminal 'shall set this field to ‘0’. The access network may
e . set this field to "l;’~to indicate that the access terminal is to reset its
V(R) for the indicated route. The access network may set this field to
O’ to indicate that the access terminal is not required to reset its
' V(R)..~

Reserved /The sender shall set this field to ‘O0’. The receiver shall ignore this
field.

MessageSequence The sender shall set this field to the V(Sp value maintained by the
sender for the Route P on which the DataOverSignaling message was
sent.

HigherLayerPacket The sender shall set this field to an entire higher layer packet25. The

length of the higher layer packet shall be an integer number of octets.

Channels CccC

AC FTC SLP Best Effort

25 For example, if the higher layer packet is an HDLC frame, then the entire HDLC frame is included.

3-63



10

11

12

13

14
15

16

17

18

19

20

21

3GPP2 C.S0063-B v0.2 Multi-link Multi-Flow Packet Application

Addressing unicast Priority 20 to 50 (inclusive)

The sender shall assign message priority in the range 20 to 50, inclusive, depending on the
priority of the higher layer packet carried as payload in this message.
3.7.4.2.2 DataOverSignalingAck

The access network or the access terminal sends a DataOverSignalingAck message to
acknowledge receipt of a DataOverSignaling message.

Field Length (bits)
MessagelD 8
Route 1
AckSequence 6 <
Reserved 1
MessagelD The sender shall set this field to ’OXl 5.
Route If this message is acknowledging‘ a 'DétdOverSignéling"received on

Route A, then the sender shall 'set. thlS field to ‘©”. Otherwise the
sender shall set this f1e1d to ‘1’ ‘

AckSequence The sender shall set thlS f1e1d to the MessageSequence field of the
DataOver&gnahng message Whose recelpt is being acknowledged.

Reserved B \The sender shall set thls field to ‘O’. The receiver shall ignore this
g N \fleld ¢
Channels |[CC | AC. FIC RIC SLP Best Effort
Addressingk"; k‘ . unicast Priority 40

3.7.4.3 Interface ;to'Other Protocols

3.7.4.3.1 Commands

This protocol does not issue any commands.

3.7.4.3.2 Indications

This protocol does not register to receive any indications.
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3.8 Location Update Protocol

3.8.1 Overview

The Location Update Protocol defines location update procedures and messages for mobility
management for the Multi-link Multi-flow Packet Application.

The Location Update Protocol is a protocol associated with the Multi-link Multi-flow Packet
Application. The application subtype for this application is defined in [3].
3.8.2 Primitives and Public Data

3.8.2.1 Commands

This protocol does not define any commands.

3.8.2.2 Return Indications

This protocol does not return any indications.

3.8.3 Protocol Data Unit

The transmission unit of this proto“col_ is a message. This is a control protocol; and,
therefore, it does not carry payload on behalf of other layers or protocols.

3.8.4 Procedures and Messages for the InUsé"Inéfance of the Protocol

3.8.4.1 Procedures

3.8.4.1.1 AécessNétwork Requirementsk ;

If the protocol receives an AddressManagement.SubnetChanged indication, the access
network:; =

e May send a LocationRequest message to query the Location information.
e May send a LocationAssignment message to update the Location information.
e May send a StorageBLOBRequest message to query the stored BLOB.

e May send a StorageBLOBAssignment message to update stored BLOB.

3.8.4.1.2 Access Terminal Requirements

If the access terminal receives a LocationRequest message, it shall send a
LocationNotification message. If the access terminal has a stored value for the
LocationValue parameter, the access terminal shall set the LocationType, LocationLength,
and LocationValue fields in this message to its stored values of these fields. If the access
terminal does not have a stored value for the LocationValue parameter, the access terminal
shall omit the LocationLength and LocationValue fields in this message.

If the access terminal receives a LocationAssignment message, it shall send a
LocationComplete message and the access terminal shall store the wvalue of the
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LocationType, LocationLength, and LocationValue fields of the LocationAssignment message
in LocationType, LocationLength, and LocationValue variables, respectively.

If the access terminal receives a StorageBLOBRequest message, it shall send a
StorageBLOBNOotification message. If the access terminal has a stored value for the
shall set the StorageBLOBType,
StorageBLOBLength and StorageBLOB fields in this message to its stored values of these
fields. If the access terminal does not have a stored value for the StorageBLOB parameter,
the access terminal shall set the StorageBLOBType, StorageBLOBLength fields to zero and

shall omit the StorageBLOB fields in this message.

StorageBLOB parameter, the access terminal

If the access terminal receives a StorageBLOBAssignment message, it shall send a
StorageBLOBComplete message and the access terminal shall store the value of the
StorageBLOBType, StorageBLOBLength and StorageBLOB fields of the
StorageBLOBAssignment in StorageBLOBType, StorageBLOBLength and
StorageBLOB variables, respectively. -

message

3.8.4.2 Message Formats

3.8.4.2.1 LocationRequest

The access network uses this message to query the access\ terminal of its Location

information.
_ Field “ N Le‘ngth (bits)
M€§sageID\ | L 8
MessageI’D/ 7 ‘Tlf}é accéés ’network shkall set this field to 0x03.
Channels | CC FTC SLP Best Effort
Addressing unicast Priority 40

3.8.4.2.2 Locatioantification

The access terminal sends the LocationNotification message either in response to the
LocationRequest message or in an unsolicited manner as specified in [11] or [13] if the
configured value of the RANHandoff attribute is 0x01.

MessagelD

Field Length (bits)
MessagelD 8
LocationType 8
LocationLength Oor8
LocationValue 0 or 8 x LocationLength

The access terminal shall set this field to 0x04.
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LocationType The access terminal shall set this field to zero if the value of its stored
LocationValue is NULL; otherwise, the access terminal shall set this
field to the stored value of LocationType.

LocationLength The access terminal shall not include this field if the value of its
stored LocationValue is NULL; otherwise, the access terminal shall
set this field to the stored value of LocationLength.

LocationValue The access terminal shall not include this field if the value of its
stored LocationValue is NULL; otherwise, the access terminal shall
set this field to the stored value of LocationValue.

Channels AC RTC SLP | Reliable?6 Best Effort
Addressing unicast Priority | 40

3.8.4.2.3 LocationAssignment

The access network uses this message to update the LQCation infbrmation of the access

terminal. \ —~\ \

Field . ‘Length (bits)
MessagelD .8
TransactionID 8
, '\'LokcatioﬁType > 8
. LoCatio/nLength ' 8
kk\LoCatiﬂo’nValue L 8 x LocationLength
MessagelD The access network shall set this field to 0x05.
TransactianD_ / /The access network shall increment this value for each new
.~ LocationAssignment message sent.
LocationTypé The access network shall set this field to the type of the location as

specified in Table 3.8.4.2-1.

26 This message is sent reliably when it is sent over the Reverse Traffic Channel.
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Table 3.8.4.2-1. LocationType Encoding

LocationType LocationLength Meaning
0x00 N/A No location is stored
0x01 0x05 Location compatible with [2]
(see Table 3.8.4.2-2)
All other values N/A Reserved
LocationLength The access network shall set this field to the length of the

LocationValue

LocationValue field in octets as specified in Table 3.8.4.2-1.

The access network shall set this field to the Location of type
specified by LocationType. If LocationType is set 'jcd_OxOl, the access
network shall set this field as shown in Tab1e~ 3.8.4\:{2—2, where SID,
NID, and PACKET_ZONE_ID correspohd to rtkhe current access

network.

N\

Table 3.8.4.2-2. Subfields of Locationvaiue when LbcationType = 0x01

Sub-fields of ‘ A
LocationValue # of bits
Reserved 1 ,
N e
- PACKET_ZONE_ID |8
Channels | CC - FTC SLP Best Effort
Addressingk‘ ‘ unicast Priority 40

7

3.8.4.2.4 LocationComplete

The access terminal sends this message in response to the LocationAssignment message.

MessagelD

TransactionID

Field Length (bits)
MessagelD 8
TransactionID 8

The access terminal shall set this field to 0x06.

The access terminal shall set this field the TransactionID field of the
corresponding LocationAssignment message.
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Channels AC RTC SLP Best Effort

unicast

Addressing Priority 40

3.8.4.2.5 StorageBLOBRequest

The access network uses this message to query the access terminal of its StorageBLOB
information.

Field Length (bits)
MessagelD 8
MessagelD The access network shall set this field to 0x10.
Channels | CC FTC SLP Best Effort
Addressing unicast Priority 40

3.8.4.2.6 StorageBLOBNotification

The access terminal sends the StdrageBLOBNotiﬁcation message in response to the
StorageBLOBRequest message.

Field

‘MessagelD |

 Length (bits)

8

| StorageBLOBType

16

8

h StorageBLOBLength ,
StorageBLOB

O or 8 x
StorageBLOBLength

MessagelD The access terminal shall set this field to Ox11.

StorageBLOBType The access terminal shall set this field to zero if the value of its stored
StorageBLOB is NULL; otherwise, the access terminal shall set this

field to the stored value of StorageBLOBType.
StorageBLOBLength

The access terminal shall set this field to zero if the value of its stored
StorageBLOB is NULL; otherwise, the access terminal shall set this
field to the stored value of StorageBLOBLength.

StorageBLOB The access terminal shall not include this field if the value of its
stored StorageBLOB is NULL; otherwise, the access terminal shall set

this field to the stored value of StorageBLOB.
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Channels

AC RTC SLP Best Effort

Addressing

unicast Priority 40

3.8.4.2.7 StorageBLOBAssignment

The access network uses this message to update the StorageBLOB information of the access

terminal.
Field Length (bits)
MessagelD 8
TransactionID 8
StorageBLOBType 16
StorageBLOBLength 8
StorageBLOB 8 x StorageBLOBLength
MessagelD The access network shall set this field to 0x12.
TransactionID The access nethrk shall ihcrémehf fhis valué} fbr?’ each new
StorageBLOBAssigni‘nept message sent. -
StorageBLOBType The access network slziallgé‘etxthis ﬁe‘l‘dk‘toi the StorageBLOBType. The
access network shall set ,fhis‘“ﬁeklkd to zero if StorageBLOB is NULL.
~Otherwise, the access nEtWork*s‘hafllf set this field as defined in [3].
StorageBLOBLength k
The étcCess network shall set this field to the length of the
StorageBLOB field in octets. The access network shall set this field to
zero if StorageBLOB is NULL.
StorageBLOB ; Tl‘ie access network shall not include this field if the StorageBLOB is
" NULL. Otherwise, the access network shall set this field to the
StorageBLOB.
Channels | CC FTC SLP Best Effort
Addressing unicast Priority 40

3.8.4.2.8 StorageBLOBComplete

The access terminal sends this message in response to the StorageBLOBAssignment

message.
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Field Length (bits)
MessagelD 8
TransactionID 8

MessagelD The access terminal shall set this field to 0x13.
TransactionID The access terminal shall set this field the TransactionID field of the
corresponding StorageBLOBAssignment message.
Channels AC RTC SLP Best Effort
Addressing unicast Priority 40

3.8.4.3 Interface to Other Protocols

3.8.4.3.1 Commands

This protocol does not issue any commands.

3.8.4.3.2 Indications

This protocol registers to receive the follQWir;g indications:

e AddressManagement.SubnetChanged k‘(acc:é‘ss network only)

AN
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3.9 Flow Control Protocol

3.9.1 Overview

The Flow Control Protocol provides procedures and messages used by the access terminal
and the access network to perform flow control for the Multi-link Multi-flow Packet
Application.

This protocol can be in one of the following states:

o Close State: in this state the Multi-link Multi-flow Packet Application does not send or
receive any SAR packets or DataOverSignaling messages.

e Open State: in this state the Multi-link Multi-flow Packet Application can send and
receive SAR packets and DataOverSignaling messages.

Figure 3.9.1-1 and Figure 3.9.1-2 show the state transition diagram at the access terminal
and the access network.

Tx XonRequest
or Tx an SAR packet

Initial State or Tx a DataOverSignaling message

Close State Open State

/Rx XoffResponse

Figure 3.9.1-1. Flow Cdntrol Protocol State Diagram (Access Terminal)

Tx XonResponse
or Rx an SAR packet

Initial Stat i i
itial State or Rx a DataOverSignaling message

Close State Open State

Tx XoffResponse

Figure 3.9.1-2. Flow Control Protocol State Diagram (Access Network)
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The flow control protocol is a protocol associated with the Multi-link Multi-flow Packet
Application. The application subtype for this application is defined in [3].

3.9.2 Primitives and Public Data

3.9.2.1 Commands

This protocol does not define any commands.

3.9.2.2 Return Indications

This protocol does not return any indications.

3.9.3 Protocol Data Unit

The transmission unit of this protocol is a message. This is a control protocol and,
therefore, it does not carry payload on behalf of other layers or protocols.

3.9.4 Procedures and Messages for the InUse Instance of the Protocol
3.9.4.1 Procedures

3.9.4.1.1 Transmission and Processing“of DataReady Message

The access network may send a DataReady message to indicate that there is data
corresponding to this packet app11cat1on wa1t1ng to be transmitted.

The access terminal shall send a DataReadyAck W1th1n the time period specified by
TFCResponse after receptlon of the DataReady message to acknowledge reception of the
message. !

3.9.4.1.2 Transmission and Processing of RestartNetworkInterface Message

The access network| may send a RestartNetworkInterface message to direct the access
terminal to restart the interface between the packet application and the higher layer.

Upon receiving. a RestartNetworkInterface message, the access terminal shall send a
RestartNetworkInterfaceAck message and shall restart the interface between the packet
application and the higher layer. The access terminal may also restart higher layer
protocols.

3.9.4.1.3 Close State

3.9.4.1.3.1 Access Terminal Requirements

The access terminal shall send an XonRequest message or a SAR packet (corresponding to
this instance of the Multi-link Multi-flow Packet Application) or a DataOverSignaling
message (corresponding to this instance of the Multi-link Multi-flow Packet Application)
when it is ready to exchange SAR packets or DataOverSignaling messages with the access
network. The access terminal should send an XonRequest message or a SAR packet
(corresponding to this instance of the Multi-link Multi-flow Packet Application) or a
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DataOverSignaling message (corresponding to this instance of the Multi-link Multi-flow
Packet Application) when it receives a DataReady from the access network.

The access terminal shall transition to the Open State when it sends an XonRequest
message or when it sends a SAR packet (corresponding to this instance of the Multi-link
Multi-flow Packet Application) or when it sends a DataOverSignaling message
(corresponding to this instance of the Multi-link Multi-flow Packet Application).

3.9.4.1.3.2 Access Network Requirements

The access network shall not send any SAR packets or DataOverSignaling messages in this
state.

If the access network receives an XonRequest message, it shall

e Send an XonResponse message within the time period specified by Trcresponse after
reception of the XonRequest message to acknowledge reception of the message.

e Transition to the Open State.

The access network shall also transition to the Open State if it receives a SAR packet
(corresponding to this instance of the Multi-link Multi-flow Packet Application) or a
DataOverSignaling message (correspondmg to this instance of\ the Mu1t1 link Multi-flow
Packet Application). '

If the access network receives an XoffReq‘uest message, it shall send an XoffResponse
message within the time period specified by TFCResponse after receptlon of the XoffRequest
message to acknowledge reception of the message. .

3.9.4.1.4 Open State |

In this state, the access terminal and the access network may send or receive any SAR
packets or DataOver81gna11ng messages.

3.9.4.1.4.1 Access Terminal Requirements

The access terminal may re-send an XonRequest message if it does not receive an
XonResponse message or a SAR packet (corresponding to this instance of the Multi-link
Multi-flow Packet Application) or a DataOverSignaling message (corresponding to this
instance of the Multi-link Multi-flow Packet Application) within the time period specified by
Trcresponse after sending the XonRequest message.

The access terminal should send an XonRequest message if it receives a DataReady
message.

The access terminal may send an XoffRequest message to request the access network to
stop sending SAR packets and DataOverSignaling messages. The access terminal shall
transition to the Close state when it receives an XoffResponse message.

The access terminal may re-send an XoffRequest message if it does not receive an
XoffResponse message within the time period specified by Trcresponse after sending the
XoffRequest message.
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3.9.4.1.4.2 Access Network Requirements
If the access network receives an XoffRequest message, it shall

e Send an XoffResponse message within the time period specified by Trcresponse after
reception of the XoffRequest message to acknowledge reception of the message.

e Transition to the Close State.

If the access network receives an XonRequest message, it shall send an XonResponse
message within the time period specified by Trcresponse after reception of the XonRequest
message to acknowledge reception of the message.

3.9.4.2 Message Formats

3.9.4.2.1 XonRequest

The access terminal sends this message to request transition to the Opén State.

Field Length (bits)
MessagelD ~ ’ 8
MessagelD The access terminal shall set this field to 0x07.
Channels - AC RTC | sLP Best Effort
Addressing | : unicast Priority 40

3.9.4.2(2 XonResponse

The access network sends this message to acknowledge reception of the XonRequest
message. |

Field Length (bits)
MessagelD 8
MessagelD The access network shall set this field to 0x08.
Channels | CC FTC SLP Best Effort
Addressing unicast Priority 40

3.9.4.2.3 XoffRequest

The access terminal sends this message to request transition to the Close State.
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Field Length (bits)
MessagelD 8
MessagelD The access terminal shall set this field to 0x09.
Channels AC RTC SLP Best Effort
Addressing unicast Priority 40

3.9.4.2.4 XoffResponse

The access network sends this message to acknowledge reception of the XoffRequest
message. A

Field Length (bits)

MessagelD ’ 8
MessagelD The access network shall set this field to 0x0Oa.
Channels | CC FTC N . SLP Best Effort
Addressing N\ unicas;c*. _Priority 40

3.9.4.2.5 DataRegdy

The access/netWork‘\sén\ds this message to indicate that there is data corresponding to this
packet application awaiting to be transmitted.

Field Length (bits)

MessagelD 8
kTryayhsactionID 8
MessagelD The access network shall set this field to OxOb.
TransactionID The access network shall increment this value for each new

DataReady message sent.

Channels CC FTC SLP Best Effort

Addressing unicast Priority 40

3.9.4.2.6 DataReadyAck

The access terminal sends this message to acknowledge reception of a DataReady message.
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Field Length (bits)
MessagelD 8
TransactionID 8

MessagelD The access terminal shall set this field to 0xOc.
TransactionID The access terminal shall set this value to the value of the
TransactionlID field of the corresponding DataReady message.
Channels AC RTC SLP Best Effort
Addressing unicast Priority | 40

3.9.4.2.7 RestartNetworkInterface

The access network sends this message to request"fhe access terminal to restart the

network interface.

Field Length (bits) |
MessagelD N S 8 -
TransactionID C O\ 8

MessagelD s The access network ,shéillx‘é‘&t kt‘h’is field to Oxlc.

TransactionlD- " The access network shall increment this value for each new

Res'tartNetworkInterface message sent.

Chahnels CC FTC SLP Best Effort
AddrésSing unicast Priority 40
3.9.4.2.8 Res‘gaftN eﬂtworklnterfaceAck
The access terminal sends this message to acknowledge reception of a
RestartNetworkInterface message.
Field Length (bits)
MessagelD 8
TransactionID 8

MessagelD

The access terminal shall set this field to Ox1d.
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TransactionID

The access terminal shall set this value to the value of the
TransactionID field of the corresponding RestartNetworkInterface

message.

Multi-link Multi-Flow Packet Application

Channels

AC

RTC

SLP

Best Effort

Addressing

unicast

Priority

40

3.9.5 Interface to Other Protocols

3.9.5.1 Commands

This protocol does not issue any commands.

3.9.5.2 Indications

This protocol does not register to receive any indications. </

3.9.6 Protocol Numeric Constants

Constant

Meaning

Véll‘léi\,, =

TFCResponse

Time period within which the access

terminal and access netWQ\fk\~~qre to
respond to flow control messages.

1 second
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3.10 Configuration Attributes for the Multi-link Multi-flow Packet Application
The access terminal shall support default values of all attributes.

Unless specified otherwise, the access terminal and the access network shall not use the
Generic Attribute Update Protocol to update configurable attributes belonging to the Multi-
link Multi-flow Packet Application. The access terminal and the access network shall
support the use of the Generic Attribute Update Protocol to update values of the following
configurable attributes belonging to the Multi-link Multi-flow Packet Application:

e FlowNNTimersFwd,

e FlowNNTimersRev,

e FlowNNNakEnableFwd,

¢ FlowNNNakEnableRev,

e FlowNNPhysicalLayerNakEnableRev,

e FlowNNFlowProtocolParametersFwd,

e FlowNNFlowProtocolParametersRev,

e FlowNNRouteProtocolParametersFwd ,

e FlowNNRouteProtocolParametersRev, ™
o FlowNNActivatedFwd,

. FlowNNActivate‘dReV, | ‘

* FlowNNSequenceLengthFwd,

. FloWNNSequén‘;‘:\éLengthRev,

. FiowNNF lowProtocolPDUFwd,

e FlowNNFE lowProtdcoiPDUReV,

. FlowNNRoutkePr’ot"ocolPDUFwd,

e FlowNNRouteProtocolPDURev,

e FlowNNSimultaneousDeliveryOnBothRoutesFwd,
e FlowNNOutOfOrderDeliveryToRouteProtocolFwd,
e FlowNNDataUnitFwd,

e FlowNNDataUnitRev,

e FlowNNReservationFwd,

e FlowNNReservationRev,

e FlowNNTransmitAbortTimerRev,

o FlowNNDataOverSignalingAllowedRev,

e ReservationKKldleStateFwd,
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e ReservationKKldleStateRev,

e ReservationKKQoSRequestFwd,

e ReservationKKQoSRequestRev,

o ReservationKKQoSResponseFwd,

e ReservationKKQoSResponseRev,

e ANSupportedQoSProfiles,

¢ ReservationKKBCMCSFlowIDAssociation,

¢ ReservationKKBCMCSProgramIDAssociation, and
e ReservationKKReservationQueuingSupported

where NN is the hexadecimal Link Flow number in the range 0x00 to M -1 inclusive, where
M is MaxNumLinkFlowsFwd or MaxNumlLinkFlowsRev for a Link Flow on the forward link
or reverse link respectively and KK is the two-digit hexadecimal ReservationLabel.

The updated values of the attributes shall be ,consis'c\ént with\ the value of the
MaxActivatedLinkFlowsFwd and MaxActivatedLinkFlowsRev attributes.

The number of Forward Link Reservations that satisfy at least one of the following
conditions shall not exceed one plus the“‘va‘lue of the MaxNumReservationsFwd field of
MaxReservations attribute: N

e The Reservation is in Open state.
e The Reservation is bound to'a link flow.

e The ReservationKKQoSRequestFwd corresponding to the Reservation is set to a non-
default value.

The number of Reverse Link Reservations that satisfy at least one of the following
conditions shall not exceed one plus the value of the MaxNumReservationsRev field of
MaxReservations attribute:

e The Reservation is’i’n//Open state.
e The Reservation is bound to a link flow.

e The ReservationKKQoSRequestRev corresponding to the Reservation is set to a non-
default value.

The access terminal shall not send an AttributeUpdateRequest message proposing to
update the value of the ANSupportedQoSProfiles attribute.

The access network shall not send an AttributeUpdateRequest message proposing to update
the value of the Reservation KKReservationQueuingSupported attribute.

3.10.1 Simple Attributes

The negotiable simple attribute for this protocol is listed in Table 3.10-1. The access
terminal and the access network shall use as defaults the values in Table 3.10-1 typed in
bold italics.
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Table 3.10-1. Configurable Values

Attribute ID Attribute Values Meaning
0x00 The access terminal shall not send an
unsolicited LocationNotification message.
The access network does not switch
between the radio access technologies (E.g.
specified in [2]) in a manner that preserves
the state of all protocol layers at or above
the data link layer (PPP).
OxfEfE RANHandoff 0x01 The access termlpal she}l} sepd an
unsolicited LocationNotification message.
The access network switches between the
radio access technologies (E.g specified in
[2]) in a manner that preserves the state of
all protocol layers at or above the data link
layer (PPP).
All other | Reserved
values ‘
0x05 Maximum abort timer is 500 ms.
0x06 to Maxifnum abort timer in units of 100 ms.
Oxfffc MaxAbortTimer | ox64
N All other | Reserved
values |
0x00 PPP free authentication as specified in [1]
’ : is not supported.
Oxftb PPPEreeAu’fhénticationSu 0x01 PPP free authentication as specified in [1]
; port > is supported
All other | Reserved
values
’ 0x00 Two Routes are not supported
Oxfffa TwoRoutesSupported 0x01 Two Routes are supported
All other | Reserved
values
Oxfe NN 0x00 SAR receivers associated with forward Link
. Flow NN do not transmit MultiLinkNak
éV.N.iS the two- FlowNNNakEnableFwd messages when missing data units are
18l . NN is the two-digit detected.
hexadecimal hexadecimal Link Flow
Link Flow - 0x01 SAR receivers associated with forward Link
number in the range 0x00 . i
number of the . Flow NN transmit a MultiLinkNak message
. to MaxNumLinkFlowsFwd- . .
forward Link 1 inclusi h when missing data units are detected.
Flow in the HICTUSIVE, WHeTe
hexadecimal digits A All other | Reserved.
range 0x00 to through F are specified in 1
MaxNumLinkFl u ergcase letteI;s e
owsFwd-1 PP ’
inclusive.
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Attribute ID Attribute Values Meaning
Oxfd NN 0x00 SAR receivers associated with reverse Link
NNis the two- Flow NNNakEnableRev Flow NN dc? not transrrpt Nak messages
L. when missing data units are detected.
digit NN is the two-digit
hexadecimal . . 0x01 SAR receivers associated with reverse Link
. hexadecimal Link Flow .
Link Flow . Flow NN transmit a Nak message when
number in the range 0x00 o .
number of the . missing data units are detected.
. to MaxNumlLinkFlowsRev-1
reverse Link . .
. inclusive, where All other | Reserved.
Flow in the . ..
hexadecimal digits A values
range 0x00 to through F are specified in
MaxNumLinkFI g p
upper case letters.
owsRev-1
inclusive.
OxfaNN 0x01 SAR iysftoqﬁ;transmit data units when a
. FlowNNPhysicalLayerNakE PhysicalLayer.ReverseTrafficPacketsMissed
NN is the two- S .
digit nableRev indication is received.
hexadecimal NN is the two-digit OXOO"' \[\SAR i‘s_td ignore
Link Flow hexadecimal Link Flow | | PhysicalLayer.ReverseTrafficPacketsMissed
number of the number in the range 0x00 « | \indication.
reverse Link to MaxNumlLinkFlowsRev-1 All thes R q ‘
Flow in the inclusive, where I‘Ot' €r-| Reserve
range 0x00 to hexadecimal digits A va ues
MaxNumLinkF1 | through F are specified in_ ‘
owsRev-1 upper case letters. .
inclusive. T )
k\OxOO' Reservation does not change states when a
“ Connection is closed.
R ) 0x01 Reservation transitions to the Close state
( N\ N\ N\, > ¢ when a Connection is closed unless an
OxfOKK" ReseryatmnKKIdleStaterd access network initiated Connection is
D is the two-digi bei d at th time.
KK is the two- KK is thfa two digit ' eing opened a € same time
. N hexadecimal forward link . -
digit ; - 0x02 Reservation transitions to the Open state
L\ N ReservationLabel, where .
hexadecimal \ - - when a Connection is opened and
LN\ _hexadecimal digits A i
ReservationLab | e transitions to the Close state when a
| through F are specified in L
el. ) lett Connection is closed unless an access
' upper case fetters. network initiated Connection is being
opened at the same time.
All other | Reserved
values
ReservationKKldleStateRev | 0x00 Reservation does not change states when a
Oxf8KK ) o Connection is closed.
KK is the t KK is the two-digit
A18 TN TWO- | 4 exadecimal reverse link 0x01 Reservation transitions to the Close state
digit ) ReservationLabel, where when a Connection is closed unless an
hexadecimal hexadecimal digits A access network initiated Connection is
ReservationLab

through F are specified in

being opened at the same time.
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Attribute ID Attribute Values Meaning
el. upper case letters. 0x02 Reservation transitions to the Open state
when a Connection is opened and
transitions to the Close state when a
Connection is closed unless an access
network initiated Connection is being
opened at the same time.
All other | Reserved
values
Oxf7 NN 0x0000 | Maximum delay for transmission of a
. FlowNNTransmitAbortTime higher layer data unit for Link Flow NN is
NN is the two- s
L. rRev not specified.
digit
hexadecimal NN is the two-digit 0x0001 Maximum delay for transmission of a
Link Flow hexadecimal Link Flow B higher layer data unit for Link Flow NN in
number of the number in the range 0x00 units of 5 ms.
reverse Link to MaxNumLinkFlowsRev - | 0x03e8 | < / "\ \
Flow in the 1 inclusive, where I ANERN
range 0x00 to hexadecimal digits A Alll cher Reserved \ \
MaxNumLinkF1 | through F are specified in V& \1\,1es‘ \ ‘
owsRev -1 upper case letters.
inclusive. Nt )
Oxf6 NN .| 0x00 k“Access terminal is not allowed to send
s th FlowNNDataOverSignalingA | DataOverSignaling messages for this Link
N.N.ls the two- llowedRev A Flow:
digit T N < 7=
hexadecimal NN is the two-digit 1 0x01 | Access terminal is allowed to send
Link Flow héxadecimal Lihk Flow )~ | DataOverSignaling messages for this Link
number of the | number in the range 0x00 Flow.
reverse L u}k toMaxNu mLmkFlowsRev:’—_, All other | Reserved
Flow in the 1 1ncluswe;‘where > values
range 0x00 to hexadecimal digits A~
MaxNumLinkFl | through F are specified in
owsRev -1 \ upper case letters.
inclusive.
7z 0x01 Forward Link Flow 0x00 is activated.
0xf300 FlowOOActivatedFwd 0x00 Forward Link Flow 0x00 is not activated.
All other | Reserved
values
0x01 Forward Link Flow 0x01 is activated.
0xf301 Flow01ActivatedFwd 0x00 Forward Link Flow 0x01 is not activated.
All other | Reserved
values
Oxf3NN FlowNNActivatedFwd 0x00 Forward Link Flow NN is not activated.
NN is the two- NN is the two-digit 0x01 Forward Link Flow NN is activated.

digit

hexadecimal Link Flow
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Attribute ID Attribute Values Meaning
hexadecimal number in the range 0Xx02 | Al] other | Reserved
Link Flow to MaxNumLinkFlowsFwd- | yalues
number of the 1 inclusive, where
forward Link hexadecimal digits A
Flow in the through F are specified in
range 0x02 to upper case letters.
MaxNumLinkF1
owsFwd-1
inclusive.
0x01 Reverse Link Flow 0x00 is activated.
0xf200 FlowOOActivatedRev 0x00 Reverse Link Flow 0x00 is not activated.
All other | Reserved
values e
0x01 Reversé;Link Flow 0x01 is activated.
0xf201 FlowO1ActivatedRev 7 OxQO ; ‘Reverse Llnk Flow 0x01 is not activated.
'All other Reserved
values ,
O0xf2NN O\ 0x00 ' | Reverse Link Flow NN is not activated.
é\f.N.is the two- FlowNNAgtlvatedRev -0x01 Reverse Link Flow NN is activated.
hleg;a decimal NNis the two-digit | o
) 41 hexadecimal Link Flow All other | Reserved
Link Flow 0 al
number of the number in the range 0x02 values
~ . | toMaxNumLinkFlowsRev-1
reverse Link R ,
by | inclusive, where ;
Flow in the . \g \s ..
N ‘hexadecimal digits A
range 0x02 to through F are specified in
MaxNumLinkFl u érgcasé le;tteﬁs
owsRev-1 \ pp ) )
inclusive., ’
k 7 0x00 SAR of Reverse Link Flow NN has a 6-bit
sequence number.
OxfONN ) -
0x01 SAR of Reverse Link Flow NN has a 14-bit
NN is the tWO— FlOWNNSequenceLengthReV Sequence number‘
digit . .
he%cadecimal NN is th? tWO‘filglt 0x02 SAR of Reverse Link Flow NN has a 22-bit
Link Flow hexadec1mal Link Flow sequence number.
b fth number in the range 0x00
numpber ot the - 1o «NumLinkFlowsRev-1 | 0x03 SAR of Reverse Link Flow NN has a30-bit

reverse Link
Flow in the
range 0x00 to
MaxNumlLinkFl
owsRev-1
inclusive.

inclusive, where
hexadecimal digits A
through F are specified in
upper case letters.

sequence number. This value shall not be
used unless

[log,[R x (AbortTimer)[|+1> 22, where R

is the maximum data rate in units of
higher layer octets per second that can be
achieved by the lower layers, and abort
timer is in units of seconds.
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Attribute ID Attribute Values Meaning
All other | Reserved
values
0x00 Forward Link Flow 0x01 provides an octet
stream to the Flow Protocol.
FlowOIFlowProtocolPDUFw | Ox01 Forward Link Flow 0x01 provides a packet
Oxef01
d stream to the Flow Protocol.
All other | Reserved.
values
OxefNN 0x00 Forward Link Flow NN provides an octet
stream to the Flow Protocol.
FlowNNFlowProtocolPDUFw — -
NN is the two- d 0x01 Forward Link Flow NN provides a packet
. ) o stream tothe Flow Protocol.
digit ) NN is the two-digit —
hexadecimal hexadecimal Link Flow All other | Reserved.
Link Flow number in the range 0x00, | values | ‘
number of the and 0x02 to :
forwa'rd Link MaxNumlLinkFlowsFwd-1 .
Flow in the inclusive, where
range 0x00, hexadecimal digits A
and 0x02 to through F are specified in
MaxNumLinkFl | ypper case letters.
owsFwd-1
inclusive. _
10x00 | Reverse Link Flow 0x01 provides an octet
o\ /" | stream to the Flow Protocol.
) FlowOl FlowPrOtocolPDURe 1 0x01 Reverse Link Flow 0x01 provides a packet
Oxee01 N , ,
e Voo ~ Y stream to the Flow Protocol.
All other | Reserved.
\ values
OxeeNN NN is | Flow NNFlowProtocolPDURe | 0x00 Reverse Link Flow NN provides an octet
the two-digit \ |y /- stream to the Flow Protocol.
hexadecimal N ; -
Link Flow NN is the two-digit 0x01 Reverse Link Flow NN provides a packet
number of the ~ | hexadecimal Link Flow stream to the Flow Protocol.
Flow in the and 0x02 to values
range 0x00, MaxNumLinkFlowsRev-1
and 0x02 to inclusive, where
MaxNumlLinkFl | hexadecimal digits A
owsRev-1 through F are specified in
inclusive. upper case letters.
Oxed NN Flow NNDataUnitFwd 0x00 Data unit for forward Link Flow NN is
octets.
NN is the two- NN is the two-digit
digit hexadecimal Link Flow 0x01 Data unit for forward Link Flow NN is SAR
hexadecimal number in the range 0x00 packet payload.

3-86




Multi-link Multi-Flow Packet Application

3GPP2 C.S0063-B v0.2

Attribute ID Attribute Values Meaning
Link Flow to MaxNumLinkFlowsFwd- | Al other | Reserved.
number of the 1 inclusive, where values
forward Link hexadecimal digits A
Flow in the through F are specified in
range 0x00 to upper case letters.
MaxNumLinkF1
owsFwd-1
inclusive.
OxecNN 0x00 Data unit for reverse Link Flow NN is
NN is the two- FlowNNDataUnitRev octets.
ﬁtgi; decimal NNis the two-digit 0x01 D:;Eelim; flooral(‘ieverse Link Flow NN is SAR
Link Flow hexadecimal Link Flow p pay .
number of the number in the range 0x00 All other | Reserved:
reverse Link fco Ma{(NumLmkFlowsRev—l values ‘
Flow in the 1nclu31v§, whe1'"e'
range 0x00 to hexadecimal digits A _
MaxNumLinkFl through F are specified in
owsRev-1 upper case letters.
inclusive.
0x00 Each Route of Forward Link Flow 0x01
provides an octet stream to the Route
< O\ | Protocol.
Oxeb01 Flow01 RouteProtocolPDUF 1 ‘Ox‘Ol Each Route of Forward Link Flow 0x01
wd ‘ AN provides a packet stream to the Route
\ Protocol.
All other | Reserved.
values
OxebNN NN is Flow NNRouteProtocolPDUF | 0x00 Each Route of Forward Link Flow NN
the two-digit wd | = provides an octet stream to the Route
hexadecimal ‘ / Protocol.
Link Flow NN/is the two-digit
number of the | hexadecimal Link Flow 0x01 Each Route of Forward Link Flow NN
forward Link | number in the range 0x00, provides a packet stream to the Route
Flow in the - and 0x02 to Protocol.
range 0x00, MaxNumLinkFlowsFwd-1 All other | Reserved.
and 0x02 to inclusive, where values
MaxNumLinkFl | hexadecimal digits A
owsFwd-1 through F are specified in
inclusive. upper case letters.
0x00 Each Route of Reverse Link Flow 0x01
provides an octet stream to the Route
Protocol.
Oxeall FlowO1RouteProtocolPDUR | 0x01 Each Route of Reverse Link Flow 0x01
ev provides a packet stream to the Route
Protocol.
All other | Reserved.
values
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Attribute ID Attribute Values Meaning
OxeaNN NN is Flow NNRouteProtocolPDUR | 0x00 Each Route of Reverse Link Flow NN
the two-digit ev provides an octet stream to the Route
hexadecimal Protocol.
Link Flow NN is the two-digit
number of the hexadecimal Link Flow 0x01 Each Route of Reverse Link Flow NN
reverse Link number in the range 0x00, provides a packet stream to the Route
Flow in the and 0x02 to Protocol.
range 0x00, MaxNumLinkFlowsRev-1 All other | Reserved.
and 0x02 to inclusive, where values
MaxNumlLinkFl | hexadecimal digits A
owsRev-1 through F are specified in
inclusive. upper case letters.
Oxe9NN NN is Flow NNSimultaneousDelive | 0x00 Simultaneous delivery of Flow Protocol
the two-digit ryOnBothRoutesFwd payload on both routes of Forward Link
hexadecimal Flow NN is not allowed.
Link Flow NN is the two-digit e :
number of the hexadecimal Link Flow 0x01 Simultaneous delivery of Flow Protogol
forward Link number in the range 0x00 payload qn both routes of Forward Link
Flow in the to MaxNumLinkFlowsFwd- - Flow NN is allowed.
range 0x00 to 1 inclusive, where All other | Reserved.
MaxNumLinkFl | hexadecimal digits A values ~
owsFwd-1 through F are specified in
inclusive. upper case letters. h
Oxe8 NN OxOO Each Route of Forward Link Flow NN
NNis the two- Flow NNOutOfOrderDelivery N N delivers Route Protocol payload in-order.
. ToRouteProtocolFwd ‘ )
digit N / 0x01 Each Route of Forward Link Flow NN may
hexadecimal | NN is the two-digit deliver Route Protocol payload out-of-
Link Flow hexadecimal Link Flow order.
number of the number\in the range 0x00 ALl oth R 4
forward Link to MaxNumULinkFlowsFwd- IOt er eserved.
Flow in the 1 inclusive, where vatues
range 0x00'to hexadecimal digits A
MaxNumLinkFl1\ | through F are specified in
owsFwd-1 upper case letters.
inclusive. -
0x00 Transmission of BCMCS packets over RLP
is not allowed
Oxfff] BCMCSOverRLPAllowed 0x01 ’_[‘ransmlssmn of BCMCS packets over RLP
is allowed
All other | Reserved.
values
Oxe6KK Reservation KKReservation 0x00 Access terminal does not support Priority
i Queuing for the Reservation KK.
KK is the two- QueuingSupported g
digit KK is the two-digit 0x01 Access terminal supports Priority Queuing
hexadecimal hexadecimal reverse link for the Reservation KK.
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Attribute ID Attribute Values Meaning
ReservationLab | ReservationLabel, where All other | Reserved.
el. hexadecimal digits A values

through F are specified in
upper case letters.

3.10.2 Complex Attributes

The following complex attributes and default values are defined (see [8] for attribute record

definition).

3.10.2.1 FlowNNTimersFwd Attribute

NN is the two-digit hexadecimal Link Flow number of the forward Link Flow in the range
0x00 to MaxNumlLinkFlowsFwd-1 inclusive, where hexadecimal digits A through F are
specified in upper case letters. :

Field Length (bits) Default
Length 8 ' N/A
AttributeID 16 N N/A
One or more of the followingx record: :
ValuelD s 1 N/A
AbortTimer . 16 ) 7 0x01f4
FlushTimer | | 16 0x012¢
NakDelayTimer |16 0x0000

Length . 'Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

AttributelD ' The éender shall set this field to OxO3NN, where NN is the two-digit

“hexadecimal Link Flow number in the range O0x00 to
MaxNumLinkFlowsFwd-1 inclusive.

ValuelD The sender shall set this field to an identifier assigned to this complex
value.

AbortTimer The sender shall set this field to the value of the SAR abort timer for
this forward Link Flow in units of ms. The sender shall not set this
field to a value greater than MaxAbortTimer.

FlushTimer The sender shall set this field to the value of the SAR flush timer for

this forward Link Flow in units of ms. The value of the SAR flush
timer shall be less than or equal to that of the corresponding abort
timer.
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NakDelayTimer The sender shall set this field to the value of the Nak delay timer for
this forward Link Flow in units of ms. The value of the Nak delay
timer shall be less than or equal to that of the corresponding abort
timer.

3.10.2.2 FlowNNTimersRev Attribute

NN is the two-digit hexadecimal Link Flow number of the reverse Link Flow in the range
0x00 to MaxNumlLinkFlowsRev-1 inclusive, where hexadecimal digits A through F are
specified in upper case letters.

Field Length (bits) Default
Length 8 IN/A ‘\
AttributeID 16 - IN/A
One or more of the following record:
ValuelD 8 N/A
AbortTimer . 16 | 0x01f4
FlushTimer - \1 6 0x012c |
Length Length of the complex e;ftrﬂ:)‘:ﬁte_in ogtefé. The sender shall set this

field to the length of the complex attribute excluding the Length field.

AttributelD — The sender shall set this field to 0x04NN, where NN is the two-digit
N \h\exadecimal Link Flow number in the range 0x00 to
MaxNumLinkFlowsRev-1 inclusive.

ValuelD The éender shall set this field to an identifier assigned to this complex

value.
AbortTimer ) ‘ The sender shall set this field to the value of the SAR abort timer for

this reverse Link Flow in units of ms. The sender shall not set this
field to a value greater than MaxAbortTimer.

FlushTimer The sender shall set this field to the value of the SAR flush timer for
this reverse Link Flow in units of ms. The value of the SAR flush
timer shall be less than or equal to that of the corresponding abort
timer.

3.10.2.3 FlowNNReservationFwd Attribute

NN is the two-digit hexadecimal Link Flow number of the forward Link Flow in the range
0x00 to MaxNumLinkFlowsFwd-1 inclusive, where hexadecimal digits A through F are
specified in upper case letters.
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Field Length (bits) Default for Default for Default for
NN = 0x00 NN = 0x01 NN > 0x01
Length 8 N/A N/A N/A
AttributelD 16 N/A N/A N/A
One or more occurrences of the following record:
ValuelD 8 N/A N/A N/A
ReservationCount |8 0x01 0x01 0x00
ReservationCount occurrences of the following field:
ReservationLabel 8 Oxff Oxfe N/A
Length Length of the complex attribute in octets. The sender shall set this

AttributelD

ValuelD

ReservationCount

field to the length of the complex attrlbute excludmg the Length field.

The sender shall set this field to OXOSNN Where NN is the two-digit
hexadecimal Link Flow , ]the_ 0x00 to
MaxNumLinkFlowstd~1'—'inclu31ve. N

number in range

The sender shall set this fleld to an 1dent1ﬁer a351gned to this complex
value. ‘

The sender shall set thrs f1e1d to ‘the number of reservations

e assomated with thlS L1nk Flow i

ReservationLabel

AN

The sender shall| 'set thlS field to the ReservationLabel of the

reservatlon assomated with this Link Flow.

3.10.2.4 FlowNNReservationRev Attribute

NN is th‘e fwo—digit he):(ade,cirhal Link Flow number of the reverse Link Flow in the range

0x00 to MaXNurnLinkFlowsRev—l inclusive, where hexadecimal digits A through F are
specified in upper case letters.

Field Length (bits) Default for Default for Default for
NN = 0x00 NN= 0x01 NN > 0x01
Length 8 N/A N/A N/A
AttributelD 16 N/A N/A N/A
One or more occurrences of the following record:
ValuelD 8 N/A N/A N/A
ReservationCount |8 0x01 0x01 0x00
ReservationCount occurrences of the following field:
ReservationLabel 8 Oxff Oxfe N/A
Length Length of the complex attribute in octets. The sender shall set this

field to the length of the complex attribute excluding the Length field.
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AttributelD

ValuelD

ReservationCount

ReservationLabel

Multi-link Multi-Flow Packet Application

The sender shall set this field to OxO6NN, where NN is the two-digit
Link Flow the range O0x00 to
MaxNumLinkFlowsRev-1 inclusive.

hexadecimal number in

The sender shall set this field to an identifier assigned to this complex
value.

The sender shall set this field to the number of reservations
associated with this Link Flow.

The sender shall set this field to the ReservationLabel of the
reservation associated with this Link Flow.

3.10.2.5 ATSupportedFlowProtocolParameters PP Attribute P ,

PP is the two-digit hexadecimal ProtocollD number for t,he"Flgw ProtOcdl as specified in [3],

where hexadecimal digits A through F are speciﬁed in upper cése letter‘s.‘ A

Field Length (bits) | Default for PP | Default for PP
| = 0x00, 0x01, | other than
| . O0Ox05 0x00, 0x01,
N\ 0x05
Length 8 - N/A N/A
AttributeID 16 - |IN/A N/A
One occurrencégf the\fdlldwirig'fecord:
ValuelD NN\ N/A N/A
ProtocolSupported ‘ , 0x01 0x00
SupportedPrkot‘okcolParametersValue 8 0x00 0x00
sLength
N SupportedProtoco | N/A
SupportedProtq/(;olParametersValue |ParametersValue N/A
S
sLength x 8

Length

AttributelD

ValuelD

Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

The sender shall set this field to OxOfPP.

The sender shall set this field to an identifier assigned to this complex
value.
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ProtocolSupported  The sender shall set this field to 0x00 if the Flow Protocol PP is not
supported. Otherwise, the sender shall set this field to 0x01 if the
Flow Protocol PP is supported. All other values are reserved.

SupportedProtocolParametersValuesLength
If the SupportedProtocolParametersValues record is not included, the
sender shall set this field to 0x00. Otherwise, the sender shall set
this field to the length of the SupportedProtocolParametersValues
record in units of octets.

SupportedProtocolParametersValues
Unless specified otherwise by [3], the sender shall omit this record. If
PP is 0x04 and ProtocolSupported is 0x01, then the sender shall set
this record as defined in 3.10.2.5.1. If PP _is less than 0x04 or equal
to 0x05, the sender shall omit this record ‘

3.10.2.5.1 Definition of SupportedProtocolParametersValues record When the Flow Protocol
or Route Protocol is ROHC ’

Field Léngth (bits) \
MaxSupportedMaxCID t1e
LargeCIDSupported | - 1 ;
MaxSupported MRRU 16
TlmerBasedCompress1onSupp01:ted '

k’ SupportedProﬁleCount - 8
- SupportedProﬁleCount occurrences of the following

field:

SupportedProﬁle 16

Re/served 0 - 7 (as needed)

MaxSupportedMaxCID

The sender shall set this field to the maximum MAX_CID parameter
supported.

LargeCIDSupported The sender shall set this field to ‘0’ if large CID representation is not
supported according to [6]. Otherwise, the sender shall set this field
to ‘1’ if large CID representation is supported.

MaxSupportedMRRU
The sender shall set this field to the MRRU supported by the
decompressor according to [6]. Default value is 0x0000 (no
segmentation).

3-93



10

11

12

13

14

15

16

17

18

19

20

21

22

3GPP2 C.S0063-B v0.2

Multi-link Multi-Flow Packet Application

TimerBasedCompressionSupported

The sender shall set this field to ‘1’ if the compressor at the access
terminal supports timer based compression mode. Otherwise, the
sender shall set this field to ‘0.

SupportedProfileCount

SupportedProfile

Reserved

The sender shall set this field to the number of ROHC profiles
supported.

The sender shall set this field to the ROHC profile supported by the

cCompressor IANA ROHC profile identifier

definitions can be found at [12].

and decompressor.

The sender shall add reserved bits to make the length of the entire
record an integer number of octets. The sender shall set these bits to
‘0’. The receiver shall ignore this field.

3.10.2.6 ATSupportedRouteProtocolParameters PP Attribute

PP is the two-digit hexadecimal ProtocollD number for the Route Protocol as specified in 3],
where hexadecimal digits A through F are specified in upper case letters.

Field Length (bits) | Default for PP | Default for PP
PN = 0x00 > 0x00
Length 8 N/A N/A
AttributelD 16 N/A N/A
" One occurrence of the following record:
ValuelD 8 N/A N/A
ProtocolSupported 8 0x01 0x00
SupportedProtocolPe}I/fa/metersValue 8 0x00 0x00
sLength ‘
% SupportedProtoco | N/A
SupportedProtocolParametersValue ParametersValue N/A
sLength x 8
Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.
AttributelD The sender shall set this field to Ox10PP.
ValuelD The sender shall set this field to an identifier assigned to this complex

value.

3-94




10

11

12

13

14
15

16

17

18

19

20

21

22

23

24

Multi-link Multi-Flow Packet Application 3GPP2 C.S0063-B v0.2

ProtocolSupported  The sender shall set this field to 0x00 if the Route Protocol PP is not
supported. Otherwise, the sender shall set this field to 0x01 if the
Route Protocol PP is supported. All other values are reserved.

SupportedProtocolParametersValuesLength
If the SupportedProtocolParametersValues record is not included, the
sender shall set this field to 0x00. Otherwise, the sender shall set
this field to the length of the SupportedProtocolParametersValues
record in units of octets.

SupportedProtocolParametersValues
Unless specified otherwise by [3], the sender shall omit this record. If
PP is 0x04 and ProtocolSupported is 0x01, then the sender shall set
this record as defined in 3.10.2.5.1. If PP is less than 0x04, the
sender shall omit this record. U k

3.10.2.7 ATSupportedQoSProfiles Attribute
Field ~ Length (bits) " Default
Length 8 N/A
AttributeID o N/A
One occurrence of the following record
ValuelD s N/A
QoSProﬁieC‘Qunt | ) 8 0
) ,QoSP;dﬁle‘CQunt‘ of the following record:
| ProfileType |8 N/A
‘Pr‘o‘fileLength‘ L\ 8 N/A
ProfileValue | o ProfileLength x 8 N/A
Length A Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.
AttributelD The sender shall set this field to 0x0002.
ValuelD The sender shall set this field to an identifier assigned to this complex
value.
QoSProfileCount The sender shall set this field to the number of QoS Profiles that are

included in this message.

ProfileType The sender shall set this field to indicate the profile type. The sender
shall set this field according to [3].
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ProfileLength

ProfileValue

The sender shall set this field to length of the ProfileValue field in
units of octets.

The sender shall set this field to the profile according to [3].

3.10.2.8 ANSupportedQoSProfiles Attribute

Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One occurrence of the following record:

ValuelD N/A
QoSProfileCount 8 e 0 kk
QoSProfileCount of the following record: B e ‘ k .
ProfileType 8 ’ N N/A
ProfileLength 8 N/A
ProfileValue ProﬁleLength Xﬁé LN /A )
Length Length of the complex attrlbute in octets The sender shall set this
field to the length of the complex attrlbute excluding the Length field.
AttributelD The sender shall set thIS f1e1d to 0X0003
ValuelD -The sender shall set thls field to an identifier assigned to this complex
¢ ‘“xvalue :
QoSProfileCount The ;ehdeffshall set this field to the number of QoS Profiles that are
N\ included'in this message.
ProfileType ~ Tl{e sender shall set this field to indicate the profile type. The sender
~ shall set this field according to [3].
ProfileLength The sender shall set this field to length of the ProfileValue field in
units of octets.
ProfileValue The sender shall set this field to the profile according to [3].
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3.10.2.9 MaxLinkFlows Attribute

Field Length (bits) Default

Length 8 N/A

AttributelD 16 N/A

One or more occurrences of the following record:

ValuelD 8 N/A
MaxNumLinkFlowsFwd 8 0x06
MaxNumLinkFlowsRev 8 0x06
MaxActivatedLinkFlowsFwd 8 0x03
MaxActivatedLinkFlowsRev 8 | 0x03

Length Length of the complex attribute in oct,ef't‘s.k‘The génder shall set this

field to the length of the complex ,attribute exéluding the Length field.

N\

AttributelD The sender shall set this field to 0x0004.
ValuelD The sender shall set this field to an identifier assignéd'to this complex
value. ‘

MaxNumLinkFlowsFwd ; .

_The sender shall set thi‘is\kfiéldk to indicate the maximum total number
~ (of activated and de'activaté&ferard Link Flows supported. The value

" shall be in the range of 0x06 to Ox1f, inclusive
MaxNumLinkFlow$Rev N\ -
N " The sender shall set this field to indicate the maximum total number
of activated and deactivated reverse Link Flows supported. The value

' shall be in the range of 0x06 to Ox1f, inclusive.

MaxActivatedLinkFlowsFwd
' The sender shall set this field to indicate the maximum number of
simultaneous activated forward Link Flows supported. The value
shall be in the range of 0x03 to MaxNumLinkFlowsFwd, inclusive.

MaxActivatedLinkFlowsRev
The sender shall set this field to indicate the maximum number of
simultaneous activated reverse Link Flows supported. The value shall
be in the range of 0x03 to MaxNumLinkFlowsRev, inclusive.

3.10.2.10 ReservationKKQoSRequestFwd Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F
are specified in upper case letters.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One or more of the following record:

ValuelD 8 N/A
ProfileType 8 0x00
ProfileLength 16 0x0000
ProfileValue ProfileLength x 8 N/A

Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this field to 0x07KK, where KK is the two-digit
hexadecimal ReservationLabel.

ValuelD The sender shall set this field to an identifier assigned to this complex
value. . .

ProfileType The sender shall setxkkfkthisx field to indicate the profile type.The sender
shall set this field as defined in [3].

ProfileLength The sender shall set| this fiéld\xkt“o length of the ProfileValue field in
units of octets. If ProfileType is' equal to 0x00, then the sender shall
set this field to 0x0000.

ProfileValue \\T he sender shall set‘tkhis field to the Profile Value corresponding to

the Profile Type according to [3]. If ProfileType is equal to 0x00, then
the éendﬁr shall omit this field. If ProfileType is equal to 0x01, if the
ANSupportedQoSProfiles attribute does not have a default value, and

if this attribute is included in an AttributeUpdateRequest then the

requested Flow Profile IDs shall be a subset of the Flow Profile IDs in
the ProfileValue fields of the ANSupportedQoSProfiles attribute.

3.10.2.11 Reservation KKQoSRequestRev Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F

are specified in upper case letters.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One or more of the following record:

ValuelD 8 N/A
ProfileType 8 0x00
ProfileLength 16 0x0000
ProfileValue ProfileLength x 8 N/A

Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this field to 0x08KK, where KK is the two-digit
hexadecimal ReservationLabel.

ValuelD The sender shall set thisfield to an identifier assigned to this complex
value. . \

ProfileType The sender shall set this field to indicate the profile type. The sender
shall set this field as defined in [3]. "

ProfileLength “The sender shall set thlsfleld to length of the ProfileValue field in
units of octets. If ProfileTypeis equal to 0x00, then the sender shall
set thisfield to 0x0000.

ProfileValue The sender shall ‘sket this field to the Profile Value corresponding to

the Profile Type according to [3]. If ProfileType is equal to 0x00, then

j the sender shall omit this field. If ProfileType is equal to 0x01, if the
ANSupportedQoSProfiles attribute does not have a default value, and
“if this attribute is included in an AttributeUpdateRequest, then the

requested Flow Profile IDs shall be a subset of the Flow Profile IDs in
the ProfileValue fields of the ANSupportedQoSProfiles attribute.

3.10.2.12 Reservation KKQoSResponseFwd Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F
are specified in upper case letters.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One or more of the following record:

ValuelD 8 N/A
ProfileType 8 0x00
ProfileLength 16 0x0000
ProfileValue ProfileLength x 8 | N/A

Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this field to 0x09KK, where KK is the two-digit
hexadecimal ReservationLabel.

ValuelD The sender shall set this field to an identifier assigned to this complex
value. . .

ProfileType The sender shall set xk";khis_kfield to indicate the profile type. The sender
shall set this field as defined in [3].

ProfileLength The sender shall set| this fiéld\xkt“o length of the ProfileValue field in
units of octets. If ProfileType is' equal to 0x00, then the sender shall
set this field to 0x0000.

ProfileValue \\T He sender shall set‘tkhis field to the Profile Value corresponding to

the Profile Type according to [3]. If ProfileType is equal to 0x00, then
the sender shall omit this field.

3.10.2.13 ReservationKKQoSResponseRev Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F
are specified in upper case letters.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A
One or more of the following record:
ValuelD 8 N/A
ProfileType 8 0x00
ProfileLength 16 0x0000
ProfileValue ProfileLength x 8 | N/A

Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this field to 0x0aKK, where KK is the two-digit
hexadecimal ReservationLabel.

ValuelD The sender shall set thisfield to an identifier assigned to this complex
value. . \

ProfileType The sender shall set this field to indicate the profile type. The sender
shall set this field as defined in [3]. "

ProfileLength “The sender shall set thlsfleld to length of the ProfileValue field in
units of octets. If ProfileTypeis equal to 0x00, then the sender shall
set thisfield to 0x0000.

ProfileValue The sender shall ‘sket this field to the Profile Value corresponding to

the Profile Type according to [3]. If ProfileType is equal to 0x00, then

' the sender shall omit this field.
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3.10.2.14 MaxReservations Attribute

Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One or more occurrences of the following record:

ValuelD 8 N/A
MaxNumReservationsFwd 8 Oxff
MaxNumReservationsRev 8 Oxff
MaxNumOpenReservationsFwd 8 0x0f
MaxNumOpenReservationsRev 8

Length

AttributelD

ValuelD

MaxNumReservationsFwd

oxof

Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attributeexcluding the Length field.

N\

The sender shall set this field to’OXOOOS‘

The sender shall set th1s f1e1d toan 1dent1ﬁer asmgned to this complex
value. ‘ ‘ ’

The sender shall set this f1e1d to. 1nd10ate one less than the maximum

total number of Forward Link Reservatlons supported that satisfy at

least one of the following conditions:

. ‘The Reservatlon is in- Open state.

. The Reservation is bound to a link flow.

e  The Reservation KKQoSRequestFwd corresponding to the
/ Reservation is set to a non-default value.

v

The value shall be in the range of 0x00 to Oxff, inclusive

MaxNumReservationsRev

The sender shall set this field to indicate one less than the maximum
total number of Reverse Link Reservations supported that satisfy at
least one of the following conditions:

e The Reservation is in Open state.
e The Reservation is bound to a link flow.

e The ReservationKKQoSRequestRev corresponding to the
Reservation is set to a non-default value.

The value shall be in the range of 0x00 to Oxff, inclusive.
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MaxNumOpenReservationsFwd

The sender shall set this field to indicate one less than the maximum
number of simultaneous activated Forward Link Reservations
supported. The shall be in the range of O0x00 to
MaxNumReservationsFwd, inclusive.

value

MaxNumOpenReservationsRev

The sender shall set this field to indicate one less than the maximum
number of simultaneous activated Reverse Link Reservations
supported. The shall be in the of 0x00 to
MaxNumReservationsRev, inclusive.

value range

3.10.2.15 FlowNNFlowProtocolParametersFwd Attribute

NN is the two-digit hexadecimal forward Link flow identifier, where hexadecimal digits A
through F are specified in upper case letters. e

Field Length (bits) Default for D‘efault for Default for
~ NN = 0x00 NN = 0x01 NN > 0x01
Length 8 N/A —|N/A N/A
AttributeID 16 - |N/A N/A N/A
One or more occurrences of the following fé‘cqifd:\ -
ValuelD 8 IN/A N/A N/A
ProtocolID 8 0x01 - 0x05 0x00
ProtocolParametersLength. |8 | 0x00 0x00 0x00
ProtocolPérameters\ ‘ProtocolParamete | N/A N/A N/A
\ | rsLength x-8
Length ' Length of the complex attribute in octets. The sender shall set this
ield to the length of the complex attribute excluding the Length field.
AttributelD The sender shall set this field to OxObNN, where NN is the two-digit
hexadecimal forward Link flow number.
ValuelD The sender shall set this field to an identifier assigned to this complex
value.
ProtocollD The sender shall set this field to n identifier for the Flow Protocol as

specified in [3].

ProtocolParametersLength

If the ProtocolParameters record is not included, then the sender
shall set this field to 0x00. Otherwise, the sender shall set this field
to the length of the ProtocolParameters record in units of octets.
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ProtocolParameters

Unless specified otherwise by [3], the sender shall omit this record. If
ProtocolID is 0x04, then the sender shall set this record as defined in
3.10.2.15.1. If ProtocollD is less than 0x04 or equal to 0x05, the
sender shall omit this record.

3.10.2.15.1 Definition of ProtocolParameters record when the Flow Protocol or Route
Protocol is ROHC

Field Length (bits)
MaxCID 16
LargeCIDs 1
FeedbackForIncluded 1
FeedbackFor Oord
MRRU 116
ProfileCount |8

ProfileCount occurrences of the following field:

Profile ~ N 16

Reserved 0 — 7 (as needed)

MaxCID

LargeCIDs

_ The sender shall set this field to the MAX_CID parameter for this
‘ROHC Channel. The sender shall not set this field to a value greater

than MaxSupportedMaxCID.

If the LARGE_CIDS parameter for this ROHC Channel is false, then

the sender shall set this field to ‘O’. Otherwise, the sender shall set

this field to ‘1. The sender shall not set this field to ‘1’ if
LargeCIDSupported is not set to ‘1’.

FeedbackForIncluded If ROHC feedback associated with another Link flow (ROHC channel)

FeedbackFor

MRRU

is sent on this Link flow (ROHC channel), then this field shall be set
to ‘1’. Otherwise, this field shall be set to ‘O’.

If FeedbackForIncluded is set to ‘O’, then the sender shall omit this
field. Otherwise, the sender shall set this field to the Link flow
number (ROHC channel) to which ROHC feedback sent on this Link
flow (ROHC channel) refers.

The sender shall set this field to the MRRU parameter for this ROHC
channel. The sender shall not set this field to a value larger than
MaxSupported MRRU.
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ProfileCount

Profile

Reserved

3GPP2 C.S0063-B v0.2

The sender shall set this field to the number of ROHC profiles
supported by the decompressor.

The sender shall set this field to the ROHC profile supported by the
decompressor according to [6]. The sender shall not set this field to a
value that is not included in the list of supported Profiles.

The sender shall add reserved bits to make the length of the entire
record an integer number of octets. The sender shall set these bits to
‘0’. The receiver shall ignore this field.

3.10.2.16 FlowNNFlowProtocolParametersRev Attribute

NN is the two-digit hexadecimal reverse Link flow number, where hexadecimal digits A

through F are specified in upper case letters.

Field Length (bits) Default for | Default for Default for
NN =0x00 NN =0x01 NN > 0x01
Length 8 N/A N/A N/A
AttributeID 16 N/A IN/A N/A
One or more of the following record:
ValuelD 8 CIN/a N/A N/A
ProtocollD 8 OXOI 0x05 0x00
ProtocolParametersLength |8 Ode ' 0x00 0x00
ProtocoylPe}rame't'éfs\ ~ ,kf;‘jg’lcg‘ifirgmete | N/A N/A N/A

Length
AttributelD
ValuelD

ProtocollD

L‘ength*\of .the complex attribute in octets. The sender shall set this

| field tothe length of the complex attribute excluding the Length field.

"The sender shall set this field to 0XOcNN, where NN is a two-digit

hexadecimal reverse Link flow number.

The sender shall set this field to an identifier assigned to this complex
value.

The sender shall set this field to an identifier for the Flow Protocol as
specified in [3].

ProtocolParametersLength

ProtocolParameters

If the ProtocolParameters record is not included, then the sender
shall set this field to 0x00. Otherwise, the sender shall set this field
to the length of the ProtocolParameters record in units of octets.

Unless specified otherwise by [3], the sender shall omit this record. If
ProtocolID is 0x04, then the sender shall set this record as defined in
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3.10.2.16.1. If ProtocollD is less than 0x04 or equal to 0x05, the

sender shall omit this record.

Route Protocol is ROHC

MaxCID

LargeCI’Ds \
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Field Length (bits)
MaxCID 16
LargeCIDs 1
FeedbackForIncluded 1
FeedbackFor Oor5
MRRU 16 .
TimerBasedCompression 1 ,
ProfileCount 8 ;’
ProfileCount occurrences of the folloWing fiéld:
Profile ~ 16 ‘
Reserved 0- 7_(as needed)

, Thé siendel\ﬂshall set thi's'"ﬁnéld tothe MAX_CID parameter for this
‘ RQHC Channel. The sender shall not set this field to a value greater
‘than MaxSupportedMaxCID.

I ‘kthe“LARGE_CIDS"}Sarameter for this ROHC Channel is false, then

the sender shall set this field to ‘0. Otherwise, the sender shall set
this field to ‘1. If LargeCIDSupported is ‘0’, then the sender shall not
set this field to ‘1°.

FeedbackForInch:;ded'If ROHC feedback associated with another Link flow (ROHC channel)

FeedbackFor

MRRU

is sent on this Link flow (ROHC channel), then this field shall be set
to ‘1’. Otherwise, this field shall be set to ‘O’

If FeedbackForIncluded is set to ‘O’, then the sender shall omit this
field. Otherwise, the sender shall set this field to the Link flow
number (ROHC channel) to which ROHC feedback sent on this Link
flow (ROHC channel) refers.

The sender shall set this field to the MRRU parameter for this ROHC
channel. The sender shall not set this field to a value greater than
MaxSupported MRRU.
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TimerBasedCompression

ProfileCount

Profile

Reserved

The sender shall set this field to ‘O’ if timer based compression
according to [0] is not enabled for this ROHC channel. The sender
shall set this field to ‘1’ if timer based compression according to [0] is
enabled for this ROHC channel. If TimerBasedCompressionSupported
is set to ‘0’, then the sender shall not set this field to ‘1°.

The sender shall set this field to the number of ROHC profiles
supported by the decompressor.

The sender shall set this field to the ROHC profile supported by the
decompressor according to [6]. The sender shall not set this field to a
value that is not included in the list of supported profiles.

The sender shall add reserved bits to make the\\‘length of the entire
record an integer number of octets.The sender shall set these bits to
‘0’. The receiver shall ignore this field.

3.10.2.17 Flow NNRouteProtocolParametersFwd Attribute

NN is the two-digit hexadecimal forward Link flow number, where hexadecimal digits A

through F are specified in upper case le_fters.

Field | Length (bits) Default
Length - kk 8 > N/A
AttributelD ) 16 N/A
One or \rﬁor‘ke of the following record:
ValuelD 8 N/A
ProtocollID | 8 0x00
ProtocolPafametérsLength 8 0x00
ProtoC‘oHé’é,rame ters ProtocolParamete | N/A
. rsLength x 8
Length Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.
AttributelD The sender shall set this field to OxOdNN, where NN is a two-digit
hexadecimal forward Link flow number.
ValuelD The sender shall set this field to an identifier assigned to this complex
value.
ProtocollD The sender shall set this field to an identifier for the Route Protocol as

specified in [3].
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ProtocolParametersLength

ProtocolParameters

If the ProtocolParameters record is omitted, then the sender shall set
this field to 0x00. Otherwise, the sender shall set this field to the
length of the ProtocolParameters record in units of octets.

Unless specified otherwise by [3], the sender shall omit this record. If
ProtocolID is 0x04, then the sender shall set this field as defined in
3.10.2.15.1. If ProtocolID is less than 0x04, the sender shall omit this
record.

3.10.2.18 FlowNNRouteProtocolParametersRev Attribute

NN is the two-digit hexadecimal reverse Link flow number, where hexadecimal digits A
through F are specified in upper case letters.

Field Length (bits) - Default

Length 8 N N/A
AttributelD

One or more of the following record:

16 ' N/A

8 N/A

ValuelD
ProtocollD 8. 0x00
ProtocolParametersLength 8. N ! , | 0x00
ProtocolParameters ProtocolParamete | N/A
\ rsLength x 8
Length h \\L\e‘ngth of the complex attribute in octets. The sender shall set this
‘ field to the length of the complex attribute excluding the Length field.
AttributelD The sender shall set this field to 0xOeNN, where NN is a two-digit
hexadecimal reverse Link flow number.
ValuelD The sender shall set this field to an identifier assigned to this complex
value.
ProtocollD The sender shall set this field to an identifier for the Route Protocol as

specified in [3].

ProtocolParametersLength

ProtocolParameters

If the ProtocolParameters field is omitted, then the sender shall set
this field to 0x00. Otherwise, the sender shall set this field to the
length of the ProtocolParameters record in units of octets.

Unless specified otherwise by [3], the sender shall omit this record. If
ProtocollD is 0x04, then the sender shall set this field as defined in
3.10.2.16.1.
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3.10.2.19 FlowNNSequenceLengthFwd Attribute

NN is the two-digit hexadecimal forward Link flow number, where hexadecimal digits A
through F are specified in upper case letters.

Field Length (bits) Default

Length 8 N/A

AttributelD 16 N/A

One or more of the following record:

ValuelD 8 N/A
SARSequenceLength 8 21
SARSequenceLengthShort 8 21

Length Length of the complex attribute in octets. The sender shall set this

field to the length of the complex attribute excluding the Length field.

AttributelD The sender shall set this. fleld to Ox02NN, where NN is a two-digit
hexadecimal forward Link flow number :

ValuelD The sender shall ;s‘é‘t this field to an identifier assigned to this complex
value. N

SARSequenceLength The sender shall set this- fleld to the length of the SAR sequence
number /in units of bits. The sender shall not set this field to any

_value‘other than 5, 13, 21, or 29. The sender shall set this field to 29

~ onlyif ﬂOgZ[RX AbortTimerﬂ+1> 21, where R is the maximum data

rate in units of higher layer octets per second that can be achieved by
~the lower layers, and abort timer is in units of seconds.

SARSequenceLengthShort
~~ The sender shall set this field to the length of the sequence number
included in the header of a SAR packet that does not carry re-
transmitted data units. SARSequenceLengthShort shall be less than
or equal to SARSequenceLength.

3.10.2.20 ReservationKKBCMCSFlowIDAssociation Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F
are specified in upper case letters.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One occurrence of the following record:

ValuelD

8 N/A

BCMCSFlowCount 8 0x00

BCMCSFlowCount occurrences of the following record:

BCMCSFlowID 32 N/A

Length

AttributelD

ValuelD

BCMCSFlowCount

BCMCSFlowID

Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

The sender shall set this field to 0x11KK; where KK is the two-digit
hexadecimal ReservationLabel.

The sender shall set this field to an identiﬁer assigned to this complex

value.

The sender shall setthls field ‘to \the number of BCMCS Flow
identifiers associated W‘ith‘th\iks reservation.

The sender shall set this ﬁeid~~~\'\c6“‘the BCMCS Flow identifier(s) of the

BCMCS Flow(s) that are associated with this reservation.

3.10.2.21 Reservation‘KKBCMCSProgramIDAssoCiation Attribute

KK is the two-digit hexadecimal ReservationLabel, where hexadecimal digits A through F
are specified in upper case 11etters“.
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Field Length (bits) Default
Length 8 N/A
AttributelD 16 N/A

One occurrence of the following record:

ValuelD

8 N/A

ProgramCount 8 0x00

ProgramCount occurrences of the following record:

ProgramIDLSBLength 8 N/A
ProgramIDLSBs 32 N/A
FlowDiscriminatorCount 8 N/A

FlowDiscriminatorCount occurrences of the following record:

FlowDiscriminator 8 : N/A

Length
AttributelD
ValuelD

ProgramCount

Length of the complex attribute in octets. The sender shall set this
field to the length of the complex attribute excluding the Length field.

The sender shaﬂ“sgt this field to 0x12KK, where KK is the two-digit
hexadecimal ReservationLabel.

The sender shall set this ~~fki:ké1dkkto an identifier assigned to this complex

value.

The sender shall set this field to the number of BCMCS Programs

\ that\is associated with this reservation.

ProgramIDLSBLength The ‘sender shall set this field to the valid number of the least

ProgramIDLSBs

| significant bits of the ProgramID of the BCMCS Program that is
/associated with this reservation.

The sender shall set this field to the ProgramIDLSBLength least
significant bits of Program ID of the BCMCS Program that is
associated with this reservation.

FlowDiscriminatorCount The sender shall set this field to the number of Flow

FlowDiscriminator

Discriminators for the Program that is associated with this
reservation. If all the Flow Discriminators for this ProgramlD is
associated with this reservation, then the sender shall set this field to
0.

The sender shall set this field to the Flow Discriminator that is
associated with this reservation.
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3.11 Session State Information

The Session State Information record (see [8]) consists of parameter records.

This application defines the following parameter records in addition to the configuration
attributes for this application.

3.11.1 Location Parameter

Table 3.11.1-1. The Format of the Parameter Record for the Location Parameter

ParameterType

Length

LocationType

LocationValue

Field Length (bits)
ParameterType 8
Length 8
LocationType 8
LocationValue 8 x (Length < 2)

This field shall be set to 0x01 for this pérameter record.

This field shall be set to the length of t’his‘parameter record in units
of octets excluding the Length field. '

This field shall be set to the value of LocationType associated with the
access terminal’s session.

This field shall be set 'to the stored value of LocationValue associated
with theaccess terminal’s session.

3.11.2 FlowControlState Parameter

Table 3.11.2-1. The Format of the Parameter Record for the FlowControlState

ParameterType

Length

FlowControlState

Parameter
Field Length (bits)
ParameterType 8
Length 8
FlowControlState 8

This field shall be set to 0x02 for this parameter record.

This field shall be set to the length of this parameter record in units
of octets excluding the Length field.

This field shall be set to 0x00 if the state of the Flow Control Protocol
associated with the access terminal’s session is Close. Otherwise, this
field shall be set to 0x01l. All the other values for this field are
reserved.
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Table 3.11.3-1. The Format of the Parameter Record for the
DataOverSignalingMessageSequence Parameter

ParameterType

Length

Reserved1l
RebéiVe;PointerA
Reserved2 “
TransmitPoiri/térA
Reserved3
ReceivePointerB

Reserved4

Field Length (bits)
ParameterType 8
Length 8
Reservedl 2
ReceivePointerA 6
Reserved?2 2
TransmitPointerA 6
Reserved3 2
ReceivePointerB 6
Reserved4 2
TransmitPointerB i 6

This field shall Bé*sgt to 0x03 for this parameter record.

This field shall be settothe lengthk of this parameter record in units

_of octets excluding the Len

“field.

gth field.

‘The sender shall set this fiéld to ‘00’. The receiver shall ignore this

Thkiskﬁeld shall be set to the value of the receive pointer for
DataOverSignaling message validation on Route A, V(Ra).

field.

/ /The sender shall set this field to ‘00’. The receiver shall ignore this

This field shall be set to the value of the transmit pointer for
DataOverSignaling message validation on Route A, V(Sa).

The sender shall set this field to ‘00’. The receiver shall ignore this

field.

This field shall be set to the value of the receive pointer for
DataOverSignaling message validation on Route B, V(Rz).

The sender shall set this field to ‘00’. The receiver shall ignore this

field.
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TransmitPointerB

This field shall be set to the value of the transmit pointer for
DataOverSignaling message validation on Route B, V{(Sg).

3.11.4 StorageBLOB Parameter

Table 3.11.4-1. The Format of the Parameter Record for the StorageBLOB Parameter

Field Length (bits)
ParameterType 8
Length 8
StorageBLOBType 16
StorageBLOBLength 8
StorageBLOB O or 8 x StorageBLOBLength |-
ParameterType This field shall be set to 0x04 for this parameter record.
Length This field shall be set to the length of this parameter record in units
of octets excluding the Length field.
StorageBLOBTYype This field shall be séftokzero if the value of its stored StorageBLOB is
NULL; otherwise, this\ field shall \be set to the stored value of
StorageBLOBType. N o
StorageBLOBLength
“This field shall be set to zero if the value of its stored StorageBLOB is
“NULL; otherwise, this field shall be set to the stored value of
StorageBLOBLength.
StorageBLOB This field shall be omitted if the value of the stored StorageBLOB is

NULL; otherwise, this field shall be set to the stored value of

‘StorageBLOB.
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3.11.5 ReservationState Parameter

Table 3.11.5-1. The Format of the Parameter Record for the ReservationState

Parameter
Field Length (bits)
ParameterType 8
Length 8
OpenReservationCount 8

OpenReservationCount occurrences of the following record:

Link 1
ReservationLabel 8
Reserved 0-7 k'(as/ neédekd);
ParameterType This field shall be set tofO'X;OS_for this ;parametkerk fecord.
Length This field shall be set to the 1ehg’th of this paramcteflyrecord in units

of octets excludiné‘*the Length field.

OpenReservationCount

\This ﬁeld shall be set to tﬁg number of Reservations that are in the
\ Open/,,s"t,ate. '

Link ‘:This:iﬁeld shall be set to ‘1’ for a forward link Reservation, and to ‘O’
N\ for a reverse link Reservation.

Reservatki‘onLabel | This field shall be set to the ReservationLabel.

Reserved The sender shall add reserved bits to make the length of the entire
: parameter an integer number of octets. The sender shall set these
bits to zero. The receiver shall ignore this field
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3.11.6 RouteState Parameter

Table 3.11.6-1. The Format of the Parameter Record for the RouteState Parameter

Field Length (bits)

ParameterType 8
Length 8
RouteSelectionProtocolState 2
NextRouteSelectTransactionID 8
NextActivateRouteTransactionID 8
Reserved 6

ParameterType This field shall be set to 0x06 for this parameter record.

Length This field shall be set to the length of this parameter record in units

of octets excluding the Length field.
RouteSelectionProtocolState

This field shall be sefkc:“t‘o indicate the state of Route Selection Protocol
according to Table 3,11.6-2.

Table 3.1 1.6‘-2‘.\ RouteSelectionProtdcolState Encoding

’ State Value
| AOpen B Setting | 00’
) A Open B Rising | Ol
A Setting B Open ‘10’
: A Rising B Open ‘11’

/

NextRouteSelect’I/‘ransactionID

This field shall be set to the TransactionID field of the next
RouteSelect message that will be sent.

NextActivateRouteTransactionID

This field shall be set to the TransactionID field of the next
ActivateRoute message that will be sent.

Reserved This field shall be set to ‘000000°’. The receiver shall ignore this field.
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